TASK-3

Website: http://zero.webappsecurity.com/

Summary of alerts

RISK LEVEL NUMBER OF ALERTS

HIGH 0

MEDIUM 4

LOW 3

INFORMATIONAL 1

ALERTS

NAME RISK LEVEL NO OF INSTANCES CWE ID WASCID

ABSENCE OD ANTI-CSRF TOKENS MEDIUM 8 352 9

CROSS-DOMAIN MISCONFIGURATION MEDIUM 24 264 14

MISSING ANTI-CLICKJACKING HEADER MEDIUM 8 1021 15

VULNERABLE JS LIBRARY MEDIUM 2 829 -

COOKIE WITHOUT SAMESITE ATTRIBUTE LOW 1 1275 13

TIMESTAMP DISCLOSURE -UNIX LOW 1 200 13

X-CONTENT-TYPE-OPTIONS HEADER MISSING LOW 20 693 15

INFORMATION DISCLOSURE INFORMATIONAL 1 200 13

SUSPICIOUS COMMENTS

WE HAVE DIVIDED OUR VULNERABILITIES INTO FOUR TYPES ACCORDING TO THEIR EFFICIENCY AND INTEGRITY CONTROL.

Low : Vulnerability with low risks

Medium : Vulnerabilities with medium risks.

Critical : Vulnerabilities with high risks ,easy

for black hat hacker to hack.

Informational : Vulnerabilities which leak the critical information of the website