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# OffSec Certified Professional Exam Report

## Introduction

The OffSec Certified Professional exam report contains all efforts that were conducted in order to pass the OffSec Certified Professional exam. This report should contain all items that were used to pass the overall exam, and it will be graded from a standpoint of correctness and fullness to all aspects of the exam. The purpose of this report is to ensure that the student has a full understanding of penetration testing methodologies as well as the technical knowledge to pass the qualifications for the OffSec Certified Professional.

## Objectives

The objective of this assessment is to perform an internal penetration test against the OffSec Lab and Exam network. The student is tasked with following a methodical approach to obtaining access to the objective goals. This test should simulate an actual penetration test and how you would start from beginning to end, including the overall report. An example page has already been created for you in the latter portions of this document that should give you ample information on what is expected to pass this course. Use the sample report as a guideline to get you through the reporting.

## Requirements

The student will be required to fill out this penetration testing report fully and to include the following sections:

* Overall High-Level Summary and Recommendations (non-technical)
* Methodology walkthrough and detailed outline of steps taken
* Each finding with included screenshots, walkthrough, sample code, and proof.txt if applicable.
* Any additional items that were not included.

# High-Level Summary

Successful exploitation resulted in the compromise of the Active Directory environment, with all three associated proof files retrieved. Full administrative compromise, yielding both local (user) and proof (root) files, was achieved on standalone targets [IP-OF-FULLY-COMPROMISED-STANDALONE-1] and [IP-OF-FULLY-COMPROMISED-STANDALONE-2]. On the final standalone target, [IP-OF-USER-ONLY-STANDALONE], user-level access was obtained, allowing for the retrieval of the local proof file only; administrative access was not achieved on this host during the engagement.

## Recommendations

To address the vulnerabilities exploited during this assessment, the following key actions are recommended:

* **Patch Management:** Implement timely and consistent patching for operating systems and third-party applications.
* **[INSERT-SPECIFIC-RECOMMENDATIONS-BASED-ON-FINDINGS]**

Implementing these recommendations will significantly reduce the attack surface and mitigate the risks identified in this report.

# Methodologies

Student utilized a widely adopted approach to performing penetration testing that is effective in testing how well the OffSec Exam environment is secure. Below is a breakout of how Student was able to identify and exploit the variety of systems and includes all individual vulnerabilities found.

## Information Gathering

The information gathering portion of a penetration test focuses on identifying the scope of the penetration test. During this penetration test, Student was tasked with exploiting exam network. The specific IP addresses were:

**Exam Network:**

* AD Network: [LIST-ALL-AD-TARGET-IPS-HERE]
* Standalone machines: [LIST-ALL-STANDALONE-TARGET-IPS-HERE]

## Service Enumeration

The service enumeration portion of a penetration test focuses on gathering information about what services are alive on a system or systems. This is valuable for an attacker as it provides detailed information on potential attack vectors in a system. Understanding what applications are running on the system gives an attacker needed information before performing the actual penetration test. In some cases, some ports may not be listed.

## Penetration

The penetration testing portions of the assessment focus heavily on gaining access to a variety of systems. During this penetration test, Student was able to successfully gain access to all available machines.

# Active Directory Set

## [IP-ADDRESS-OF-AD-TARGET-1-HERE]

### Nmap scan

### Privilege escalation

## [IP-ADDRESS-OF-AD-TARGET-2-HERE]

### Nmap scan

### Initial foothold

### Privilege escalation

## [IP-ADDRESS-OF-AD-TARGET-3-HERE]

### Nmap scan

### Initial foothold

### Privilege escalation

# Standalone machines

## [IP-ADDRESS-OF-STANDALONE-TARGET-1-HERE]

### Nmap scan

### Initial foothold

### Privilege escalation