Veyon 4.3.1 Ubuntu 20.04 Configuration

Instalation:

Open terminal “ Ctrl+Alt+t”
Command on Master machine: sudo apt install veyon-master
From MENU Master Machine open Veyon-Configurator
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The import of CSV files is possible through the command line interface. For more
infermation, see the online documentation.
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:~% sudo ufw status
tatus: active
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~$ cd fetcfveyonfkeysfpubllcfubuntuf
~..:ta£ on/keys/public/ubuntu$ 1s -1

- - - - S 1 root bezimko 800 Aug 28‘05 42 key

Allow port 11100 from terminal For Master and User
Machine - sudo ufw allow 11100

User Machine

Command on User machine: sudo apt install veyon-master
Command on User machine: sudo apt remove veyon-master
From MENU User Machine open Veyon-Configurato
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Custom x11vnc parameters:
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o— General Please perform the following steps to set up key file authentication:
1) Create a key pair on the master computer.
% — 2) Set an access group whose members should be allowed to access other computers.
3) Export the public key and import it on all client computers with the same name.
N Please refer to the Veyon Administrator Manual for more information. I
== Nstat Available authentication keys
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Import Authentication key , from Master machine

Change Access group on User machine from root to User
Group for example on my computer group is (to see groups
on your machine use “cat /etc/group” day (User) for user
computer whit “Set access group” button from “Veyon
Configuration” window.
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