Reto XSS | S.8

**Reto XSS | S.8**

Principio del formulario

Final del formulario

Contenido del cuestionario

Principio del formulario

**¡Comencemos con el Reto XSS!**

Este reto está diseñado para ayudarte a comprender que la correcta explotación de una vulnerabilidad puede generar nuevas vulnerabilidades que antes no existían.

Para comenzar, levanta el fichero .iso que te proporcionamos en el siguiente enlace:

(Si no te acuerdas de como instalar un ISO, te hemos dejado fuera del Reto XSS, documentación sobre su instalación en Virtualbox, **échala un vistazo**)

* + [XSS Reto](https://drive.google.com/file/d/1u-sbLOtqxQauvghVIwcLzBIA757mlrvJ/view)

Tu tarea será analizarlo en busca de posibles vulnerabilidades, realizando un ejercicio de pentesting.

Iniciando con una inyección de código, deberás acceder a la parte autenticada de la aplicación web. A partir de ahí, deberás planear los siguientes pasos de manera que logres ejecutar comandos en el servidor realizando un RCE, utilizando las distintas funcionalidades de la web, así como las herramientas disponibles.

Como entrega deberás mostrar la metodología y pasos a seguir durante la explotación, con una breve explicación sobre qué realizas con cada comando. Únicamente céntrate en exponer los pasos que hayan sido fructíferos en conseguir explotar las vulnerabilidades de la máquina. En múltiples ocasiones nos encontraremos con una gran diversidad de posibles caminos de explotación, en estos casos siempre expondremos los que nos hayan permitido avanzar en el ejercicio de pentesting.

**Recuerda: ¡¡¡Sí no consigues explotar la máquina por un camino tal vez no sea ese, piensa otras posibles líneas de explotación!!!**

**¡Mucha suerte!**
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