**Which of these are personal data when consider separately from other possible addition data?**

-> Photos of you on Facebook (Hình ảnh của bạn trên Facebook)

**Which following statements belong to Golden Rule?**

-> 1,3,4,5 – sai

-> 1,3,4,5,6 – sai

-> 3,4,5,6 – sai

-> 1,2,3,5,6 - sai

-> 1,2,3,4,5 – sai

**What are the risks of violation GDPR?**

-> Financial risks: Large fines and compensation (Rủi ro tài chính: Phạt và bồi thường lớn)

-> Reputational risks: Damage to the company brand (Rủi ro danh tiếng: Hủy hoại thương hiệu công ty)

-> Risks to Data Subjects: Privacy rights infringed. (Rủi ro tới chủ thể dữ liệu: Xâm phạm quyền riêng tư)

**Which of the following rights for the data subject are protected under GDPR?**

-> The right to erasure or be forgotten (Quyền được quên)

-> The right to object to data processing (Quyền phản đối xử lý dữ liệu)

-> The right to a copy of personal data so that the data subject can use in other IT systems and services (data portability) (Quyền có bản sao dữ liệu cá nhân để chủ thể dữ liệu có thể sử dụng trong các hệ thống và dịch vụ CNTT khác (tính khả chuyển dữ liệu))

-> The right of access (Quyền truy cập)

-> The right to view processing records of the data subject’s personal data (Quyền xem hồ sơ xử lý dữ liệu cá nhân của chủ thể dữ liệu)

**Which of the eight individual rights have been violated in the following scenario?**

**A traffic company has been keeping record of traffic violations to monitor driving habits of individuals over time to identify repeat offenders.**

-> Right in Relation to Automated Decision Making (Quyền liên quan đến việc ra quyết định tự động)

**Which of the eight individual rights have been violated in the following scenario?  
An electricity company automatically disconnected from a mobile phone service without notifying to an individual because the individual forgot to pay his/her bill.**

-> Right in Relation to Automated Decision Making (Quyền liên quan đến việc ra quyết định tự động)

**You graduated your university and you want go to a broad to study in other field in university in Germany. The univeristy required you to provide the profile from high school at least to prove your education history. You have to contact to principle in the high school to get your copied school profile. Which of the eight individual rights under GDPR support you in this case?**

-> Right to access (Quyền được truy cập)

**What does the principle "Lawfulness, Fairness & Transparency" mean?**

-> Processing must be fair, lawful and transparent (Việc xử lý dữ liệu phải công bằng, hợp pháp và minh bạch)

**What does the principle "Purposes limitations" mean?**

-> Personal Data must be processed for specific, legitimate purposes (Dữ liệu cá nhân phải được xử lý cho các mục đích cụ thể và hợp pháp)

**A outsource company signed the contract with a client to enhance education system application support for universities in UK. The outsource company processes personal data of students to provide service for these universities. The outsource company must get consent from the client to allow processing personal data. "Consent" mentioned here relavent to which of eight individual rights under GDPR?**

-> Right to inform (Quyền được thông báo)

**What does the principle "Data minimization" mean?**

-> Only the minimum Personal Data must be used that is needed (Chỉ cần sử dụng dữ liệu cá nhân tối thiểu cần thiết)

**What does the principle "Accuracy" mean?**

-> Personal Data must be kept accurate and up to date. (Dữ liệu cá nhân phải lưu giữ chính xác và cập nhật)

**What does the principle "Secure" mean?**

-> Personal Data must be kept secure throughout processing (Dữ liệu cá nhân phải được bảo mật trong quá trình xử lý)

**What does the principle "Storage limitations" mean?**

-> Personal Data must only be retained for as long as necessary (Dữ liệu cá nhân chỉ được giữ lại nếu cần thiết)

**Regarding exposed data that is no longer required in the project. What should your project does?**

-> Team member has to delete the exposed data when it’s no longer usage as processing purpose as the erasure time/condition to delete defined in the DMP (Thành viên nhóm phải xóa dữ liệu được truy cập khi dữ liệu đó không còn được sử dụng theo mục đích xử dụng hay thời gian/điều kiện xóa được xác định trong DMP)

**According to the Data Management Process, NashTech is acting as a…**

-> Processor (Người xử lý)

**Who will follow the Data Management Plan (DMP) of project?**

-> All of them (Tất cả)

**Not only data subjects but also organizations involved in the processing of personal data have the rights to access and erasure under the GDPR. Is this statement true or false?**

-> False

**What type of project must apply Data Management Process and produce a Data Management Plan?**

-> All projects (Tất cả các dự án)

**What should you do when you received data from client or granted permission to access client’s system?**

-> Inform that info to PM to update Data Management Plan (DMP) (Thông báo thông tin đó cho Quản lý dự án để cập nhật Kế hoạch quản lý dữ liệu (DMP))

-> Follow client instruction (Làm theo hướng dẫn của Khách hàng)

**What data can be shared from a client under implied consent for legitimate processing reasons in project team?**

-> All of them (Tất cả)

**What are the maximum penalty when a company violated GDPR laws?**

-> €20 million or 4% of annual revenue, whichever is higher (20 triệu Euro hoặc 4% doanh thu hàng năm, tùy theo mức nào cao hơn)

**What is Personal Data?**

-> Means any information relating to an identified or identifiable natural person (Có nghĩa là bất kỳ thông tin nào liên quan đến một chủ thể tự nhiên được xác định hoặc có thể nhận dạng được)

**What is Sensitive Data?**

-> A specifically genetic, biometric data, religion, criminal records, sexuality, data regarding healthcare… (Dữ liệu cụ thể về di truyền, sinh trắc học, tôn giáo, hồ sơ tội phạm, tình dục, dữ liệu liên quan đến chăm sóc sức khỏe…)

**What does GDPR stand for?**

-> General Data Protection Regulation

**When does GDPR laws come into effect?**

-> 25/05/2018

**Which data received from clients should be anonymised and encrypted?**

-> Sensitive data (Dữ liệu nhạy cảm)

**As a Processor, you have to comply with 6 principles of GDPR and 8 Data Subject’s Rights. As Controller, you have to follow Processor’s instruction Above statement is:**

-> False

**Regarding exposed data that is no longer required in the project:**

-> Team member has to delete the exposed data when it’s no longer usage as processing purpose as the erasure time/condition to delete defined in the DMP (Thành viên nhóm phải xóa dữ liệu được truy cập khi dữ liệu đó không còn được sử dụng làm mục đích xử lý như thời gian/điều kiện xóa được xác định trong DMP.)

**Which of the following indicators are being used to evaluate Data Management Plan (DMP) status?**

-> Red, Amber, Green (Đỏ, Amber, Xanh lá)

**What is Data Controller?**

-> A controller determines the purposes and means of processing personal data (Người kiểm soát dữ liệu quyết định mục đích và cách thức xử lý dữ liệu cá nhân)

**What is Data Processor?**

-> A processor is responsible for processing personal data (Người xử lý dữ liệu có trách nhiệm cho việc xử lý dữ liệu cá nhân)

**If you can view the real data from client's production system, what should you do?**

-> Inform that info to PM to update Data Management Plan (DMP) (Thông báo thông tin đó cho Quản lý dự án để cập nhật Kế hoạch quản lý dữ liệu (DMP))

**According to Data Management Process, NashTech is acting as a…**

-> Processor (Người xử lý)

**GDPR applies to:**

-> All data controllers and processors established in the EU and organizations that target EU citizens regardless geography (Tất cả Người kiểm soát và xử lý dữ liệu được thành lập ở Liên minh Châu Âu và các tổ chức nhắm mục tiêu đến công dân Liên minh Châu Âu bất kể vùng địa lý)

**Please, indicate which of the six data protection principles defines the following statement? CONTROLLER MAY NEED TO KEEP THE PERSONAL DATA UPDATED, ALTHOUGH THIS WILL DEPEND ON WHAT CONTROLLER ARE USING IT FOR.**

-> Accuracy (Tính chính xác)

**Please, indicate which of the six data protection principles defines the following statement. CONTROLLER MUST ENSURE THE PERSONAL DATA BEING PROCESSED IS ADEQUATE – SUFFICIENT TO PROPERLY FULFIL CONTROLLER’S STATED PURPOSE**

-> Data minimisation (Tối thiểu hóa dữ liệu)

**Please, indicate which of the six data protection principles defines the following statement? CONTROLLER SHOULD ALSO PERIODICALLY REVIEW THE DATA CONTROLLER HOLDS, AND ERASE OR ANONYMISE IT WHEN CONTROLLER NO LONGER NEEDS IT.**

-> Storage limitation (Giới hạn lưu trữ)

**Please, indicate which of the six data protection principles defines the following statement? CONTROLLER REQUIRE TO CONSIDER THINGS LIKE RISK ANALYSIS, ORGANIZATIONAL POLICIES, AND PHYSICAL AND TECHNICAL MEASURES.**

-> Secure data (Bảo mật dữ liệu)

**Ann works for a large company that makes use of communication and collaboration services offered by a cloud service provider. The employees can easily log in into a Web app and work in teams of up to 30 people by managing their tasks and projects, editing documents, storing them in the cloud and sharing with each other. Ann’s team deals with personal information of the clients of her company. How would you qualify the cloud service provider in question?**

-> Data Processor (Người xử lý dữ liệu)

**Ann works for a large company that makes use of communication and collaboration services offered by a cloud service provider. Ann deals with personal information of the clients of her company to provide the services to the client. Who is Ann?**

-> Data Processor (Người xử lý dữ liệu)

**Please, indicate which of the six data protection principles defines the following statement? CONTROLLER MUST USE PERSONAL DATA IN A WAY THAT IS FAIR. THIS MEANS CONTROLLER MUST NOT PROCESS THE DATA IN A WAY THAT IS UNDULY DETRIMENTAL, UNEXPECTED OR MISLEADING TO THE INDIVIDUALS CONCERNED.**

-> Lawfulness, fairness and transparency (Tính hợp pháp, công bằng và minh bạch)

**Please, indicate which of the six data protection principles have been violated in the following scenario. The staff intranet of a university holds much personal data of its employees. Unfortunately, the server does not rely on the use of digital security mechanisms to protect this information and any cyber-attack can cause significant damage.**

-> Secure data (Bảo mật dữ liệu)

**Which of the six data protection principles have been violated in the following scenario?  
The staff intranet of a university holds much personal data of its employees. Unfortunately, the server does not rely on the use of digital security mechanisms to protect this information and any cyber-attack can cause significant damage.**

-> Secure data (Bảo mật dữ liệu)

**When can you as a data subject object to the processing of personal data concerning you when they are processed for marketing purposes?**

-> At any time (Bất cứ khi nào)

**When can you as a data subject object to the processing of personal data concerning you when they are processed for marketing purposes which different from the orginal purpose?**

-> At any time (Bất cứ khi nào) - test

**Please, indicate which of the six data protection principles have been violated in the following scenario. A municipality collects information on bankruptcies involving individuals and companies residing on its territory and stores this in its database. This database is, however, not regularly updated and many persons and companies on the list are not bankrupt anymore.**

-> Accuracy (Tính chính xác)

**Which of the six data protection principles have been violated in the following scenario?  
A financial company collects information on bankruptcies involving individuals who being their customer and stores this in its database. However, not regularly updated and many persons on the list are not bankrupt anymore.**

-> Accuracy (Tính chính xác)

**Please, indicate which of the six data protection principles have been violated in the following scenario. A bank has collected and stored personal data of its clients in order to open their bank accounts. Then these data were used to send these individuals information about mortgages offered by the bank.**

-> Purpose limitation (Giới hạn mục đích)

**Which of the six data protection principles have been violated in the following scenario?   
A bank has collected personal data of its clients for other purpose to open their bank accounts. Then these data were used to send these individuals information about mortgages offered by the bank.**

-> Lawfulness, fairness and transparency (Tính hợp pháp, công bằng và minh bạch) sai

**-> sai** Integrity and confidentiality (Tính toàn vẹn và bảo mật)

-> Data minimisation (Tối thiểu hóa dữ liệu)

**Which of the following can be concluded to belong to special categories of (sensitive) personal data when considered separately from other possible additional data?**

-> An audio recording of your voice (Đoạn ghi âm giọng nói của bạn)

**Please, indicate which of the six data protection principles defines the following statement? CONTROLLER CAN ONLY USE THE PERSONAL DATA FOR A NEW PURPOSE IF EITHER THIS IS COMPATIBLE WITH YOUR ORIGINAL PURPOSE, YOU GET CONSENT, OR YOU HAVE A CLEAR BASIS IN LAW.**

-> Purpose limitation (Giới hạn mục đích)

**Under GDPR, how long do you have to response to a Data Subject’s Request?**

-> 1 month (1 tháng)

**You had voluntarily participated in a social experiment organized by a company. A few months later, you received an email from the same company in which you are asked whether you would be interested to participate in another similar activity. You are curious whether this company holds and do you need to use?**

-> Appealing to the right to access (Kháng nghị quyền truy cập)

**Which of the six data protection principles have been violated in the following scenario?  
You had voluntarily participated in a social experiment organized by a company. A few months later, you received an email from the same company in which you are asked whether you would be interested to participate in another similar activity.**

-> Purpose limitation (Giới hạn mục đích)

**Please, indicate which of the six data protection principles have been violated in the following scenario. For the purposes of holding a sports event, an organisation collects, stores and processes personal data of those who participate in this event. After the event is finished, these data are kept in the system for years.**

-> Storage limitation (Giới hạn lưu trữ)

**Which of the six data protection principles have been violated in the following scenario?**

**For the purposes of holding a sports event, an organisation collects, stores and processes personal data of those who participate in this event. After the event is finished, these data are kept in the system for years.**

-> Storage limitation (Giới hạn lưu trữ)

**The website of your employer has a dedicated webpage with some personal information about you, including your photo, name and home address. You notice that your name is not spelled correctly and your home address is incorrect. Which right can you exercise to make sure that the processing of inaccurate data dose not take place if you want this information to remain stored?**

-> Right to restriction of processing (Quyền hạn chế xử lý)

**The website of your employer has a dedicated webpage with some personal information about you, including your photo, name and home address. You notice that your name is not spelled correctly and your home address is incorrect. Which right can you exercise to make sure that the processing of inaccurate data not take place if you want this information to remain stored?**

-> Right to Rectification (Quyền chỉnh sửa)

**Arnold is a head of a motorcycle club, he collects and stores on his personal computer: full names, home addresses, photographs and signatures of all his club members and keeps them in a file created in the Numbers application on his Mac. He is, however, not listed in the database himself. From time to time, he shares this document with his son who corrects spelling mistakes, crops photographs and fills in missing information. Who is Arnold according to you?**

-> Data Controller (Người kiểm soát dữ liệu)

**Who does Arnold play role under GDPR in following scenario?**

**Arnold is a head of a motorcycle club. He collects and stores on his personal computer: full names, home addresses, photographs and signatures of all his club members and keeps them in a file created in his Mac. From time to time, he shares this document with his son who corrects spelling mistakes, crops photographs and fills in missing information?**

->Data Controller (Người kiểm soát dữ liệu)

**Please, indicate which of the six data protection principles have been violated in the following scenario. A person wants to become a member of an archery club. The membership form requires him to provide not only his name and home address but also his social security number and political beliefs that will be stored in a digital database of the club.**

-> Data minimisation (Tối thiểu hóa dữ liệu)

**Which of the six data protection principles have been violated in the following scenario?  
A person wants to become a member of an archery club. The membership form requires him to provide not only his name and home address but also his social security number and political beliefs that will be stored in a digital database of the club.**

-> Data minimisation (Tối thiểu hóa dữ liệu)