# Testerský slovník časť 18:

(postupne budem zverejňovať pojmy, ktoré som nazbierala)

**Stacktrace**

(alebo „výpis zásobníka volaní“) je technický výpis, ktorý ukazuje **reťazec volaní funkcií**, ktoré viedli k chybe alebo výnimke v programe.

**Feature toggles**

sú prepínače, ktorými možno zapnúť alebo vypnúť konkrétnu funkcionalitu bez nutnosti meniť kód.Umožňujú napríklad nasadiť funkciu na všetky prostredia, ale aktivovať ju len v niektorých z nich (napr. len v teste).

**SMTP**

(Simple Mail Transfer Protocol) je protokol na odosielanie e-mailov z aplikácie – typicky sa používa na zasielanie notifikácií, potvrdení objednávky alebo resetovacích odkazov. V testovaní je dôležité overiť, či je SMTP správne nakonfigurovaný, aby e-maily odchádzali a neboli zablokované alebo označené ako spam.

**Build number**

je číselný identifikátor konkrétneho zostavenia (build-u) aplikácie. Pomáha rozlíšiť jednotlivé verzie softvéru – napríklad ak vývojári vykonali zmeny a znova aplikáciu zbuildovali, každé nové zostavenie dostane nové „build number“, čo umožňuje presne sledovať, ktorá verzia je nasadená v ktorom prostredí.

**Commit hash**

je jedinečný identifikátor (zvyčajne dlhý reťazec znakov), ktorý označuje konkrétny commit v systéme na správu verzií (napr. Git). Vďaka nemu vieš presne určiť, aký kód bol nasadený – aj keď dve verzie aplikácie vyzerajú rovnako, rôzny commit hash odhalí, že pochádzajú z iného stavu vývoja.

**Version endpoint**

je špeciálne API rozhranie (napr. /version), ktoré vracia aktuálne informácie o nasadenej verzii aplikácie – ako napr. číslo buildu alebo commit hash. Tester si tak vie jednoducho overiť, či je v danom prostredí nasadená správna verzia softvéru.

**Debug logy**

sú detailné výpisy z aplikácie určené najmä pre vývojárov – obsahujú technické informácie, ktoré pomáhajú pri hľadaní chýb (napr. hodnoty premenných, priebeh funkcií). V produkčnom prostredí by nemali byť zapnuté, pretože môžu spomaliť aplikáciu a odhaliť citlivé informácie.

**Latency**

je oneskorenie medzi požiadavkou a reakciou – teda čas, ktorý uplynie od odoslania požiadavky (napr. klik na tlačidlo) po prijatie odpovede zo servera. V testovaní je dôležité sledovať, či toto oneskorenie neprekračuje akceptovateľné limity, najmä pri prechode na produkčné prostredie, kde môže byť infraštruktúra odlišná.

**HTTP**

(Hypertext Transfer Protocol) je základný komunikačný protokol, pomocou ktorého prehliadač posiela požiadavky na webový server a prijíma odpovede (napr. HTML stránky, obrázky, API odpovede). Je to nezabezpečený protokol – preto sa v praxi často používa jeho bezpečná verzia HTTPS, ktorá navyše šifruje komunikáciu.

**HTTPS**

(Hypertext Transfer Protocol Secure) je zabezpečená verzia protokolu HTTP, ktorá šifruje komunikáciu medzi prehliadačom a serverom pomocou SSL/TLS certifikátu. Vďaka tomu sú údaje chránené pred odpočúvaním, manipuláciou a falošnými stránkami.

**TLS**

(Transport Layer Security) je kryptografický protokol, ktorý zabezpečuje šifrovanie a integritu dát pri prenose medzi klientom a serverom – je nástupcom SSL. Používa sa v spojení s HTTPS a zabezpečuje, že komunikácia nemôže byť odpočúvaná ani zmenená.

**DNS**

(Domain Name System) je systém, ktorý prekladá názvy domén (napr. example.com) na IP adresy serverov, kde beží aplikácia. Ak DNS nefunguje správne alebo je zle nastavený, aplikácia sa nemusí načítať, pretože sa klient nedostane na správny server.

**Redirect**

je automatické presmerovanie používateľa z jednej adresy na inú – napríklad keď zadáš example.com a prehliadač ťa presmeruje na https://www.example.com. V testovaní kontrolujeme, či sú tieto presmerovania správne nastavené (napr. HTTP → HTTPS alebo staré URL → nové) a či nevedú na chybné alebo neexistujúce stránky.

**SSL certifikáty**

slúžia na zabezpečenie šifrovanej komunikácie medzi klientom a serverom (napr. pri HTTPS). Overením certifikátu zisťujeme, či je platný, vydaný dôveryhodnou autoritou a či zodpovedá doméne, na ktorej beží aplikácia.

**CSP**

(Content-Security-Policy)je bezpečnostný HTTP header, ktorý určuje, z akých zdrojov môže webová stránka načítať obsah (napr. skripty, obrázky, štýly). Pomáha zabrániť útokom ako Cross-Site Scripting (XSS), pretože obmedzuje, čo sa môže na stránke spúšťať a odkiaľ.

**X-Frame-Options**

je bezpečnostný HTTP header, ktorý určuje, či sa môže stránka zobraziť v rámci iného webu (napr. v <iframe>). Slúži ako ochrana pred útokmi typu „clickjacking“, kde by útočník mohol cez neviditeľné prekrytie manipulovať so stránkou bez vedomia používateľa.

**CORS**

(Cross-Origin Resource Sharing)je bezpečnostný mechanizmus, ktorý určuje, ktoré domény môžu pristupovať k zdrojom (napr. API) na inej doméne. Ak nie je CORS správne nastavený, aplikácia môže buď zbytočne blokovať požiadavky, alebo naopak umožniť prístup neoprávneným doménam, čo je bezpečnostné riziko.

Týmto nekončíme, len začíname. Dajte do komentov termíny alebo slovné spojenia, s ktorými ste sa pri testovaní stretli. Tie, ktoré vás zaujali, nevedeli ste, čo znamenajú a pod.
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