**Тема: “Захист системи та користувачів у Linux. Створення користувачів та груп”**

**Мета роботи:**

1. Отримання практичних навиків роботи з командною оболонкою Bash.
2. Знайомство з базовими діями при створенні нових користувачів та нових груп користувачів.

**Матеріальне забезпечення занять**

1. ЕОМ типу IBM PC.

2. ОС сімейства Windows (Windows 7).

3. Віртуальна машина – Virtual Box (Oracle).

4. Операційна система GNU/Linux – CentOS.

5. Сайт мережевої академії Cisco netacad.com та його онлайн курси по Linux

**Короткі теоретичні відомості:**

**System and User Security**

Administrative Accounts

There are many different ways to execute a command that requires administrative or root privileges. Logging in to the system as the root user allows you to execute commands as the administrator. This access is potentially dangerous because you may forget that you are logged in as root and might run a command that could cause problems on the system. As a result, it is not recommended to log in as the root user directly.

Because using the root account is potentially dangerous, you should only execute commands as root if administrative privileges are needed. If the root account is disabled, as it is on the Ubuntu distribution, then administrative commands can be executed using the *sudo* command. If the root account is enabled, then a regular user can execute the *su* command to switch accounts to the root account.

When you log in to the system directly as root to execute commands, then everything about your session runs as the root user. If using the graphical environment, this is especially dangerous as the graphical login process is comprised of many different executables (programs that run during login). Each program that runs as the root user represents a greater threat than a process run as a standard user, as those programs would be allowed to do nearly anything, whereas standard user programs are very restricted in what they can do.

The other potential danger with logging into the system as root is that a person that does this may forget to log out to do their non-administrative work, allowing programs such as browsers and email clients to be run as the root user without restrictions on what they could do. The fact that several distributions of Linux, notably Ubuntu, do not allow users to log in as the root user should be enough indication that this is not the preferred way to perform administrative tasks.

User Accounts

There are several text files in the */etc* directory that contain the account data of the users and groups defined on the system. For example, to see if a specific user account has been defined on the system, then the place to check is the */etc/passwd* file.

The /etc/passwd file defines some of the account information for user accounts. Each line contains information pertaining to a single user. The data is separated into fields by colon characters.

System Accounts

Users log into the system using regular user accounts. Typically, these accounts have UID values of greater than 500 (on some systems 1,000). The root user has special access to the system. This access is provided to the account with a UID of 0.

There are additional accounts that are not designed for users to log into. These accounts, typically from UID 1 to UID 499, are called system accounts, and they are designed to provide accounts for services that are running on the system.

System accounts have some fields in the /etc/passwd and /etc/shadow files that are different than other accounts. For example, system accounts rarely have home directories as they typically are not used to create or store files.

Group Accounts

Your level of access to a system is not determined solely by your user account. Each user can be a member of one or more groups, which can also affect the level of access to the system.

Traditionally, UNIX systems limited users to belonging to no more than a total of sixteen groups, but the recent Linux kernels support users with over sixty-five thousand group memberships.

The /etc/passwd file defines the primary group membership for a user. Supplemental group membership (or secondary group membership) and the groups themselves are defined in *the /etc/group* file.

**Viewing User Information**

The id command is used to print user and group information for a specified user.

*id [options] username*

When switching between different user accounts, it can be confusing as to which account is currently logged in. When executed without an argument, the id command outputs information about the current user, allowing you to confirm your identity on the system.

The *who* command displays a list of users who are currently logged into the system, where they are logged in from, and when they logged in. Through the use of options, this command is also able to display information such as the current runlevel (a functional state of the computer) and the time that the system was booted.

The *last* command reads the entire login history from the /var/log/wtmp file and displays all logins and reboot records by default. An interesting detail of the reboot records is that it displays the version of the Linux kernel that was booted instead of the login location. The /var/log/wtmp file keeps a log of all users who have logged in and out the system.

**Introduction**

During the installation process, most installers create a normal user and either give this user the permission to execute administrative commands with sudo or require the root user account password be configured as part of the installation process. Most Linux systems are configured to allow for one unprivileged (non-root) user to log in, as well as have the ability to effectively execute commands as the root user, either directly or indirectly.

If the computer is to be used by only one person, then having only one regular user account might be sufficient. However, if a computer needs to be shared by multiple people, then it is desirable to have a separate account for each person who uses it. There are several advantages to individuals having their own separate accounts:

Accounts can be used to grant selective access to files or services. For example, the user of each account has a separate home directory that is generally not accessible to the other users.

The sudo command can be configured to grant the ability to execute select administrative commands. If users are required to use the sudo command to perform administrative commands, then the system logs when users perform these commands.

Each account can have group memberships and rights associated with it allowing for greater management flexibility.

On some distributions, creating a new user account also automatically creates a group account for the user, called a User Private Group (UPG). On these systems, the group and username would be the same, and the only member of this new group would be the new user.

For distributions that do not create a UPG, new users are typically given the users group as their primary group. The administrator can manually create group accounts that are private for the user, but it's more common for the administrator to create groups for multiple users that need to collaborate. User accounts can be modified at any time to add or remove them from group account memberships, but users must belong to at least one group for use as their primary group.

Before you begin creating users, you should plan how to use groups. Users can be created with memberships in groups that already exist, or existing users can be modified to have memberships in existing groups.

If you already have planned which users and groups you want, it is more efficient to create your groups first and create your users with their group memberships. Otherwise, if you create your users first, and then your groups, you'll need to take an extra step to modify your users to make them members of your groups.

The most common reason to create a group is to provide a way for users to share files. For example, if several people who work together on the same project and need to be able to collaborate on documents stored in files for the project. In this scenario, the administrator can make these people members of a common group, change the directory ownership to the new group and set permissions on the directory that allows members of the group to access the files.

After creating or modifying a group, you can verify the changes by viewing the group configuration information in the /etc/group file with the grep command. If working with network-based authentication services, then the getent command can show you both local and network-based groups.

grep pattern filename

getent database record

For local usage, these commands show the same result, in this case for the root group:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAARwAAABGCAYAAAAelivFAAALEUlEQVR4Xu2dP47cNhTGcwUBKVwZKQIEiAs3qfcQTuPaQCq72ZTxDQK4SmVMsQcI3E5vpFSxjQ+wyAH2CopIkdT7S0kzI3rH+YofdkSK71FcvW9Ijih+13XdAAAALfhOJgAAwF5AcAAAzYDgAACaAcEBADQDggMAaAYEBwDQDAgOAKAZ7QXnrx+HP788H36S6ZFnw9t/fxn+DHx+Zqf/++Nwo8pdGsffu+fDHzLtYgSfPw+v38n0czgM/ePDcLy9HY4Pj0N/kPngHA59aFudvhet/e3BExKc74fXX34Z3v41Hf/06efyuRADfo9gd7D8WWkXAYLTkttjf17w3h6Hh/6g0x1a+3uquIITAj5+w4/icJM/k0C7+Zx7ANM5VEC8PJae+OPT96ncGHDx3El4Qt5qwQkiVmyKoC29kpnJLu3FBAy7lr+U9rq0ifBXqUtp00xuG1ZG5GUO/fAYxUPUsUa4SR/74RCFZ4PgxHKPo7+R/hjF6vHhONx2k3BN9aCfU7lYx1SOpB/6cDwG3PGh5D8cb7VfxYK/dF3ZJr8+Ly/boWxs187qbXB/8/Ut+7sl7RLbuw9tveSP2s1tO52T7YU60M+zLVKXLGLpf57Py+fEdkv/1/5I7ot4P/A6rsEVnEgJhClwgmCEYI2BI4UkHdfyik0ZTIEQyOMwKpQPIrS6hxPTSGDHOqfjJDaznUlklN0u1ZsN42r+iFDS61msC7Gl2mGhh+MIzsv398Pvd/fDm99eGefLG10GpUUInCBS0/F0w87Hc1q2NZ4fb9rxL7sJqZ0UHOQbOtzQy3Wp+Qs2aXvQ41petnlGj8PobUhBkNfn+gv/J2IrXqsMZtMfsZ/EgrVn/tJI5Q799L8I9qn4sOOxTC/ysk11H4h6r2WF4MggsII2B0stj9hcEJwsakoYZNB2SdCEUIS0LFqmL1qW9ipWC46c15mOa3VRPSpVrwXBsXjxcXhz9/fwsns//Hr3z3Dz4tVw84GITxSd3MPRYmUibropWKXgGMFDe0VK4HTAz8Ih7Bh4/ng9SVotr2ZzJVJc7F4MF1jPXxYCmb7oT/SCqDhErDYwyrE01UZccGSvdE3dJcuCsyowqOB4eTWbXREcFpgrBGAOaJ1m9loS0/BmtmWea/hTaUJwvLrw8ll4qG2r7TYQxWfs7Xz4OPzQzb0CjrxxDdSNul5w9A3u27hawQnCquptBTLH87cYtCv9tRAc2SNdrLvBCYKjh0n0uJanbdIge5bmcIx6ZGSwZ3tS0NgwhgdxFgDeG0kid6bgVOsi21LVjQuOEipnSFUllAnd83DTimGRjxgalV7SfI4dPJao0DwxbzPalTewh+tPBV0+r5ZnHG8YHujeRranA5LnO/7Gz6xdxP/K88fTjTk6U3B0O7DzqLjFesw29VBv/RcGpSI48+RtwPrm9oYHtTzfLv+VKtigv1ixoU+iDLliYOd00UtgebQ+dIhDJoHTsE76mvyRMtGOPJb+pPhIe7RdxHXKdjtBcOJNEm4KQzSq0PmfUUT6IiR8YlQOG/JNqntUkxj1dLJSzlOYLPiT81Rr82RdV9Ul1UfaKehhlRYS2x+bxGX/p5o/2jaj2PWz4HF7hk03j15Dryai+5626bZ7MVMRnK8AHW7IgAObYYKzOqgkurewnVrv53pQvYOd2eJvy7mnsNSDW8vTEhzwRODfgufeaPQbV048gtMxf97eA9bjPe/LB4IDAGgGBAcA0AwIDgCgGRAcAEAzIDgAgGZAcAAAzfhfCE75+fDMn/QAAOfRXnA2PNJ+Eeij4/IxcgBAU3zByQ/7lEfj+cNFbHGg6Dl4efqRa/1QWS7L0rN/9k4WufzfKBd8Hmnd9FOzXjkAwOXxBSeSnjhNolEen5aL3cRiNDcvHdeC2xUAYsd6zNoupwVGrnC1ywEA9mBZcIxHpmXQ0rRaXjxeEJwapedk1MlmWXAAAO24OsGJK1aNOnksDakAAO04SXC0aJDzankyPyzZd+Z/pCjF+R8ypJKi45XrDsd5Fa3xjhC3HADg4riCwyZ+I/IdsafkBehKZN0bsgSg1EVMGst3s8pyp/oDAOyDKzgAAHBpIDgAgGZAcAAAzYDgAACaAcEBADQDggMAaAYEBwDQDAgOAKAZ7QVH7kDJ8Lb55ZvWsZ0wd8HxV/bN2qMOZ271axIeegwPXk4PS+LhRvC1eUKCw3feDLtQyp0p1Ta7e2P5s9IuwrcgOHusVdvD5rfP3hvjnYorOGXb2VEcbsoWtHOg1bbz9fJYemLe6jfvLT5vBbxacLztdUsZ7nOyS3sxAcOu5S+lla2Bpb9KXdQWwub2wCIvE98JJJeJLFD2qZ6Wd6wWHLot7RjscSlJXvOW300kl62obX5JmVq5dF1hq9qcz9ba1WzWqFxDXs4SlsbQz7msucFcspfPy+fEuqZr64/+dr4eJ9WlmieXFgU23jc74gpOpATCFDh5v+8YOFJI0nEtr9iUwRQIgZz29Q4itLqHE9PkHt7pOInNbGcSGWW3S/Vmw7iaPyKU9HoW60JsqXZY6OE4gvPy/f3w+9398Oa3V8b58sZbIzpBnOY1Z1MQ5OMxjwUSP9fvjdTL8cW48lzPZg3DvlxHlwUp+c1vNAjnyjV65Vgs/g15uT2VD/keqBon1KWWNx1fWQ8nQgOmpFtBm4OllkdsLghOFjUlDDJouyRoQihCWhYt0xctS3sVqwVHzutMx7W6qB6VqteC4Fi8+Di8uft7eNm9H369+2e4efFquPlAxCeKTu7haLEyUSvqyb7gVo+DiZgjDgvleHAQfzWbNWrX4J6TzlO+SNqC4MjX11qvajHZXJda3nR8vYKzKjCo4Hh5NZtdERwWmCsEYA5onWb2WhLT8Ga2ZZ5r+FNpQnC8uvDyWXiobavtNhDFZ+ztfPg4/NDlb1wZ5CtER938XHB0YFCsQFgu960Ijuw9QnA0JwiOHibR41qetkmD7FmawzHqkZHBnu1JQWPDGB7EWQB4bySJ3JmCU62LbEtVNy44SqicIVWVUCYMT2IPY+XNL4c0pZcUjo3AZfCbPswxTEFYL7dFcGabNWrXkDCDXNZFnBfaUczpsCGVHDZuGFJtrUstT+VvGd7tTEVw5snbgPXN7Q0Panm+Xf4rVbBBf7FiQ59EGXLFwM7popfA8mh96BCHTAKnYZ30NfkjZaIdeSz9SfGR9mi7iOuU7XaC4JS5ESvgatD5nzH4eyoAKdC8XhPtWbEhhleu+Jp8WFv6uDZrVK5Bv8yftg19f5LMC2I4px9jvabriD2c8DZKeX2yXoLT61LL63h7r5zAbkFFcL4CdLghAw5shgnOyTed1X2/Nva/BmtIBTRPS3DAE4F/e15nIDW8Btab2lfYrh0IDgCgGRAcAEAzIDgAgGZAcAAAzYDgAACaAcEBADTjfyE41sNkAID2tBecg9wKeGdGf+XpVPoZANAcX3Dyw0zl0fj0OeWzxYGi5+Dl6ce49QNZuSxLz/6jrfnxcnqOWS74PNK66SdOvXIAgMvjC04kPa2ZRKMsCJOLwehxLS8d14LbFQBix3qM3C6nBUau4LXLAQD2YFlwjFWmMmhpWi0vHi8ITo3SczLqZLMsOACAdlyd4MQVuUadPJaGVACAdpwkOFo0yHm1PJkfltA78z9SlOL8DxlSSdHxynWH4/yaAOO9I245AMDFcQWHTfxG6Ps96HtBtuQF6Cpe3RuyBKDURUway3e6ynKn+gMA7IMrOAAAcGkgOACAZkBwAADNgOAAAJoBwQEANAOCAwBoxn9yFb3KVW/luQAAAABJRU5ErkJggg==)

**Creating A Group**

The groupadd command can be executed by the root user to create a new group. The command requires only the name of the group to be created. The -g option can be used to specify a group id for the new group:
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If the -g option is not provided, the groupadd command will automatically provide a GID for the new group. To accomplish this, the groupadd command looks at the /etc/group file and uses a number that is one value higher than the current highest GID number. The execution of the following commands illustrates this:
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Modifying a Group

The groupmod command can be used to either change the name of a group with the -n option or change the GID for the group with the -g option.

Changing the name of the group may confuse users who were familiar with the old name and haven't been informed of the new name. However, changing the group name won't cause any problems with accessing files, since the files are owned by GIDs, not group names. For example:
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Note: The file in the example above is not available within the virtual machine environment of this course.

After the previous groupmod command, the index.html file has a different group owner name. However, all users who were in the sales group are now in the clerks group, so all of those users can still access the index.html file. Again, this is because the system defines the group by the GID, not the group name.

On the other hand, if you change the GID for a group, then all files that were associated with that group will no longer be associated with that group. In fact, all files that were associated with that group will no longer be associated with any group name. Instead, these files will be owned by a GID only, as shown below:

**Завдання для попередньої підготовки.**

1. Прочитайте короткі теоретичні відомості до лабораторної роботи та зробіть невеликий словник базових англійських термінів з питань призначення команд та їх параметрів.
2. Вивчіть матеріали онлайн-курсу академії Cisco “NDG Linux Essentials”:

* Chapter 15 - System and User Security
* Chapter 16 - Creating Users and Groups

1. Пройдіть тестування у курсі NDG Linux Essentials за такими темами:

* Chapter 15 Exam
* Chapter 16 Exam

1. На базі розглянутого матеріалу дайте відповіді на наступні питання:
   1. Розкрийте поняття UPG, коли їх доцільно використовувати?1
   2. Якими командами можна створити групи користувачів? Наведіть приклади2
   3. Якими командами можна змінити налаштування груп користувачів? Наведіть приклади3
2. Підготувати в електронному вигляді початковий варіант звіту:

* Титульний аркуш, тема та мета роботи
* Словник термінів
* Відповіді на п.4.1 та п.4.5 з завдань для попередньої підготовки

**Хід роботи.**

* 1. Початкова робота в CLI-режимі в Linux ОС сімейства Linux:
  2. Запустіть віртуальну машину VirtualBox, оберіть CentOS та запустіть її. Виконайте вхід в систему під користувачем: CentOS, пароль для входу: reverse ***(якщо виконуєте ЛР у 401 ауд.)*** та запустіть термінал.
  3. Запустіть віртуальну машину Ubuntu\_PC ***(якщо виконуєте завдання ЛР через академію netacad)***
  4. Запустіть свою операційну систему сімейства Linux ***(якщо працюєте на власному ПК та її встановили)*** та запустіть термінал.
  5. Опрацюйте всі приклади команд, що представлені у лабораторних роботах курсу ***NDG Linux Essentials - Lab 15: System and User Security*** та ***Lab 16: Creating Users and Groups.*** Створіть таблицю для опису цих команд\*\*\*

| Назва команди | Її призначення та функціональність |
| --- | --- |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

\*\*\***Скріншоти** виконання команд в терміналі можна **не представляти**, достатньо **коротко описати команди в таблиці**.

* 1. Виконайте наступні практичні завдання у терміналі наступні дії (продемонструвати скріншоти):
* виведіть інформацію про поточного користувача різними способами (підказка використовуйте команди id та grep);
* попрактикуйте в терміналі команди last, w та who. Порівняйте результати виводу кожної команди, які деталі відсутні в кожній із команд порівняно з іншими?
* створіть дві нові групи користувачів - super\_admins, noob\_users та good\_students, визначте їх ідентифікатори;
* для кожного члену Вашої команди за допомогою терміналу створіть нового користувача (якщо працюєте самі, то просто трьох довільних користувачів), не забудьте після створення нового користувача одразу задати йому пароль;
* додайте нових користувачів у створені Вами нові групи таким чином, щоб у групах super\_admins та noob\_users було по 2 користувачі, один з яких є в обох групах, у групу good\_students додайте всіх трьох користувачів;
* перегляньте інформацію про групи, та які користувачі до них входять, поясніть що ви бачите;
* видаліть першого створеного вами користувача, перегляньте чи залишиться інформація про нього в групах, де він перебував;
* видаліть другого користувача, перегляньте чи залишиться інформація про нього в групах, де він перебував;
* видаліть третього користувача, перегляньте чи залишиться інформація про нього в групах, де він перебував;
* перегляньте інформацію про існуючі групи користувачів;
* видаліть створені Вами групи користувачів;
* перегляньте інформацію про існуючі групи користувачів.

**Контрольні запитання**

1. Чому в конфігураційних файлах паролі не зберігається в явному вигляді?1
2. Чому не рекомендується виконувати повсякденні операції, використовуючи обліковий запис root?2
3. У чому відмінність механізмів отримання особливих привілеїв su і sudo?3
4. Чому домашній каталог користувача root не розміщено в каталозі /home?1
5. Для чого використовується команда getent?2
6. Яким чином можна видалити існуючі групи користувачів? Чи залишиться інформація про них десь у системі?3
7. Як можна змінити пароль користувача?1
8. Яке призначення команди chage?2
9. Які параметри команди usermod ви вважаєте найбільш використовуваними?3

**Оформлення звіту:**

1. Титульний аркуш
2. Тема та мета роботи
3. Завдання попередньої підготовки
4. Основні позиції ходу роботи
5. Відповіді на контрольні запитання
6. Висновки за результатами роботи **(обов’язково!!!)**

**Віка - 1**

**Антон - 2**

**Льоша -3**

**Всновок Віка**