# **Experience Summary**

* **10.5 years of experience in Network technologies.**
* **CCNA, CCNP (Route) certified.**
* **Enterprise Network Security Expert.**
* **Vulnerability , Risk assessment and Mitigation expert .**
* **Experienced in installation and administration of various vendor tools for automation like HP , Cisco , Citrix etc.**
* **Skilled in Routing, Switching and Network Security.**
* **Network Programming, Architecture design and Security.**

# **Job Title History**

Fujitsu India Nov 2018- Till Date

Tata Consultancy Services, Pune Aug 2015 – Nov 2018

Wipro Technologies, Pune Sep 2011 – Aug 2015

### **Technical Knowledge Summary**

**Security:** Cisco IPS , Checkpoint 4207 , ASA5540 , ASA5520 ,Fortigate 300 and 500D,

Juniper firewalls .

**Load Balancer:** F5 application load balancer and Netscaler Citrix and Radware load balancers .

**WAN Optimizer :** Riverbed and Array Optimizer **.**

**Tools used:** BMC Remedy, NNM, HPNA , NAC (Aruba controller ) , Smart Dashboard GAIA etc.

**Routing/WAN:** EIGRP, OSPF, RIP, Static, BGP, Redistribution and MPLS, MPLS fundamentals .

**Switching:** VLAN, VTP, STP, HSRP, VRRP, Wireless LAN.

### **Education**

**Bachelor of Engineering (BE)** **RGPV University, Bhopal (MP)**

Degree: **Electronics and Communication (2011)**

Percentage: **74.11%**

**H.S.C. (2006) M P State Board**

Percentage: **84.13%**

**S.S.C. (2004) M P State Board**

Percentage: **86.06%**

# **Engagement Overview**

**Organization: Fujitsu, Pune**

**Nov 2018 – Till now**

**Role: Network Admin**

Client : **UK Post office Network**

**Role and Responsibilities:**

* Verifying and configuring policies on Netscalar for traffic load balancing and SSL offloading.
* Configuring policies on Firewalls (Fortinet, ASA, and Checkpoint).
* Bluecoat proxy policy management and configuration.
* Managing and troubleshooting of Data LAN and security networks.
* Configuration of NAC on switches and troubleshoot issues related NAC.
* Firewall related policy implementation and management and troubleshoot different issues.
* Risk analysis by cisco intrusion prevention systems.
* Vulnerability assessment and Threat detection.

**Organization: TCS, Pune**

**Aug 2015 – Nov 2018**

**Role: Network Admin**

Client : **TATA Motors**

**Role and Responsibilities:**

* Managing and troubleshooting of Data LAN and security networks.
* Configuration of Cisco switches (2960, 3560, 3750, 4503, 4507, etc.)
* Configuration of Brocade switches (ICX7250, etc.)
* Configuration of HP switches (HP5120 and HP TOR switches etc.)
* Configuration of Mojo Wireless Devices(C-130,C-60,C-55,C-75,C-50) to provide access to user and also troubleshoot user’s.
* WIFI related issues.(C-130,C-60,C-55,C-75,C-50)
* Worked on Mojo Wireless Controller
* Configuration of NAC on switches and troubleshoot issues related NAC.
* Firewall related issues (checking policies and implement policies) and troubleshoot different issues and new implementations.
* Verifying and configuring policies on Radware for traffic load balancing.
* Configuring policies on Firewalls (Fortinet, ASA, and Checkpoint)

**Wipro Technologies Ltd.**

**Sep 2011 – Aug 2015**

**Role: Project Engineer**

Client : **British Telecom**

**Role and Responsibilities:**

* Responsible for handling UK based BT customer sites.
* Monitoring network maintenance activities and ensuring prompt troubleshooting of network problems to make network most available.
* Implement and management of network setup and BGP connectivity.
* Performing administrative task like configuring and maintain CISCO routers (1841, 1921, 3750 etc.) and switches (2950, 2960).
* Provide comprehensive support to the client via telephone.
* Monitor and troubleshoot routers and switches issues.
* Raising tickets for ISP against branch issues.
* Creating, managing and troubleshooting of LAN.

I do hereby declare that all the information given above is true to the best of my knowledge and belief.
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