|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Địa chỉ Website | Phân loại | Giải thích Lý do Không an toàn |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| <http://secure-vietcombank-login.com> | Không an toàn | 1. Giao thức HTTP: Chỉ sử dụng HTTP (không mã hóa), khiến thông tin đăng nhập và dữ liệu nhạy cảm có nguy cơ bị đánh cắp. 2. Tên miền Giả mạo (Phishing Domain): Tên miền này sử dụng từ khóa "vietcombank" và "login" nhưng lại là một tên miền hoàn toàn khác (https://www.google.com/search?q=secure-vietcombank-login.com), đây là dấu hiệu điển hình của tấn công lừa đảo (Phishing) nhằm đánh lừa người dùng. |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| <http://free-gift-now.info> | Không an toàn | 1. Giao thức HTTP: Chỉ dùng HTTP nên không có sự bảo mật cơ bản nào cho người dùng. 2. Tên miền Gây Nghi ngờ: Tên miền sử dụng từ khóa mang tính "mồi nhử" (Clickbait) như "free-gift-now" và đuôi mở rộng .info thường được tội phạm mạng sử dụng để tổ chức các cuộc khảo sát lừa đảo hoặc phát tán phần mềm độc hại. |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |