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1. A retailer exports data from its transactional databases daily into an S3 bucket. The retailer’s data warehousing team wants to import that data into an existing Amazon Redshift cluster in their VPC. Corporate security policy mandates that this data can only be transported within a VPC.

What combination of the following steps will satisfy the security policy? (Select TWO.)

A. Enable Amazon Redshift Enhanced VPC routing

B. Create a cluster Security Group to allow the Amazon Redshift cluster to access Amazon S3

C. Create a NAT gateway in a public subnet to allow the Amazon Redshift cluster to access Amazon S3

**D. Create and configure an Amazon S3 VPC endpoint**

E. Setup a NAT gateway in a private subnet to allow the Amazon Redshift cluster to access Amazon S3

1. A company hosts a popular web application that connects to an Amazon RDS MySQL DB instance running in a private VPC subnet that

was created with default ACL settings. The web servers must be accessible only to customers on an SSL connection. The database

should only be accessible to web servers in a public subnet.

Which solution meets these requirements without impacting other running applications? (Select TWO.)

A. Create a network ACL on the web server's subnet, allow HTTPS port 443 inbound, and specify the source as 0.0.0.0/0.

**B. Create a web server security group that allows HTTPS port 443 inbound traffic from Anywhere (0.0.0.0/0) and apply it to the web servers.**

**C. Create a DB server security group that allows MySQL port 3306 inbound and specify the source as a web server security group.**

D. Create a network ACL on the DB subnet, allow MySQL port 3306 inbound for web servers, and deny all outbound traffic.

E. Create a DB server security group that allows the HTTPS port 443 inbound and specify the source as a web server security group.

1. A Solutions Architect is designing a shared service for hosting containers from several customers on Amazon ECS. These containers will use several AWS services. A container from one customer must not be able to access data from another customer.

Which solution should the Architect use to meet the requirements?

A. IAM roles for tasks

B. IAM roles for EC2 instances

C. IAM instance profile for EC2 instances

D. Security group rules

1. In reviewing the Auto Scaling events for your application you notice that your application is scaling up and down multiple times in the same hour.

What design choice could you make to optimize the cost while preserving elasticity? (Select TWO.)

A. Modify the Auto Scaling group termination policy to terminate the oldest instance first

B. Modify the Auto Scaling group termination policy to terminate the newest instance first.

**C. Modify the Auto Scaling group cool-down timers.**

D. Modify the Auto Scaling policy to use scheduled scaling actions

**E. Modify the CloudWatch alarm period that triggers your Auto Scaling scale down policy.**

1. You have an application running in us-west-2 that requires six EC2 instances running at all times.

With three Availability Zones available in that region (us-west-2a, us-west-2b, and us-west-2c), which of the following deployments provides fault tolerance if any Availability Zone in use-west-2 becomes unavailable? (Select TWO.)

A. 2 EC2 instances in in us-west-2a, 2 EC2 instances in us-west-2b, 2 EC2 instances in us-west-2c

B. 3 EC2 instances in in us-west-2a, 3 EC2 instances in us-west-2b, 0 EC2 instances in us-west-2c

C. 4 EC2 instances in in us-west-2a, 2 EC2 instances in us-west-2b, 2 EC2 instances in us-west-2c

**D. 6 EC2 instances in in us-west-2a, 6 EC2 instances in us-west-2b, 0 EC2 instances in us-west-2c**

**E. 3 EC2 instances in in us-west-2a, 3 EC2 instances in us-west-2b, 3 EC2 instances in us-west-2c**6. A Solutions Architect is designing a solution to store and archive corporate documents, and has determined that Amazon Glacier is the right solution. Data must be delivered within 10 minutes of a retrieval request.

Which feature in Amazon Glacier can help meet this requirement?

A. Vault Lock

**B. Expedited retrieval**

C. Bulk retrieval

D. Standard retrieval

1. An organization hosts a multi-language website on AWS. The website is served using CloudFront. The language is specified in the HTTP request:

· http://d111111abcdef8.cloudfront.net/main.html?language=de

· http://d111111abcdef8.cloudfront.net/main.html?language=en

· http://d111111abcdef8.cloudfront.net/main.html?language=es

How should CloudFront be configured to deliver cached data in the correct language?

A. Forward cookies to the origin

**B. Based on query string parameters**

C. Cache objects at the origin

D. Serve dynamic content

1. An application allows manufacturing sites to upload files. Each 3 GB file is then processed to extract metadata, with the processing taking a few seconds for each file. The frequency updates is unpredictable – there may be no updates for hours, then several files uploaded concurrently.

What architecture will address this workload the most cost efficiently?

A. Use a Kinesis data delivery stream to store the file, and use Lambda for processing.

B. Use an SQS queue to store the file, which is then accessed by a fleet of EC2 instances.

C. Store the file in an EBS volume, which can then be accessed by another EC2 instance for processing

**D. Store the file in an S3 bucket, and use Amazon S3 event notification to invoke a Lambda function to process the file.**

1. A website runs on EC2 Instances behind an ELB Application Load Balancer. The instances run in an Auto Scaling Group across multiple Availability Zones and deliver several large files that are stored on a shared Amazon EFS file system. The company needs to avoid serving the files from EC2 Instances every time a user requests these digital assets.

What should the company do to improve the user experience of the web site?

Please select :

A. Move the digital assets to Amazon Glacier.

**B. Cache static content using CloudFront.**

C. Resize the images so that they are smaller.

D. Use reserved EC2 Instances

1. A company is to run a service on AWS to provide offsite backups for images on laptops and phones.

The solution must support millions of customers with thousands of images per customer. Though the images

will be retrieved infrequently, they must be available for retrieval immediately. Which is the MOST cost efficient storage option that meets these requirements?

A. Amazon Glacier with Expedited retrievals

**B. Amazon S3 Standard Infrequent Access**

C. Amazon EFS

D. Amazon S3 Standard

1. A team is building an application that must persist and index JSON files in a highly-available data store. Latency of data access must remain consistent despite very high application traffic.

What service should the team choose?

A. Amazon EFS

B. Amazon Redshift

**C. DynamoDB**

D. AWS CLoudFormation

1. An application with a 150 GB relational database runs on an EC2 instance. The application is used infrequently with small peaks in the morning and evening.

What is the MOST cost-effective storage type?

A. Amazon EBS Provisioned IOPS SSD

B. Amazon EBS Throughput Optimized HDD

**C. Amazon EBS General Purpose SSD**

D. Amazon EFS

1. An administrator runs a highly available application in AWS. A file storage layer is needed that can share between instances and scale the platform more easily.

Which AWS service can perform this action?

A. Amazon EBS

**B. Amazon EFS**

C. Amazon S3

D. Amazon EC2 Instance store

1. In reviewing the Auto Scaling events for your application you notice that your application is scaling up and down multiple times in the same hour.

What design choice could you make to optimize the cost while preserving elasticity? (Select TWO.)

A. Modify the Auto Scaling group termination policy to terminate the oldest instance first

B. Modify the Auto Scaling group termination policy to terminate the newest instance first.

**C. Modify the Auto Scaling group cool-down timers.**

D. Modify the Auto Scaling policy to use scheduled scaling actions

**E. Modify the CloudWatch alarm period that triggers your Auto Scaling scale down policy.**

1. For which of the following workloads should a Solutions Architect consider using Elastic Beanstalk? (Select TWO.)

**A. A web application using Amazon RDS**

B. An enterprise data warehouse

C. A long running worker process

**D. A static website**

E. A management task run once nightly

1. A data-processing application in AWS must pull data from an Internet service. A Solutions Architect must design a highly available solution to access data without placing bandwidth constraints on the application traffic.

Which solution meets these requirements?

A. Launch a NAT Gateway and add routes for 0.0.0.0/0

B. Attach a VPC endpoint and add routes for 0.0.0.0/0

**C. Attach an Internet Gateway and add routes for 0.0.0.0/0**

D. Deploy a NAT instance in a public subnet and add routes for 0.0.0.0/0

17. A Solutions Architect is designing a highly scalable system to track records. These records must remain available for immediate download for up to three months and then must be deleted. What is the most appropriate decision for this use case?

A. Store the files in Amazon EBS and create a Lifecycle Policy to remove files after 3 months.

**B. Store the files in Amazon S3 and create a Lifecycle Policy to remove files after 3 months.**

C. Store the files in Amazon Glacier and create a Lifecycle Policy to remove files after 3 months.

D. Store the files in Amazon EFS and create a Lifecycle Policy to remove files after 3 months.

1. A retailer exports data daily from its transactional databases into an S3 bucket in the Sydney region. The retailer's Data Warehousing team wants to import this data into an existing Amazon Redshift cluster in their VPC at Sydney. Corporate security policy mandates that data can only be transported within a VPC.

What combination of the following steps will satisfy the security policy?

Choose 2 answers from the options given below.

Please select :

**A. Enable Amazon Redshift Enhanced VPC Routing.**

B. Create a Cluster Security Group to allow the Amazon Redshift cluster to access Amazon S3.

C. Create a NAT gateway in a public subnet to allow the Amazon Redshift cluster to access Amazon S3.

**D. Create and configure an Amazon S3 VPC endpoint.**

1. An administrator runs a highly available application in AWS. A file storage layer is needed that can share between instances and scale the platform more easily.

Which AWS service can perform this action?

A. Amazon EBS

**B. Amazon EFS**

C. Amazon S3

D. Amazon EC2 Instance store

1. A consulting firm repeatedly builds large architectures for their customers using AWS resources from several AWS services including IAM, Amazon EC2, Amazon RDS, DynamoDB and Amazon VPC. The consultants have architecture diagrams for each of their architectures, and are frustrated that they cannot use them to automatically create their resources.

Which service should provide immediate benefits to the organization?

A. AWS Beanstalk

**B. AWS CloudFormation**

C. AWS CodeBuild

D. AWS CodeDeploy

1. The security policy of an organization requires an application to encrypt data before writing to the disk.

Which solution should the organization use to meet this requirement?

A. AWS KMS API

B. AWS Certificate Manager

C. API Gateway with STS

D. IAM Access Key

1. An application currently stores all its data on Amazon EBS Volumes. All EBS volumes must be backed up durably across multiple Availability Zones.

What is the MOST resilient way to backup the volumes?

**A. Take regular EBS snapshots.**

B. Enable EBS volume encryption.

C. Create a script to copy data to an EC2 Instance store.

D. Mirror data across 2 EBS volumes.

1. A Solutions Architect is designing a shared service for hosting containers from several customers on Amazon ECS. These containers will use several AWS services. A container from one customer should not be able access data from another customer.

Which of the below solutions should the architect use to meet these requirements?

**A. IAM roles for tasks**

B. IAM roles for EC2 Instances

C. IAM Instance profile for EC2 Instances

D. Security Group rules

1. A company is developing a web application to be hosted in AWS. This application needs a data store for session data. As an AWS Solution Architect, which of the following would you recommend as an ideal option to store session data?

Choose 2 answers from the options given below.

Please select :

A. CloudWatch

**B. DynamoDB**

C. Elastic Load Balancing

**D. ElastiCache**

E. Storage Gateway

1. There is a requirement for 500 messages to be sent and processed in order. Which service can be used in this regard?

**A. AWS SQS FIFO**

B. AWS SNS

C. AWS Config

D. AWS ELB