# Mulesoft secure properties encryption with the cluster master key

Some of the properties holding secret information are encrypted with the cluster master key. You can find the master key in Keepass under Mulesoft folder.

There is a java jar file used to encrypt/decrypt.

Here is the jar file attached:

![](data:image/png;base64,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)

To encrypt a secure property you will need:

* java installed on the machine you are working on
* download the jar file secure-properties-tool.jar
* value of the property to be encrypted
* the master cluster encryption key, separate for PRD and STG, you can find it in Keepass

Encryption of a property example:

java -cp ./secure-properties-tool.jar com.mulesoft.tools.SecurePropertiesTool string encrypt Blowfish CBC CLUSTER\_MASTER\_KEY\_NO\_QUOTES "VALUE\_TO\_BE\_ENCRYPTED"

Decryption of a property example: (you can use this to validate that the encrypted property added to the build is correct, by trying to decrypt it)

java -cp ./secure-properties-tool.jar com.mulesoft.tools.SecurePropertiesTool string decrypt Blowfish CBC CLUSTER\_MASTER\_KEY\_NO\_QUOTES "ALREADY\_ENCRYPTED\_VALUE"

**NOTE: If the password has "!" in it, you will need to type "set +H" on the terminal before you try to encrypt or decrypt.**