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# 關於本報告

## 報告說明

本報告為安碁資訊股份有限公司依貴我雙方約定之作業範圍進行主機狀態軟體掃描檢測服務，謹就本次作業所見之項目進行說明陳述，並就相關可供優化、精進之資安防護機制提出建議，以供 貴公司做為後續防護規劃之依循參考。

* 1. 盡責聲明

本報告所使用之分析與檢測手法，為當前資訊安全產業所通用之技術與工具，所有方法與技術均有其極限，也將隨科技進步而更新，本公司謹盡合理可能之最大努力，就所見所聞如實提出本報告，容或有不足之處，仍請考量當前科技所能達成之極限，予以諒解。

# 報告概述

## 目的

本次「主機弱點掃描服務」，針對 貴單位現有伺服器主機之作業系統進行全面性的弱點掃描與檢測作業。主要目的為評估 貴單位現階段所面臨之資訊安全現況與風險指數，以作為未來 貴單位執行系統安全強化的作業基礎與修補參考。

## 檢測範圍

本中心於下表所列之時段派員於 貴單位執行本次弱點掃描作業，掃描網段及發現之主機數列於下表內。

1. 檢測範圍及時間

| **開始時間** | **結束時間** | **掃描範圍** | **主機數** |
| --- | --- | --- | --- |
| 2024.12.19 10:03:50 | 2024.12.19 11:35:17 | 10.27.0.1-10.27.45.254 | 604 |
| 2024.12.19 10:03:51 | 2024.12.19 11:08:27 | 10.20.184.0/24,10.27.198.0/24,10.27.232.0/24,10.27.233.0/24 | 10 |

## 弱點掃描方式

本次弱點掃描作業分為內外網，外網由本中心工程師透過作業IP遠端執行；內網則提供弱點掃描工具放置貴單位內部環境，針對貴單位指定範圍內所有IP網段進行作業系統全面性掃描與檢測。檢測項目以作業系統之一般及重大安全漏洞（弱點）為主，為避免影響受檢測系統之正常運作，檢測項目中將不包含「深度安全檢查及驗證」項目，如DoS類型的消耗資源及拒絕服務等攻擊測試。

## 弱點掃描工具

Nessus® 為業界部署最廣泛的漏洞與系統設定評估產品。Nessus 可以進行高速探索、系統設定稽核、資產剖析、敏感性資料探索、修補程式管理整合和漏洞分析。Tenable 的漏洞研究團隊準確的依據環境需求，提供不斷更新的資料庫 (plugins)，目前已支援超過 59,000 個漏洞和系統設定檢查。Nessus 能擴展並適用於最大型的企業環境，而且部署十分容易。

Nessus 至今已獲超過一千萬人下載，在資訊安全和法規遵循產品中，獲得眾多專業人士認可。目前所支援作業平台包括：

##### 網路裝置：Juniper、Cisco、Palo Alto Networks、防火牆、印表機等。

##### 虛擬主機：VMware ESX、ESXi、vSphere、vCenter。

##### 作業系統：Windows、Mac、Linux、Solaris、BSD、Cisco iOS、IBM iSeries。

##### 資料庫：Oracle、SQL Server、MySQL、DB2、Informix/DRDA、PostgreSQL。

##### Web 應用程式：Web 伺服器、網路服務、OWASP 漏洞。

##### 入侵偵測：病毒、惡意軟體、後門程式與受到殭屍網路感染之系統通訊的主機、連結至惡意內容的網路服務IPv4/IPv6 混合式網路等。

## 弱點等級定義

* 嚴重：屬重大漏洞的安全弱點，對系統有立即性威脅性。
* 高度：屬漏洞等級的安全弱點，對系統有高度威脅性。
* 中度：中度風險弱點，未提升至漏洞等級，觀察即可。
* 低度：低度風險弱點，威脅性甚低，可忽略。

# 檢測結果說明

## 分析摘要

本次掃描結果共有 2238 個弱點總數，其中有 75 個嚴重風險弱點，主要為 SSL Certificate Cannot Be Trusted等弱點，建議儘速參考修補建議進行Patch更新作業，高度風險弱點請評估後進行修補。

## 弱點分佈分析

以下表列出本次掃描結果各風險等級弱點數目及總和。

1. 各等級風險弱點分佈

| **風險等級** | **嚴重** | **高** | **中** | **低** | **總計** |
| --- | --- | --- | --- | --- | --- |
| 弱點數 | 75 | 331 | 1486 | 346 | 2238 |

|  |
| --- |
| 1. 弱點等級分布柱狀圖 |

1. 各等級主機風險表

| **風險等級** | **嚴重** | **高** | **中** | **低** |
| --- | --- | --- | --- | --- |
| 主機數 | 49 | 180 | 359 | 319 |

|  |
| --- |
| 1. 主機風險分布柱狀圖 |

## 風險主機排行列表

以下依IP Address排序，表列存在風險弱點等級之弱點數。

主機管理人員可參考第參章弱點修補建議，以IP Address為索引，找出該弱點對應之說明及修補建議等相關資訊，依建議進行主機弱點修補。

1. 各主機弱點數分佈

| **序號** | **IP Address** | **弱點分佈** | | | | **弱點總數** |
| --- | --- | --- | --- | --- | --- | --- |
| **嚴重** | **高** | **中** | **低** |
| 1 | 10.27.0.1 | 1 | 2 | 5 | 1 | 9 |
| 2 | 10.27.0.102 | 0 | 0 | 3 | 0 | 3 |
| 3 | 10.27.0.103 | 0 | 0 | 3 | 0 | 3 |
| 4 | 10.27.0.104 | 0 | 0 | 3 | 0 | 3 |
| 5 | 10.27.0.108 | 0 | 1 | 3 | 1 | 5 |
| 6 | 10.27.0.109 | 0 | 1 | 3 | 1 | 5 |
| 7 | 10.27.0.167 | 2 | 2 | 9 | 2 | 15 |
| 8 | 10.27.0.168 | 3 | 2 | 9 | 2 | 16 |
| 9 | 10.27.0.169 | 3 | 2 | 9 | 2 | 16 |
| 10 | 10.27.0.170 | 3 | 2 | 9 | 2 | 16 |
| 11 | 10.27.0.171 | 2 | 2 | 9 | 2 | 15 |
| 12 | 10.27.0.172 | 3 | 2 | 9 | 2 | 16 |
| 13 | 10.27.0.173 | 3 | 2 | 9 | 2 | 16 |
| 14 | 10.27.0.174 | 3 | 2 | 9 | 2 | 16 |
| 15 | 10.27.0.2 | 1 | 2 | 5 | 1 | 9 |
| 16 | 10.27.0.3 | 1 | 1 | 3 | 0 | 5 |
| 17 | 10.27.0.4 | 1 | 2 | 5 | 1 | 9 |
| 18 | 10.27.0.5 | 0 | 0 | 12 | 0 | 12 |
| 19 | 10.27.0.6 | 0 | 0 | 4 | 0 | 4 |
| 20 | 10.27.0.7 | 0 | 0 | 4 | 0 | 4 |
| 21 | 10.27.0.9 | 0 | 0 | 4 | 0 | 4 |
| 22 | 10.27.1.101 | 0 | 0 | 7 | 0 | 7 |
| 23 | 10.27.1.128 | 0 | 0 | 2 | 0 | 2 |
| 24 | 10.27.1.129 | 0 | 0 | 2 | 0 | 2 |
| 25 | 10.27.1.130 | 0 | 0 | 2 | 0 | 2 |
| 26 | 10.27.1.131 | 0 | 5 | 4 | 0 | 9 |
| 27 | 10.27.1.132 | 0 | 0 | 2 | 0 | 2 |
| 28 | 10.27.1.133 | 0 | 0 | 2 | 0 | 2 |
| 29 | 10.27.1.134 | 0 | 0 | 2 | 0 | 2 |
| 30 | 10.27.1.135 | 0 | 0 | 2 | 0 | 2 |
| 31 | 10.27.1.137 | 0 | 0 | 2 | 0 | 2 |
| 32 | 10.27.1.138 | 0 | 0 | 2 | 0 | 2 |
| 33 | 10.27.1.139 | 0 | 3 | 7 | 0 | 10 |
| 34 | 10.27.1.140 | 0 | 0 | 2 | 0 | 2 |
| 35 | 10.27.1.141 | 0 | 0 | 2 | 0 | 2 |
| 36 | 10.27.1.143 | 0 | 0 | 2 | 0 | 2 |
| 37 | 10.27.1.144 | 0 | 0 | 2 | 0 | 2 |
| 38 | 10.27.1.145 | 0 | 0 | 2 | 0 | 2 |
| 39 | 10.27.1.146 | 0 | 0 | 2 | 0 | 2 |
| 40 | 10.27.1.147 | 0 | 0 | 2 | 0 | 2 |
| 41 | 10.27.1.148 | 0 | 0 | 2 | 0 | 2 |
| 42 | 10.27.1.149 | 0 | 0 | 2 | 0 | 2 |
| 43 | 10.27.1.150 | 0 | 0 | 2 | 0 | 2 |
| 44 | 10.27.1.151 | 0 | 1 | 3 | 0 | 4 |
| 45 | 10.27.1.152 | 0 | 1 | 3 | 0 | 4 |
| 46 | 10.27.1.153 | 0 | 1 | 3 | 0 | 4 |
| 47 | 10.27.1.154 | 0 | 1 | 3 | 0 | 4 |
| 48 | 10.27.1.155 | 0 | 1 | 3 | 0 | 4 |
| 49 | 10.27.1.156 | 0 | 1 | 3 | 0 | 4 |
| 50 | 10.27.1.157 | 0 | 1 | 3 | 0 | 4 |
| 51 | 10.27.1.159 | 0 | 1 | 3 | 0 | 4 |
| 52 | 10.27.1.160 | 0 | 1 | 3 | 0 | 4 |
| 53 | 10.27.1.161 | 0 | 1 | 3 | 0 | 4 |
| 54 | 10.27.1.162 | 0 | 1 | 3 | 0 | 4 |
| 55 | 10.27.1.19 | 0 | 0 | 4 | 0 | 4 |
| 56 | 10.27.1.201 | 0 | 1 | 3 | 0 | 4 |
| 57 | 10.27.1.202 | 0 | 0 | 2 | 0 | 2 |
| 58 | 10.27.1.203 | 0 | 1 | 3 | 0 | 4 |
| 59 | 10.27.1.21 | 0 | 0 | 4 | 0 | 4 |
| 60 | 10.27.1.24 | 0 | 0 | 4 | 0 | 4 |
| 61 | 10.27.1.25 | 0 | 0 | 3 | 0 | 3 |
| 62 | 10.27.1.31 | 0 | 0 | 4 | 0 | 4 |
| 63 | 10.27.1.32 | 0 | 0 | 7 | 0 | 7 |
| 64 | 10.27.1.37 | 0 | 0 | 7 | 0 | 7 |
| 65 | 10.27.1.38 | 0 | 0 | 4 | 0 | 4 |
| 66 | 10.27.1.42 | 0 | 0 | 7 | 0 | 7 |
| 67 | 10.27.1.46 | 0 | 0 | 4 | 0 | 4 |
| 68 | 10.27.1.51 | 0 | 0 | 3 | 0 | 3 |
| 69 | 10.27.1.55 | 0 | 1 | 11 | 0 | 12 |
| 70 | 10.27.1.59 | 0 | 0 | 3 | 0 | 3 |
| 71 | 10.27.10.1 | 0 | 1 | 6 | 0 | 7 |
| 72 | 10.27.10.2 | 0 | 1 | 6 | 0 | 7 |
| 73 | 10.27.10.254 | 0 | 0 | 0 | 1 | 1 |
| 74 | 10.27.10.4 | 0 | 1 | 6 | 0 | 7 |
| 75 | 10.27.10.5 | 0 | 1 | 6 | 0 | 7 |
| 76 | 10.27.11.1 | 0 | 0 | 4 | 0 | 4 |
| 77 | 10.27.11.101 | 0 | 0 | 2 | 0 | 2 |
| 78 | 10.27.11.103 | 0 | 0 | 2 | 0 | 2 |
| 79 | 10.27.11.104 | 0 | 0 | 2 | 0 | 2 |
| 80 | 10.27.11.107 | 0 | 1 | 3 | 0 | 4 |
| 81 | 10.27.11.6 | 0 | 0 | 1 | 0 | 1 |
| 82 | 10.27.12.1 | 0 | 0 | 4 | 1 | 5 |
| 83 | 10.27.12.2 | 0 | 0 | 4 | 1 | 5 |
| 84 | 10.27.12.254 | 0 | 0 | 0 | 1 | 1 |
| 85 | 10.27.12.6 | 0 | 1 | 4 | 1 | 6 |
| 86 | 10.27.12.7 | 0 | 1 | 4 | 1 | 6 |
| 87 | 10.27.12.8 | 0 | 0 | 0 | 1 | 1 |
| 88 | 10.27.12.9 | 0 | 0 | 0 | 1 | 1 |
| 89 | 10.27.13.2 | 0 | 0 | 5 | 1 | 6 |
| 90 | 10.27.13.254 | 0 | 0 | 0 | 1 | 1 |
| 91 | 10.27.13.3 | 0 | 0 | 5 | 1 | 6 |
| 92 | 10.27.14.1 | 0 | 0 | 4 | 0 | 4 |
| 93 | 10.27.14.101 | 0 | 0 | 2 | 0 | 2 |
| 94 | 10.27.15.254 | 0 | 0 | 0 | 1 | 1 |
| 95 | 10.27.15.3 | 0 | 0 | 3 | 1 | 4 |
| 96 | 10.27.16.2 | 0 | 0 | 0 | 1 | 1 |
| 97 | 10.27.16.254 | 0 | 0 | 0 | 1 | 1 |
| 98 | 10.27.17.1 | 0 | 0 | 4 | 1 | 5 |
| 99 | 10.27.17.254 | 0 | 0 | 0 | 1 | 1 |
| 100 | 10.27.18.1 | 0 | 0 | 2 | 1 | 3 |
| 101 | 10.27.18.254 | 0 | 0 | 0 | 1 | 1 |
| 102 | 10.27.19.1 | 0 | 0 | 0 | 1 | 1 |
| 103 | 10.27.19.254 | 0 | 0 | 0 | 1 | 1 |
| 104 | 10.27.21.1 | 0 | 1 | 3 | 0 | 4 |
| 105 | 10.27.21.2 | 0 | 0 | 1 | 0 | 1 |
| 106 | 10.27.21.254 | 0 | 0 | 0 | 1 | 1 |
| 107 | 10.27.22.254 | 0 | 0 | 0 | 1 | 1 |
| 108 | 10.27.22.3 | 0 | 0 | 0 | 1 | 1 |
| 109 | 10.27.22.4 | 0 | 0 | 0 | 1 | 1 |
| 110 | 10.27.22.7 | 0 | 0 | 0 | 1 | 1 |
| 111 | 10.27.23.1 | 0 | 0 | 2 | 1 | 3 |
| 112 | 10.27.23.254 | 0 | 0 | 0 | 1 | 1 |
| 113 | 10.27.24.1 | 0 | 0 | 10 | 1 | 11 |
| 114 | 10.27.24.2 | 0 | 0 | 0 | 1 | 1 |
| 115 | 10.27.24.254 | 0 | 0 | 0 | 1 | 1 |
| 116 | 10.27.24.3 | 0 | 0 | 10 | 1 | 11 |
| 117 | 10.27.24.4 | 0 | 0 | 6 | 1 | 7 |
| 118 | 10.27.25.1 | 0 | 0 | 5 | 1 | 6 |
| 119 | 10.27.25.2 | 0 | 0 | 6 | 1 | 7 |
| 120 | 10.27.25.254 | 0 | 0 | 0 | 1 | 1 |
| 121 | 10.27.25.3 | 0 | 0 | 5 | 1 | 6 |
| 122 | 10.27.26.11 | 0 | 0 | 1 | 0 | 1 |
| 123 | 10.27.26.12 | 0 | 0 | 1 | 0 | 1 |
| 124 | 10.27.26.13 | 0 | 0 | 1 | 1 | 2 |
| 125 | 10.27.26.15 | 0 | 0 | 0 | 1 | 1 |
| 126 | 10.27.26.16 | 0 | 0 | 0 | 1 | 1 |
| 127 | 10.27.26.17 | 0 | 0 | 0 | 1 | 1 |
| 128 | 10.27.26.18 | 0 | 0 | 0 | 1 | 1 |
| 129 | 10.27.26.254 | 0 | 0 | 0 | 1 | 1 |
| 130 | 10.27.26.3 | 0 | 0 | 0 | 1 | 1 |
| 131 | 10.27.26.4 | 0 | 0 | 0 | 1 | 1 |
| 132 | 10.27.26.5 | 0 | 0 | 0 | 1 | 1 |
| 133 | 10.27.26.7 | 0 | 0 | 1 | 1 | 2 |
| 134 | 10.27.26.9 | 0 | 0 | 0 | 1 | 1 |
| 135 | 10.27.27.1 | 0 | 0 | 5 | 1 | 6 |
| 136 | 10.27.27.105 | 0 | 1 | 3 | 0 | 4 |
| 137 | 10.27.27.2 | 0 | 0 | 5 | 1 | 6 |
| 138 | 10.27.27.254 | 0 | 0 | 0 | 1 | 1 |
| 139 | 10.27.27.3 | 0 | 0 | 6 | 1 | 7 |
| 140 | 10.27.27.4 | 0 | 0 | 6 | 1 | 7 |
| 141 | 10.27.27.5 | 0 | 0 | 6 | 1 | 7 |
| 142 | 10.27.28.101 | 0 | 3 | 7 | 0 | 10 |
| 143 | 10.27.28.102 | 0 | 3 | 7 | 0 | 10 |
| 144 | 10.27.28.254 | 0 | 0 | 0 | 1 | 1 |
| 145 | 10.27.29.101 | 0 | 3 | 7 | 0 | 10 |
| 146 | 10.27.29.102 | 0 | 3 | 7 | 0 | 10 |
| 147 | 10.27.29.254 | 0 | 0 | 0 | 1 | 1 |
| 148 | 10.27.3.1 | 0 | 0 | 1 | 0 | 1 |
| 149 | 10.27.3.101 | 0 | 1 | 3 | 1 | 5 |
| 150 | 10.27.3.102 | 0 | 1 | 3 | 1 | 5 |
| 151 | 10.27.3.3 | 0 | 3 | 9 | 0 | 12 |
| 152 | 10.27.3.50 | 0 | 0 | 6 | 0 | 6 |
| 153 | 10.27.3.6 | 0 | 3 | 5 | 1 | 9 |
| 154 | 10.27.30.101 | 0 | 3 | 7 | 0 | 10 |
| 155 | 10.27.30.102 | 0 | 3 | 4 | 0 | 7 |
| 156 | 10.27.30.254 | 0 | 0 | 0 | 1 | 1 |
| 157 | 10.27.31.254 | 0 | 0 | 0 | 1 | 1 |
| 158 | 10.27.32.1 | 0 | 0 | 0 | 1 | 1 |
| 159 | 10.27.32.2 | 0 | 0 | 1 | 1 | 2 |
| 160 | 10.27.32.254 | 0 | 0 | 0 | 1 | 1 |
| 161 | 10.27.32.3 | 0 | 1 | 1 | 1 | 3 |
| 162 | 10.27.33.254 | 0 | 0 | 0 | 1 | 1 |
| 163 | 10.27.34.1 | 0 | 3 | 9 | 1 | 13 |
| 164 | 10.27.34.254 | 0 | 0 | 0 | 1 | 1 |
| 165 | 10.27.35.1 | 0 | 0 | 0 | 1 | 1 |
| 166 | 10.27.35.10 | 0 | 0 | 0 | 1 | 1 |
| 167 | 10.27.35.11 | 0 | 0 | 0 | 1 | 1 |
| 168 | 10.27.35.12 | 0 | 0 | 0 | 1 | 1 |
| 169 | 10.27.35.13 | 0 | 0 | 0 | 1 | 1 |
| 170 | 10.27.35.14 | 0 | 0 | 2 | 1 | 3 |
| 171 | 10.27.35.15 | 0 | 0 | 1 | 1 | 2 |
| 172 | 10.27.35.17 | 0 | 0 | 4 | 1 | 5 |
| 173 | 10.27.35.18 | 0 | 1 | 2 | 1 | 4 |
| 174 | 10.27.35.19 | 0 | 0 | 0 | 1 | 1 |
| 175 | 10.27.35.2 | 0 | 0 | 0 | 1 | 1 |
| 176 | 10.27.35.254 | 0 | 0 | 0 | 1 | 1 |
| 177 | 10.27.35.4 | 0 | 0 | 0 | 1 | 1 |
| 178 | 10.27.35.5 | 0 | 0 | 0 | 1 | 1 |
| 179 | 10.27.35.7 | 0 | 0 | 0 | 1 | 1 |
| 180 | 10.27.35.8 | 0 | 0 | 0 | 1 | 1 |
| 181 | 10.27.35.9 | 0 | 0 | 0 | 1 | 1 |
| 182 | 10.27.36.11 | 0 | 0 | 6 | 0 | 6 |
| 183 | 10.27.36.12 | 0 | 2 | 4 | 0 | 6 |
| 184 | 10.27.36.14 | 0 | 0 | 4 | 0 | 4 |
| 185 | 10.27.36.15 | 0 | 2 | 4 | 0 | 6 |
| 186 | 10.27.36.17 | 0 | 0 | 4 | 0 | 4 |
| 187 | 10.27.36.18 | 1 | 0 | 3 | 0 | 4 |
| 188 | 10.27.36.21 | 0 | 1 | 3 | 0 | 4 |
| 189 | 10.27.36.22 | 0 | 0 | 4 | 0 | 4 |
| 190 | 10.27.36.254 | 0 | 0 | 0 | 1 | 1 |
| 191 | 10.27.36.3 | 0 | 1 | 0 | 0 | 1 |
| 192 | 10.27.36.4 | 0 | 0 | 0 | 1 | 1 |
| 193 | 10.27.36.8 | 0 | 0 | 2 | 1 | 3 |
| 194 | 10.27.36.9 | 0 | 2 | 4 | 0 | 6 |
| 195 | 10.27.37.1 | 0 | 0 | 4 | 0 | 4 |
| 196 | 10.27.37.10 | 0 | 0 | 2 | 1 | 3 |
| 197 | 10.27.37.2 | 0 | 3 | 11 | 0 | 14 |
| 198 | 10.27.37.254 | 0 | 0 | 0 | 1 | 1 |
| 199 | 10.27.37.3 | 0 | 0 | 4 | 1 | 5 |
| 200 | 10.27.37.7 | 0 | 0 | 1 | 1 | 2 |
| 201 | 10.27.37.8 | 0 | 0 | 1 | 1 | 2 |
| 202 | 10.27.37.9 | 0 | 2 | 4 | 0 | 6 |
| 203 | 10.27.38.1 | 0 | 0 | 11 | 0 | 11 |
| 204 | 10.27.38.2 | 0 | 0 | 6 | 0 | 6 |
| 205 | 10.27.38.3 | 0 | 0 | 5 | 0 | 5 |
| 206 | 10.27.38.5 | 0 | 0 | 4 | 0 | 4 |
| 207 | 10.27.39.126 | 0 | 0 | 0 | 1 | 1 |
| 208 | 10.27.39.129 | 0 | 1 | 6 | 0 | 7 |
| 209 | 10.27.39.133 | 0 | 1 | 7 | 0 | 8 |
| 210 | 10.27.39.190 | 0 | 0 | 0 | 1 | 1 |
| 211 | 10.27.39.254 | 0 | 0 | 0 | 1 | 1 |
| 212 | 10.27.39.62 | 0 | 0 | 0 | 1 | 1 |
| 213 | 10.27.4.10 | 0 | 0 | 0 | 1 | 1 |
| 214 | 10.27.4.11 | 0 | 0 | 0 | 1 | 1 |
| 215 | 10.27.4.141 | 0 | 2 | 8 | 2 | 12 |
| 216 | 10.27.4.20 | 0 | 2 | 4 | 0 | 6 |
| 217 | 10.27.4.203 | 0 | 0 | 0 | 1 | 1 |
| 218 | 10.27.4.21 | 0 | 0 | 1 | 0 | 1 |
| 219 | 10.27.4.22 | 0 | 3 | 8 | 0 | 11 |
| 220 | 10.27.4.254 | 0 | 0 | 0 | 1 | 1 |
| 221 | 10.27.4.26 | 0 | 3 | 9 | 0 | 12 |
| 222 | 10.27.4.32 | 0 | 3 | 11 | 1 | 15 |
| 223 | 10.27.4.33 | 0 | 0 | 0 | 1 | 1 |
| 224 | 10.27.4.35 | 0 | 3 | 11 | 1 | 15 |
| 225 | 10.27.4.41 | 0 | 2 | 12 | 0 | 14 |
| 226 | 10.27.4.45 | 0 | 0 | 0 | 1 | 1 |
| 227 | 10.27.4.46 | 0 | 0 | 0 | 1 | 1 |
| 228 | 10.27.4.48 | 0 | 3 | 9 | 1 | 13 |
| 229 | 10.27.4.53 | 0 | 0 | 0 | 1 | 1 |
| 230 | 10.27.4.54 | 0 | 0 | 3 | 1 | 4 |
| 231 | 10.27.4.55 | 0 | 0 | 2 | 1 | 3 |
| 232 | 10.27.4.56 | 0 | 0 | 0 | 1 | 1 |
| 233 | 10.27.4.58 | 0 | 0 | 0 | 1 | 1 |
| 234 | 10.27.4.61 | 0 | 2 | 4 | 0 | 6 |
| 235 | 10.27.4.68 | 0 | 3 | 7 | 0 | 10 |
| 236 | 10.27.4.70 | 0 | 3 | 9 | 0 | 12 |
| 237 | 10.27.4.71 | 0 | 0 | 1 | 0 | 1 |
| 238 | 10.27.4.72 | 0 | 0 | 1 | 0 | 1 |
| 239 | 10.27.4.73 | 0 | 0 | 2 | 1 | 3 |
| 240 | 10.27.4.74 | 0 | 0 | 2 | 1 | 3 |
| 241 | 10.27.4.75 | 0 | 1 | 7 | 0 | 8 |
| 242 | 10.27.4.76 | 0 | 1 | 7 | 1 | 9 |
| 243 | 10.27.4.77 | 0 | 1 | 6 | 0 | 7 |
| 244 | 10.27.4.79 | 0 | 0 | 1 | 0 | 1 |
| 245 | 10.27.4.80 | 0 | 0 | 1 | 0 | 1 |
| 246 | 10.27.40.1 | 2 | 2 | 9 | 1 | 14 |
| 247 | 10.27.40.2 | 2 | 2 | 9 | 1 | 14 |
| 248 | 10.27.40.254 | 0 | 0 | 0 | 1 | 1 |
| 249 | 10.27.41.1 | 0 | 0 | 0 | 1 | 1 |
| 250 | 10.27.41.2 | 0 | 0 | 2 | 1 | 3 |
| 251 | 10.27.41.254 | 0 | 0 | 0 | 1 | 1 |
| 252 | 10.27.41.3 | 0 | 0 | 3 | 1 | 4 |
| 253 | 10.27.41.4 | 0 | 0 | 0 | 1 | 1 |
| 254 | 10.27.41.5 | 0 | 0 | 0 | 1 | 1 |
| 255 | 10.27.41.6 | 0 | 0 | 2 | 1 | 3 |
| 256 | 10.27.42.1 | 0 | 0 | 0 | 1 | 1 |
| 257 | 10.27.42.126 | 0 | 0 | 0 | 1 | 1 |
| 258 | 10.27.42.129 | 0 | 0 | 2 | 1 | 3 |
| 259 | 10.27.42.130 | 0 | 0 | 0 | 1 | 1 |
| 260 | 10.27.42.131 | 0 | 0 | 4 | 1 | 5 |
| 261 | 10.27.42.132 | 0 | 0 | 4 | 0 | 4 |
| 262 | 10.27.42.190 | 0 | 0 | 0 | 1 | 1 |
| 263 | 10.27.42.254 | 0 | 0 | 0 | 1 | 1 |
| 264 | 10.27.42.62 | 0 | 0 | 0 | 1 | 1 |
| 265 | 10.27.42.65 | 0 | 1 | 2 | 0 | 3 |
| 266 | 10.27.42.66 | 0 | 1 | 2 | 0 | 3 |
| 267 | 10.27.43.254 | 0 | 0 | 0 | 1 | 1 |
| 268 | 10.27.43.5 | 0 | 0 | 4 | 1 | 5 |
| 269 | 10.27.44.1 | 0 | 0 | 0 | 1 | 1 |
| 270 | 10.27.44.2 | 0 | 0 | 0 | 1 | 1 |
| 271 | 10.27.44.254 | 0 | 0 | 0 | 1 | 1 |
| 272 | 10.27.44.3 | 1 | 0 | 0 | 1 | 2 |
| 273 | 10.27.44.4 | 1 | 0 | 0 | 1 | 2 |
| 274 | 10.27.44.5 | 1 | 0 | 0 | 1 | 2 |
| 275 | 10.27.45.1 | 0 | 0 | 2 | 0 | 2 |
| 276 | 10.27.45.2 | 0 | 0 | 4 | 1 | 5 |
| 277 | 10.27.45.254 | 0 | 0 | 0 | 1 | 1 |
| 278 | 10.27.45.3 | 0 | 0 | 4 | 1 | 5 |
| 279 | 10.27.45.4 | 0 | 0 | 4 | 1 | 5 |
| 280 | 10.27.5.10 | 0 | 2 | 4 | 0 | 6 |
| 281 | 10.27.5.15 | 0 | 0 | 9 | 1 | 10 |
| 282 | 10.27.5.151 | 0 | 0 | 3 | 0 | 3 |
| 283 | 10.27.5.16 | 0 | 0 | 9 | 1 | 10 |
| 284 | 10.27.5.18 | 0 | 0 | 3 | 1 | 4 |
| 285 | 10.27.5.20 | 0 | 0 | 2 | 1 | 3 |
| 286 | 10.27.5.203 | 0 | 0 | 1 | 0 | 1 |
| 287 | 10.27.5.204 | 0 | 0 | 1 | 0 | 1 |
| 288 | 10.27.5.205 | 0 | 0 | 1 | 0 | 1 |
| 289 | 10.27.5.22 | 0 | 0 | 4 | 0 | 4 |
| 290 | 10.27.5.23 | 0 | 0 | 0 | 1 | 1 |
| 291 | 10.27.5.24 | 0 | 0 | 0 | 1 | 1 |
| 292 | 10.27.5.25 | 0 | 0 | 0 | 1 | 1 |
| 293 | 10.27.5.254 | 0 | 0 | 0 | 1 | 1 |
| 294 | 10.27.5.28 | 0 | 0 | 2 | 1 | 3 |
| 295 | 10.27.5.32 | 0 | 0 | 0 | 1 | 1 |
| 296 | 10.27.5.34 | 0 | 0 | 0 | 1 | 1 |
| 297 | 10.27.5.37 | 0 | 0 | 1 | 1 | 2 |
| 298 | 10.27.5.38 | 0 | 1 | 7 | 0 | 8 |
| 299 | 10.27.5.40 | 0 | 0 | 2 | 0 | 2 |
| 300 | 10.27.5.41 | 0 | 0 | 0 | 1 | 1 |
| 301 | 10.27.5.42 | 0 | 0 | 0 | 1 | 1 |
| 302 | 10.27.5.43 | 0 | 1 | 5 | 0 | 6 |
| 303 | 10.27.5.44 | 0 | 0 | 2 | 1 | 3 |
| 304 | 10.27.5.45 | 0 | 0 | 4 | 0 | 4 |
| 305 | 10.27.5.46 | 0 | 0 | 4 | 0 | 4 |
| 306 | 10.27.5.47 | 0 | 0 | 4 | 0 | 4 |
| 307 | 10.27.5.48 | 2 | 0 | 5 | 1 | 8 |
| 308 | 10.27.5.50 | 0 | 1 | 1 | 1 | 3 |
| 309 | 10.27.5.54 | 0 | 0 | 4 | 0 | 4 |
| 310 | 10.27.5.55 | 0 | 0 | 4 | 0 | 4 |
| 311 | 10.27.5.6 | 0 | 1 | 8 | 0 | 9 |
| 312 | 10.27.5.64 | 0 | 0 | 4 | 1 | 5 |
| 313 | 10.27.5.67 | 0 | 0 | 0 | 1 | 1 |
| 314 | 10.27.5.68 | 0 | 0 | 2 | 1 | 3 |
| 315 | 10.27.5.69 | 0 | 1 | 3 | 1 | 5 |
| 316 | 10.27.5.8 | 0 | 0 | 2 | 0 | 2 |
| 317 | 10.27.5.9 | 2 | 0 | 2 | 1 | 5 |
| 318 | 10.27.6.1 | 0 | 0 | 1 | 0 | 1 |
| 319 | 10.27.6.2 | 0 | 0 | 1 | 0 | 1 |
| 320 | 10.27.6.3 | 0 | 2 | 5 | 0 | 7 |
| 321 | 10.27.6.4 | 0 | 2 | 6 | 0 | 8 |
| 322 | 10.27.6.5 | 0 | 0 | 2 | 0 | 2 |
| 323 | 10.27.6.6 | 0 | 0 | 2 | 0 | 2 |
| 324 | 10.27.7.126 | 0 | 0 | 0 | 1 | 1 |
| 325 | 10.27.7.203 | 0 | 0 | 1 | 0 | 1 |
| 326 | 10.27.7.204 | 0 | 0 | 1 | 0 | 1 |
| 327 | 10.27.7.205 | 0 | 0 | 1 | 0 | 1 |
| 328 | 10.27.7.254 | 0 | 0 | 0 | 1 | 1 |
| 329 | 10.27.7.27 | 0 | 0 | 1 | 0 | 1 |
| 330 | 10.27.7.34 | 0 | 0 | 1 | 0 | 1 |
| 331 | 10.27.7.39 | 0 | 0 | 1 | 0 | 1 |
| 332 | 10.27.7.49 | 0 | 0 | 1 | 0 | 1 |
| 333 | 10.27.7.50 | 0 | 0 | 1 | 0 | 1 |
| 334 | 10.27.7.55 | 0 | 0 | 1 | 0 | 1 |
| 335 | 10.27.7.57 | 0 | 0 | 1 | 0 | 1 |
| 336 | 10.27.8.1 | 0 | 0 | 6 | 1 | 7 |
| 337 | 10.27.8.101 | 0 | 1 | 3 | 1 | 5 |
| 338 | 10.27.8.102 | 1 | 6 | 12 | 2 | 21 |
| 339 | 10.27.8.103 | 0 | 1 | 3 | 1 | 5 |
| 340 | 10.27.8.104 | 0 | 1 | 3 | 1 | 5 |
| 341 | 10.27.8.105 | 0 | 1 | 3 | 1 | 5 |
| 342 | 10.27.8.106 | 0 | 1 | 3 | 1 | 5 |
| 343 | 10.27.8.107 | 0 | 1 | 3 | 1 | 5 |
| 344 | 10.27.8.108 | 0 | 1 | 3 | 1 | 5 |
| 345 | 10.27.8.109 | 0 | 1 | 3 | 1 | 5 |
| 346 | 10.27.8.11 | 0 | 0 | 0 | 1 | 1 |
| 347 | 10.27.8.112 | 0 | 1 | 4 | 0 | 5 |
| 348 | 10.27.8.113 | 0 | 1 | 4 | 0 | 5 |
| 349 | 10.27.8.114 | 0 | 1 | 4 | 0 | 5 |
| 350 | 10.27.8.115 | 0 | 1 | 4 | 0 | 5 |
| 351 | 10.27.8.116 | 4 | 3 | 8 | 2 | 17 |
| 352 | 10.27.8.117 | 0 | 1 | 3 | 1 | 5 |
| 353 | 10.27.8.119 | 4 | 3 | 8 | 2 | 17 |
| 354 | 10.27.8.12 | 0 | 2 | 2 | 1 | 5 |
| 355 | 10.27.8.121 | 2 | 6 | 13 | 2 | 23 |
| 356 | 10.27.8.123 | 2 | 3 | 13 | 2 | 20 |
| 357 | 10.27.8.124 | 0 | 0 | 6 | 0 | 6 |
| 358 | 10.27.8.126 | 0 | 0 | 2 | 0 | 2 |
| 359 | 10.27.8.127 | 0 | 0 | 2 | 0 | 2 |
| 360 | 10.27.8.128 | 0 | 0 | 2 | 0 | 2 |
| 361 | 10.27.8.129 | 0 | 0 | 2 | 0 | 2 |
| 362 | 10.27.8.13 | 0 | 2 | 2 | 1 | 5 |
| 363 | 10.27.8.130 | 1 | 5 | 10 | 0 | 16 |
| 364 | 10.27.8.131 | 1 | 5 | 10 | 0 | 16 |
| 365 | 10.27.8.132 | 1 | 5 | 10 | 0 | 16 |
| 366 | 10.27.8.134 | 1 | 5 | 10 | 0 | 16 |
| 367 | 10.27.8.135 | 1 | 5 | 10 | 0 | 16 |
| 368 | 10.27.8.136 | 1 | 5 | 10 | 0 | 16 |
| 369 | 10.27.8.137 | 1 | 5 | 10 | 0 | 16 |
| 370 | 10.27.8.138 | 1 | 5 | 10 | 0 | 16 |
| 371 | 10.27.8.139 | 1 | 5 | 10 | 0 | 16 |
| 372 | 10.27.8.14 | 0 | 2 | 2 | 1 | 5 |
| 373 | 10.27.8.140 | 1 | 5 | 10 | 0 | 16 |
| 374 | 10.27.8.143 | 1 | 2 | 5 | 2 | 10 |
| 375 | 10.27.8.144 | 1 | 2 | 5 | 3 | 11 |
| 376 | 10.27.8.145 | 1 | 2 | 5 | 2 | 10 |
| 377 | 10.27.8.15 | 0 | 0 | 0 | 1 | 1 |
| 378 | 10.27.8.151 | 0 | 2 | 4 | 2 | 8 |
| 379 | 10.27.8.152 | 0 | 2 | 4 | 2 | 8 |
| 380 | 10.27.8.153 | 0 | 1 | 4 | 1 | 6 |
| 381 | 10.27.8.154 | 0 | 1 | 4 | 1 | 6 |
| 382 | 10.27.8.155 | 0 | 1 | 4 | 1 | 6 |
| 383 | 10.27.8.156 | 0 | 1 | 4 | 1 | 6 |
| 384 | 10.27.8.157 | 0 | 1 | 2 | 1 | 4 |
| 385 | 10.27.8.158 | 0 | 1 | 2 | 1 | 4 |
| 386 | 10.27.8.159 | 0 | 1 | 3 | 1 | 5 |
| 387 | 10.27.8.16 | 0 | 0 | 0 | 1 | 1 |
| 388 | 10.27.8.160 | 0 | 1 | 3 | 1 | 5 |
| 389 | 10.27.8.161 | 0 | 1 | 3 | 1 | 5 |
| 390 | 10.27.8.162 | 0 | 1 | 3 | 1 | 5 |
| 391 | 10.27.8.163 | 0 | 1 | 3 | 1 | 5 |
| 392 | 10.27.8.164 | 0 | 1 | 3 | 1 | 5 |
| 393 | 10.27.8.165 | 0 | 1 | 3 | 1 | 5 |
| 394 | 10.27.8.166 | 0 | 1 | 3 | 1 | 5 |
| 395 | 10.27.8.167 | 0 | 1 | 3 | 1 | 5 |
| 396 | 10.27.8.168 | 0 | 1 | 3 | 1 | 5 |
| 397 | 10.27.8.169 | 0 | 1 | 3 | 1 | 5 |
| 398 | 10.27.8.17 | 0 | 0 | 0 | 1 | 1 |
| 399 | 10.27.8.170 | 0 | 2 | 4 | 2 | 8 |
| 400 | 10.27.8.171 | 0 | 2 | 3 | 2 | 7 |
| 401 | 10.27.8.172 | 0 | 2 | 3 | 2 | 7 |
| 402 | 10.27.8.173 | 0 | 2 | 4 | 0 | 6 |
| 403 | 10.27.8.174 | 0 | 2 | 4 | 0 | 6 |
| 404 | 10.27.8.175 | 0 | 2 | 4 | 0 | 6 |
| 405 | 10.27.8.177 | 0 | 1 | 4 | 0 | 5 |
| 406 | 10.27.8.178 | 0 | 1 | 4 | 0 | 5 |
| 407 | 10.27.8.179 | 0 | 1 | 4 | 0 | 5 |
| 408 | 10.27.8.18 | 0 | 0 | 0 | 1 | 1 |
| 409 | 10.27.8.180 | 0 | 1 | 4 | 0 | 5 |
| 410 | 10.27.8.181 | 0 | 1 | 4 | 0 | 5 |
| 411 | 10.27.8.182 | 0 | 1 | 4 | 0 | 5 |
| 412 | 10.27.8.183 | 0 | 1 | 4 | 0 | 5 |
| 413 | 10.27.8.184 | 0 | 1 | 4 | 0 | 5 |
| 414 | 10.27.8.185 | 0 | 1 | 4 | 0 | 5 |
| 415 | 10.27.8.186 | 0 | 1 | 4 | 0 | 5 |
| 416 | 10.27.8.187 | 0 | 1 | 4 | 0 | 5 |
| 417 | 10.27.8.188 | 0 | 1 | 4 | 0 | 5 |
| 418 | 10.27.8.189 | 0 | 1 | 4 | 0 | 5 |
| 419 | 10.27.8.19 | 0 | 0 | 0 | 1 | 1 |
| 420 | 10.27.8.190 | 0 | 1 | 4 | 0 | 5 |
| 421 | 10.27.8.191 | 0 | 1 | 4 | 0 | 5 |
| 422 | 10.27.8.192 | 0 | 1 | 4 | 0 | 5 |
| 423 | 10.27.8.193 | 0 | 1 | 4 | 0 | 5 |
| 424 | 10.27.8.194 | 0 | 1 | 4 | 0 | 5 |
| 425 | 10.27.8.195 | 0 | 1 | 4 | 0 | 5 |
| 426 | 10.27.8.196 | 0 | 1 | 4 | 0 | 5 |
| 427 | 10.27.8.197 | 0 | 1 | 4 | 0 | 5 |
| 428 | 10.27.8.198 | 0 | 1 | 6 | 0 | 7 |
| 429 | 10.27.8.199 | 0 | 1 | 6 | 0 | 7 |
| 430 | 10.27.8.2 | 1 | 0 | 0 | 1 | 2 |
| 431 | 10.27.8.203 | 1 | 0 | 8 | 1 | 10 |
| 432 | 10.27.8.204 | 0 | 0 | 0 | 1 | 1 |
| 433 | 10.27.8.205 | 0 | 2 | 2 | 1 | 5 |
| 434 | 10.27.8.206 | 0 | 0 | 0 | 1 | 1 |
| 435 | 10.27.8.207 | 0 | 2 | 2 | 1 | 5 |
| 436 | 10.27.8.208 | 0 | 0 | 0 | 1 | 1 |
| 437 | 10.27.8.209 | 0 | 0 | 0 | 1 | 1 |
| 438 | 10.27.8.21 | 0 | 0 | 2 | 1 | 3 |
| 439 | 10.27.8.210 | 0 | 0 | 0 | 1 | 1 |
| 440 | 10.27.8.213 | 0 | 0 | 2 | 0 | 2 |
| 441 | 10.27.8.214 | 0 | 0 | 2 | 0 | 2 |
| 442 | 10.27.8.215 | 0 | 0 | 2 | 0 | 2 |
| 443 | 10.27.8.216 | 0 | 0 | 2 | 0 | 2 |
| 444 | 10.27.8.217 | 0 | 0 | 2 | 0 | 2 |
| 445 | 10.27.8.218 | 0 | 0 | 2 | 0 | 2 |
| 446 | 10.27.8.219 | 0 | 0 | 2 | 0 | 2 |
| 447 | 10.27.8.22 | 0 | 0 | 0 | 1 | 1 |
| 448 | 10.27.8.220 | 0 | 0 | 2 | 0 | 2 |
| 449 | 10.27.8.23 | 1 | 0 | 0 | 1 | 2 |
| 450 | 10.27.8.24 | 1 | 0 | 0 | 1 | 2 |
| 451 | 10.27.8.244 | 0 | 3 | 9 | 1 | 13 |
| 452 | 10.27.8.25 | 1 | 0 | 0 | 1 | 2 |
| 453 | 10.27.8.254 | 0 | 0 | 0 | 1 | 1 |
| 454 | 10.27.8.26 | 0 | 2 | 2 | 1 | 5 |
| 455 | 10.27.8.27 | 0 | 2 | 2 | 1 | 5 |
| 456 | 10.27.8.28 | 0 | 2 | 2 | 1 | 5 |
| 457 | 10.27.8.29 | 0 | 0 | 0 | 1 | 1 |
| 458 | 10.27.8.3 | 0 | 0 | 0 | 1 | 1 |
| 459 | 10.27.8.30 | 0 | 0 | 0 | 1 | 1 |
| 460 | 10.27.8.31 | 0 | 0 | 0 | 1 | 1 |
| 461 | 10.27.8.32 | 0 | 0 | 3 | 1 | 4 |
| 462 | 10.27.8.33 | 0 | 0 | 0 | 1 | 1 |
| 463 | 10.27.8.34 | 0 | 0 | 0 | 1 | 1 |
| 464 | 10.27.8.35 | 0 | 0 | 2 | 1 | 3 |
| 465 | 10.27.8.36 | 0 | 0 | 0 | 1 | 1 |
| 466 | 10.27.8.37 | 0 | 0 | 0 | 1 | 1 |
| 467 | 10.27.8.38 | 0 | 0 | 0 | 1 | 1 |
| 468 | 10.27.8.39 | 0 | 0 | 0 | 1 | 1 |
| 469 | 10.27.8.4 | 0 | 0 | 0 | 1 | 1 |
| 470 | 10.27.8.40 | 0 | 0 | 0 | 1 | 1 |
| 471 | 10.27.8.43 | 1 | 0 | 0 | 1 | 2 |
| 472 | 10.27.8.44 | 1 | 0 | 0 | 1 | 2 |
| 473 | 10.27.8.45 | 1 | 0 | 0 | 1 | 2 |
| 474 | 10.27.8.5 | 0 | 0 | 0 | 1 | 1 |
| 475 | 10.27.8.51 | 0 | 0 | 0 | 1 | 1 |
| 476 | 10.27.8.52 | 0 | 0 | 0 | 1 | 1 |
| 477 | 10.27.8.53 | 0 | 0 | 0 | 1 | 1 |
| 478 | 10.27.8.54 | 0 | 0 | 0 | 1 | 1 |
| 479 | 10.27.8.55 | 0 | 0 | 0 | 1 | 1 |
| 480 | 10.27.8.56 | 0 | 0 | 0 | 1 | 1 |
| 481 | 10.27.8.57 | 0 | 0 | 2 | 1 | 3 |
| 482 | 10.27.8.58 | 0 | 0 | 1 | 1 | 2 |
| 483 | 10.27.8.59 | 0 | 0 | 3 | 1 | 4 |
| 484 | 10.27.8.6 | 0 | 0 | 0 | 1 | 1 |
| 485 | 10.27.8.60 | 0 | 0 | 0 | 1 | 1 |
| 486 | 10.27.8.61 | 0 | 0 | 0 | 1 | 1 |
| 487 | 10.27.8.62 | 0 | 0 | 0 | 1 | 1 |
| 488 | 10.27.8.63 | 0 | 0 | 3 | 1 | 4 |
| 489 | 10.27.8.64 | 0 | 0 | 0 | 1 | 1 |
| 490 | 10.27.8.65 | 0 | 0 | 0 | 1 | 1 |
| 491 | 10.27.8.66 | 0 | 0 | 0 | 1 | 1 |
| 492 | 10.27.8.67 | 1 | 0 | 0 | 1 | 2 |
| 493 | 10.27.8.68 | 1 | 0 | 3 | 1 | 5 |
| 494 | 10.27.8.69 | 1 | 0 | 0 | 1 | 2 |
| 495 | 10.27.8.7 | 0 | 0 | 1 | 1 | 2 |
| 496 | 10.27.8.70 | 0 | 1 | 7 | 1 | 9 |
| 497 | 10.27.8.71 | 0 | 0 | 0 | 1 | 1 |
| 498 | 10.27.8.72 | 0 | 0 | 0 | 1 | 1 |
| 499 | 10.27.8.73 | 0 | 0 | 0 | 1 | 1 |
| 500 | 10.27.8.74 | 0 | 0 | 0 | 1 | 1 |
| 501 | 10.27.8.75 | 0 | 0 | 0 | 1 | 1 |
| 502 | 10.27.8.8 | 0 | 0 | 0 | 1 | 1 |
| 503 | 10.27.8.86 | 0 | 0 | 0 | 1 | 1 |
| 504 | 10.27.8.87 | 0 | 0 | 0 | 1 | 1 |
| 505 | 10.27.8.88 | 0 | 0 | 0 | 1 | 1 |
| 506 | 10.27.8.89 | 0 | 0 | 0 | 1 | 1 |
| 507 | 10.27.8.9 | 0 | 0 | 0 | 1 | 1 |
| 508 | 10.27.8.90 | 0 | 2 | 2 | 1 | 5 |
| 509 | 10.27.8.91 | 0 | 2 | 2 | 1 | 5 |
| 510 | 10.27.8.92 | 0 | 2 | 2 | 1 | 5 |
| 511 | 10.27.8.93 | 0 | 0 | 0 | 1 | 1 |
| 512 | 10.27.8.94 | 0 | 0 | 0 | 1 | 1 |
| 513 | 10.27.8.95 | 0 | 0 | 0 | 1 | 1 |
| 514 | 10.27.8.96 | 0 | 0 | 0 | 1 | 1 |
| 515 | 10.27.8.97 | 0 | 0 | 0 | 1 | 1 |
| 516 | 10.27.8.98 | 0 | 0 | 6 | 1 | 7 |
| 517 | 10.27.8.99 | 0 | 0 | 1 | 1 | 2 |
| 518 | 10.27.9.2 | 0 | 0 | 2 | 1 | 3 |
| 519 | 10.27.9.254 | 0 | 0 | 0 | 1 | 1 |
| 520 | 10.20.184.253 | 0 | 0 | 3 | 1 | 4 |
| 521 | 10.20.184.35 | 0 | 8 | 18 | 5 | 31 |
| 522 | 10.20.184.41 | 0 | 0 | 2 | 0 | 2 |
| 523 | 10.20.184.43 | 0 | 0 | 4 | 0 | 4 |
| 524 | 10.20.184.44 | 0 | 0 | 1 | 1 | 2 |
| 525 | 10.27.198.254 | 0 | 0 | 0 | 1 | 1 |
| 526 | 10.27.232.254 | 0 | 0 | 0 | 1 | 1 |

## 風險弱點分類排行列表

以下依弱點等級排序，表列本次檢測發現之風險弱點。可依據該弱點對應編號，參考第參章弱點修補建議，查詢該弱點對應之說明及修補建議等相關資訊。

1. 各等級風險弱點數分佈

| **序號** | **弱點 等級** | **弱點編號** | **弱點名稱** | **出現**  **數目** |
| --- | --- | --- | --- | --- |
| 1 | 高 | 20007 | SSL Version 2 and 3 Protocol Detection | 20 |
| 2 | 高 | 148367 | Python Unsupported Version Detection | 14 |
| 3 | 高 | 135187 | Dell iDRAC Buffer Overflow Vulnerability (CVE-2020-5344) | 10 |
| 4 | 高 | 93650 | Dropbear SSH Server 2016.72 Multiple Vulnerabilities | 10 |
| 5 | 高 | 76213 | SuperMicro IPMI PSBlock File Plaintext Password Disclosure | 8 |
| 6 | 高 | 201085 | OpenSSL 3.0.0 3.0.15 Vulnerability | 5 |
| 7 | 高 | 211503 | Apache Tomcat 9.0.92 9.0.96 multiple vulnerabilities | 2 |
| 8 | 高 | 46802 | SBLIM-SFCB Multiple Buffer Overflows | 2 |
| 9 | 高 | 90022 | OpenSSH 7.2 Untrusted X11 Forwarding Fallback Security Bypass | 2 |
| 10 | 高 | 207060 | Kibana 8.10.x 8.15.1 (ESA-2024-28) | 1 |
| 11 | 高 | 207464 | VMware vCenter Server 7.x 7.0 U3t / 8.x 8.0.3 U3d Multiple Vulnerabilities (VMSA-2024-0019) | 1 |
| 12 | 中 | 42873 | SSL Medium Strength Cipher Suites Supported (SWEET32) | 107 |
| 13 | 中 | 202259 | Dell EMC iDRAC9 7.00.00.172 / 7.10.00.00 7.10.50.00 (DSA-2024-099) | 55 |
| 14 | 中 | 80101 | IPMI v2.0 Password Hash Disclosure | 41 |
| 15 | 中 | 162428 | Dell EMC iDRAC8 2.83.83.83 / Dell EMC iDRAC9 5.10.30.00 (DSA-2022-154) | 24 |
| 16 | 中 | 35291 | SSL Certificate Signed Using Weak Hashing Algorithm | 22 |
| 17 | 中 | 161800 | Dell EMC iDRAC9 5.00.00.00 (DSA-2021-177) | 18 |
| 18 | 中 | 161798 | Dell EMC iDRAC8 2.80.80.80 / Dell EMC iDRAC9 4.40.40.00 (DSA-2021-177) | 11 |
| 19 | 中 | 148956 | Dell iDRAC Multiple Vulnerabilities (DSA-2021-073) | 10 |
| 20 | 中 | 58183 | Dropbear SSH Server Channel Concurrency Use-after-free Remote Code Execution | 10 |
| 21 | 中 | 192966 | OpenSSL 3.0.0 3.0.14 Multiple Vulnerabilities | 4 |
| 22 | 中 | 182208 | Apache CouchDB 3.1.2 Privilege Escalation | 3 |
| 23 | 中 | 201848 | Apache Tomcat 9.0.0.M1 9.0.90 | 3 |
| 24 | 中 | 106608 | OpenSSH 5.4 7.1p2 Multiple Vulnerabilities | 2 |
| 25 | 中 | 84638 | OpenSSH 6.9 Multiple Vulnerabilities | 2 |
| 26 | 中 | 93194 | OpenSSH 7.3 Multiple Vulnerabilities | 2 |
| 27 | 中 | 96151 | OpenSSH 7.4 Multiple Vulnerabilities | 2 |
| 28 | 中 | 154147 | Apache Tomcat 8.5.60 8.5.72 | 1 |
| 29 | 中 | 157119 | Apache Tomcat 8.5.55 8.5.75 multiple vulnerabilities | 1 |
| 30 | 中 | 160891 | Apache Tomcat 8.5.38 8.5.79 | 1 |
| 31 | 中 | 161181 | Apache Tomcat 8.5.0 8.5.76 | 1 |
| 32 | 中 | 161799 | Dell EMC iDRAC9 4.40.x 4.40.29.00 (DSA-2021-177) | 1 |
| 33 | 中 | 166807 | Apache Tomcat 8.5.0 8.5.83 | 1 |
| 34 | 中 | 171656 | Apache Tomcat 8.5.0 8.5.85 | 1 |
| 35 | 中 | 184357 | Grafana Labs Stored XSS (CVE-2022-31097) | 1 |
| 36 | 中 | 186364 | Apache Tomcat 8.5.0 8.5.96 | 1 |
| 37 | 中 | 201194 | OpenSSH 9.8 RCE | 1 |
| 38 | 中 | 201205 | Splunk Enterprise 9.0.0 9.0.10, 9.1.0 9.1.5, 9.2.0 9.2.2 (SVD-2024-0703) | 1 |
| 39 | 中 | 201234 | Splunk Enterprise 9.0.0 9.0.10, 9.1.0 9.1.5, 9.2.0 9.2.2 (SVD-2024-0701) | 1 |
| 40 | 中 | 201235 | Splunk Enterprise 9.0.0 9.0.10, 9.1.0 9.1.5, 9.2.0 9.2.2 (SVD-2024-0702) | 1 |
| 41 | 中 | 41028 | SNMP Agent Default Community Name (public) | 1 |
| 42 | 中 | 51368 | iSCSI Unauthenticated Target Detection | 1 |
| 43 | 低 | 51192 | SSL Certificate Cannot Be Trusted | 446 |
| 44 | 低 | 57582 | SSL Self-Signed Certificate | 330 |
| 45 | 低 | 157288 | TLS Version 1.1 Deprecated Protocol | 170 |
| 46 | 低 | 104743 | TLS Version 1.0 Protocol Detection | 110 |
| 47 | 低 | 15901 | SSL Certificate Expiry | 66 |
| 48 | 低 | 167509 | Dell EMC iDRAC9 6.00.30.00 (DSA-2022-265) | 49 |
| 49 | 低 | 65821 | SSL RC4 Cipher Suites Supported (Bar Mitzvah) | 40 |
| 50 | 低 | 57608 | SMB Signing not required | 32 |
| 51 | 低 | 45411 | SSL Certificate with Wrong Hostname | 27 |
| 52 | 低 | 58453 | Terminal Services Doesn't Use Network Level Authentication (NLA) Only | 24 |
| 53 | 低 | 101025 | Elasticsearch Unrestricted Access Information Disclosure | 15 |
| 54 | 低 | 139206 | Dell iDRAC9 Directory Traversal (DSA-2020-128) | 10 |
| 55 | 低 | 144756 | Dell iDRAC XSS (DSA-2020-268) | 10 |
| 56 | 低 | 148955 | Dell iDRAC XSS (DSA-2021-073) | 10 |
| 57 | 低 | 187201 | OpenSSH 9.6 Multiple Vulnerabilities | 10 |
| 58 | 低 | 26928 | SSL Weak Cipher Suites Supported | 10 |
| 59 | 低 | 42880 | SSL / TLS Renegotiation Handshakes MiTM Plaintext Data Injection | 10 |
| 60 | 低 | 70545 | Dropbear SSH Server 2013.59 Multiple Vulnerabilities | 10 |
| 61 | 低 | 71534 | SuperMicro Device Uses Default SSL Certificate | 8 |
| 62 | 低 | 11213 | HTTP TRACE / TRACK Methods Allowed | 6 |
| 63 | 低 | 12085 | Apache Tomcat Default Files | 6 |
| 64 | 低 | 10194 | HTTP Proxy POST Request Relaying | 5 |
| 65 | 低 | 134220 | nginx 1.17.7 Information Disclosure | 5 |
| 66 | 低 | 159491 | OpenSSH 8.0 | 5 |
| 67 | 低 | 209150 | OpenSSL 3.0.0 3.0.16 Vulnerability | 5 |
| 68 | 低 | 42263 | Unencrypted Telnet Server | 5 |
| 69 | 低 | 10193 | HTTP Proxy Arbitrary Site/Port Relaying | 4 |
| 70 | 低 | 159490 | OpenSSH 7.8 | 4 |
| 71 | 低 | 185160 | OpenSSL 3.0.0 3.0.13 Multiple Vulnerabilities | 4 |
| 72 | 低 | 201125 | VMware ESXi 7.0 / 8.0 Out-of-Bounds read (CVE-2024-37086) | 4 |
| 73 | 低 | 175115 | Apache CouchDB 3.2.3 / 3.3.x 3.3.2 Information Disclosure | 3 |
| 74 | 低 | 186916 | Apache CouchDB 3.3.3 Privilege Escalation | 3 |
| 75 | 低 | 103781 | OpenSSH 7.6 | 2 |
| 76 | 低 | 136929 | JQuery 1.2 3.5.0 Multiple XSS | 2 |
| 77 | 低 | 17154 | HTTP Proxy CONNECT Loop DoS | 2 |
| 78 | 低 | 78655 | OpenSSH SSHFP Record Verification Weakness | 2 |
| 79 | 低 | 85382 | OpenSSH 7.0 Multiple Vulnerabilities | 2 |
| 80 | 低 | 90023 | OpenSSH 7.2p2 X11Forwarding xauth Command Injection | 2 |
| 81 | 低 | 97861 | Network Time Protocol (NTP) Mode 6 Scanner | 2 |
| 82 | 低 | 99359 | OpenSSH 7.5 | 2 |
| 83 | 低 | 10068 | Finger Service Remote Information Disclosure | 1 |
| 84 | 低 | 10595 | DNS Server Zone Transfer Information Disclosure (AXFR) | 1 |
| 85 | 低 | 11714 | Nonexistent Page (404) Physical Path Disclosure | 1 |
| 86 | 低 | 121164 | Splunk Information Disclosure Vulnerability (SP-CAAAP5E) | 1 |
| 87 | 低 | 12217 | DNS Server Cache Snooping Remote Information Disclosure | 1 |
| 88 | 低 | 12218 | mDNS Detection (Remote Network) | 1 |
| 89 | 低 | 152183 | Apache Tomcat 8.5.0 8.5.68 | 1 |
| 90 | 低 | 162502 | Apache Tomcat 8.5.50 8.5.82 | 1 |
| 91 | 低 | 173256 | Apache Tomcat 8.5.0 8.5.86 | 1 |
| 92 | 低 | 180192 | Apache Tomcat 8.5.0 8.5.93 | 1 |
| 93 | 低 | 182811 | Apache Tomcat 8.5.0 8.5.94 multiple vulnerabilities | 1 |
| 94 | 低 | 18405 | Remote Desktop Protocol Server Man-in-the-Middle Weakness | 1 |
| 95 | 低 | 190601 | Grafana Labs Incorrect Authorization (CVE-2023-6152) | 1 |
| 96 | 低 | 192043 | Apache Tomcat 8.5.0 8.5.99 multiple vulnerabilities | 1 |
| 97 | 低 | 194472 | Apache Tomcat 8.5.0 8.5.64 multiple vulnerabilities | 1 |
| 98 | 低 | 197847 | Apache Tomcat 8.5.0 8.5.66 | 1 |
| 99 | 低 | 201200 | Splunk Enterprise 9.0.0 9.0.10, 9.1.0 9.1.5, 9.2.0 9.2.2 (SVD-2024-0710) | 1 |
| 100 | 低 | 201208 | Splunk Enterprise 9.0.0 9.0.10, 9.1.0 9.1.5, 9.2.0 9.2.2 (SVD-2024-0716) | 1 |
| 101 | 低 | 208027 | Grafana Labs Incorrect Permission (cve-2024-8118) | 1 |
| 102 | 低 | 208944 | Splunk Enterprise 9.1.0 9.1.6, 9.2.0 9.2.3, 9.3.0 9.3.1 (SVD-2024-1006) | 1 |
| 103 | 低 | 31705 | SSL Anonymous Cipher Suites Supported | 1 |
| 104 | 低 | 57690 | Terminal Services Encryption Level is Medium or Low | 1 |
| 105 | 低 | 76474 | SNMP 'GETBULK' Reflection DDoS | 1 |
| 106 | 低 | 87733 | AMQP Cleartext Authentication | 1 |
| 107 | 低 | 10114 | ICMP Timestamp Request Remote Date Disclosure | 301 |
| 108 | 低 | 69551 | SSL Certificate Chain Contains RSA Keys Less Than 2048 bits | 27 |
| 109 | 低 | 78479 | SSLv3 Padding Oracle On Downgraded Legacy Encryption Vulnerability (POODLE) | 13 |
| 110 | 低 | 159462 | Apache Tomcat 8.x 8.5.78 Spring4Shell CVE-2021-43980 | 1 |
| 111 | 低 | 178943 | Apache Tomcat SEoL (8.5.x) | 1 |
| 112 | 低 | 201197 | Splunk Enterprise 9.0.0 9.0.10, 9.1.0 9.1.5, 9.2.0 9.2.2 (SVD-2024-0715) | 1 |
| 113 | 低 | 30218 | Terminal Services Encryption Level is not FIPS-140 Compliant | 1 |
| 114 | 低 | 83875 | SSL/TLS Diffie-Hellman Modulus = 1024 Bits (Logjam) | 1 |

# 弱點修補建議

本章提供本次掃描所發現之風險弱點，其風險原因及建議修補方式，另外提供附件予主機或系統管理單位可依據所提供之資訊，進行有效之弱點修補作業。