Bạn có thể sử dụng các công cụ sau để kiểm tra đích đến của link rút gọn:

1. **Unshorten.me**  
   → Truy cập [https://unshorten.me](https://unshorten.me/), dán link rút gọn vào để xem URL gốc.
2. **CheckShortURL**  
   → Truy cập [https://checkshorturl.com](https://checkshorturl.com/), công cụ này hiển thị URL đầy đủ, tiêu đề trang, và có thể kiểm tra độ an toàn.
3. **VirusTotal**  
   → Truy cập [https://www.virustotal.com](https://www.virustotal.com/), dán link vào để quét virus, mã độc, hoặc các dấu hiệu lừa đảo.

**Vì sao link rút gọn thường bị dùng trong lừa đảo**

* **Che giấu địa chỉ thật**: Người dùng không thể biết được trang web đích là gì, dễ bị dẫn đến trang giả mạo hoặc chứa mã độc.
* **Tăng độ tin cậy giả tạo**: Link ngắn trông gọn gàng, chuyên nghiệp, khiến người dùng mất cảnh giác.
* **Khó kiểm tra bằng mắt thường**: Không thể phân biệt đâu là link an toàn nếu không dùng công cụ hỗ trợ.

**Lời khuyên**:  
Không nên nhấn vào các link rút gọn trong email, tin nhắn hoặc bài đăng từ người lạ. Hãy kiểm tra trước khi truy cập để bảo vệ tài khoản và thiết bị của bạn