**Компания «Сладкий вид».  
  
Штат:  
Руководство – 3 человека. Садоводы – 10 человек. IT-отдел – 5 человек. Менеджеры – 3 человека. Отдел безопасности – 3 человека.**

**Руководство использует телефонную связь, Интернет, Microsoft Excel.  
IT-отдел обеспечивает полноценный функционал оборудования и ПО, используемого на предприятии.**

**1. Общие положения**

1.1. Настоящая Политика направлена на развитие информационной безопасности (далее – ИБ). ИБ является одним из главных факторов стабильной работы компании. Обеспечение ИБ для работников является стратегически важной задачей.

1.2. Политика ИБ является основным документом, направленным на обеспечение ИБ.

**2. Цели и задачи**

2.1. Обучение персонала знаниям по вопросам ИБ.

2.2. Выявление и предотвращение возможных угроз, связанных с работой оборудования на предприятии.

2.3. Модернизация системы безопасности на объекте.

2.4. Поиск уязвимостей, которые могут послужить причиной инцидента, и их устранение.

**3. Основные принципы построения системы ИБ.**

Обеспечение ИБ в компании осуществляется в соответствии со следующими основными принципами:

1) Законность

2) Непрерывность защиты

3) Персональная ответственность

4) Следования лучшим практикам

**4. Ответственность**

4.1. Руководство компании принимает на себя ответственность за реализацию настоящей Политики.

4.2. Работники несут ответственность за полное выполнение своих обязанностей, связанных с Политикой ИБ.

**5. Заключительные положения**

5.1. Ответственными за внесение изменений в настоящую Политику являются руководители компании.

5.2. В случае изменения действующего законодательства или нормативных актов, руководство должно непременно внести изменения в настоящую Политику.