1. 信息安全最大的威胁是？  **C**
   1. 木马病毒、蠕虫病毒等恶意代码
   2. 信息安全部门不作为
   3. 人员普遍缺乏安全意识
   4. 信息安全产品和设备不够先进

[单选题]防范网络诈骗，要注意哪些内容？（D）（5分）

陌生人发过来的邮件不要轻易点击

收到“领导”邮件或电话命令应确认

加强信息安全意识教育培训工作

以上都是

36. 不符合安全意识的选项是： D

A. 使用物理加锁的方式防止笔记本丢失

B. 对笔记本电脑中的重要数据进行加密保护，以防丢失泄密

C. 安装公司指定的防病毒软件

D. 下载未知来源的文件

39. 以下哪种观念是正确的 C

A． 信息安全是信息安全部门的事，和我无关

B． 信息安全是技术活，我只要配合技术部门就好

C． 信息安全应该从自己做起，不仅要配合相关部门，还应该积极学习相关知识

D． 买了那么多信息安全产品，信息安全工作绝对做的很好了。

2.白少流是跑男的忠实粉丝，积极参与相关活动。一天，收到一条短信称中了跑男活动二等奖3万奖金，但是要汇一笔手续费到活动账户。

在跟工作人员通过电话后，在其引导下汇款成功之后。工作人员音信全无。请问他遭遇了什么？ B

A.网络钓鱼

B.网络诈骗

C.活动截止

D.手机故障

12.信息安全中最重要的一环是

A.技术

B.规章制度

C.流程

D.人

13.为什么定期修改密码

1确保不会忘记

2遵循公司安全政策

3降低电脑受损的几率

4减少他人猜到密码机会

20.有人找到你自称是你公司同事，下面哪个来源是不可信的？D

A.对方使用的是公司邮箱给我发的邮件

B.对方是在部门微信群找到我的

C.对方是在公司钉钉群找到我的

D.对方直接发我手机短信

1. 你正在一家酒店开会的时候,需要发送一封紧急的邮件。你带着公司配备的智能手机,可是酒店里的3G网络信号不好,你扫描到了一个开放式的无线网络接入点,便打算通过无线网络传输邮件,这方法正确么?
2. 不正确,开放式的无线接入不安全
3. 正确,因为开放式的无线接入点是安全的
4. 正确,因为邮件很生要
5. 不正确,开放式的无线网络很慢,且邮件会等很久
6. 小王是某公司的员工，正当他在忙于一个紧急工作时，接到一个陌生的电话：“小王您好，我是系统管理员，咱们的系统发现严重漏洞，需要进行紧急升级，请提供您的账户信息”，他应该\_\_\_\_\_  **C**
7. 配合升级工作，立即提供正确的账户信息
8. 先忙手头工作，再提供账户信息
9. 身份不明确，电话号码认识，直接拒绝
10. 事不关己，直接决绝
11. 以下哪项不属于社会工程学？  **D**
    1. 骗取他人的信任，从而获取有用的信息
    2. 搜集他人的信息，尝试破解他人的账号密码
    3. 冒充某公司的员工或来访人员，混入该公司内部
    4. 通过技术手段拦截他人的电子邮件
12. 该注意哪项内容，防范社会工程学的攻击  **D**
    1. 不轻易相信陌生人
    2. 收到“领导”的邮件或电话命令，应通过手机或面对面的形式确认命令
    3. 加强信息安全意识教育培训工作
    4. 以上都是

7.肖云衣正在星巴克喝咖啡时接到上司的电话，要求她立刻给上司发一封工作邮件。此时她不应该做什么？ A

A.连接到星巴克的开放网络给上司发邮件

B.连接到手机流量开的热点给上司发邮件

C.连接自己的随身wifi给上司发邮件

D.连接自己手机运营商的wlan非上司发邮件

1. 在使用社交网站是，遇到他人发来的网络链接，我们应该怎么做？ **D**
   1. “发给我肯定是好玩的，打开看看”
   2. “是同事发的，肯定不会有问题，打开看看”
   3. “这个人不认识，但是我们公司的，可能有事，打开看看”
   4. “是个陌生人，打开有风险，还是不打开了”

23. 以下哪个做法是不安全的？ C

A．“自己的同事进入机房也要进行登记”

B．“客户的项目完成了，应该把给客户开通的零时账号注销了”

C．“XX老师是老朋友了，WIFI密码告诉他好了，就不用申请了”

D．“无论什么岗位，入职的安全意识培训都是要做的”

25. 防范网络诈骗，要注意哪些内容：D

A.不轻易相信陌生人

B.收到“领导”的邮件或电话命令，应通过手机或面对面的形式确认命令

C.加强信息安全意识教育培训工作

D.以上都是

29. 以下哪种观念是正确的C

A.信息安全是信息安全部门的事，和我无关

B.信息安全是技术活，我只要配合技术部门就好

C.信息安全应该从自己做起，不仅要配合相关部门，还应该积极学习相关知识

D.买了那么多信息安全产品，信息安全工作绝对做的很好了。

13、小王是Tal公司的员工，正当他在忙于一个紧急工作时，接到一个陌生的电话：“小王您好，我是系统管理员，咱们的系统发现严重漏洞，需要进行紧急升级，请提供您的账户信息”，他应该\_\_\_\_\_  **C**

1. 配合升级工作，立即提供正确的账户信息。
2. 先忙手头工作，再提供账户信息。
3. 身份不明确，电话号码认识，直接拒绝。
4. 事不关己，直接拒绝。

个人应当加强信息安全意识的原因不包括（）。D

A. 人的信息安全意识薄弱具有普遍性且容易被渗透，攻击者更喜欢选择这条路径发起攻击。

B. 认识信息安全防护体系中最薄弱的一个环节。

C. 研究实验已表明，增强个人信息安全意识能有效减少由人为因素造成安全威胁发生的概率。

D. 基于技术的防御手段已经无法成为安全防护体系的重要组成部分。

1. 出差时在机场候机室，应连接以下哪个WIFI网络  **D**
   1. CMCC
   2. 任意一个没有密码的WIFI
   3. 自带的没有密码的移动WIFI
   4. 都不连接
2. 在畅游网络时，哪钟做法是不对的？  **C**
   1. 在社交网站上评论好莱坞艳照门的内容
   2. 浏览“房东”事件，并与网友积极讨论
   3. 在论坛中向他人索要赌博网站地址
   4. 以上都不对
3. 以下哪种行为是正确的？ **D**
   1. “今天好闲，趁着没人把昨天更新的美剧在线看了”
   2. “老婆说晚上想看变形金刚4，找个资源下下来晚上回去看”
   3. “哎呀，公司给我装的这个软件真不好用，我自己去下个新版本的”
   4. “中午吃饭的时候把昨天客户发的技术文档下下来，对了限个速，不能影响别人工作”
4. 信息安全最大的威胁是？  **C**
   1. 木马病毒、蠕虫病毒等恶意代码
   2. 信息安全部门不作为
   3. 人员普遍缺乏安全意识
   4. 信息安全产品和设备不够先进
5. 私自安装下载的软件有多种危害，以下哪种不是私自安装软件而导致的危险？  **B**
6. 感染病毒
7. 手机丢失
8. 可能涉及到版权，导致法律风
9. 可能被种下木马
10. 浏览器存在的安全风险主要包括：  **D**
11. 网络钓鱼、隐私跟踪
12. 网络钓鱼、隐私跟踪、数据劫持
13. 隐私跟踪、数据劫持、浏览器的安全漏洞
14. 网络钓鱼、隐私跟踪、数据劫持、浏览器的安全漏洞
15. 以下说法错误的是 ？  **B**
16. 需要定期更新QQ软件
17. 可以使用非官方提供的QQ软件
18. 不在合作网站轻易输入QQ号
19. 完善保密资料，使用保密工具
20. 以下哪项是只有你具有的生物特征信息？  **D**
21. 指纹、掌纹、手型
22. 指纹、掌纹、虹膜、视网膜
23. 指纹、手型、脸型、声音、签名
24. 指纹、掌纹、手型、虹膜、视网膜、脸型、声音、签名
25. 禁止从事与本职工作不相关的活动，以下哪项是与本职工作相关的活动？  **B**

A. 使用公司电子邮箱在工作时间从事私人活动

B. 在网上查找与工作相关的资料

C. 使用公司电子邮箱在工作时间从事私人活动

D. 使用私人邮箱发送私人邮件

1. 以下哪种行为存在安全隐患？  **B**

A. 出入公司时，观察是否存在陌生人随尾

B. 在电梯内与同事高声谈论工作

C. 使用移动介质后及时清除存储在移动介质的资料

D. 复印后的资料及时取走

1. 信息安全的基本属性是？  **D**
2. 保密性
3. 完整性
4. 可用性
5. A，B，C都是
6. 下面关于使用公共电脑的叙述中错误的是  **D**
7. 不在未安装杀毒软件的公共电脑上登录个人账户
8. 不在网吧等公共电脑上使用网上银行
9. 离开电脑前要注销已登录的账户
10. 在公共电脑中存放个人资料和账号信息
11. 小王是某公司的员工，正当他在忙于一个紧急工作时，接到一个陌生的电话：“小王您好，我是系统管理员，咱们的系统发现严重漏洞，需要进行紧急升级，请提供您的账户信息”，他应该\_\_\_\_\_  **C**
12. 配合升级工作，立即提供正确的账户信息
13. 先忙手头工作，再提供账户信息
14. 身份不明确，电话号码认识，直接决绝
15. 事不关己，直接决绝
16. 目前，部分公司禁止员工上班时间浏览微博，同时禁止发布和工作相关的微博，针对此规定，您的看法是？  **A**
17. 公司应该禁止员工任意发布涉及工作内容、公司文化等相关内容的微博
18. 微博为每个人同了自由的言论平台，微博属于个人行为，公司无权限制员工的言论自由
19. 工作时间可以限制，但是下班后是个人时间，公司部应该再限制员工的作为
20. 微博是每个人发表自己心情、抒发情怀，散步情绪的地方，难免设计工作内容，并且网络时个虚拟空间，每个人的身份也不一定是真实的，所以并不会直接影响企业的信息安全
21. 不符合安全意识的选项是：  **D**
22. 使用物理加锁的方式防止笔记本丢失
23. 对笔记本电脑中的重要数据进行加密保护，以防丢失泄密
24. 安装公司指定的防病毒软件
25. 下载未知来源的文件
26. 当您准备登录电脑系统时，有人在您的旁边看着您，您将如何：  **B**
27. 在键盘上故意假输入一些字符，以防止被偷看
28. 友好的提示对方避让一下，不要看您的机密
29. 不理会对方，相信对方是友善和正直的
30. 凶狠地示意对方走开，并报告这人可疑
31. 哪项没有安全的使用个人电脑？   （      ）   **D**
32. 设置操作系统登录密码，并开启系统防火墙
33. 安装杀毒软件并及时更新病毒特征库
34. 尽量不转借个人电脑
35. 在未安装杀毒软件的电脑上登录个人帐户
36. 对于计算机备份，正确的是  **C**
    1. 不备份
    2. C盘比较重要，我只备份C盘
    3. 定期进行数据备份
    4. 用的是自己的电脑，就备份自己的资料
37. 如果关系很好的同事问您要很重要的工作资料，您会给吗？  **C**
    1. 直接给
    2. 直接拒绝
    3. 会请示领导再决定是否给
    4. 会问清楚用途，自己决定是否给
38. 如果在打印机边上看到打印的敏感信息，应该怎么做  **D**
    1. 不是我打的，和我没关系
    2. 都没人来拿，我拿回去当草稿纸也好
    3. 直接扔垃圾桶
    4. 稍等片刻，如没人来拿就用碎纸机粉碎
39. 下班离开前应  **D**
    1. 直接离开
    2. 关闭电脑后离开
    3. 锁定电脑，并检查文件是否保存好了
    4. 关闭电脑，将办公桌整理干净，文件上锁保存
40. 以下哪种观念是正确的  **C**
    1. 信息安全是信息安全部门的事，和我无关
    2. 信息安全是技术活，我只要配合技术部门就好
    3. 信息安全应该从自己做起，不仅要配合相关部门，还应该积极学习相关知识
    4. 买了那么多信息安全产品，信息安全工作绝对做的很好了。
41. 在公共场所应使用VPN连接办公网络，在自己家里是不需要的 ╳
42. 信息安全意识的提高可以避免人员违规操作的发生，有利于信息安全工作的展开。 √
43. 每个产品都有安全漏洞，就连微软的windows系统都有，我们的产品有些小漏洞不用放在心上，只要事后能够补救就行。 ╳
44. 无线网络时需要频繁使用的，定期更换密码不方便大家的使用，所以不用定期更换 ╳
45. “领导邮箱发来的exe文件，说需要安全测试，先装来看看” ╳
46. 使用了VPN，就不会因为远程连接服务器而导致服务器感染病毒 ╳

[单选题]在使用社交网站，碰到他人发来的网络链接时，我们应该怎么做？（D）（5分）

“发给我肯定是好玩的，打开看看”

“是同事发的，肯定不会有问题，打开看看”

“这个人不认识，但是我们公司的，可能有事，打开看看”

“是个陌生人，打开有风险，还是不打开了”

[单选题]防范网络诈骗，要注意哪些内容？（D）（5分）

收到前同事发来的带聚会照片的邮件

陌生人发过来的邮件不要轻易点击

收到“领导”临时转账的电话

收到“跑男”栏目组发来的获奖通知

以上都是

[单选题]信息安全最大的威胁是？（C）（5分）

木马病毒、蠕虫病毒等恶意代码横行

信息安全部门不作为

不觉得周围有什么安全风险

信息安全产品和设备不够先进

[单选题]以下哪种观念是正确的？（C）（5分）

信息安全是信息安全部门的事，和我无关

信息安全是技术活，我全力配合技术部门就好

从我做起，配合相关部门工作并积极学习相关知识

买了那么多信息安全产品，信息安全工作绝对做的很好了。

[单选题]有人找到你自称是你公司同事，下面哪个来源是最不可信的？（D）（5分）

对方使用的是公司邮箱给我发的邮件

对方是在部门微信群找到我的

对方是在公司钉钉群找到我的

收到陌生人的手机短信

[单选题]我们的信息是怎样泄露的？（A）（5分）

以下均是

随意执行下载的程序，电脑裸奔

借用U盘拷贝文件没有及时删除

修理电脑时没有提前删除重要信息

[单选题]小王向公司借用笔记本电脑用于出差，以下哪个做法是正确的？（C）（5分）

考虑旅途会无聊，下载盗版视频播放器缓冲电影

为防止泄露，删除电脑中跟自己无关的文件并通知行政

出差前做个数据备份及加密

在机场候机室，笔记本放在身边的座椅上自己睡着了