系统安全：防病毒和补丁更新、密码管理（强度、存储和更新）、离开锁屏、防范钓鱼链接或邮件、邮箱异地登录设置。

单选题：出9-10道。

1. 在防范病毒时，以下哪些活动是不允许的？  **A**
2. 手工停止防病毒软件或卸载防病毒软件
3. 及时安装系统补丁
4. 安全软件开启自动升级
5. 进行手工的病毒扫描
6. 以下哪种行为会导致感染或传播病毒？  **B**
7. 关闭不使用的端口
8. 下载并安装未知来源的软件
9. 升级病毒库
10. 安装终端控制软件
11. 离开座位时,我们应该( ),并将桌面上的敏感资料锁入柜中  **C**

A. 拨除电源

B. 要他人照看电脑

C. 锁定计算机

D. 将显示屏关闭

1. 如下哪项是记住密码的最好方式？  **A**
2. 使用记忆联想游戏或熟悉的短语
3. 告诉可信的人
4. 从来不要更改密码
5. 将密码写下来存放在安全的地方
6. 以下关于口令安全的说法，错误的是 **D**
7. 一般情况下，设置口令时，应保证口令最小长度为6位
8. 最长90天进行一次口令更改
9. 口令应至少包含数字、大小写字母及特殊符号中的任意两种字符
10. 为避免遗忘，应将口令设置为生日、电话号码等容易记忆的内容
11. 下列关于口令持有人保证口令保密性的正确做法是  **D**
12. 将口令记录在笔记本中
13. 将口令贴在计算机机箱或终端屏幕上
14. 多台机器使用相同的口令
15. 一旦发现或怀疑计算机系统用户口令可能泄露，立即更换
16. 邮箱有哪些设置可以帮助提高邮箱安全性 **D**
17. 设置开启异地登录提醒
18. 设置开启安全登录验证
19. 按照密码建议设置强口令
20. 全部是
21. 员工发现电脑中毒后，应立即（），并马上报告给技术人员  **D待定**

A. 进行病毒扫描

B. 硬盘格式化

C. 重装操作系统

D. 拨掉网线将其与内网进行隔离

4.当我们离开工位时，为什么要将电脑锁屏？ D

A.省电

B.不让领导发现自己在刷微博

C.防止同事恶作剧

D.保护工作信息,保护电脑安全

5.拒绝安装系统补丁会导致什么恶劣后果？ D

A.电脑耗电量增加

B.电脑变卡顿

C.电脑经常蓝屏重启

D.电脑容易遭到病毒入侵

14.安装防病毒软件之后下列哪项行为会导致账号被窃取？D

A.浏览网站时提示病毒风险的时候就不再浏览

B.下载文件之后都先扫描一遍

C.下载软件只从官方网站下载

D.安装某个软件时要求退出防病毒软件，我就照做了

15.下列哪项行为会导致防病毒软件失效？A

A.安装之后从不运行

B.设置成自动启动

C.经常使用扫描电脑病毒

D.经常使用清理电脑垃圾

18.一天，小秦收到了一封陌生邮件，里面说是洽谈业务。

他看附件只是个doc文件并不是exe就放心的下载打开了。看完文档是个垃圾文件，然后他发现自己电脑CPU满了。请问他遭遇了什么？B

A.电脑偶尔卡一下，过一会就好了

B.自己下载打开了office病毒

C.CPU坏了

D.office都这样，关了文档就好了

19.发生上诉情况之后，小秦最先应该怎么办？C

A.百度一下，什么情况

B.问问旁边的同事

C.拔网线关wifi断网

D.找运维安全的同事

21.某业务临时为测试人员开了一个管理员账号，你认为应该选用下面那个密码？D

A.123456

B.test

C.qwer

D.manage@$&\*(123

16.快捷键WIN+L 是什么操作的快捷键？C

A.打开我的电脑

B.打开进程管理器

C.锁屏

D.注销

1、小O：经理，我在公司业务系统的权限较低，我可以使用你的账号权限来进行操作吗？

经理：借用账号密码我是拒绝的，这个“锅”我不背！。

这属于哪项安全？ B

A. 杜绝弱口令。

B. 杜绝账号共享。

C. 杜绝信息泄露。

D. 杜绝泄密。

3、与朋友共享账号，将有可能导致账号被盗，下列哪种属于不正确的做法？D

A．切勿与他人共用同一账号。

B．如有某次被他人登录过账号，应及时更换密码。

C．并不是只有自己的账号共享有害，参与共享他人账号也容易导致被盗。

D．账号共享，方便你我他。

10、小李：我最近装了一个WiFi万能钥匙，几乎到哪里都不用问WiFi密码，自动连接上WiFi。

小明：那么神奇，为什么呢？

小李：都是热心网友连接那里的WiFi后贡献出来的密码啊。

小明：团结就是力量啊，我也装个试试。

小黑：嘿嘿嘿，手机自动连接Tal公司WiFi。这些小白，都不知道WiFi万能钥匙默认会上传自己连接WiFiI的密码。哈哈哈，让我进他们内网逛一圈。

万能钥匙不仅可以窃取WiFi密码，还可以通过这个软件看到这个WiFi网络后面所有的隐私（如：银行卡密码、身份证号、手机号等等）对于以上出现的问题，有什么安全建议？ABCDE

1. 不要使用WiFi万能钥匙类的APP。
2. 如果使用必须关闭自动上传密码功能。
3. WiFi网络提供者应谨慎共享自己的WiFi网络，并定期更换WiFi网络密码。
4. WiFi网络使用者应增强安全上网意识，谨慎使用WiFi“蹭网”类移动应用程序。
5. 警惕重名WiFi。

12、小黑：哈哈哈，终于进入了Tal公司内网了，我来破解一下ERP用户的口令。

……

ERP系统破解成功

账 号：小明

破解时间：1秒

破解结果：123456

小黑：这也太弱了吧，试一下其他用户。

账 号：小红

破解时间：30秒

破解结果：abc1234

关于口令安全的说法正确的是（）？ABEF

1. 一般情况下，设置口令时，应保证口令位数在8位以上。
2. 口令应至少包含大小写字母、数字及特殊符号中的任意两种字符。
3. 为避免口令丢失，将口令记录在笔记本中，或者贴在计算机机箱或终端屏幕上，或者上传到Github上。
4. 为避免遗忘，应将口令设置为生日、电话号码等容易记忆的内容。
5. 定期修改各种口令，如三个月或半年。
6. 最好不要包含自己的名字、生日、手机号或车牌号。

18、下面哪几种情况可能预示着电脑中病毒了？ABCDE

A．可用内存空间减少，使原来可运行的程序不能运行。

B．计算机运行速度明显变慢，系统死机现象增多。

C．文件无故丢失、无法打开。

D．在屏幕上出现莫名奇妙的提示信息，发出不正常的声音。

E．防病毒软件无法正常运行。

20、又是钓鱼，又是病毒，看来邮件是个多事之地啊，那我们怎么做才能安全的收发邮件呢， 以下选项中不安全的做法是？ D

A. 要对收发邮件使用SSL或TLS进行加密，以免通信过程被窃听。

B. 陌生链接勿点击。

C. 有一个复杂的定期更改的密码，用一次性口令更加安全。

D．以上均是。

23、密码通常是较为脆弱的安全防线。A

1. 错误
2. 正确

24、公司应用系统都在内网，人员离职不需要回收其访问权限，反正他也访问不到内网 A

1. 错误
2. 正确
3. 在日常工作和生活中，经常需要从互联网上下载文件，此时必须要关注下载内容的安全性，谨慎使用下载完成的文件，以避免造成不必要的损害。以下关于互联网下载、使用等行为的说法，错误的是  **D**
4. 不随意下载使用来路不明的文件或程序
5. 应进入软件的官方下载主页，或那些规模大、知名的网站进行下载
6. 后缀名为 \*.exe、\*.rar、\*.zip、\*.doc等文件，下载后一定要先杀毒
7. 在浏览网页过程中弹出的插件，都可以直接安装
8. 以下哪种口令不属于弱口令？  **D**
9. 12345678E7
10. Abcdefg
11. AAAAAAA
12. Qw!bydp00dwz1
13. 为什么需要定期修改密码？ **B**
14. 确保不会忘得密码
15. 降低电脑受损的机率
16. 遵循公司的安全政策
17. 减少他人猜测到密码的机会
18. 员工应保证接收所有电子邮件及其附件时首先()。  **A**
19. 进行病毒扫描
20. 查看正文,再打开附件
21. 转发邮件
22. 直接打开附件
23. 以下哪种电子邮件行为是允许的?  **D**

A. 拦截查看其他用户的电子邮件

B. 进行邮件接龙

C. 发送诽谤邮件

D. 通过电子邮件发送非企密工作邮件

1. 确认收件人电子邮件地址，尽量通过直接点击( )、选择通讯录中的联系人等方式选择联系人，在邮件发出之前应再次确认收件人地址，防止误发邮件。 C

A. 转发

B. 全部回复

C. 回复

D. 撰写

1. 为了更好地防范病毒的发生，以下哪项不是我们应该做的？ **A**

A. 设置光驱的自动运行功能

B. 定期对操作系统补丁进行升级

C. 安装公司指定的防病毒系统，定期进行升级

D. 使用注册过的可信的U盘

1. 对防病毒工作的检查不包括以下哪项？  **D**
   1. 防病毒的安装情况
   2. 防病毒制度的执行幸亏
   3. 病毒事件的处理情况
   4. 病毒数量增减情况
2. 在人员离开电脑前，应将计算机锁定 √
3. 密码越复杂越好 ╳
4. 在使用人员离开笔记本时，需锁定电脑屏幕 √
5. 凡是未经用户许可就强行发送到用户的邮箱中的任何电子邮件都可称为垃圾邮件 √
6. 垃圾邮件的主要危害是占用网络带宽，并不会对信息数据造成危害 ╳
7. 回复邮件应直接使用“回复”功能，防止误发邮件； √
8. 在外办事自己的电脑没带，可借用同事的邮箱收发邮件 ╳
9. 在接受邮件附件时，应先将附件下载到本地，再用防病毒软件对附件进行扫描，确认无误后方可打开 ╳
10. 为了方便处理一些个人事宜，可以将公司邮箱留给他人，方便在上班时间联系。 ╳
11. 防病毒软件工作都是自动的，不需要多余的人员管理 ╳
12. “防病毒软件是IT部门给装的，我又不懂这种技术的东西，平时没我什么事” ╳
13. 系统安装补丁更新和防病毒工作没有直接关系 ╳
14. 我的IPHONE又要更新系统了，每次更新都用的不顺手，再也不更新了 ╳
15. 应该设置一个较为复杂的密码防止被黑客破解，如果记不住可以写在自己的笔记本上 ╳

28、使用了VPN，就不会因为远程连接服务器而导致服务器感染病毒 A

1. 错误
2. 正确

29、无线网络是需要频繁使用的，定期更换密码不方便大家的使用，所以不用定期更换 A

1. 错误
2. 正确

30、每个产品都有安全漏洞，就连微软的windows系统都有，我们的产品有些小漏洞不用放在心上，只要事后能够补救就行。 A

1. 错误
2. 正确

13.为什么定期修改密码

1确保不会忘记

2遵循公司安全政策

3降低电脑受损的几率

4减少他人猜到密码机会