表单安全验证

strip\_tags()函数：用于去除字符串中的HTML和PHP标记

htmlentities()函数：可以将HTML和PHP标记转换成字符，以文本的形式输出。

string htmlentities ( string $string [, int $flags = ENT\_COMPAT | ENT\_HTML401 [, string $encoding = 'UTF-8' [, bool $double\_encode = true ]]] )

默认是ENT\_COMPAT | ENT\_HTML401。不过都是可选参数，也不会经常用到啦~~~

知道就好。

if($\_SERVER["REQUEST\_METHOD"]=="POST")

{

echo "<pre>";

echo htmlentities($\_POST["content"],ENT\_NOQUOTES,"UTF-8")."<br>";

echo strip\_tags($\_POST["content"])."<br>";

echo "<pre>";

exit;

}

<form action="" method="post">

留言内容：<textarea name="content"></textarea><br>

<input type="submit" value="留言">

</form>

表单数据验证

Isset()函数：用于检测变量是否有值，包括0、FALSE或者一个空字符串，但不能是NULL。

empty()函数：用于检测变量是否具有空值，包括空字符串、0、null或fasle。

Is\_numeric()函数：用于检测数字或数字字符串。

<?php

if($\_SERVER["REQUEST\_METHOD"]=="POST")

{

if(!isset($\_POST["name"]))

{

echo "必须输入转账人员";

exit;

}

if(empty($\_POST["amount"]))

{

echo '必须输入非0的转账金额！';

exit;

}

if(!is\_numeric($\_POST["amount"]))

{

echo '转账金额必须是数字！';

exit;

}

if(is\_numeric($\_POST["name"]))

{

echo '名字不能是数字！';

exit;

}

echo '转账'.$\_POST["amount"].'元给'.$\_POST["name"];

exit;

}

?>

<form action="" method="post">

转账：<input type="text" name="amount">给<input type="text" name="name"></br>;

<input type="submit" value="转出">

</form>

案例：$\_POST变量的使用

<?php

header('Content-Type:text/html;charset=utf-8');

if($\_SERVER["REQUEST\_METHOD"]=="PSOST")

{

echo '姓名：';

$name=$\_POST["name"];

echo $name."<br>";

echo '性别：';

$sex=$\_POST["sex"];

echo $sex."<br>";

echo "爱好：";

$hobby=$\_POST["hobby"];

foreach($hobby as $key=>$value)

{

echo "$value";

}

exit;

}

?>

<form action="" method="post">

姓名：

<input type="text" name="name"><br>

性别：

<input type="radio" name="sex" value="女">女

<input type="radio" name="sex" value="男">男<br>

爱好：

<input type="checkbox" name="hobby[]" value="唱歌">唱歌

<input type="checkbox" name="hobby[]" value="跳舞">跳舞

<input type="checkbox" name="hobby[]" value="游泳">游泳<br>

<input type="submit" value="提交">

</form>