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1. API接口服务概述
   1. 产品说明

分乐分期付款API是广州分乐信息技术有限公司提供给商户的接口API，商户可以根据API组合设计支付交互界面，为用户提供体验一致，交互顺畅的支付应用场景。

* 1. 用词解释

|  |  |
| --- | --- |
| **商户** | 接入了分乐分期支付系统并开通了API接口服务的商户。 |
| **用户/商户用户** | 在商户系统注册的用户，并非分乐的用户。 |
| **商户订单** | 在商户系统生成的订单，一笔订单可以反复发起支付申请，但金额不能更改、其他信息可以更改。目前一笔订单不能既发起信用卡分期付款又发起积分支付。 |
| **支付结果和订单状态** | 订单状态目前有支付中、支付成功、支付失败3种；支付结果就是订单的其中一种状态。二者是一致的。 |

* 1. 开发指导
* 当分乐的API分期支付结果为**支付失败**时仅仅返回retcode（错误码）和retmsg（错误信息），不会有异步回调；如果支付结果为**支付成功**，就同步返回retcode（正确码）、retmsg（正确信息）和cipher\_data(详见相关接口)，还会以get方式异步回调通知商户平台。。
* 如果商户没有收到分乐返回的支付结果，那么可以主动调用**支付结果查询接口**查询，接口返回**该笔订单的状态**。
* 对于**交易单号不变的**同一笔支付单如果在分乐发起**多次分期**支付申请，则只有在第一次实现支付过程并生成交易单，往后再重复请求的直接返回第一次生成的交易单，这样保证不会重复支付。
* 如果交易失败后需要再次交易时，应该生成新的订单请求交易，状态为失败的交易单不作处理。
* 如果**同一单号**多次发起支付，推荐**首先**调用支付结果查询接口**查询该笔订单的状态**。
* 原则上**不推荐**使用单号不变的同一笔商户支付单发起**多次分期**支付申请，因为有**极小概率**造成该笔单被**重复支付**。一般情况下短时间内一个单号应当只发起一次申请。
* 如果订单状态长时间为**支付中**，但实际**银行已经划款**，则需要**联系分乐**作进一步的退款处理。
* 单号不变的同一笔商户支付单不能**既**发起分期支付**又**发起积分支付。
* 由于对特殊字符的转义处理，一些字段的长度有时并**不能**达到其**最大长度**。
* 商户发送的请求只包含**一个字段cipher\_data**(数据加密后的密串)，收到的响应只包含**三个字段retcode**(错误码)，**retmsg**(错误信息)和**cipher\_data**(数据加密后的密串)。
* 商户发送的cipher\_data要做**URLEncode**、收到的cipher\_data要做**URLDecode**。
* 分乐返回给商户的**失败或异常结果不会**做签名加密。
* 异步回调通知商户失败或异常后，分乐会**再次发起**异步回调通知，当前策略是**失败或异常后的约1秒，约30秒，约90秒和约180秒发起4次**，每次会连续发出**2遍请求**。如果商户仍然无法正常响应，分乐将不再发起异步回调通知。
* 支付单金额上限为x**万元人民币**(合x000000分)，默认过期时间为**1天**(合86400秒)，最大允许过期时间**3天**(合259200秒)。
* 对于需要动态验证手机号的银行渠道，交易过程分两个步骤，首先发起身份信息验证，然后生成订单并发起支付请求。
  1. 数据签名和加密规则
     1. 签名加密介绍

为了保证网络传输过程中数据的合法性(必须由分乐认证的商户收发)和安全性(未遭非法篡改)，所有传输数据都必须在发送前先签名再加密；收到后加密的数据需要先解密再验签，都通过后方能使用数据。

目前，商户发送数据前可以选择MD5签名--RSA加密或者RSA签名--RSA加密两种方式完成数据签名加密；收到数据后，商户只能使用RSA解密--RSA验签完成数据解密验签。

* + 1. MD5签名

**签名串1**：所有需要传输的参数，去除sign字段和空字段，按字母表升序排列成key-value格式(例：key1=val1&key2=val2…)。

**签名私钥**：分乐分配给商户的用于签名和验签的key。

**签名串2**：格式为&key=value(value是签名私钥的具体值)。

**完整签名串**：由签名串1和签名串2拼接而成。

发送方把签名串用MD5算法加密生成32位签名(全小写)，作为sign字段传输。

* + 1. RSA签名

**签名串**：所有需要传输的参数，去除sign字段和空字段，按字母表升序排列成key-value格式(例：key1=val1&key2=val2…)。

**商户私钥**：由OpenSSL生成得到，PEM私钥格式(开头为-----BEGIN RSA PRIVATE KEY-----)，长度为1024位，填充方式为PKCS#1，无加密。

**商户公钥**：由OpenSSL根据商户私钥生成得到，PEM公钥格式(开头为-----BEGIN PUBLIC KEY-----)，长度为1024位，填充方式为PKCS#1，无加密。(商户需要事先把商户公钥配置在分乐一侧)

发送方对签名串用SHA1算法计算摘要，生成20位的摘要；再用商户私钥把摘要用RSA私钥加密算法加密，再做BASE64编码后作为sign字段传输。

* + 1. RSA加密

**待加密串**：所有需要传输的参数(包括sign字段)，去除空字段，按字母表升序排列成key-value格式(例：key1=val1&key2=val2…，建议sign放在最后)。

**分乐公钥**：由OpenSSL根据分乐私钥生成得到，PEM公钥格式(开头为-----BEGIN PUBLIC KEY-----)，长度为1024位，填充方式为PKCS#1，无加密。(分乐会事先把分乐公钥配置在商户一侧)

发送方用分乐公钥把待加密串用RSA公钥加密算法加密(填充方式为PKCS#1)，再做BASE64编码后作为cipher\_data字段传输。

注：如果待加密串长度大于117字节，需要分段加密(每117字节分为一段，加密后长为128字节)，再按顺序拼接成密串(长度为128的整数倍字节)。

* + 1. RSA解密

**待解密串**：cipher\_data字段中的数据。

**商户私钥**：由OpenSSL生成得到，PEM私钥格式(开头为-----BEGIN RSA PRIVATE KEY-----)，长度为1024位，填充方式为PKCS#1，无加密。

接收方用商户私钥把待解密串先做BASE64解码再用RSA私钥解密算法解密(填充方式为PKCS#1)，得到所有字段组成的key-value格式的源串。

注：如果待解密串长度大于128字节，需要分段解密(每128字节分为一段，解密后长小于等于117字节)，再按顺序拼接成源串。

* + 1. RSA验签

**签名串**：所有接收到的参数，去除sign、retcode、retmsg字段和空字段，按字母表升序排列成key-value格式(例：key1=val1&key2=val2…)。

**分乐公钥**：由OpenSSL根据分乐私钥生成得到，PEM公钥格式(开头为-----BEGIN PUBLIC KEY-----)，长度为1024位，填充方式为PKCS#1，无加密。(分乐会事先把分乐公钥配置在商户一侧)

接收方对签名串用SHA1算法计算摘要，生成20位的摘要；再用分乐公钥对BASE64解码后的sign用RSA公钥解密算法解密得到待验证摘要，把计算得到的摘要和待验证摘要按字节对比，如果一致则校验成功。

1. API安全支付接口
   1. 下发短信验证码
      1. 功能描述

接入分乐API的商户/平台在使用信用卡支付交易过程中，如果相应的银行渠道需要验证手机，那就要首先调用此接口通过银行下发验证码完成身份验证，然后调用分期支付接口（见2.2节）生成订单完成交易。

* + 1. 访问地址

正式环境请求URL：**http://58.67.212.197:8081/cardpay/validate**

测试环境请求URL：**http://58.67.212.197:8081/cardpay/validate**

通过GET请求

* + 1. 请求参数

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必填 | 类型 | 说明 |
| 商户号 | spid | 是 | string(10) | 商户/平台在分乐注册的账号。  分乐维度唯一，固定长度10位 |
| 订单交易金额 | money | 是 | bigint | 订单的支付金额。 |
| 付款人账号 | user\_account\_no | 是 | string(16) | 付款人银行账号 |
| 付款人手机号码 | user\_mobile | 是 | string(11) | 付款人手机号码 |
| 银行代号 | bank\_type | 是 | string(4) | 分乐内部区分不同银行的4位数字。  详见文档银行代号部分 |
| 签名 | sign | 是 | string(1024) | 保证数据合法性的加密签名。 |
| 签名类型 | encode\_type | 是 | string(5) | 签名的方法。  目前支持：MD5、RSA |

* + 1. 应答参数

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必返 | | 类型 | 说明 |
| 结果 | retcode | 是 | | int | 参见错误码对照表。 |
| 结果描述 | retmsg | 是 | | string(255) | 错误信息描述。 |
| 如果出错仅仅返回retcode和retmsg，不会有异步请求；如果成功将bank\_sms\_time经过签名加密(详见第一章)后，放在cipher\_data字段中和retcode、retmsg一起同步返回,还会以get方式异步回调通知商户平台。 | | | | | |
| 短信下发时间 | bank\_sms\_time | | 是 | string(32) | 银行返回的短信下发时间，交易是要带入 |

* 1. 信用卡分期交易
     1. 功能描述

接入分乐API的商户/平台通过短信验证以后，就可以调用此分期支付接口，利用短信验证码、交易参数发起请求，分乐会先生成订单，调用银行接口完成该笔交易，然后把支付结果信息返回给商户/平台。

* + 1. 访问地址

正式环境URL：**http://58.67.212.197:8081/cardpay/trade**

测试环境URL：**http://58.67.212.197:8081/cardpay/trade**

通过GET请求

* + 1. 请求参数

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必填 | 类型 | 说明 |
| 短信下发时间 | bank\_sms\_time | 是 | string(32) | 银行返回的短信下发时间，交易是要带入 |
| 商户号 | spid | 是 | string(10) | 商户/平台在分乐注册的账号。  分乐维度唯一，固定长度10位 |
| 用户号 | sp\_userid | 是 | string(20) | 持卡人在商户/平台注册的账号。  商户/平台维度唯一，必须为纯数字  如果需要计算用户累计限额, 必填 |
| 支付订单号 | sp\_tid | 是 | string(32) | 商户/平台生成的订单号。  商户/平台维度唯一，必须为纯数字 |
| 订单交易金额 | money | 是 | bigint | 订单的支付金额。 |
| 币种类型 | cur\_type | 是 | int | 订单金额的类型。  1 – 人民币(单位：分) |
| 后台回调地址 | notify\_url | 是 | string(255) | 分期支付结果后台通知地址。(不能含有’&=等字符) |
| 错误页面回调地址 | errpage\_url | 否 | string(255) | 当申请过程中出现异常时展示错误信息的页面地址，如果为空将展示分乐自己的错误提示页面。(不能含有’&=等字符)  按key-value格式返回以下字段：  retcode、retmsg、spid、spbillno、attach |
| 订单备注 | memo | 是 | string(255) | 订单的商品的名称。 |
| 订单有效时长 | expire\_time | 否 | int | 以分乐服务器时间为准的订单有效时间长度。  单位：秒，如果不填则采用默认值 |
| 附加数据 | attach | 否 | string(255) | 商户自定数据，返回结果时带回。(只允许包含字母数字下划线) |
| 银行卡类型 | user\_account\_type | 是 | int | 银行卡类型。  1：贷记卡 |
| 用户类型 | user\_account\_attr | 是 | int | 发起分期支付交易的用户的类型。  1：个人  2：企业 |
| 付款人账号 | user\_account\_no | 是 | string(16) | 付款人银行账号 |
| 付款人姓名 | user\_name | 否 | string(16) | 付款人姓名（根据银行确定） |
| 付款人手机号码 | user\_mobile | 是 | string(11) | 付款人手机号码 |
| 银行代号 | bank\_type | 是 | string(4) | 分乐内部区分不同银行的4位数字。  详见文档银行代号部分 |
| 有效期 | expiration \_date | 否 | string(11) | 信用卡有效期 |
| cvv2 | pin\_code | 否 | string(11) | 信用卡cvv2 （根据银行确定） |
| 分期期数 | divided\_term | 是 | int | 分期期数6,12 |
| 手续费承担方 | fee\_duty | 是 | int | 由谁承担手续费  1 用户  2 商户 |
| 渠道类型 | channel | 是 | int | 商户的用户使用的终端类型。  1 –API default  2 – 商户系统，  3 - 网关 |
| 签名 | sign | 是 | string(1024) | 保证数据合法性的加密签名。 |
| 签名类型 | encode\_type | 是 | string(5) | 签名的方法。  目前支持：MD5、RSA |
| 风险控制数据 | risk\_ctrl | 否 | string(10240) | 用于风险控制管理的一组数据，采用JSON格式。  详见文档风控数据部分 |

* + 1. 应答参数

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必返 | 类型 | 说明 |
| 结果 | retcode | 是 | int | 参见错误码对照表。 |
| 结果描述 | retmsg | 是 | string(255) | 错误信息描述。 |
| 如果出错仅返回retcode和retmsg，不会有异步请求；如果成功将以下应答参数经过签名加密(详见第一章)后，放在cipher\_data字段中和retcode、retmsg一起同步返回,还会以get方式异步回调通知商户平台。 | | | | |
| 商户号 | spid | 是 | string(10) | 商户/平台在分乐注册的账号。  分乐维度唯一，固定长度10位 |
| 支付订单号 | spbillno | 是 | string(32) | 商户/平台生成的订单号。  商户/平台维度唯一，必须为纯数字 |
| 分乐支付单号 | list\_id | 是 | string(32) | 分乐生成的订单号。  分乐维度唯一，必须为纯数字 |
| 订单交易金额 | money | 是 | bigint | 订单的支付金额。 |
| 金额类型 | cur\_type | 是 | int | 订单金额的类型。  1 – 人民币(单位：分) |
| 分期期数 | divided\_term | 是 | int | 分期期数6,12 |
| 手续费承担方 | fee\_duty | 是 | int | 由谁承担手续费  1 用户  2 商户 |
| 交易结果 | result | 是 | int | 支付订单交易结果。  1：支付成功  2：支付失败  3：支付中 |
| 交易类型 | pay\_type | 是 | int | 该笔订单通过何种方式完成支付交易。  1：信用卡支付 |
| 用户类型 | user\_type | 是 | int | 发起支付交易的用户的类型。  1：个人  2：企业 |
| 附加数据 | attach | 否 | string(255) | 商户自定数据，返回结果时带回。 |
| 签名 | sign | 是 | string(1024) | 保证数据合法性的加密签名。 |
| 签名类型 | encode\_type | 是 | string(5) | 验签的方法。  目前支持：RSA |

* 1. 支付结果单笔查询
     1. 功能描述

接入分乐API的商户/平台如果没有收到分乐发送的订单支付结果，可以通过调用该接口主动查询订单支付结果。

* + 1. 访问地址

正式环境URL：**http://58.67.212.197:8081/cardpay/query**

测试环境URL：**http://58.67.212.197:8081/cardpay/query**

通过GET请求

* + 1. 请求参数

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必填 | 类型 | 说明 |
| 商户号 | spid | 是 | string(10) | 商户/平台在分乐注册的账号。  分乐维度唯一，固定长度10位 |
| 分乐支付单号 | list\_id | 是 | string(32) | 生成的订单号。  分乐维度唯一，必须为纯数字 |
| 渠道类型 | channel | 是 | int | 商户的用户使用的终端类型。  1 – PC端  2 – 手机端 |
| 签名 | sign | 是 | string(1024) | 保证数据合法性的加密签名。 |
| 签名类型 | encode\_type | 是 | string(5) | 签名的方法。  目前支持：MD5、RSA |
| 风险控制数据 | risk\_ctrl | 否 | string(10240) | 用于风险控制管理的一组数据，采用JSON格式。  详见文档风控数据部分 |

* + 1. 应答参数

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必返 | 类型 | 说明 |
| 结果 | retcode | 是 | int | 参见错误码对照表 |
| 结果描述 | retmsg | 是 | string(255) | 错误信息描述 |
| 如果出错仅返回retcode和retmsg；如果成功将以下应答参数经过签名加密(详见第一章)后，放在cipher\_data字段中和retcode、retmsg一起同步返回。 | | | | |
| 商户号 | spid | 是 | string(10) | 商户/平台在分乐注册的账号。  分乐维度唯一，固定长度10位 |
| 用户号 | sp\_userid | 是 | string(20) | 持卡人在商户/平台注册的账号。  商户/平台维度唯一，必须为纯数字 |
| 支付订单号 | sp\_tid | 是 | string(32) | 商户/平台生成的订单号。  商户/平台维度唯一，必须为纯数字 |
| 分乐支付单号 | list\_id | 是 | string(32) | 分乐生成的订单号。  分乐维度唯一，必须为纯数字 |
| 订单交易金额 | money | 是 | bigint | 订单的支付金额。 |
| 金额类型 | cur\_type | 是 | int | 订单金额的类型。  1 – 人民币(单位：分) |
| 分期期数 | divided\_term |  | int | 分期期数6,12 |
| 手续费承担方 | fee\_duty |  | int | 由谁承担手续费  1 用户  2 商户 |
| 交易结果 | result | 是 | int | 支付订单交易结果。  1：支付成功  2：支付失败  3：短信验证中  4：支付中 |
| 订单备注 | memo | 是 | string(255) | 订单的商品的名称。 |
| 以下字段只有支付结果为成功时才有值 | | | | |
| 交易类型 | product\_type | 是 | int | 该笔订单通过何种方式完成支付交易。  1：信用卡支付  2：积分支付 |
| 银行代号 | bank\_type | 是 | string(4) | 完成支付的银行卡的银行代号。  分乐内部区分不同银行的4位数字  详见文档银行代号部分 |
| 银行名称 | bank\_name | 是 | string(255) | 银行卡所在银行的名称。 |
|  | | | | |
| 签名 | sign | 是 | string(1024) | 保证数据合法性的加密签名。 |
| 签名类型 | encode\_type | 是 | string(5) | 验签的方法。  目前支持：RSA |

1. 风控
   1. 风控说明

风险控制参数risk\_ctrl以JSON格式包含一组数据，用于分乐对本次支付交易请求的风险评估。以下表格描述了风控参数的所有数据。

* 1. 风控评估数据

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 中文名 | 字段名 | 必填 | 类型 | 说明 |
| 商户用户的相关信息 | | | | |
| 用户在商户侧的唯一标识 | user\_uni\_id | 否 | string() | 商户为用户分配的唯一编号 |
| 用户在商户侧的注册号 | user\_reg\_id | 否 | string() | 用户在商户系统注册登录使用的账号 |
| 用户在商户侧绑定的手机号 | user\_bind\_phone | 否 | string() |  |
| 用户在商户侧绑定的证件类型 | user\_id\_type | 否 | string() | 1：身份证  2：户口簿  3：护照  4：驾照  5：军官证  6：士兵证  7：警官证  8：港澳居民来往内地通行证  9：台湾同胞来往内地通行证  0：其他类型证件 |
| 用户在商户侧绑定的证件号码 | user\_id\_no | 否 | string() |  |
| 用户在商户注册的时间 | user\_reg\_time | 否 | string() | 14位：YYYYMMDDHHmmSS |
| 用户在商户注册的IP地址 | user\_reg\_ip | 否 | string() |  |
| 用户在商户侧是否实名 | user\_real\_name | 否 | string() |  |
| 用户在商户侧的实名方式 | user\_real\_name\_type | 否 | string() | 1：银行卡实名  2：身份证实名  3：现场实名  0：其他实名方式 |
| 商户支付交易的相关信息 | | | | |
| 用户请求支付的时间 | pay\_req\_time | 否 | string() | 14位：YYYYMMDDHHmmSS |
| 用户请求支付的IP地址 | pay\_req\_ip | 否 | string() |  |
| 用户求购商品的类型 | pay\_item\_type | 否 | string() | 1：非实名虚拟商品  2：实名虚拟商品  3：实物  4：公共/教育费用  5：大额费用  0：其他 |
| 手机端支付的相关信息 | | | | |
| 手机IMEI号 | phone\_imei | 否 | string() | Android的imei号，iOS的ifda号  手机的唯一编号 |
| 手机SIM号 | phone\_sim | 否 | string() |  |
| 手机机器编码 | phone\_mech\_id | 否 | string() | UUID |
| 手机MAC地址 | phone\_mac\_addr | 否 | string() |  |
| PC端安全控件支付的相关信息 | | | | |
| PC机的CPU型号 | pc\_cpu | 否 | string() |  |
| PC机的主板型号 | pc\_motherboard | 否 | string() |  |
| PC机的磁盘型号 | pc\_disk | 否 | string() |  |
| PC机的MAC地址 | pc\_mac\_addr | 否 | string() |  |
| PC机的安全控件版本 | pc\_secu\_ctrl\_ver | 否 | string() |  |
| 商户侧进行签约或支付验证的相关信息 | | | | |
| 商户验证方式 | verify\_type | 否 | string() | 1：无验证  2：短信验证  3：密码验证  4：邮箱验证  0：其他验证方式 |
| 商户验证的手机号 | verify\_phone | 否 | string() |  |
| 商户验证的时间 | verify\_time | 否 | string() | 14位：YYYYMMDDHHmmSS |

发送风控参数时填写的具体数据可以根据实际情况不同有所变化，最终需要分乐和商户双方的风控部门协商确定。

1. 错误码

|  |  |  |
| --- | --- | --- |
| 错误码 | 错误信息 | 备注 |
| 207001 | 参数格式错误 |  |
| 207200 | 分乐不存在此商户号 |  |
| 207201 | 商户被封禁了 |  |
| 207366 | 解密失败 |  |
| 207367 | 校验签名失败 |  |
| 207300 | 银行卡未注册 |  |
| 207301 | 银行卡冻结 |  |
| 207310 | 分乐暂不支持该银行 |  |
| 207311 | 银行渠道不可用 |  |
| 207400 | 手机号验证码不存在 |  |
| 207401 | 有效期需要验证 |  |
| 207402 | 安全码需要验证 |  |
| 207403 | 用户姓名需要验证 |  |
| 207504 | 商家银行没有相关服务 |  |
| 207505 | 不存在这样的分期期数服务 |  |
| 207506 | 商户余额账户不存在 |  |
| 207507 | 分乐余额账户不存在 |  |
| 207600 | 二次确认中订单号错误 |  |
| 207601 | 二次确认状态错误 |  |
| 207602 | 二次确认手机号错误 |  |
| 207701 | 不支持用户付手续费情形 |  |
| 207702 | 数据库插入异常 |  |

1. 支持的银行

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **银行名称** | **英文简写** | **银行代号** | **借记卡** | | **信用卡** | |
| **是否支持网银** | **是否支持快捷** | **是否支持网银** | **是否支持快捷** |
| **广发银行** | CGB | 1001 | 是 |  | 是 | 是 |