**使用PowerShell下载http文件:**

Import-Module BitsTransfer

$url = 'http://dldir1.qq.com/qqfile/qq/QQ5.3/10702/QQ5.3.exe'

Start-BitsTransfer $url D:\QQ5.3.exe

**使用PowerShell下载http文件:**

$localName=" D:\QQ5.3.exe "

$add=" http://dldir1.qq.com/qqfile/qq/QQ5.3/10702/QQ5.3.exe "

$webClient=New-Object Net.WebClient

$webClient.DownloadFile($add,$localName)

**批量重命名：**

**Dir | foreach-object{rename-item $\_.name $\_.name.replace(“A”,”B”)}**

**Dir | foreach-object{rename-item $\_ $\_.name.replace(“A”,”B”)}**

**批量重命名：**

Dir $directory\\*.ps1 | ForEach-Object {$x=0} {

Rename-Item $\_ ("Script " + $x + ".ps1"); $x++ } {"Finished!"}

**批量重命扩展名：**

Dir \*.ps1 | ForEach-Object { Rename-Item $\_.Name `

([System.IO.Path]::GetFileNameWithoutExtension($\_.FullName) + `

".bak") }

**删除目录下内容:**

$Delpath = get-location

Del $Delpath\\*.\*

**PowerShell 启动时自动执行： $profile**

**执行脚本：**

**. $profile**

**& $profile**

**Invoke-item $profile**

**启动exe：**

Invoke-Item D:\QQ5.3.exe

**获取桌面路径：**

$desklocation = ([Environment]::GetFolderPath("Desktop"))

**此CA根证书不受信任，要启用信任，请将该证书安装到”受信任的根证书颁发机构“存储区:**

命令行上输入 certmgr ->将不受信任的证书复制粘贴到受信任的根证书颁发机构目录下