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# 1．引言

# 2．任务概述

## 2.1目标

构建一个自动生成足够安全的密码,安全储存密码,可以多客户端自动同步的软件.

## 2.2用户的特点

无

## 2.3假定和约束

1.采用Java 7开发

2.拥有Android客户端

3.拥有JavaFX跨平台客户端

4.使用第三方云平台同步数据

# 3．需求规定

## 3.1对外接口需求

### 3.1.1用户界面

界面风格：本系统采取图形化用户界面，主题为Android抽屉风格，界面简洁，操作方便。

### 3.1.2硬件接口

无

### 3.1.3软件接口

无

### 3.1.4通信接口

无

## 3.2功能性需求

### 3.2.1用例列表

|  |  |
| --- | --- |
| **参与者** | **用例** |
| **User** | UC1生成密码  UC2查询保存的密码  UC3导入导出已保存的密码文件 |

### 3.2.3UC1生成密码

#### 特性描述

#### 用例描述

|  |  |  |  |
| --- | --- | --- | --- |
| **ID** | **UC1** | **名称** | **生成密码** |
| **创建者** | 王泽昊 | 最后一次更新者 | 王泽昊 |
| **创建日期** | 2015-7-14 | 最后更新日期 | 2015-7-14 |
| **参与者** | 用户 | | |
| **触发条件** | 用户拥有一个新的需要密码的账户 | | |
| **前置条件** | 无 | | |
| **后置条件** | 用户的密码被自动保存 | | |
| **优先级** | 高 | | |
| **正常流程** | 1. 用户选择创建新密码项 2. 系统提供密码规格的选项 3. 用户输入账户类型 4. 用户选择创建密码项 5. 系统根据用户选择的规格生成密码,并保存,进入查询已保存的密码界面展示生成的密码. | | |
| **拓展流程** | 2.1.1用户更改密码规格  2.1.2系统保存用户的密码规格,作为下次创建的默认选项 | | |
| **特殊需求** | 1. 密码规格:   长度:默认为12位  大小写混合:默认为开启 关闭为全小写模式  字母数字混合:默认为开启  字母符号混合:默认为开启 绝大多数键盘都可以输入的符号  首字母为字母:默认为关闭  至少一位数字:默认为关闭  至少一位为特殊符号:默认为关闭 | | |

#### 刺激/响应序列

刺激：

响应：

刺激：

响应：

#### 相关功能需求

|  |  |
| --- | --- |
| 编号 | 需求描述 |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

### 3.2.4UC2查询保存的密码

#### 特性描述

#### 用例描述

|  |  |  |  |
| --- | --- | --- | --- |
| **ID** | **UC1** | **名称** | **查询保存的密码** |
| **创建者** | 王泽昊 | 最后一次更新者 | 王泽昊 |
| **创建日期** | 2015-7-14 | 最后更新日期 | 2015-7-14 |
| **参与者** | 用户 | | |
| **触发条件** | 用户需要查询保存的密码 | | |
| **前置条件** | 用户输入了正确的解密密码 | | |
| **后置条件** | 无 | | |
| **优先级** | 高 | | |
| **正常流程** | 1. 用户在打开应用的时候被要求输入解密密码 2. 系统以列表形式显示保存的所有密码 3. 用户选择重新生成密码 4. 系统进入生成密码用例,并自动填写账户类型表单 5. 用户选择删除密码项 6. 系统发出严重警告,用户确认后,系统删除对应的密码项 7. 用户选择增加密码项 8. 系统进入生成密码用例 9. 用户选择更改解密密码 10. 系统接收用户输入的新的解密密码,重新生成加密文件 | | |
| **拓展流程** |  | | |
| **特殊需求** | 1. 在应用关闭或被锁定之前不应该要求用户再次输入密码,在用户关闭或锁定应用后,应该清空关于解密密码的一切信息 | | |

#### 刺激/响应序列

刺激：

响应：

刺激：

响应：

#### 相关功能需求

|  |  |
| --- | --- |
| 编号 | 需求描述 |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

### 3.2.4UC3导入导出已保存的密码文件

#### 特性描述

#### 用例描述

|  |  |  |  |
| --- | --- | --- | --- |
| **ID** | **UC1** | **名称** | **导入导出已保存的密码文件** |
| **创建者** | 王泽昊 | 最后一次更新者 | 王泽昊 |
| **创建日期** | 2015-7-14 | 最后更新日期 | 2015-7-14 |
| **参与者** | 用户 | | |
| **触发条件** | 用户需要在多平台之间同步密码数据 | | |
| **前置条件** | 用户拥有目标数据和本地数据的解密密码 | | |
| **后置条件** | 无 | | |
| **优先级** | 高 | | |
| **正常流程** | 1. 用户选择导入数据 2. 系统显示选择文件的对话框 3. 用户选择文件 4. 用户输入对应文件的解密密码 5. 系统将对应文件内的数据导入,对于键相同而值不同的项对键进行重命名,对键值都相同的项不做操作 6. 用户选择导出数据 7. 用户选择要导出的条目,提供全选和全不选的快捷按钮 8. 用户选择是否以当前解密密码作为导出文件的解密密码,如果选否,用户需要输入新的解密密码 9. 系统显示文件保存对话框 10. 用户选择导出文件的位置,系统进行导出 11. 系统自动和云平台内的文件进行更新,前提是云平台内的文件的解密密码与当前用户使用的解密密码一致,融合策略需要参考更改日志,更改日志中的密码以密文存储,以密文形式确认,不考虑密码的明文,对于有冲突的项目采取新键=原键+修改时间的策略自动合并 | | |
| **拓展流程** |  | | |
| **特殊需求** |  | | |

#### 刺激/响应序列

刺激：

响应：

刺激：

响应：

#### 相关功能需求

|  |  |
| --- | --- |
| 编号 | 需求描述 |
|  |  |
|  |  |
|  |  |
|  |  |
|  |  |

## 3.3 非功能性需求

### 3.3.1安全性

所有密码均需要用户密码的散列码做加密,防止密码储存文件被盗取密码被破解,同时也防止用户密码过于简单,达不到加密效果.

### 3.3.2可维护性

无

### 3.3.3易用性

Usability1：不存在二级菜单

### 3.3.4可靠性

Reliability1：不因为系统的缺陷导致用户密码文件丢失或损坏

### 3.3.5业务规则

无

### 3.3.6约束

无

## 3.4数据需求

### 3.4.1数据定义

### 3.4.2默认数据

### 3.4.3数据格式要求

# 4．运行环境规定

## 4.1设备

Android,PC

## 4.2支持软件

## 4.3接口

## 4.4控制