1. Logowanie wraz z alertami na wypadek wykrycia błędów
2. Wprowadzenie blokad albo ograniczeń które uniemożliwią niebezpieczne lub nieodwracalne działania bez potwierdzenia
3. Wymuszenie walidacji wszystkich wejściowych parametrów i danych
4. Na końcowym etapie sprawdzić czy dane mieszczą się w dozwolonych zakresach
5. Zapobieganie powielaniu danych (duplikatom)