**Fall 2023 ISEC 885 : Project Overview Report: Research on Asynchronous Consensus Protocols**

**Introduction:**

The Idea Concept Paper will identify and focus a research direction in the field of Asynchronous Consensus and Permissionless Systems. Specifically, the research will incorporate the Aleph protocol (Gągol et al., 2019) as the basis of the consensus protocol targeted for improvement to enhance its efficiency and scalability by reducing communication complexity. The paper will address a performance problem with Alephs communication complexity and propose an improvement based on the evaluation and integration of published improved Reliable Broadcast Communications (RBC), replacing Aleph’s merkle tree based RBC with one based on RSA accumulators (Hussein & Al-Gailani, 2022).

The Aleph protocol is important because it is credited to being one of the first asynchronous consensus protocols to operate in a permissionless setting by removing the need of Distributed Key Generation (DKG) and operating without a trusted dealer (Guo et al., 2022). However, performance is throttled by the use of merkle tree based RBC, which becomes resource intensive as the network scales. This is because merkle trees provide cryptographic proofs of data integrity, but require significant computational resources for construction and verification leading to increased latency and reduced throughput in blockchain systems. (Hussein & Al-Gailani, 2022).

To address these issues, this research proposes replacing Aleph's merkle tree based RBC with a more efficient system based on RSA accumulators. RSA accumulators offer a cryptographic alternative that can significantly reduce communication and computational complexity (Reddy, 2021). By integrating RSA accumulator based RBC, the protocol aims to decrease communication complexity, leading to an enhanced performance.

**Objective:**

The objcitve of this research is to reduce the communication complexity of the Aleph protocol by implementing an improved RBC protocol using RSA accumulators instead of merkle trees and conducting comprehensive simulations with comparative analyses to obtain quantifiable metrics to support this claim.

As stated in the F.1 Lemma of Aleph, implementing RSA accumulators to replace merkle trees in the RBC protocol can significantly improve scalability. The reason being that RSA accumulators provide a cryptographic method for aggregating multiple values into a single, fixed-size accumulator (Reddy, 2021). Research has also supported that RSA accumulators allow for more efficient verification and communication processes in blockchain networks compared to the logarithmic and quadratic complexity of merkle trees (Hussein & Al-Gailani, 2022). This is important because RSA accumulators offer efficient aggregation of multiple values into fixed-size accumulators, allowing the protocol to achieve more streamlined verification and communication processes.

The simulations and comparative analyses will involve replicating similar development environments and benchmarking methodologies used in previous asynchronous consensus research like HBFT, BEAT, DUMBO, and the Asynchronous Byzantine Fault Tolerance (ABFT) protocols to ensure consistent and reliable performance data (Miller et al., 2016, Knudsen et al., 2021, Duan et al., 2018, and Guo, Lu, Tang, Xu, & Zhang, 2020).

The goal will be to obtain quantifiable metrics to support the claim of a reduction in communication complexity of Aleph by reducing the computational and communication overhead of the ch-RBC with RSA accumulators. Thereby improving the overall scalability and communication complexity of the Aleph protocol.

Current Level of Completion:

Currently in the research proposal stage.

Milestones and Deliverables: The project will progress through the following milestones and deliverables:

* Problem identification and definition
* Concrete problem direction, need, and goal
* Literature review completion
* Experimental setup exploration and validation
* Quantitative assessment and performance analysis

Current Accomplishments:

* Initiated literature review and identified key problems within Asynchronous Consensus.

Scheduled Completions:

* Literature review completion by [Q4 2023]
* Finalization of concrete problem direction, need, and goal by [Q1 2024]
* Proposal of Idea Concept Paper [Q2 2024]
* Formal Idea Concept Paper [Q3 2024]
* Aleph setup exploration and validation by [Q4 2024]
* Aleph RSA accumulator setup exploration and validation by [Q2 2025]
* Quantitative assessment and performance analysis by [Q32025]
* Dissertation [Q4 2025]

Missed Targets: There are currently no missed targets as the project is still in its early stages.

Issues and Changes

Open Issues:

None at this time.

Open Change Requests:

None at this time.

Next Phase Schedule (Start and Completion Targets):

Finalization of concrete problem direction, need, and goal by [Q1 2024]

* Start Date: [January 2024]
* Completion Target: [April 2024]

Summary: The summary of this research is on enhancing the field of asynchronous permissionless systems by improving the Aleph protocol using RSA accumulators. The research will replicate the Aleph protocol and the integrate RSA accumulators into it a replacement for the existing Merkle Tree-based Reliable Broadcast Communications (RBC), aiming to reduce communication complexity, decrease network latency, and improve overall protocol performance. By establishing a robust baseline and comparing it with new research incorporating RSA accumulators, this research seeks to make significant contributions to the field of asynchronous permissionless systems and enhance the scalability and efficiency of the Aleph protocol.
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