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用CentOs6.6自带的apache作web服务器，用iptables设置主机防火墙。防火墙规则如下：

1. TCP 80端口完全开放，允许ping本服务器。
2. 仅允许信息办办公网段192.168.100.0通过ssh访问本服务器。
3. 允许本服务器向外发送dns解析请求，允许本服务器向外发送时间同步请求。

通过shell脚本设置上述防火墙规则。firewall.sh代码如下：

#!/bin/bash

# Set firewall rules

DST="192.168.1.1"

# iptables rules:

iptables -P INPUT ACCEPT

iptables -F

iptables -A INPUT -i lo -j ACCEPT

iptables -A INPUT -p icmp --icmp-type echo-reply -j ACCEPT

iptables -A INPUT -p icmp --icmp-type echo-request -j ACCEPT

iptables -A INPUT -s 192.168.100.0/24 –dport 22 -d $DST -j ACCEPT

iptables -A INPUT -p tcp --dport 80 -d $DST -j ACCEPT

# allow this host to visit other sever(dns,ntp) as client.

iptables -A INPUT -p tcp --sport 53 -j ACCEPT

iptables -A INPUT -p udp --sport 53 -j ACCEPT

iptables -A INPUT -p udp --sport 123 -j ACCEPT

iptables -P INPUT DROP

iptables -P FORWARD DROP

iptables -P OUTPUT ACCEPT

设置脚本可执行：

Chmod 755 firewall.sh //在fireall.sh脚本所在文件夹执行