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Lecture Report

This topic really short me that the Wi-fi is the most dangerous thing so leak our account and password. For example, when I just arrived at NTHU every time I connect to the Wi-Fi (nthupeap, eduroam, etc) and it really ask me to trust the certificate, and because it is the University’s Wi-Fi so I pressed trust without any thinking, now I realize it is a really dangerous thing to make. Luckily, I am in the relative safe environment like here, if someone really use the Wi-Fi attack showed in the ppt and I think 99% of people will just did what I done in the first place, and the attacker will be really happy about what we did. But after the speak I know the way to prevent this kind of the attack, the only thing we need to do is to get the server’s finger print (MAC address) and check it, but I will say that most of the people will just ignore this step because it was too troublesome for them. Next, the VPN attack is also scary as they can stole the account and password of the VPN account, this mean that most of the remote work will be in dangerous. But luckily it is not all the protocol of VPN are having the leak like IPSec, there are many protocols we can choose to connect to a VPN and also many top rating VPN vendors will make the secure VPN connection and prevent the attack like this. Last but not least, I learn node.js to set up the server of the website, but at first, I really think it is a really good and safe platform, but I really any kind of platform will be having the leak. And also, the opensource resources on the Internet will not be the safest thing to use, for example, the library could have some bug not yet been found, containing some non-existent data flows, etc. Lastly, I really appreciate that the speaker shares a lot of useful information to me, like the global epidemic of weak enterprise Wi-Fi and VPN configurations, problematic implementations of RSA signature verification and false alarms in misuse detectors. For today’s speak I really get a lot of knowledge about network security, even I cannot understand everything in this speak because of my knowledge shortage, I still learn a lot and thanks to speaker share this wonderful speak and lecture organize this really cool speak.