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Especificación de caso de uso: Sistema de contraseñas secundaria

# Sistema de contraseñas secundaria

## Descripción

Se crea la opción para que cualquier usuario pueda asignársele una contraseña secundaria en caso de verse o que en el arrastre de información con el sistema de la universidad, no tenga problemas con el software cpc.

Si un usuario no cuente con contraseña secundaria, se hará con un formulario que permite llamar a un usuario a través de la cedula, y permitirá una inserción en el campo contraseña secundaria en los usuarios.

# Flujo de Eventos

## Flujo Básico

1. El administrador presiona el botón “contraseña secundaria”.
2. Ubicar al usuario al que se le asignara contraseña secundaria.
3. El administrador asigna la contraseña.
4. El administrador presiona “Guardar”.
   * 1. Se almacena correctamente.
     2. No se almacena.
5. Fin del sistema.

## Flujos Alternativos

### En el punto 4.1

La contraseña nueva se verifica si cumple con los requisitos de 8 caracteres y una letra en mayúscula eje: Sofw1099, la contraseña es asignada al usuario y se guarda la información.

### En el punto 4.1.2

El sistema verifica que la contraseña cumpla con los requisitos mínimos; de no ser así, es alertado el usuario y no es asignado ni guardado.

# Precondiciones

## El usuario (administrador) debe haberse autenticado.

## La contraseña debe cumplir los requisitos mínimos caracteres y una letra en mayúscula eje: Sofw1099

# Poscondiciones

## El sistema reporta que la información fue guardada exitosamente.

# Identificadores

|  |  |
| --- | --- |
| Caso de Uso RF03 | Versión: 0.2 |
| Especificación de Caso de Uso: sistema de contraseña secundaria | Fecha: 6/10/2015 |
| Software C.P.C | |