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Použité zkratky

# Teoretická část práce

## Obecné informace o internetu

Internet je celosvětová síť, která umožňuje komunikaci počítačům které k sobě nejsou fyzicky připojeny, někdy se taky internetu přezdívá jako „síti sítí“. Sítě, které internet může propojovat jsou soukromé nebo veřejné. Soukromé sítě jsou takové, kde majitel umožňuje přístup pouze vybraným uživatelům, jsou zabezpečeny heslem, např. domácí sítě, pracovní atd. Veřejné jsou takové kde mají přístup všichni bez nutnosti hesla, sítě v kavárnách, obchodech. Komunikace probíhá pomocí World Wide Webu (www), emailových serverů, sdílení souborů…

### Historie

Základem počítačových sítí je propojování paketů, tento princip vyvinul na začátku šedesátých letech Paul Baran, později nezávisle Donaldem Davisem, který zavedl název „packet“. První ARPANET byl propojení uzlů na Kalifornské univerzitě v Los Angeles a SRI International v Menlo Parku

### Kdo vlastní internet

### Klient/server model

Je mode kde server slouží jako poskytovatel služby klientovy (webový server, emailový server…) který na server posílá požadavky a server mu odpovídá. Tento model nemusí být rozdělený, oba, server i klient, mohou být součástí stejného systému (počítače). Klient serveru neposkytuje svoje zdroje, pouze si „půjčuje“ od serveru, který čeká až bude klientem dotázán.

## Protokoly

Aby počítače spolu mohli komunikovat, tak stejně jako lidi, musí „mluvit“ stejným jazykem. Pro počítače tento jazyk je definovaný v protokolech. Dnes používaná sada protokolů je zvaná TCP/IP. TCP/IP spojuje sady protokolů TCP (Transmission Control Protocol – „řízení provozu“) a IP (Internet Protocol – „protokol pro propojen sítí“)

### TCP/IP

### IPv4

Aby bylo možné počítače v síti od sebe rozeznat je nutné jim dát identifikátor, pro tento účel se používají ip adresy. U protokolu IPv4 tyto adresy jsou 32 bitové a jsou zapisovány v dot-decimal (volně přeloženo jako desítkový-tečkový) formátu např. 191.152.50.5. Celkový počet adres je 232 (přibližně 4 miliardy adres), ne všechny je ale možné používat, některé jsou rezervované pro privátní sítě, broadcast, loopback atd. Kvůli „malému“ počtu adres tohoto protokolu se ip adresy rozdělili do dvou velkých skupin, veřejné a soukromé (privátní) ip adresy. Adresy musí být v rámci sítí jedinečné, nesmí existovat dvě stejné veřejné ip adresy v internetu a stejně tak nesmí být dvě stejné privátní adresy v rámci jedné sítě. Masky v IPv4 protokolu slouží pro identifikaci, jaká část ip adresy slouží jako identifikátor sítě a která část jako identifikátor zařízení. Maska je binárně složena z jedniček a nul. Jedničky slouží pro nalezení sítě a nuly pro zařízení. Příklad 192.168.0.1/24 – prefix 24 odpovídá masce (zapsané v dot-decimal) 255.255.255.0 –> první (z leva) bajt je pro zařízení, 192.168.1.1 – 23 -> 255.255.254.0 – první a druhý bajt je pro zařízení. Masky taky rozdělují sítě do subnetů,

#### Privátní ip adresy

Privátní ip adresy jsou takové které nejsou přímo přístupné z internetu, maskují se za jednu veřejnou ip adresu. Tyto adresy jsou vyhrazené a dělí se do tříd A,B a C. Ip adresy třídy A mají rozsah od 10.0.0.0 do 10.255.255.255, třída B 172.16.0.0 až 172.31.255.255, třída C 192.168.0.0 až 192.168.255.255. Privátní adresy jsou používány v domácích nebo firemních sítích. Výhodou privátních adres je bezpečnost, jelikož všechny počítače se díky překládání adres (NAT) „schovávají“ za adresu routeru. Další výhodou je, že se tyto ip adresy mohou opakovat v různých sítích, na rozdíl od veřejných, které musí být unikátní v celém internetu.

#### Veřejné ip adresy

Veřejné ip adresy jsou přístupné každému počítači a jejich adresa musí být unikátní. Veřejné adresy zpravidla slouží pro servery nebo routery které musí být identifikovatelné z jakéhokoliv místa (Google DNS: 8.8.8.8, YouTube server: 142.250.203.110). Tyto adresy v dnešní době už došli, proto se postupně začalo přecházet k nástupci IPv4 IPv6.

### IPv6

## Síťové prvky

### Aktivní prvky
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#### Switche
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### TCP/IP
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#### IP

# Praktická část práce

## Cisco Packet tracer