**WriteUp模板**

**0x00 题目名称 pastejacking  
操作内容：**

进入后，全选复制

**FLAG值：**

flag{fce44a13-372f-401b-8cd5-056ea87b03ed}

**0x01 题目名称 weak  
操作内容：**

进入管理平台，跳转到测试页看源码

md5 hash缺陷 0e开头弱类型

**FLAG值：**

flag{62fb53cf-ff67-4c6a-8b2c-5f99c9d5ef1b}

**0x02 题目名称simple  
操作内容：**

凯撒

flag{cae5ar01seasy}

**0x03 题目名称：help**

**操作内容：**

点帮助有变化，地址后有?file=help.php，猜测网站存在文件包含漏洞，修改?file=help.php为?file=../../flag后，左下角出现flag。

**FLAG值：**

flag{62fb53cf-ff67-4c6a-8b2c-5f99c9d5ef1b}

**0x04 题目名称： encrypt**

**操作内容：**

粘到Converter，然后用Hex to Text，解码得到isoi{aytylses!'\_v\_ay}stefs!\_o\_lyee\_ta!aashges，凯撒解码+栅栏解码flag。

FLAG值：

flag{easy!easy!easy!}

**0x05 题目名称：md5\_brute**

**操作内容：**

MD5在线破解4个字段。

FLAG值：

flag{zhouming-1987-1121-2714}

**0x06 题目名称：a\_doc**

**操作内容：**

360压缩解压。直接打开cat文件，显示flag

FLAG值：

flag{86036aea-b6e3-42c1-a687-d627a796f734}

**0x07 题目名称：word**

**操作内容：**

Advanced.Office.Password.Recovery暴破

FLAG值：

flag{fbe6a8ce-8331-439d-bfa6-79a0e874181c}

**0x08题目名称：secret**

**操作内容：**

Zip暴破密码z390a

FLAG值：

flag{25350eef-477f-4544-b194-263dca24d8bc}

**0x09题目名称：logs**

**操作内容：**

拖入winhex搜索关键字flag，查询得到结果。

FLAG值：

flag{3f4abe8b-aa4a-bb48-c2f9f04d045beade}

**0x10题目名称：幸运数字**

**操作内容：**

用ida打开看字符串发现Hv1g\_1g\_M0if\_Tzou\_v4v4v，再用凯撒解密得到flag

FLAG值：

flag{Th1s\_1s\_Y0ur\_Flag\_h4h4h}