1、攻击模式案例

恶意程序malicious1 的组件M1可以向受害者应用程序victim1的组件M2发送intent，用来利用victim1的功能。比如，V2被设计为从V1接收intent中的手机号码并向这个号码发送信息，M1向V2发送了伪造的intent和不安全的号码，那V2就会把信息发送给非预期的号码。这种情况下，M1和V2之间就存在脆弱的ICC路径。

Intent被发送或没有被特别保护的广播中时，任何组件都可以通过声明符合intent的特征来接收它。

2、架构信息

1、**SEALANT客户端**使用户可以跟SEALANT后端进行交互，用户选择APK文件，客户端就将文件转发给SEALANT Core，客户端会将后端返回的组合信息呈现为可剪裁的视觉符号。

可选择联系用户以评估每个易受攻击的ICC路径。参考专家的评估可以帮助非专家用户避免错误识别的路径。

2、**SEALANT Core** 负责控制每个操作，并将分析的信息转换为可视化表示的格式。当请求一组APK文件时，Core组件首先检查之前的分析结果是否存储在SEALANT Repository中，有的话会重用它们。否则反编译APK文件并传递给SEALANT Analyzer。Core随后将从Analyzer中收到的应用程序模型和易受攻击的ICC路径合并转换为与Client兼容的预定义格式。Core将来自Client的用户评估存储在Repository中。

**SEALANT Repository**

模型数据库：

SEALANT Repository通过包的名称和版本号管理每个应用程序的模型，

如果用户设备上安装或者更新应用程序时，SEALANT仅从安装或更新的应用程序中提取架构信息，重复使用先前的分析结果。

路径数据库：

维护已经识别的易受攻击的ICC路径，还会维护每个用户的评估。

3、SEALANT Analyzer由两个组件组成：模型提取模块和漏洞标识模块

**模型提取模块**检查每个应用的Android manifest文件和字节码以提取程序的架构信息（组件，intent filter，权限和intent），对于每个组件，它都在敏感的API和ICC-call API之间执行数据流分析。包含这种数据流的组件被标记为易受攻击的组件。然后建立一个捕获到所有程序信息的总结模型并存储在Repository中。

**漏洞标识模块**首先根据Android API参考文档中的规则，通过匹配每个组件的intent和intent filter来构建一个ICC图。ICC图中，一个节点表示一个组件，一个边表示为元组<s, r, i>,s是intent的发送组件，r是intent的接受组件，I 是他们之间的intent。

遍历这个ICC图，根据两点来标记出这个边是否是易受攻击路径：

1. 两端是否都是易受攻击组件
2. 是否是特定组合ICC模式的一部分

具体而言：

两个不同的边（一个跨应用，一个在程序内）同时指向同一个组件，而这两个边的i却是相同类型的intent，这就表示是个容易受到intent欺骗的ICC路径模式。

两个不同的边（一个跨应用，一个在程序内）同时从一个组件出发，而这两个边的i却是相同类型的intent，表示这是个易受到未经授权的intent接收攻击的ICC路径模式。识别出的ICC路径存储在Repository中。

3、一些扩展的概念：

Intent：[Intent](https://developer.android.com/reference/android/content/Intent.html) 是一个消息传递对象，您可以使用它从其他[应用组件](https://developer.android.com/guide/components/fundamentals.html#Components)请求操作。在Android中提供了Intent机制来协助应用间的交互与通讯，Intent负责对应用中一次操作的动作、动作涉及数据、附加数据进行描述，Android则根据此Intent的描述，负责找到对应的组件，将 Intent传递给调用的组件，并完成组件的调用。

Intent filter：IntentFilter翻译成中文就是“意图过滤器”，主要用来过滤隐式意图。当用户进行一项操作的时候，Android系统会根据配置的 “意图过滤器” 来寻找可以响应该操作的组件，服务。

数据流分析：**数据流分析** 是一种用于收集[计算机程序](https://zh.wikipedia.org/wiki/%E8%AE%A1%E7%AE%97%E6%9C%BA%E7%A8%8B%E5%BA%8F)在不同点计算的值的信息的技术。
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