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# Introduction

HiveOS Layer 7 app classification and reporting are enabled by an advanced network technology named Deep Packet Inspection (DPI). These features are intended to allow IT administrators to effectively identify the content and origin of each packet of data that passes through Aerohive Access Point (AP) and Branch Router (BR) product lines, and thus help Aerohive customers gain more insight and visibility into their wireless or wired network in addition to the traditionally available network information including IP addresses and port numbers, etc.

Furthermore, knowledge of Layer 7 applications and their associated users information and content types collected on HiveOS based device, work in conjunction with Hive Manager to provide a powerful, graphically rich, highly interactive, and fully customizable application reporting solution allowing Aerohive customers to keep their fingers on the pulse of what is really going on on their networks.

# Test Objectives

Verify HiveOS can classify application, which goes through AP and BR, and report it to HM correctly.

Note: Aerohive required L7 engine, which supports more than 700 L7 applications, from other vendor. It will cost much time and effort to verify all of L7 applications. But if QA does NOT verify L7 application, we can’t guarantee the quality of Aerohive product.

As per QA and HiveOS Dev discussion, we apply following policy to verify L7 engine:

1. Distinguish priority of L7 application to different level: High, Middle and Low.

Make different effort for different priority applications:

|  |  |  |
| --- | --- | --- |
| App Priority | Verify App Classification | Verify App Reporting |
| High | Permit | Permit |
| Middle | Permit | BE |
| Low | BE | BE |

1. L7 engine vendor provided L7 application sample trace, IXIA replay sample trace to verify application as the 1st choice.
2. Verify critical application with live traffic.
3. Require L7 engine vendor’s test plan document to make sure all applications have been covered by vendor.

The HiveOS supporting L7 applications:

<https://wiki.aerohive.com/wiki/download/attachments/5832918/apps.txt?version=1&modificationDate=1351225273223>

# Test Acceptance Criterion from Development

* Approved – MRD

<https://aerohive.jiveon.com/docs/DOC-4070>

* Approved – Functional Specifications

<http://saturn.aerohive.com/view.php?fDocumentId=3972>

* Approved – Unit Test Plans

<http://saturn.aerohive.com/view.php?fDocumentId=4071>

# Product Pass Criterion

Meet all objects in marketing requirement or function spec which may include key function objectives, capacity objectives, and performance objectives and so on.

# Test Bed/Topo Design

# Test Case

## Solution

![](data:image/png;base64,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)

### ApplicationReporting\_Solution\_01

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Solution\_01 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  | |  Laptop2 Internet | | |
| Description | HiveOS device (AP and BR) can classify application launched at laptops and report it to HM correctly. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 and laptop2 connect with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR. 2. ~~Keep default settings of application reporting for every individual interface at AP and BR~~ 3. Enable application HTTP and BT for reporting. 4. Launch HTTP web browse at Laptop1. 5. Check if AP can classify HTTP session and report it to HM correctly. 6. Check if BR can classify HTTP session and report it to HM correctly. 7. Launch BT at Laptop2. 8. Check if AP can classify BT session and report it to HM correctly. 9. Check if BR can classify BT session and report it to HM correctly. | | |
| Expect result | Step 5. AP can classify HTTP session and report it to HM correctly.  Step 6. BR can classify HTTP session and report it to HM correctly.  Setp 8. AP can classify BT session and report it to HM correctly.  Step 9. BR can classify BT session and report it to HM correctly. | | |
| Test Result |  | | |
| Comment | Test ICMP as application traffic  This is the application list from PLM, QA should verify HiveOS application identification for all of them. Some are hard to set up. Please pick out those you can cover, and Sunnyvale will cover those China blocked:  File Sharing:  Bittorrent – encrypted, icloud, dropbox,  Email and Chat:  Skype – audio, video, chat, exchange, gmail, yahoo mail/msgr, hotmail  Social and Meetings:  Facebook, Facetime, WebEx,  GoToMeeting, Google+,twitter,  Video / Audio:  Hulu, Youtube, iTunes, QuickTime, HTTPVideo, HTTP Audio, Netflix, Pandora, Google video  Business and productivity:  Salesforce, CITRIX ICA, CITRIX CGP, Microsoft AD, Exchange, sharepoint, McAfee, windows updates, CITRIX streaming.  We should take some of them as application under test during function test. | | |

## Function Test Case

### L7 Engine Application Classification Test

#### L7\_Engine\_Function\_01

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_01 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet or  application server | | |
| Description | Verify HiveOS device (AP and BR) can classify specific application. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Keep default settings of application reporting for every individual interface at AP and BR     3. Launch application session at Laptop1.     4. Check if AP can classify application.     5. Check if BR can classify application.   Note: Record applications which are verified. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is auto.  Step 5. AP classifies application.  Step 6. BR classifies application. | | |
| Test Result | AP330 Amazon App ID 33:  Ap330 Daily Build Nov 25  Id:3; Ageout:297575; Flags:0x20200; QOS:2; L7 ID:33; Up: 0 min 5 sec; InPol:L7Verify/2;  10.155.33.6/49613 -> 72.21.215.232/80; Proto 6; Flg:0x112; Pkts:5 Bytes:1739 Parent-MAC-Sess: 25  72.21.215.232/80 -> 10.155.33.6/49613; Proto 6; Flg:0x110; Pkts:46 Bytes:50240  Id:8; Ageout:298018; Flags:0x20400; QOS:2; L7 ID:33; Up: 0 min 10 sec; InPol:L7Verify/2;  10.155.33.6/49612 -> 176.32.98.166/80; Proto 6; Flg:0x102; Pkts:3 Bytes:1779 Parent-MAC-Sess: 25  176.32.98.166/80 -> 10.155.33.6/49612; Proto 6; Flg:0x100; Pkts:3 Bytes:1684  AP330 Apple App ID 41:  Id:5; Ageout:295566; Flags:0x20400; QOS:2; L7 ID:41; Up: 0 min 15 sec; InPol:L7Verify/2;  10.155.33.6/49669 -> 23.15.237.15/80; Proto 6; Flg:0x112; Pkts:9 Bytes:3928 Parent-MAC-Sess: 25  23.15.237.15/80 -> 10.155.33.6/49669; Proto 6; Flg:0x110; Pkts:10 Bytes:11268  AP330 CBS App ID 95:  Id:7; Ageout:295615; Flags:0x20400; QOS:2; L7 ID:95; Up: 0 min 36 sec; InPol:L7Verify/2;  10.155.33.6/49686 -> 64.30.230.36/80; Proto 6; Flg:0x112; Pkts:11 Bytes:4500 Parent-MAC-Sess: 25  64.30.230.36/80 -> 10.155.33.6/49686; Proto 6; Flg:0x110; Pkts:11 Bytes:11992  AP330 CBSInteractive.com App ID 96:  Id:7; Ageout:289375; Flags:0x20400; QOS:2; L7 ID:96; Up: 0 min 44 sec; InPol:L7Verify/2;  10.155.33.6/49716 -> 216.239.120.112/80; Proto 6; Flg:0x112; Pkts:10 Bytes:4736 Parent-MAC-Sess: 25  216.239.120.112/80 -> 10.155.33.6/49716; Proto 6; Flg:0x110; Pkts:17 Bytes:22960  AP330 CNN App ID 112  Id:6; Ageout:293765; Flags:0x20400; QOS:2; L7 ID:112; Up: 0 min 16 sec; InPol:L7Verify/2;  10.155.33.6/49720 -> 157.166.240.13/80; Proto 6; Flg:0x112; Pkts:9 Bytes:3914 Parent-MAC-Sess: 25  157.166.240.13/80 -> 10.155.33.6/49720; Proto 6; Flg:0x110; Pkts:6 Bytes:1542  AP330 eBay App ID 174:  Id:6; Ageout:294551; Flags:0x20400; QOS:2; L7 ID:174; Up: 0 min 23 sec; InPol:L7Verify/2;  10.155.33.6/49728 -> 66.135.200.161/80; Proto 6; Flg:0x112; Pkts:10 Bytes:4468 Parent-MAC-Sess: 25  66.135.200.161/80 -> 10.155.33.6/49728; Proto 6; Flg:0x110; Pkts:12 Bytes:10632  AP330 FTP App ID 217/218/219 bug 21015:  Id:5; Ageout:697; Flags:0x24251; QOS:2; L7 ID:618; Up: 0 min 5 sec; OutPol:L7Verify/6;  10.155.33.189/20 -> 10.155.33.6/50779; Proto 6; Flg:0x112; Pkts:10657 Bytes:15607286 Parent-MAC-Sess: 10  10.155.33.6/50779 -> 10.155.33.189/20; Proto 6; Flg:0x110; Pkts:5346 Bytes:214088  Id:4; Ageout:1797955; Flags:0x624400; QOS:2; L7 ID:618; Up: 0 min 17 sec; InPol:L7Verify/6;  10.155.33.6/50776 -> 10.155.33.189/21; Proto 6; Flg:0x112; Pkts:20 Bytes:921 Parent-MAC-Sess: 10  10.155.33.189/21 -> 10.155.33.6/50776; Proto 6; Flg:0x110; Pkts:14 Bytes:1016  AP330 Gmail APP ID 229:  Id:20; Ageout:1794130; Flags:0x20400; QOS:2; L7 ID:229; Up: 0 min 27 sec; InPol:L7Verify/1;  10.155.33.6/49912 -> 74.125.128.18/443; Proto 6; Flg:0x112; Pkts:271 Bytes:23003 Parent-MAC-Sess: 25  74.125.128.18/443 -> 10.155.33.6/49912; Proto 6; Flg:0x110; Pkts:357 Bytes:504808  Id:22; Ageout:1789953; Flags:0x20400; QOS:2; L7 ID:229; Up: 0 min 10 sec; InPol:L7Verify/1;  10.155.33.6/49915 -> 74.125.128.18/443; Proto 6; Flg:0x112; Pkts:7 Bytes:2255 Parent-MAC-Sess: 25  74.125.128.18/443 -> 10.155.33.6/49915; Proto 6; Flg:0x110; Pkts:5 Bytes:863  Id:8; Ageout:297122; Flags:0x20400; QOS:2; L7 ID:229; Up: 0 min 42 sec; InPol:L7Verify/2;  10.155.33.6/49960 -> 74.125.128.19/80; Proto 6; Flg:0x112; Pkts:11 Bytes:4532 Parent-MAC-Sess: 25  74.125.128.19/80 -> 10.155.33.6/49960; Proto 6; Flg:0x110; Pkts:10 Bytes:5114  Id:22; Ageout:291674; Flags:0x20400; QOS:2; L7 ID:229; Up: 0 min 18 sec; InPol:L7Verify/2;  10.155.33.6/49968 -> 74.125.128.19/443; Proto 6; Flg:0x112; Pkts:10 Bytes:1339 Parent-MAC-Sess: 25  74.125.128.19/443 -> 10.155.33.6/49968; Proto 6; Flg:0x110; Pkts:9 Bytes:8045  AP330 HTTP App ID 275:  Id:2; Ageout:779; Flags:0x24211; QOS:2; L7 ID:275; Up: 0 min 1 sec; InPol:L7Verify/1;  10.155.33.6/51497 -> 10.155.3.249/80; Proto 6; Flg:0x112; Pkts:15 Bytes:1788 Parent-MAC-Sess: 25  10.155.3.249/80 -> 10.155.33.6/51497; Proto 6; Flg:0x110; Pkts:22 Bytes:28299  AP330 MSN App ID 393:  Id:7; Ageout:297633; Flags:0x24400; QOS:2; L7 ID:393; Up: 0 min 36 sec; InPol:L7Verify/2;  10.155.33.6/51735 -> 131.253.13.140/80; Proto 6; Flg:0x112; Pkts:11 Bytes:4500 Parent-MAC-Sess: 27  131.253.13.140/80 -> 10.155.33.6/51735; Proto 6; Flg:0x110; Pkts:24 Bytes:31922  Id:87; Ageout:298387; Flags:0x24400; QOS:2; L7 ID:393; Up: 0 min 6 sec; InPol:L7Verify/2;  10.155.33.6/51795 -> 65.54.82.179/80; Proto 6; Flg:0x11a; Pkts:10 Bytes:805 Parent-MAC-Sess: 27  65.54.82.179/80 -> 10.155.33.6/51795; Proto 6; Flg:0x114; Pkts:15 Bytes:16169  Id:25; Ageout:286265; Flags:0x24400; QOS:2; L7 ID:393; Up: 0 min 17 sec; InPol:L7Verify/2;  10.155.33.6/51755 -> 207.46.68.17/80; Proto 6; Flg:0x112; Pkts:6 Bytes:2430 Parent-MAC-Sess: 27  207.46.68.17/80 -> 10.155.33.6/51755; Proto 6; Flg:0x110; Pkts:3 Bytes:866  Id:50; Ageout:285500; Flags:0x24400; QOS:2; L7 ID:393; Up: 0 min 15 sec; InPol:L7Verify/2;  10.155.33.6/51770 -> 64.4.21.39/80; Proto 6; Flg:0x112; Pkts:7 Bytes:1924 Parent-MAC-Sess: 27  64.4.21.39/80 -> 10.155.33.6/51770; Proto 6; Flg:0x110; Pkts:3 Bytes:1394  Id:8; Ageout:285933; Flags:0x24400; QOS:2; L7 ID:393; Up: 0 min 18 sec; InPol:L7Verify/2;  10.155.33.6/51747 -> 207.46.49.133/80; Proto 6; Flg:0x112; Pkts:9 Bytes:3204 Parent-MAC-Sess: 27  207.46.49.133/80 -> 10.155.33.6/51747; Proto 6; Flg:0x110; Pkts:7 Bytes:5884  AP330 Google App ID 239:  Id:5; Ageout:296348; Flags:0x24400; QOS:2; L7 ID:239; Up: 0 min 29 sec; InPol:L7Verify/2;  10.155.33.6/51864 -> 74.125.224.81/80; Proto 6; Flg:0x112; Pkts:10 Bytes:4484 Parent-MAC-Sess: 27  74.125.224.81/80 -> 10.155.33.6/51864; Proto 6; Flg:0x110; Pkts:8 Bytes:8012  AP330 SIP App ID 559:  Id:2; Ageout:456260; Flags:0x24400; QOS:2; L7 ID:559; Up: 2 min 24 sec; InPol:L7Verify/1;  10.155.33.6/40708 -> 10.155.30.124/5060; Proto 17; Flg:0x102; Pkts:3 Bytes:1936 Parent-MAC-Sess: 27  10.155.30.124/5060 -> 10.155.33.6/40708; Proto 17; Flg:0x100; Pkts:2 Bytes:928  AP330 RTP App ID 534:  Id:3; Ageout:89537; Flags:0x24400; QOS:2; L7 ID:534; Up: 0 min 18 sec; InPol:L7Verify/1;  10.155.33.6/21414 -> 10.155.30.28/10642; Proto 17; Flg:0x102; Pkts:358 Bytes:71288 Parent-MAC-Sess: 27  10.155.30.28/10642 -> 10.155.33.6/21414; Proto 17; Flg:0x100; Pkts:382 Bytes:76204  AP330 Hotmail App ID 271:  Id:6; Ageout:296910; Flags:0x24400; QOS:2; L7 ID:271; Up: 0 min 24 sec; InPol:L7Verify/2;  10.155.33.6/52101 -> 64.4.2.107/80; Proto 6; Flg:0x112; Pkts:10 Bytes:4492 Parent-MAC-Sess: 27  64.4.2.107/80 -> 10.155.33.6/52101; Proto 6; Flg:0x110; Pkts:6 Bytes:6282  Id:11; Ageout:282616; Flags:0x24400; QOS:2; L7 ID:271; Up: 0 min 17 sec; InPol:L7Verify/2;  10.155.33.6/52217 -> 64.4.56.183/80; Proto 6; Flg:0x112; Pkts:5 Bytes:2611 Parent-MAC-Sess: 27  64.4.56.183/80 -> 10.155.33.6/52217; Proto 6; Flg:0x110; Pkts:3 Bytes:1058 | | |
| Comment | Aerohive required L7 engine, which supports more than 700 L7 applications, from other vendor. It will cost much time and effort to verify all of L7 applications. But if QA does NOT verify L7 application, we can’t guarantee the quality of Aerohive product.  As per QA and HiveOS Dev discussion, we apply following policy to verify L7 engine:   1. L7 engine vendor provided L7 application sample trace, IXIA replay sample trace to verify L7 application. 2. Verified critical or common applications by live traffic. 3. Require L7 engine vendor’s test plan document to make sure all applications have been covered by vendor. | | |

#### L7\_Engine\_Function\_02

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_02 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP only with 1 eth interface:  (eth0)MP(wifi1.1)-----AP\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  For AP with 2 eth interfaces:  (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_|  For BR:  (eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify HiveOS device (AP and BR) can classify specific application. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Keep default settings of application reporting for every individual interface at AP and BR     3. IXIA replay application sample trace which is provided by L7 engine vendor.     4. Check if AP can classify application.     5. Check if BR can classify application.   Note: Record applications which are verified. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is auto.  Step 4. AP classifies application and reports it to HM correctly.  Step 5. BR classifies application and reports it to HM correctly. | | |
| Test Result |  | | |
| Comment | Aerohive required L7 engine, which supports more than 700 L7 applications, from other vendor. It will cost much time and effort to verify all of L7 applications. But if QA does NOT verify L7 application, we can’t guarantee the quality of Aerohive product.  As per QA and HiveOS Dev discussion, we apply following policy to verify L7 engine:   1. L7 engine vendor provided L7 application sample trace, IXIA replay sample trace to verify L7 application. 2. Verified critical or common applications by live traffic. 3. Require L7 engine vendor’s test plan document to make sure all applications have been covered by vendor. | | |

#### L7\_Engine\_Function\_03

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_03 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify HiveOS device (AP and BR) can classify game which works as application widgets on social networking websites such as Facebook and MySpace. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. ~~Keep default settings of application reporting for every individual interface at AP and BR~~     3. Launch web game application at Laptop1. For example, launch Zynga game integrated with Facebook.     4. Check if AP can classify web game application. For example, classify Zynga and Facebook respectively.     5. Check if BR can classify web game application. Forexample, classify Zynga and Facebook respectively.   Note: Record applications which are verified. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is auto.  Step 4. AP classifies applications.  Step 5. BR classifies applications. | | |
| Test Result |  | | |
| Comment |  | | |

### L7 Engine Classification State Verification

#### L7\_Engine\_Function\_04

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_04 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | L7 engine classification state verification: “Monitored” | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Keep default settings of application reporting for every individual interface at AP and BR     3. Laptop1 connects to a FTP server and launch file download from server.     4. Check if AP and BR can classify FTP. | | |
| Expect result | Step 4. AP and BR can classify sessions as FTP, which includs IP sessions for both FTP control and file download. | | |
| Test Result |  | | |
| Comment | For a few applications like FTP, SIP VoIP call and FaceTime, there is a middle state as “Monitored” before L7 engine classify them.  L7 DPI engine is required to continue monitoring traffic for further analysis, and packets need to be sent to L7 daemon for processing before reaching the maximum number of “monitored” packets allowed. | | |

#### ~~L7\_Engine\_Function\_05~~

|  |  |  |  |
| --- | --- | --- | --- |
| ~~Case ID~~ | ~~L7\_Engine\_Function\_05~~ | | |
| ~~Priority~~ | ~~Low~~ | ~~Automation Flag~~ | ~~No~~ |
| ~~Topology to use~~ | ~~For BR:~~  ~~(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM~~  ~~| |~~  ~~IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|~~  ~~For AP:~~  ~~(eth0)MP(wifi1.1)-----AP\_\_\_\_SW\_\_\_\_HM~~  ~~| |~~  ~~IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|~~ | | |
| ~~Description~~ | ~~L7 engine classification state verification: “Unknown”~~ | | |
| ~~PlatformDependence~~ | ~~AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,~~  ~~BR: BR200,BR200-WP,BRAP330,BRAP350,~~ | | |
| ~~Pre-condition~~ | ~~For BR：~~  ~~BR is managed by HM.~~  ~~Set BR eth1 mode as bridge-access, and eth0 as wan.~~  ~~For AP:~~  ~~Set MP eth0 as bridge-access mode, and wifi1.1 as backhaul mode.~~ | | |
| ~~Test procedure~~ | * + 1. ~~Turn on L7 engine and set application reporting mode as “auto” globally at MP or BR.~~     2. ~~Keep default settings of application reporting for every individual interface at MP or BR~~     3. ~~IXIA launch abnormal BT session with modified payload option to make sure MP and BR can’t classify BT session.~~     4. ~~Check if MP or BR can classify BT session. And check MP or BR CPU utilization rate and used memory.~~ | | |
| ~~Expect result~~ | ~~Step 4. MP and BR can NOT classify session as BT. Set App ID of associated IP session as “0”.~~  ~~The MP’s CPU utilization rate and used memory will return to regular level after the maximum number of packets allowed for classification has been reached.~~  ~~The BR’s CPU utilization rate and used memory will return to regular level after the maximum number of packets allowed for classification has been reached.~~ | | |
| ~~Test Result~~ |  | | |
| ~~Comment~~ | ~~UNKNOWN~~  ~~This state means that DPI engine has attempted and failed to classify the traffic, or, the maximum number of packets allowed for classification has been reached without receiving result, and the session has thus been marked as unknown, and no more packets are needed by L7 daemon.~~  ~~Ignore this case.~~  ~~L7 engine can set application traffic as “TCP/UDP/IP”. And it can be covered in stress test.~~ | | |

### L7 Engine Roaming Scenario Test

#### L7\_Engine\_Function\_06

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_06 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  FTP server | | |
| Description | Verify “Classified” ip session with app id will be synchronized during station roaming. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP1 and AP2.     2. ~~Keep default settings of application reporting for APs’ interfaces which application traffic will go through~~     3. Enable application FTP, TCP and IP for reporting.     4. Laptop1 accesses FTP server and download file.     5. Check ip-sessions for FTP at AP1.     6. Laptop1 roams from AP1 to AP2.     7. Check ip-session for FTP at AP2. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  ~~Step 2. The default mode of application reporting at interfaces is auto.~~  Step 3. Enable application for reporting successfully.  Step 5. The ip-sessions for ftp control and file download are classified as FTP session at AP1.  Step 7. The ip-sessions for ftp control and file download are synchronized to AP2. These ip-sessions are marked as FTP session. | | |
| Test Result |  | | |
| Comment |  | | |

#### L7\_Engine\_Function\_07

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_07 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  FTP server | | |
| Description | Verify “monitored” ip session with app id will be synchronized during station roaming. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP1 and AP2.     2. ~~Keep default settings of application reporting for APs’ interfaces which application traffic will go through~~     3. Enable application FTP, TCP and IP for reporting.     4. Laptop1 accesses FTP server but does NOT download file.     5. Check ip-sessions for FTP at AP1.     6. Laptop1 roams from AP1 to AP2.     7. Check ip-session for FTP at AP2.     8. Download file from FTP server     9. Check ip-session for FTP at AP2 again. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is auto.  Step 3. Enable application for reporting successfully.  Step 5. AP1 classify ip-session for ftp control.  Step 7. The ip-session for ftp control is synchronized to AP2.  Step 9. AP2 classifies session for FTP file download. | | |
| Test Result |  | | |
| Comment |  | | |

#### L7\_Engine\_Function\_08

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_08 | | |
| Priority | Middle | Automation Flag | No |
| Topology | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  Internet | | |
| Description | Verify “un-classified” application session will be reported as “IP” after roaming. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| TestProcedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP1 and AP2.     2. Keep default settings of application reporting for APs’ interfaces which application traffic will go through     3. Launch application at Laptop1, and make sure application has NOT been classified by AP1.     4. Laptop1 roams from AP1 to AP2.     5. Continue L7 application at Laptop1.     6. IP session of “un-classified” application and application reporting file at AP2. | | |
| ExpectResult | Step 3. AP1 does NOT classify L7 application.  Step 6. AP2 does NOT classify this application traffic, but report it as “IP” with TLV record correctly. | | |
| TestResult | At dst AP:  2013-03-06 15:40:36 debug l7d: [dpi\_basic]: wk 0 conn 401 ip\_sess 2 : Notified appid 0 apps /0 (10.155.33.225/80 -> 10.155.33.30/63614 6)  2013-03-06 15:41:02 info l7d: A new report file created: "08EA440C5EC00049.hpr"  Check reporting file, it only contain one record for App “IP” | | |
| Comment | Need automation script to control Laptop1 roaming during test.  And need to select a L7 application for test. This application cannot be classified by L7 engine with few packets.  When clients roam, active IP sessions will be synced over to new AP along with their L7 status. There will be cases when a "synced over" IP session being in an "un-classified" state meaning L7 classification has not completed on these. Due to DPI engine's limitation we cannot resume classification on new AP. These "un-classified" sessions are reported as L7 application "IP" and are permitted by new AP.  During test, need to make sure application reporting accuracy of station roaming. | | |

#### L7\_Engine\_Function\_09

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_09 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  FTP server | | |
| Description | Verify scenario that application has been classified at SRC AP, after roaming initiate a new ip-session, it should be classified correctly. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP1 and AP2.     2. Keep default settings of application reporting for APs’ interfaces which application traffic will go through     3. Enable application BT, TCP, UDP and IP for reporting.     4. Launch BT at laptop1 for file download.     5. Check ip-sessions for BT at AP1.     6. Laptop1 roams from AP1 to AP2.     7. Check ip-session for BT at AP2.     8. Laptop1 finds a new peer, and generates connection with it.     9. Check this new ip-session can be classified as BT session. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is auto.  Step 3. Enable application for reporting successfully.  Step 5. The ip-sessions are classified as BT at AP1.  Step 7. The ip-sessions belonging to BT are synchronized to AP2 with BT app ID successfully.  Step 9. New ip-session is classified as BT. | | |
| Test Result |  | | |
| Comment |  | | |

#### L7\_Engine\_Function\_10

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_10 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  Internet | | |
| Description | Verify roaming between APs which one enables L7 engine and another one disable it. During roaming, 2 APs will sync ip-session which can associates with App ID. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| Test procedure | * + 1. Turn on L7 engine at AP1.   CLI: no application identification shutdown   * + 1. Turn off L7 engine at AP2.   CLI: application identification shutdown   * + 1. Keep default setting of application reporting at AP1 and AP2.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet via HTTP session.     4. Check ip-sessions for HTTP at AP1.     5. Laptop1 roams from AP1 to AP2.     6. Check ip-session for HTTP at AP2.     7. Clear HTTP session at AP2, and launch it again at Laptop1.     8. Repeat step 6 to 8 again, but at this time roams from AP2 to AP1. | | |
| Expect result | Step 1. Turn on L7 engine at AP1 successfully.  Step 2. Turn off L7 engine at AP2 successfully.  Step 4. Enable application for reporting successfully.  Step 6. The HTTP session is classified at AP1.  Step 7. Laptop1 roams from AP1 to AP2. No AP crash.  Step 8. The HTTP session is synchronized to AP2. But no application reporting at AP2.  AP1 syslog  Show log buffer  2012-12-11 14:04:35 debug kernel: [fe]: send ip-session (id 4) 10.155.33.24/62794 <-> 119.147.241.43/80, proto 6 qos 2, mac-sess dir (reverse) app 1 flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: send ip session from sync 10.155.33.24/62794 <-> 119.147.241.43/80, 6, mac sess dir (reverse)  2012-12-11 14:04:35 debug kernel: [fe]: send ip-session (id 5) 10.155.33.24/62796 <-> 119.147.241.43/80, proto 6 qos 2, mac-sess dir (reverse) app 1 flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: send ip session from sync 10.155.33.24/62796 <-> 119.147.241.43/80, 6, mac sess dir (reverse)  2012-12-11 14:04:35 debug kernel: [fe]: send ip-session (id 6) 10.155.33.24/62800 <-> 119.147.241.43/80, proto 6 qos 2, mac-sess dir (reverse) app 1 flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: send ip session from sync 10.155.33.24/62800 <-> 119.147.241.43/80, 6, mac sess dir (reverse)  2012-12-11 14:04:35 debug kernel: [fe]: send ip-session (id 7) 10.155.33.24/62801 <-> 119.147.241.43/80, proto 6 qos 2, mac-sess dir (reverse) app 1 flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: send ip session from sync 10.155.33.24/62801 <-> 119.147.241.43/80, 6, mac sess dir (reverse)  2012-12-11 14:04:35 debug kernel: [fe]: send ip-session (id 9) 10.155.33.24/62804 <-> 119.147.241.43/80, proto 6 qos 2, mac-sess dir (reverse) app 1 flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: send ip session from sync 10.155.33.24/62804 <-> 119.147.241.43/80, 6, mac sess dir (reverse)  2012-12-11 14:04:35 debug kernel: [fe]: send mac-session (id 22) 80f6:2e3e:9005 (zone backhaul) <-> 2477:0304:aeb0 (zone access), ageout -711233708 ms  2012-12-11 14:04:35 debug kernel: [fe]: send mac-session (id 19) ffff:ffff:ffff (zone backhaul) <-> 2477:0304:aeb0 (zone access), ageout -711233708 ms  2012-12-11 14:04:35 debug kernel: [fe]: send sess sync msg, instance 2 mac 2477:0304:aeb0  2012-12-11 14:04:35 debug kernel: [fe]: fe get sync session  AP2 syslog:  2012-12-11 14:04:35 debug kernel: [fe]: created ip session from sync 10.155.33.24/62794 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x220  2012-12-11 14:04:35 debug kernel: [fe]: create new IP session, id [6] ageout 300 sec, alg n/a flags 0x220  2012-12-11 14:04:35 debug kernel: [fe]: l7fw ingress aclgrp ce713000 acl cef98200 fwst 0 rc 1  2012-12-11 14:04:35 debug kernel: [fe]: permitted by ACL  2012-12-11 14:04:35 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 14:04:35 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 14:04:35 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 14:04:35 debug kernel: [fe]: no IP sess found  2012-12-11 14:04:35 debug kernel: [fe]: receive ip session from sync 10.155.33.24/62794 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: created ip session from sync 10.155.33.24/62796 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x220  2012-12-11 14:04:35 debug kernel: [fe]: create new IP session, id [5] ageout 300 sec, alg n/a flags 0x220  2012-12-11 14:04:35 debug kernel: [fe]: l7fw ingress aclgrp ce713000 acl cef98200 fwst 0 rc 1  2012-12-11 14:04:35 debug kernel: [fe]: permitted by ACL  2012-12-11 14:04:35 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 14:04:35 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 14:04:35 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 14:04:35 debug kernel: [fe]: no IP sess found  2012-12-11 14:04:35 debug kernel: [fe]: receive ip session from sync 10.155.33.24/62796 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: created ip session from sync 10.155.33.24/62800 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x220  2012-12-11 14:04:35 debug kernel: [fe]: create new IP session, id [4] ageout 300 sec, alg n/a flags 0x220  2012-12-11 14:04:35 debug kernel: [fe]: l7fw ingress aclgrp ce713000 acl cef98200 fwst 0 rc 1  2012-12-11 14:04:35 debug kernel: [fe]: permitted by ACL  2012-12-11 14:04:35 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 14:04:35 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 14:04:35 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 14:04:35 debug kernel: [fe]: no IP sess found  2012-12-11 14:04:35 debug kernel: [fe]: receive ip session from sync 10.155.33.24/62800 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: created ip session from sync 10.155.33.24/62801 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x220  2012-12-11 14:04:35 debug kernel: [fe]: create new IP session, id [3] ageout 300 sec, alg n/a flags 0x220  2012-12-11 14:04:35 debug kernel: [fe]: l7fw ingress aclgrp ce713000 acl cef98200 fwst 0 rc 1  2012-12-11 14:04:35 debug kernel: [fe]: permitted by ACL  2012-12-11 14:04:35 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 14:04:35 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 14:04:35 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 14:04:35 debug kernel: [fe]: no IP sess found  2012-12-11 14:04:35 debug kernel: [fe]: receive ip session from sync 10.155.33.24/62801 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x0  2012-12-11 14:04:35 debug kernel: [fe]: created ip session from sync 10.155.33.24/62804 <-> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x220  2012-12-11 14:04:35 debug kernel: [fe]: create new IP session, id [2] ageout 300 sec, alg n/a flags 0x220  2012-12-11 14:04:35 debug kernel: [fe]: l7fw ingress aclgrp ce713000 acl cef98200 fwst 0 rc 1  2012-12-11 14:04:35 debug kernel: [fe]: permitted by ACL  2012-12-11 14:04:35 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 14:04:35 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 14:04:35 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 14:04:35 debug kernel: [fe]: no IP sess found  2012-12-11 14:04:35 debug kernel: [fe]: receive ip session from sync 10.155.33.24/62804 -> 119.147.241.43/80, 6, mac sess dir (reverse) flag 0x0  Step 10. Laptop1 roams from AP2 to AP1, no AP crash. And ip session is synchronized to AP1 without App ID.  AP1 syslog:  Show log buffer  2012-12-11 13:54:13 debug kernel: [fe]: created ip session from sync 10.155.33.24/63468 <-> 10.155.3.222/53, 17, mac sess dir (reverse) flag 0x220  2012-12-11 13:54:13 debug kernel: [fe]: create new IP session, id [3] ageout 60 sec, alg n/a flags 0x220  2012-12-11 13:54:13 debug kernel: [fe]: l7fw ingress aclgrp cf35c800 acl cefdf560 fwst 0 rc 1  2012-12-11 13:54:13 debug kernel: [fe]: permitted by ACL  2012-12-11 13:54:13 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 13:54:13 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 13:54:13 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 13:54:13 debug kernel: [fe]: no IP sess found  2012-12-11 13:54:13 debug kernel: [fe]: receive ip session from sync 10.155.33.24/63468 <-> 10.155.3.222/53, 17, mac sess dir (reverse) flag 0x0  2012-12-11 13:54:13 debug kernel: [fe]: created ip session from sync 10.155.33.24/62758 <-> 61.174.61.175/80, 6, mac sess dir (reverse) flag 0x220  2012-12-11 13:54:13 debug kernel: [fe]: create new IP session, id [2] ageout 300 sec, alg n/a flags 0x220  2012-12-11 13:54:13 debug kernel: [fe]: l7fw ingress aclgrp cf35c800 acl cefdf560 fwst 0 rc 1  2012-12-11 13:54:13 debug kernel: [fe]: permitted by ACL  2012-12-11 13:54:13 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-12-11 13:54:13 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-12-11 13:54:13 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-12-11 13:54:13 debug kernel: [fe]: no IP sess found  2012-12-11 13:54:13 debug kernel: [fe]: receive ip session from sync 10.155.33.24/62758 <-> 61.174.61.175/80, 6, mac sess dir (reverse) flag 0x0 | | |
| Test Result |  | | |
| Comment | 1. At step 8, check if AP2 loads App ID associated with ip session. 2. Two APs should create IP sessions during roaming.   In order to keep IP session, should set IP policy or alg after disable L7 engine. | | |

#### L7\_Engine\_Function\_11

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_11 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  Internet | | |
| Description | Verify roaming between APs which one supports L7 engine and another one doesn’t support it. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | Load new image to AP1 to make it support L7 engine.  Load old image to AP2 to make it doesn’t support L7 engine.  AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| Test procedure | * + 1. Turn on L7 engine at AP1.   CLI: No application identification shutdown   * + 1. Set application reporting mode as “auto” at AP1.   CLI: application reporting auto   * + 1. ~~Enable application HTTP, TCP and IP for reporting.~~     2. Laptop1 accesses Internet via HTTP session.     3. Check ip-sessions for HTTP at AP1.     4. Laptop1 roams from AP1 to AP2.     5. Check ip-session for HTTP at AP2.     6. Clear HTTP session at AP2, and launch it again at Laptop1.     7. Repeat step 5 to 7 again, but at this time roams from AP2 to AP1. | | |
| Expect result | Step 1. Turn on L7 engine at AP1 successfully.  ~~Step 3. Enable application for reporting successfully.~~  Step 5. The HTTP session is classified at AP1.  Step 6. Laptop1 roams from AP1 to AP2. No AP crash.  Step 7. The HTTP session is synchronized to AP2. AP2 ignores App ID associated with ip sessions.  Laptop1: 10.155.33.6 0024:d7c0:0308  FTP server: 10.155.33.189 000c:2940:6dbc  Show log buffer at AP1:  2012-11-20 20:30:36 debug kernel: [fe]: send ip-session (id 5) 10.155.33.6/49556 <-> 10.155.33.189/21, proto 6 qos 2, mac-sess dir (reverse) app 618 flag 0x0  2012-11-20 20:30:36 debug kernel: [fe]: send ip session from sync 10.155.33.6/49556 <-> 10.155.33.189/21, 6, mac sess dir (reverse)  2012-11-20 20:30:36 debug kernel: [fe]: send mac-session (id 28) 000c:2940:6dbc (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout 6 ms  Show log buffer at AP2:  2012-11-20 20:30:35 debug kernel: [fe]: created ip session from sync 10.155.33.6/49556 <-> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x4420  2012-11-20 20:30:35 debug kernel: [fe]: create new IP session, id [4] ageout 1800 sec, alg n/a flags 0x420  2012-11-20 20:30:35 debug kernel: [fe]: permitted by ACL  2012-11-20 20:30:35 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-11-20 20:30:35 debug kernel: [fe]: doing from-air IP ACL filter  2012-11-20 20:30:35 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-11-20 20:30:35 debug kernel: [fe]: no IP sess found  2012-11-20 20:30:35 debug kernel: [fe]: receive ip session from sync 10.155.33.6/49556 -> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x0  2012-11-20 20:30:35 debug kernel: [fe]: QoS: first pkt L2 session (eth0->wifi1.1) upid=1 src=0(0) dst=1  2012-11-20 20:30:35 debug kernel: [fe]: mac session(id 33) 000c:2940:6dbc->0024:d7c0:0308, flags 0xa1210/0x25000, nf->acl 0x0/0x0 nr->acl 0x0/0x0  2012-11-20 20:30:35 debug kernel: [fe]: mac sess id [33] created, ageout time 300 sec  2012-11-20 20:30:35 debug kernel: [fe]: dst route lookup 000c:2940:6dbc: GET\_ROUTE dev(eth0) nhop(0019:770e:e440) mp (0019:770e:e440) flag (0xc11) upid (0)  2012-11-20 20:30:35 debug kernel: [fe]: dst route lookup 0024:d7c0:0308: GET\_ROUTE dev(wifi1.1) nhop(0019:770e:e440) mp (0019:770e:e440) flag (0x1c03) upid (1)  2012-11-20 20:30:35 debug kernel: [fe]: receive mac sess from sync 000c:2940:6dbc (zone backhaul) vid 0 <-> 0024:d7c0:0308 (zone access) vid 0  Check ip-session at AP2:  Id:4; Ageout:1797983; Flags:0x4420; QOS:2; Up: 0 min 2 sec; InPol:L7Verify/2;  10.155.33.6/49556 -> 10.155.33.189/21; Proto 6; Flg:0x102; Pkts:0 Bytes:0 Parent-MAC-Sess: 33  10.155.33.189/21 -> 10.155.33.6/49556; Proto 6; Flg:0x0; Pkts:0 Bytes:0  Step 9. Laptop1 roams from AP2 to AP1, no AP crash. And ip session is synchronized to AP1 without App ID.  Laptop1: 10.155.33.6 0024:d7c0:0308  FTP server: 10.155.33.189 000c:2940:6dbc  Syslog:  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: fe get sync session  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send sess sync msg, instance 3 mac 0024:d7c0:0308  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send mac-session (id 26) ffff:ffff:ffff (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout -1070578496 ms  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send ip session from sync 10.155.33.6/8235 <-> 10.155.33.255/8235, 17, mac sess dir (reverse)  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send ip-session (id 6) 10.155.33.6/8235 <-> 10.155.33.255/8235, proto 17 qos 2, mac-sess dir (reverse) flag 0x0  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send mac-session (id 29) 0024:d7c0:0308 (zone access) <-> 80f6:2e3e:9005 (zone backhaul), ageout 17 ms  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send ip session from sync 10.155.30.28/59536 <-> 10.155.33.6/3389, 6, mac sess dir (reverse)  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send ip-session (id 7) 10.155.30.28/59536 <-> 10.155.33.6/3389, proto 6 qos 2, mac-sess dir (reverse) flag 0x0  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send mac-session (id 30) 000c:2940:6dbc (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout 6 ms  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send ip session from sync 10.155.33.6/49544 <-> 10.155.33.189/21, 6, mac sess dir (reverse)  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send ip-session (id 1) 10.155.33.6/49544 <-> 10.155.33.189/21, proto 6 qos 2, mac-sess dir (reverse) flag 0x0  Nov 20 20:18:44 10.155.33.1 kernel: [fe]: send sess sync of size 360, instance 3  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: fe set sync session  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: recv session sync msg, size 360 version 0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: receive mac sess from sync ffff:ffff:ffff (zone backhaul) vid 0 <-> 0024:d7c0:0308 (zone access) vid 0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: dst route lookup 0024:d7c0:0308: GET\_ROUTE dev(wifi1.1) nhop(08ea:440e:e400) mp (08ea:440e:e400) flag (0x1c03) upid (1)  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: dst route lookup ffff:ffff:ffff: GET\_ROUTE dev(eth0) nhop(08ea:440e:e400) mp (08ea:440e:e400) flag (0xc11) upid (0)  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: MAC session [24] already exists  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: QoS: first pkt L2 session (eth0->wifi1.1) upid=1 src=0(0) dst=1  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: receive ip session from sync 10.155.33.6/8235 -> 10.155.33.255/8235, 17, mac sess dir (reverse) flag 0x0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: no IP sess found  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: doing IP filter check: mr\_flag 0xa9210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: doing from-air IP ACL filter for upid 1  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: permitted by ACL  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: l7fw ingress aclgrp cf38a800 acl cbb47b00 fwst 0 rc 1  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: create new IP session, id [1] ageout 100 sec, alg n/a flags 0x220  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: created ip session from sync 10.155.33.6/8235 <-> 10.155.33.255/8235, 17, mac sess dir (reverse) flag 0x4220  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: receive mac sess from sync 0024:d7c0:0308 (zone access) vid 0 <-> 80f6:2e3e:9005 (zone backhaul) vid 0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: dst route lookup 80f6:2e3e:9005: GET\_ROUTE dev(eth0) nhop(08ea:440e:e400) mp (08ea:440e:e400) flag (0xc11) upid (0)  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: dst route lookup 0024:d7c0:0308: GET\_ROUTE dev(wifi1.1) nhop(08ea:440e:e400) mp (08ea:440e:e400) flag (0x1c03) upid (1)  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: mac sess id [26] created, ageout time 300 sec  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: mac session(id 26) 0024:d7c0:0308->80f6:2e3e:9005, flags 0x25200/0xa1010, nf->acl 0x0/0x0 nr->acl 0x0/0x0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: QoS: first pkt L2 session (wifi1.1->eth0) upid=1 src=1(1) dst=0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: receive ip session from sync 10.155.30.28/59536 -> 10.155.33.6/3389, 6, mac sess dir (reverse) flag 0x0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: no IP sess found  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: doing IP filter check: mr\_flag 0x25200 mr\_acl 0x0/0x0 mf\_flg 0xa1010 mf\_acl 0x0/0x0  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: doing to-air IP ACL filter for upid 1  Nov 20 20:18:44 10.155.33.4 kernel: [fe]: ACL: matched upid [1] dir [egress (to-air)] group [L7Verify] id [2] [permit] mirror [no]  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: permitted by ACL  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: conn 0 : l7fw egress aclgrp cf38a800 acl cbb47b00 fwst 0  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: create new IP session, id [2] ageout 300 sec, alg n/a flags 0x220  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: created ip session from sync 10.155.30.28/59536 <-> 10.155.33.6/3389, 6, mac sess dir (reverse) flag 0x4220  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: receive mac sess from sync 000c:2940:6dbc (zone backhaul) vid 0 <-> 0024:d7c0:0308 (zone access) vid 0  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: dst route lookup 0024:d7c0:0308: GET\_ROUTE dev(wifi1.1) nhop(08ea:440e:e400) mp (08ea:440e:e400) flag (0x1c03) upid (1)  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: dst route lookup 000c:2940:6dbc: GET\_ROUTE dev(eth0) nhop(08ea:440e:e400) mp (08ea:440e:e400) flag (0xc11) upid (0)  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: mac sess id [28] created, ageout time 300 sec  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: mac session(id 28) 000c:2940:6dbc->0024:d7c0:0308, flags 0xa1210/0x25000, nf->acl 0x0/0x0 nr->acl 0x0/0x0  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: QoS: first pkt L2 session (eth0->wifi1.1) upid=1 src=0(0) dst=1  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: receive ip session from sync 10.155.33.6/49544 -> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x0  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: no IP sess found  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: doing from-air IP ACL filter for upid 1  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: permitted by ACL  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: l7fw ingress aclgrp cf38a800 acl cbb47b00 fwst 0 rc 1  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: create new IP session, id [3] ageout 1800 sec, alg n/a flags 0x220  Nov 20 20:18:45 10.155.33.4 kernel: [fe]: created ip session from sync 10.155.33.6/49544 <-> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x4220  Check ip-session at AP1:  Id:3; Ageout:1797437; Flags:0x4220; QOS:2; L7 ID:65535; Up: 0 min 2 sec; InPol:L7Verify/2;  10.155.33.6/49544 -> 10.155.33.189/21; Proto 6; Flg:0x102; Pkts:0 Bytes:0 Parent-MAC-Sess: 28  10.155.33.189/21 -> 10.155.33.6/49544; Proto 6; Flg:0x0; Pkts:0 Bytes:0 | | |
| Test Result |  | | |
| Comment | For more information, please check bug 20311.  Two APs should create IP sessions during roaming. | | |

#### L7\_Engine\_Function\_12

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Function\_12 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP1(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  -----(wifi0/wifi1)AP2(eth0)\_\_\_\_\_\_\_|  |  Internet | | |
| Description | Verify roaming between APs which one supports L7 engine but disable it and another one doesn’t support it. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | Load new image to AP1 to make it support L7 engine.  Load old image to AP2 to make it doesn’t support L7 engine.  AP1 and AP2 are managed by HM.  Create a SSID and bind it with APs sub-interface, which is set as access mode.  Laptop1 associates with AP1 by SSID. | | |
| Test procedure | * + 1. Turn off L7 engine at AP1.     2. Keep default setting of application reporting at AP1.     3. ~~Enable application HTTP, TCP and IP for reporting.~~     4. Laptop1 accesses Internet via HTTP session.     5. Check ip-sessions for HTTP at AP1.     6. Laptop1 roams from AP1 to AP2.     7. Check ip-session for HTTP at AP2.     8. Clear HTTP session at AP2, and launch it again at Laptop1.     9. Repeat step 5 to 7 again, but at this time roams from AP2 to AP1. | | |
| Expect result | Step 1. Turn on L7 engine at AP1 successfully.  ~~Step 3. Enable application for reporting successfully.~~  Step 5. AP1 does NOT classifiy application HTTP.  Id:3; Ageout:1797334; Flags:0x24400; QOS:2; L7 ID:65535; Up: 0 min 7 sec; InPol:L7Verify/2;  10.155.33.6/50520 -> 10.155.33.189/21; Proto 6; Flg:0x112; Pkts:10 Bytes:446 Parent-MAC-Sess: 42  10.155.33.189/21 -> 10.155.33.6/50520; Proto 6; Flg:0x110; Pkts:7 Bytes:536  Step 6. Laptop1 roams from AP1 to AP2. No AP crash.  Laptop1: 10.155.33.6 0024:d7c0:0308  FTP server: 10.155.33.189 000c:2940:6dbc  Show log buffer at AP1:  2012-11-21 13:22:39 debug kernel: [fe]: send sess sync of size 820, instance 1  2012-11-21 13:22:39 debug kernel: [fe]: send ip-session (id 3) 10.155.33.6/50520 <-> 10.155.33.189/21, proto 6 qos 2, mac-sess dir (reverse) app 65535 flag 0x0  2012-11-21 13:22:39 debug kernel: [fe]: send ip session from sync 10.155.33.6/50520 <-> 10.155.33.189/21, 6, mac sess dir (reverse)  2012-11-21 13:22:39 debug kernel: [fe]: send mac-session (id 42) 000c:2940:6dbc (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout 6 ms  2012-11-21 13:22:39 debug kernel: [fe]: send mac-session (id 36) 00e0:1e5d:bf43 (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout 6 ms  2012-11-21 13:22:39 debug kernel: [fe]: send ip-session (id 1) 10.155.30.28/59822 <-> 10.155.33.6/3389, proto 6 qos 2, mac-sess dir (reverse) app 65535 flag 0x0  2012-11-21 13:22:39 debug kernel: [fe]: send ip session from sync 10.155.30.28/59822 <-> 10.155.33.6/3389, 6, mac sess dir (reverse)  2012-11-21 13:22:39 debug kernel: [fe]: send mac-session (id 32) 0024:d7c0:0308 (zone access) <-> 80f6:2e3e:9005 (zone backhaul), ageout 17 ms  2012-11-21 13:22:39 debug kernel: [fe]: send ip-session (id 4) 10.155.33.6/8235 <-> 10.155.33.255/8235, proto 17 qos 2, mac-sess dir (reverse) app 65535 flag 0x0  2012-11-21 13:22:39 debug kernel: [fe]: send ip session from sync 10.155.33.6/8235 <-> 10.155.33.255/8235, 17, mac sess dir (reverse)  2012-11-21 13:22:39 debug kernel: [fe]: send ip-session (id 2) 10.155.33.6/4112 -> 224.0.0.252/4112, proto 2 qos 2, mac-sess dir (reverse) app 65535 flag 0x0  2012-11-21 13:22:39 debug kernel: [fe]: send ip session from sync 10.155.33.6/4112 -> 224.0.0.252/4112, 2, mac sess dir (reverse)  2012-11-21 13:22:39 debug kernel: [fe]: send mac-session (id 29) ffff:ffff:ffff (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout -711241588 ms  2012-11-21 13:22:39 debug kernel: [fe]: send sess sync msg, instance 1 mac 0024:d7c0:0308  2012-11-21 13:22:39 debug kernel: [fe]: fe get sync session  Show log buffer at AP2:  2012-11-21 13:22:39 debug [fe]: created ip session from sync 10.155.33.6/50520 <-> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x4420  2012-11-21 13:22:39 debug [fe]: create new IP session, id [4] ageout 1800 sec, alg n/a flags 0x420  2012-11-21 13:22:39 debug [fe]: permitted by ACL  2012-11-21 13:22:39 debug [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-11-21 13:22:39 debug [fe]: doing from-air IP ACL filter  2012-11-21 13:22:39 debug [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-11-21 13:22:39 debug [fe]: no IP sess found  2012-11-21 13:22:39 debug [fe]: receive ip session from sync 10.155.33.6/50520 -> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x0  2012-11-21 13:22:39 debug [fe]: QoS: first pkt L2 session (eth0->wifi1.1) upid=1 src=0(0) dst=1  2012-11-21 13:22:39 debug [fe]: mac session(id 21) 000c:2940:6dbc->0024:d7c0:0308, flags 0xa1210/0x25000, nf->acl 0x0/0x0 nr->acl 0x0/0x0  2012-11-21 13:22:39 debug [fe]: mac sess id [21] created, ageout time 300 sec  2012-11-21 13:22:39 debug [fe]: dst route lookup 000c:2940:6dbc: GET\_ROUTE dev(eth0) nhop(0019:770e:e440) mp (0019:770e:e440) flag (0xc11) upid (0)  2012-11-21 13:22:39 debug [fe]: dst route lookup 0024:d7c0:0308: GET\_ROUTE dev(wifi1.1) nhop(0019:770e:e440) mp (0019:770e:e440) flag (0x1c03) upid (1)  2012-11-21 13:22:39 debug [fe]: receive mac sess from sync 000c:2940:6dbc (zone backhaul) <-> 0024:d7c0:0308 (zone access)  Step 7. The IP session without App ID is synchronized to AP2.  Id:4; Ageout:1794590; Flags:0x4420; QOS:2; Up: 0 min 5 sec; InPol:L7Verify/2;  10.155.33.6/50520 -> 10.155.33.189/21; Proto 6; Flg:0x102; Pkts:0 Bytes:0 Parent-MAC-Sess: 21  10.155.33.189/21 -> 10.155.33.6/50520; Proto 6; Flg:0x0; Pkts:0 Bytes:0  Step 9. Laptop1 roams from AP2 to AP1, no AP crash. And ip session without App ID is synchronized to AP1.  IP session at AP2  Id:4; Ageout:1797467; Flags:0x24400; QOS:2; Up: 0 min 7 sec; InPol:L7Verify/2;  10.155.33.6/50529 -> 10.155.33.189/21; Proto 6; Flg:0x112; Pkts:10 Bytes:446 Parent-MAC-Sess: 21  10.155.33.189/21 -> 10.155.33.6/50529; Proto 6; Flg:0x110; Pkts:7 Bytes:536  Show log buffer at AP2:  2012-11-21 13:31:16 debug [fe]: send ip-session (id 4) 10.155.33.6/50529 <-> 10.155.33.189/21, proto 6 qos 2, mac-sess dir (reverse) flag 0x0  2012-11-21 13:31:16 debug [fe]: send ip session from sync 10.155.33.6/50529 <-> 10.155.33.189/21, 6, mac sess dir (reverse)  2012-11-21 13:31:16 debug [fe]: send mac sess 000c:2940:6dbc (zone backhaul) -> 0024:d7c0:0308 (zone access)  2012-11-21 13:31:16 debug [fe]: send mac-session (id 21) 000c:2940:6dbc (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout -820905436 ms  2012-11-21 13:31:16 debug [fe]: send ip-session (id 3) 10.155.30.28/59822 <-> 10.155.33.6/3389, proto 6 qos 2, mac-sess dir (reverse) flag 0x0  2012-11-21 13:31:16 debug [fe]: send ip session from sync 10.155.30.28/59822 <-> 10.155.33.6/3389, 6, mac sess dir (reverse)  2012-11-21 13:31:16 debug [fe]: send mac sess 0024:d7c0:0308 (zone access) -> 80f6:2e3e:9005 (zone backhaul)  2012-11-21 13:31:16 debug [fe]: send mac-session (id 20) 0024:d7c0:0308 (zone access) <-> 80f6:2e3e:9005 (zone backhaul), ageout -917650908 ms  2012-11-21 13:31:16 debug [fe]: send ip-session (id 1) 10.155.33.6/4112 -> 224.0.0.252/4112, proto 2 qos 2, mac-sess dir (reverse) flag 0x0  2012-11-21 13:31:16 debug [fe]: send ip session from sync 10.155.33.6/4112 -> 224.0.0.252/4112, 2, mac sess dir (reverse)  2012-11-21 13:31:16 debug [fe]: send ip-session (id 2) 10.155.33.6/8235 <-> 10.155.33.255/8235, proto 17 qos 2, mac-sess dir (reverse) flag 0x0  2012-11-21 13:31:16 debug [fe]: send ip session from sync 10.155.33.6/8235 <-> 10.155.33.255/8235, 17, mac sess dir (reverse)  2012-11-21 13:31:16 debug [fe]: send mac sess ffff:ffff:ffff (zone backhaul) -> 0024:d7c0:0308 (zone access)  2012-11-21 13:31:16 debug [fe]: send mac-session (id 17) ffff:ffff:ffff (zone backhaul) <-> 0024:d7c0:0308 (zone access), ageout -710487192 ms  2012-11-21 13:31:16 debug [fe]: send sess sync msg, instance 1 mac 0024:d7c0:0308  2012-11-21 13:31:16 debug [fe]: fe get sync session  Show log buffer at AP1:  2012-11-21 13:31:16 debug kernel: [fe]: created ip session from sync 10.155.33.6/50529 <-> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x4220  2012-11-21 13:31:16 debug kernel: [fe]: create new IP session, id [6] ageout 1800 sec, alg n/a flags 0x220  2012-11-21 13:31:16 debug kernel: [fe]: l7fw ingress aclgrp cdc57400 acl cd5e8480 fwst 0 rc 1  2012-11-21 13:31:16 debug kernel: [fe]: permitted by ACL  2012-11-21 13:31:16 debug kernel: [fe]: ACL: matched upid [1] dir [ingress (from-air)] group [L7Verify] id [2] [permit] mirror [no]  2012-11-21 13:31:16 debug kernel: [fe]: doing from-air IP ACL filter for upid 1  2012-11-21 13:31:16 debug kernel: [fe]: doing IP filter check: mr\_flag 0xa1210 mr\_acl 0x0/0x0 mf\_flg 0x25000 mf\_acl 0x0/0x0  2012-11-21 13:31:16 debug kernel: [fe]: no IP sess found  2012-11-21 13:31:16 debug kernel: [fe]: receive ip session from sync 10.155.33.6/50529 -> 10.155.33.189/21, 6, mac sess dir (reverse) flag 0x0  2012-11-21 13:31:16 debug kernel: [fe]: QoS: first pkt L2 session (eth0->wifi1.1) upid=1 src=0(0) dst=1  2012-11-21 13:31:16 debug kernel: [fe]: mac session(id 42) 000c:2940:6dbc->0024:d7c0:0308, flags 0xa1210/0x25000, nf->acl 0x0/0x0 nr->acl 0x0/0x0  IP session at AP1:  Id:6; Ageout:1796493; Flags:0x4220; QOS:2; L7 ID:65535; Up: 0 min 3 sec; InPol:L7Verify/2;  10.155.33.6/50529 -> 10.155.33.189/21; Proto 6; Flg:0x102; Pkts:0 Bytes:0 Parent-MAC-Sess: 42  10.155.33.189/21 -> 10.155.33.6/50529; Proto 6; Flg:0x0; Pkts:0 Bytes:0 | | |
| Test Result |  | | |
| Comment | Two APs should create IP sessions during roaming. | | |

### Interface Application Reporting Test

#### ApplicationReporting\_Function\_01

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_01 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP access wifi0.x. (Auto Mode) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and only bind it with AP’s sub-interface wifi0.x, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable application ICMP for reporting.   CLI: application reporting app-id 285 enable   * + 1. Laptop1 launch ICMP ping.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify ICMP session and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly.     3. Set application reporting mode as “disable” globally at AP.     4. Clear previous http session at AP, and then launch ICMP again at laptop1.     5. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify ICMP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1's MAC | | AppType | ICMP App ID | | IntName4Client | AP wifi0.x | | PeerIntName | AP backhaul eth | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   For other applications which are not enabled for reporting, HiveOS report them as Unknown to HM.  Syslog:  Show log buffer  Dec 04 16:32:01 10.155.33.4 l7d: High resolution timer expired, start to report  Dec 04 16:32:01 10.155.33.4 l7d: A new report start: from 29 to 31, span 3  Dec 04 16:32:01 10.155.33.4 l7d: A new report file created: "08EA440EE4000423.hpr"  Dec 04 16:32:01 10.155.33.4 l7d: [rpt\_basic]: Entry: cmac 3619685128 app 285 if 1 pif 0 pt 0 ts 1354609741 size 180 app-size 3 dn-pkt 179 dn-byte 10740 up-pkt 181 up-byte 10916  Dec 04 16:32:01 10.155.33.4 l7d: A MAC entry block by app-id filter: 618  Dec 04 16:32:01 10.155.33.4 l7d: A MAC entry block by app-id filter: 365  Dec 04 16:32:01 10.155.33.4 l7d: A MAC entry block by app-id filter: 275  Dec 04 16:32:01 10.155.33.4 l7d: [rpt\_basic]: Entry: cmac 3619685128 app 0 if 1 pif 0 pt 0 ts 1354609741 size 180 app-size 3 dn-pkt 132 dn-byte 143547 up-pkt 123 up-byte 8933  Dec 04 16:32:01 10.155.33.4 l7d: Totally 47KB report files occupied  Dec 04 16:32:01 10.155.33.4 capwap: receive event application report notification capwap: eventid = 106: length = 42  Dec 04 16:32:01 10.155.33.4 capwap: CAPWAP: receive application report notification capwap event!, length:42  Dec 04 16:32:01 10.155.33.4 l7d: Send notification via capwap successfully  Dec 04 16:32:01 10.155.33.4 l7d: Receive AH\_KEVENT\_FE\_L7\_APP with 2 entries  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as AP access sub-interface wifi0.x. | | |
| Test Result |  | | |
| Comment | 1. Repeate test case for 3 times to verify wifi sub-interface: wifi0.1, wifi0.8 and wifi0.16.  2. HiveOS Dev will provide a test tool to covert HiveOS application reporting file, which will be retrieved by HM for application reporting statistics, to readable format. Check application reporting file to make sure AP and BR can classify application and report it to HM correctly.  3. Quotes from HiveOS Yufeng Wu mail:  We currently don't report filtered traffic (traffic belonging to applications that are not enabled by CLI) to HM, which is not correct. We need to report those as UNKNOWN to HM so that they can know the total amount of traffic going through the box. I have opened the bug 21618 and checked in a fix. | | |

#### ApplicationReporting\_Function\_02

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_02 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP access wifi1.x. (Auto Mode) | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and only bind it with AP’s sub-interface wifi1.x, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at AP.     6. Clear previous http session at AP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | AP wifi1.1 | | PeerIntName | AP backhaul eth | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as AP access sub-interface wifi0.x. | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: wifi1.1, wifi1.2 (set wifi1.1 as backhaul), wifi1.3 and wifi1.16. | | |

#### ApplicationReporting\_Function\_03

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_03 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1.2)MP(wifi1.1)---------(wifi1.1)AP(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for MP backhaul wifi1.1. (Auto Mode) | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth0 mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Create a SSID and bind it with MP wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if AP can classify and report application traffic, which goes through MP wifi1.1, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as MP backhaul wifi1.1.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. HiveOS does NOT generate application reporting file. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_04

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_04 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth0)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent backhaul eth0. (Auto Mode) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth0 as independent backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.   CLI:  no application identification shutdown  application reporting auto   * + 1. Enable application HTTP, TCP and IP for reporting.   CLI: application reporting app-id 275 enable   * + 1. Laptop1 accesses Internet web site via http session.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP backhaul eth0, with correct TLV field to HM correctly.     3. Set application reporting mode as “disable” globally at AP.   CLI: no application reporting auto   * + 1. Clear previous http session at AP, and then launch http session again at laptop1.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as AP backhaul eth0.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as AP backhaul eth0. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_05

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_05 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth1)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent backhaul eth1. (Auto Mode) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth1 as independent backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.   CLI:  no application identification shutdown  application reporting auto   * + 1. Enable application HTTP, TCP and IP for reporting.   CLI: application reporting app-id 275 enable   * + 1. Laptop1 accesses Internet web site via http session.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP backhaul eth1, with correct TLV field to HM correctly.     3. Set application reporting mode as “disable” globally at AP.   CLI: no application reporting auto   * + 1. Clear previous http session at AP, and then launch http session again at laptop1.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as AP backhaul eth1.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as AP backhaul eth1. | | |
| Test Result |  | | |
| Comment | In order to get test result immediately, can set application reporting interval as 60 seconds. | | |

#### ApplicationReporting\_Function\_06

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_06 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(agg0)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP aggregate backhaul agg0 (Auto Mode). | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  Bind AP eth0 and eth1 with an aggregate backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.   CLI:  no application identification shutdown  application reporting auto   * + 1. Enable application HTTP, TCP and IP for reporting.   CLI: application reporting app-id 275 enable   * + 1. Laptop1 accesses Internet web site via http session.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP aggregate backhaul agg0, with correct TLV field to HM correctly.     3. Set application reporting mode as “disable” globally at AP.   CLI: no application reporting auto   * + 1. Clear previous http session at AP, and then launch http session again at laptop1.     2. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as AP aggregate backhaul agg0.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as AP aggregate backhaul eth0. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_07

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_07 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(red0)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP redundant backhaul red0. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  Bind AP eth0 and eth1 with a redundant backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP redundant backhaul red0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at AP.     6. Clear previous http session at AP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as AP redundant backhaul red0.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. HiveOS doesn’t generate application reporting file. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_08

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_08 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(eth0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-802.1q eth0. (Auto Mode) | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth0 mode as independent bridge-802.1q  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application ICMP for reporting.     3. Laptop1 launches ICMP ping.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP eth0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | ICMP APP ID | | IntName4Client | MP eth0 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   For other applications which are not enabled for reporting, HiveOS report them as Unknown to HM.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. HiveOS does NOT generate application reporting file. | | |
| Test Result |  | | |
| Comment | In order to get test result immediately, can set application reporting interval as 60 seconds. | | |

#### ApplicationReporting\_Function\_09

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_09 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(eth1)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-802.1q eth1. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth1 mode as independent bridge-802.1q  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP eth1, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth1 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   For other applications which are not enabled for reporting, HiveOS report them as Unknown to HM.  "clientMac","appType","iniName4Client","peerIntName","passthrough","radioType","timeStamp","sampleSize","appSampleSize","downlinkPacketDelta","downlinkByteDelta","uplinkPacketDelta","uplinkByteDelta"  "D0:67:E5:34:EF:13","ICMP","eth1","wifi0.1","unknown",3,"06-12-12 05:45:01",60,1,26,1560,26,1560  "D0:67:E5:34:EF:13","Unknown","eth1","wifi0.1","unknown",3,"06-12-12 05:45:01",60,1,10,780,11,1244  AP330\_L7\_2#show log buffered | in 13:46:02  2012-12-06 13:46:02 debug l7d: Send notification via capwap successfully  2012-12-06 13:46:02 warn capwap: CAPWAP: discard event message (type:6213) because CAPWAP status is not RUN or event flag is not enable  2012-12-06 13:46:02 info capwap: CAPWAP: receive application report notification capwap event!, length:42  2012-12-06 13:46:02 info capwap: receive event application report notification capwap: eventid = 106: length = 42  2012-12-06 13:46:02 info l7d: Totally 20KB report files occupied  2012-12-06 13:46:02 debug l7d: [rpt\_basic]: Entry: cmac 19770EE440 app 0 if 3 pif 16 pt 0 ts 1354772701 size 60 app-size 1 dn-pkt 73 dn-byte 3832 up-pkt 106 up-byte 15700  2012-12-06 13:46:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-06 13:46:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-06 13:46:02 debug last message repeated 14 times  2012-12-06 13:46:02 debug l7d: A MAC entry block by app-id filter: 306  2012-12-06 13:46:02 debug l7d: [rpt\_basic]: Entry: cmac D067E534EF13 app 0 if 5 pif 16 pt 2 ts 1354772701 size 60 app-size 1 dn-pkt 10 dn-byte 780 up-pkt 11 up-byte 1244  2012-12-06 13:46:02 debug l7d: [rpt\_basic]: Entry: cmac D067E534EF13 app 285 if 5 pif 16 pt 2 ts 1354772701 size 60 app-size 1 dn-pkt 26 dn-byte 1560 up-pkt 26 up-byte 1560  2012-12-06 13:46:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-06 13:46:02 debug l7d: [rpt\_basic]: New MAC entry list with timestamp 1354772701, samplesize 60  2012-12-06 13:46:02 info l7d: A new report file created: "0019770EE4400180.hpr"  2012-12-06 13:46:02 debug l7d: A new report start: from 45:01 to 46:01, span 1  2012-12-06 13:46:02 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 1, span 1, lead\_tm 0, type 1  2012-12-06 13:46:02 debug l7d: High resolution timer expired, start to report  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. HiveOS does NOT generate application reporting file. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_10

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_10 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(agg0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP aggregate bridge-802.1q agg0. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with aggregate bridge-802.1q agg0  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP aggregate bridge-802.1q agg0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP agg0 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as MP agg0. | | |
| Test Result |  | | |
| Comment | Dec 10. 2012:  According to HiveOS Dev response, red0/agg0 as bridge-802.1q/bridge-access is not supported cunnently. | | |

#### ApplicationReporting\_Function\_11

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_11 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(red0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP redundant bridge-802.1q red0. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with redundant bridge-802.1q red0  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP redundant bridge-802.1q red0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP red0 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as MP red0. | | |
| Test Result |  | | |
| Comment | Dec 10. 2012:  According to HiveOS Dev response, red0/agg0 as bridge-802.1q/bridge-access is not supported cunnently. | | |

#### ApplicationReporting\_Function\_12

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_12 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-access eth0 (Auto Mode). | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth0 mode as independent bridge-access  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP independent bridge-access eth0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth0 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as MP eth0. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_13

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_13 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth1)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-access eth1. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth1 mode as independent bridge-access  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP bridge-access eth1, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth1 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as MP eth1. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_14

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_14 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(agg0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP aggregate bridge-access agg0. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with aggregate bridge-access agg0.  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP aggregate bridge-access agg0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP agg0 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as MP eth1. | | |
| Test Result |  | | |
| Comment | Dec 10. 2012:  According to HiveOS Dev response, red0/agg0 as bridge-802.1q/bridge-access is not supported cunnently. | | |

#### ApplicationReporting\_Function\_15

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_15 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(red0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP redundant bridge-access red0. (Auto Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with redundant bridge-access agg0.  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP redundant bridge-access red0, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at MP.     6. Clear previous http session at MP, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP red0 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as MP eth1. | | |
| Test Result |  | | |
| Comment | Dec 10. 2012:  According to HiveOS Dev response, red0/agg0 as bridge-802.1q/bridge-access is not supported cunnently. | | |

#### ApplicationReporting\_Function\_16

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_16 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0.x)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR access wifi0.x. (Auto Mode) | | |
| PlatformDependence | BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 mode as wan, and wifi0.x as access.  Create a SSID and bind it with BR sub-interface wifi0.x, which is set as access mode.  Laptop1 connects with SSID.  The Laptop1’s GW should be the one of BR mgt0.x. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify http session and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR.     6. Clear previous http session at BR, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR wifi0.x | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as BR access sub-interface wifi0.x. | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: wifi0.1, wifi0.2 (wifi0.1 as backhaul), wifi0.8 and wifi0.16. | | |

#### ApplicationReporting\_Function\_17

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_17 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1.x)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR access wifi1.x. (Auto Mode) | | |
| PlatformDependence | BR: BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 mode as wan, and wifi1.x as access.  Create a SSID and bind it with BR sub-interface wifi0.x, which is set as access mode.  Laptop1 connects with SSID.  The Laptop1’s GW should be the one of BR mgt0.x. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify http session and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR.     6. Clear previous http session at BR, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application repoting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR wifi1.x | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as BR access sub-interface wifi0.x. | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: wifi1.1, wifi1.2 (wifi1.1 as backhaul), wifi1.8 and wifi1.16. | | |

#### ApplicationReporting\_Function\_18

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_18 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1.2)MP(wifi1.1)---------(wifix.1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR backhaul wifix.1. (Auto Mode) | | |
| PlatformDependence | BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR and MP are managed by HM.  Set MP wifi1.1 and BR wifix.1 as backhaul. MP connects with BR via wifi1.1 backhaul interface.  Create a SSID and bind it with MP wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID to access Internet.  The Laptop1’s GW should be the one of BR mgt0.x. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR backhaul wifix.1, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR.     6. Clear previous http session at BR, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if AP can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as BR backhaul wifix.1.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. HiveOS does NOT generate application reporting file. | | |
| Test Result |  | | |
| Comment | For BR200-WP, only can set wifi0.1 as wifi backhaul interface.  For BRAP330 and BRAP350, can set wifi0.1 and wifi1.1 as wifi backhaul. | | |

#### ApplicationReporting\_Function\_19

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_19 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR bridge-802.1q ethx interface. (Auto Mode) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 as WAN mode, and eth1 as bridge-802.1q mode.  BR eth1 and SW trunk interface allow all vlans.  Laptop1 connects with Internet via SW.  Laptop1’s GW should be one of BR mgt0.x sub-interfaces. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR bridge-802.1q eth1, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR.     6. Clear previous http session at BR, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR eth1 | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as BR eth1. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_20

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_20 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR bridge-access ethx interface. (Auto Mode) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 as wan mode, and eth1 as bridge-access mode.  Laptop1 connects with Internet via BR.  Laptop1’s GW should be one of BR mgt0.x sub-interfaces. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR bridge-access eth1, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR.     6. Clear previous http session at BR, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR eth1 | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “IntName4Client” as BR eth1. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_21

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_21 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR subinterfaces mgt0.x. (Auto Mode) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 as wan mode, and eth1 as bridge-access mode.  Laptop1 connects with Internet via BR.  Laptop1’s GW should be one of BR mgt0.x sub-interfaces. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR mgt0.x, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR.     6. Clear previous http session at BR, and then launch http session again at laptop1.     7. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify HTTP session and report application traffic with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. No TLV with field “IntName4Client” as BR mgt0.x.  Step 5. Set application reporting mode as “disable” globally successfully.  Step 7. HiveOS does NOT generate application reporting file. | | |
| Test Result |  | | |
| Comment | **Repeate test case for 3 times to verify sub-interface: mgt0, mgt0.1 and mgt0.16.**  **Check functional requirement description.** | | |

#### ApplicationReporting\_Function\_22

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_22 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP access wifi0.x. (Enable Mode) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and only bind it with AP’s sub-interface wifi0.x, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify http session and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1's MAC | | AppType | HTTP APP ID | | IntName4Client | AP wifi0.x | | PeerIntName | AP backhaul eth | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Syslog:  Show log buffer  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: Entry: cmac 2477304AEB0 app 0 if 1 pif 0 pt 0 radio 1 ts 1355137261 size 60 app-size 1 dn-pkt 10 dn-byte 792 up-pkt 14 up-byte 1582  2012-12-10 19:02:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: Entry: cmac 2477304AEB0 app 285 if 1 pif 0 pt 0 radio 1 ts 1355137261 size 60 app-size 1 dn-pkt 29 dn-byte 1740 up-pkt 29 up-byte 1740  2012-12-10 19:02:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: Entry: cmac FFFFFFFFFFFF app 0 if 0 pif 1 pt 3 radio 3 ts 1355137261 size 60 app-size 1 dn-pkt 3 dn-byte 234 up-pkt 0 up-byte 0  2012-12-10 19:02:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: Entry: cmac 80711F32DF4B app 0 if 0 pif 0 pt 3 radio 3 ts 1355137261 size 60 app-size 1 dn-pkt 11 dn-byte 1891 up-pkt 0 up-byte 0  2012-12-10 19:02:02 debug last message repeated 5 times  2012-12-10 19:02:02 debug l7d: A MAC entry block by app-id filter: 306  2012-12-10 19:02:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: Entry: cmac 80F62E3E9005 app 0 if 0 pif 1 pt 3 radio 3 ts 1355137261 size 60 app-size 1 dn-pkt 11 dn-byte 1348 up-pkt 10 up-byte 792  2012-12-10 19:02:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: Entry: cmac 80F62E3E9005 app 285 if 0 pif 1 pt 3 radio 3 ts 1355137261 size 60 app-size 1 dn-pkt 29 dn-byte 1740 up-pkt 29 up-byte 1740  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: New GMT hour 11 min 1 sec 1 ts 1355137261 idx\_min 2 ts\_hour 11 ts\_min 1  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: New MAC entry list with timestamp 1355137261, samplesize 60  2012-12-10 19:02:02 info l7d: A new report file created: "08EA440EE4000024.hpr"  2012-12-10 19:02:02 debug l7d: A new report start: from 01:01 to 02:01, span 1  2012-12-10 19:02:02 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 1, span 1, lead\_tm 0, type 1  2012-12-10 19:02:02 debug l7d: High resolution timer expired, start to report | | |
| Test Result |  | | |
| Comment | 1. Repeate test case for 3 times to verify wifi sub-interface: wifi0.1, wifi0.8 and wifi0.16.  2. HiveOS Dev will provide a test tool to covert HiveOS application reporting file, which will be retrieved by HM for application reporting statistics, to readable format. Check application reporting file to make sure AP and BR can classify application and report it to HM correctly. | | |

#### ApplicationReporting\_Function\_23

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_23 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP access wifi1.x. (Enable Mode) | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and only bind it with AP’s sub-interface wifi1.x, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | AP wifi1.1 | | PeerIntName | AP backhaul eth | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: wifi1.1, wifi1.2 (set wifi1.1 as backhaul), wifi1.8 and wifi1.16. | | |

#### ApplicationReporting\_Function\_24

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_24 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1.2)MP(wifi1.1)---------(wifi1.1)AP(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for MP backhaul wifi1.1. (Enable Mode) | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth0 mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Create a SSID and bind it with MP wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if AP can classify and report application traffic, which goes through MP wifi1.1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1 GW MAC | | AppType | HTTP APP ID | | IntName4Client | MP wifi1.1 | | PeerIntName | MP wifi sub-interface | | PassThrough | 1 (yes) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_25

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_25 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth0)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent backhaul eth0. (Enable Mode) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth0 as independent backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP backhaul eth0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1's MAC | | AppType | HTTP APP ID | | IntName4Client | AP eth0 | | PeerIntName | AP wifi sub-interface | | PassThrough | 3 (backhaul) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_26

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_26 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth1)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent backhaul eth1. (Enable Mode) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth1 as independent backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP backhaul eth1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1 GW MAC | | AppType | HTTP APP ID | | IntName4Client | AP eth1 | | PeerIntName | AP wifi sub-interface | | PassThrough | 3 (backhaul) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_27

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_27 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(agg0)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP aggregate backhaul agg0 (Enable Mode). | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  Bind AP eth0 and eth1 with an aggregate backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP aggregate backhaul agg0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1 GW MAC | | AppType | HTTP APP ID | | IntName4Client | AP agg0 | | PeerIntName | AP wifi sub-interface | | PassThrough | 3 (backhaul) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_28

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_28 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(red0)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP redundant backhaul red0. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  Bind AP eth0 and eth1 with a redundant backhaul.  Create a SSID and bind it with AP’s wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can classify and report application traffic, which goes through AP redundant backhaul red0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1 GW MAC | | AppType | HTTP APP ID | | IntName4Client | AP red0 | | PeerIntName | AP wifi sub-interface | | PassThrough | 3 (backhaul) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_29

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_29 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(eth0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-802.1q eth0. (Enable Mode) | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth0 mode as independent bridge-802.1q  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP eth0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth0 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Syslog:  AP330\_L7\_2#show log buffered | in 13:51:02  2012-12-07 13:51:02 debug l7d: Send notification via capwap successfully  2012-12-07 13:51:02 info capwap: CAPWAP: receive application report notification capwap event!, length:42  2012-12-07 13:51:02 info capwap: receive event application report notification capwap: eventid = 106: length = 42  2012-12-07 13:51:02 info l7d: Totally 14KB report files occupied  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac 19770EE440 app 0 if 3 pif 16 pt 0 ts 1354859341 size 120 app-size 2 dn-pkt 186 dn-byte 9384 up-pkt 202 up-byte 33912  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-07 13:51:02 debug last message repeated 13 times  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 306  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac 19778C8200 app 0 if 16 pif 3 pt 3 ts 1354859341 size 120 app-size 2 dn-pkt 34 dn-byte 2506 up-pkt 22 up-byte 1834  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-07 13:51:02 debug last message repeated 13 times  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 306  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac D067E5437D2D app 0 if 16 pif 3 pt 3 ts 1354859341 size 120 app-size 2 dn-pkt 168 dn-byte 31406 up-pkt 164 up-byte 7550  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac D067E534EF13 app 0 if 5 pif 16 pt 0 ts 1354859341 size 120 app-size 2 dn-pkt 20 dn-byte 1560 up-pkt 22 up-byte 2488  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac D067E534EF13 app 285 if 5 pif 16 pt 0 ts 1354859341 size 120 app-size 1 dn-pkt 35 dn-byte 2100 up-pkt 35 up-byte 2100  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac 19778C8200 app 0 if 16 pif 5 pt 3 ts 1354859341 size 120 app-size 2 dn-pkt 22 dn-byte 2488 up-pkt 20 up-byte 1560  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: Entry: cmac 19778C8200 app 285 if 16 pif 5 pt 3 ts 1354859341 size 120 app-size 1 dn-pkt 35 dn-byte 2100 up-pkt 35 up-byte 2100  2012-12-07 13:51:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: New MAC entry list with timestamp 1354859341, samplesize 120  2012-12-07 13:51:02 info l7d: A new report file created: "0019770EE4400083.hpr"  2012-12-07 13:51:02 debug l7d: A new report start: from 49:01 to 51:01, span 2  2012-12-07 13:51:02 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 2, span 2, lead\_tm 0, type 1  2012-12-07 13:51:02 debug l7d: High resolution timer expired, start to report  2012-12-07 13:51:02 info ah\_cli: admin:<show log buffered > | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_30

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_30 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(eth1)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-802.1q eth1. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth1 mode as independent bridge-802.1q  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP eth1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth1 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_31

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_31 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(agg0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP aggregate bridge-802.1q agg0. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with aggregate bridge-802.1q agg0  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP aggregate bridge-802.1q agg0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP agg0 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | Dec 10. 2012:  According to HiveOS Dev response, red0/agg0 as bridge-802.1q/bridge-access is not supported cunnently. | | |

#### ApplicationReporting\_Function\_32

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_32 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(red0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP redundant bridge-802.1q red0. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with redundant bridge-802.1q red0  SW and MP allow all vlans.  Laptop1 connects with Internet via SW. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP redundant bridge-802.1q red0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP red0 | | PeerIntName | MP wii1.1 | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | In order to get correct test result: set reporting interval as 120s, and only send ping in 1 minute slot.  Dec 10. 2012:  According to HiveOS Dev response, red0/agg0 as bridge-802.1q/bridge-access is not supported cunnently. | | |

#### ApplicationReporting\_Function\_33

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_33 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-access eth0 (Enable Mode). | | |
| PlatformDependence | AP: AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth0 mode as independent bridge-access  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP independent bridge-access eth0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth0 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   AP330\_L7\_2#show log buffered | in 13:33:02  2012-12-07 13:33:02 debug l7d: Send notification via capwap successfully  2012-12-07 13:33:02 info capwap: CAPWAP: receive application report notification capwap event!, length:42  2012-12-07 13:33:02 info capwap: receive event application report notification capwap: eventid = 106: length = 42  2012-12-07 13:33:02 info l7d: Totally 13KB report files occupied  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: Entry: cmac 19770EE440 app 0 if 3 pif 16 pt 0 ts 1354858261 size 120 app-size 2 dn-pkt 168 dn-byte 8550 up-pkt 183 up-byte 30456  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-07 13:33:02 debug last message repeated 13 times  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 306  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: Entry: cmac 19778C8200 app 0 if 16 pif 3 pt 3 ts 1354858261 size 120 app-size 2 dn-pkt 56 dn-byte 4994 up-pkt 42 up-byte 3394  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: Entry: cmac 19778C8200 app 285 if 16 pif 3 pt 3 ts 1354858261 size 120 app-size 1 dn-pkt 28 dn-byte 1680 up-pkt 28 up-byte 1680  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 645  2012-12-07 13:33:02 debug last message repeated 13 times  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 306  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: Entry: cmac D067E5437D2D app 0 if 16 pif 3 pt 3 ts 1354858261 size 120 app-size 2 dn-pkt 149 dn-byte 27950 up-pkt 146 up-byte 6716  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: Entry: cmac D067E534EF13 app 0 if 3 pif 16 pt 0 ts 1354858261 size 120 app-size 2 dn-pkt 20 dn-byte 1560 up-pkt 22 up-byte 2488  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: Entry: cmac D067E534EF13 app 285 if 3 pif 16 pt 0 ts 1354858261 size 120 app-size 1 dn-pkt 28 dn-byte 1680 up-pkt 28 up-byte 1680  2012-12-07 13:33:02 debug l7d: A MAC entry block by app-id filter: 618  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: New MAC entry list with timestamp 1354858261, samplesize 120  2012-12-07 13:33:02 info l7d: A new report file created: "0019770EE4400074.hpr"  2012-12-07 13:33:02 debug l7d: A new report start: from 31:01 to 33:01, span 2  2012-12-07 13:33:02 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 2, span 2, lead\_tm 0, type 1  2012-12-07 13:33:02 debug l7d: High resolution timer expired, start to report | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_34

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_34 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth1)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP independent bridge-access eth1. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Set MP eth1 mode as independent bridge-access  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP bridge-access eth1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP eth1 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_35

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_35 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(agg0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP aggregate bridge-access agg0. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with aggregate bridge-access agg0.  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP aggregate bridge-access agg0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP agg0 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_36

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_36 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(red0)MP(wifi1.1)--------(wifi1.1)AP(eth)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for AP redundant bridge-access red0. (Enable Mode) | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP/AP wifi1.1 and AP eth interface mode as backhaul. MP connects with AP via wifi1.1 backhaul interface.  Bind MP eth0 and eth1 with redundant bridge-access agg0.  Laptop1 connects with Internet via MP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at MP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in MP reporting file. Check if MP can classify and report application traffic, which goes through MP redundant bridge-access red0, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | MP red0 | | PeerIntName | MP wii1.1 | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_37

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_37 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0.x)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR access wifi0.x. (Enable Mode) | | |
| PlatformDependence | BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 mode as wan, and wifi0.x as access.  Create a SSID and bind it with BR sub-interface wifi0.x, which is set as access mode.  Laptop1 connects with SSID.  The Laptop1’s GW should be the one of BR mgt0.x. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify http session and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR wifi0.x | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: wifi0.1, wifi0.2 (wifi0.1 as backhaul), wifi0.8 and wifi0.16. | | |

#### ApplicationReporting\_Function\_38

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_38 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1.x)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR access wifi1.x. (Enable Mode) | | |
| PlatformDependence | BR: BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 mode as wan, and wifi1.x as access.  Create a SSID and bind it with BR sub-interface wifi0.x, which is set as access mode.  Laptop1 connects with SSID.  The Laptop1’s GW should be the one of BR mgt0.x. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify http session and report application traffic, which goes through wifi access sub-interface binding with SSID, with correct TLV field to HM correctly.     5. Set application reporting mode as “disable” globally at BR. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application repoting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR wifi1.x | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: wifi1.1, wifi1.2 (wifi1.1 as backhaul), wifi1.8 and wifi1.16. | | |

#### ApplicationReporting\_Function\_39

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_39 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi1.2)MP(wifi1.1)---------(wifix.1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR backhaul wifix.1. (Enable Mode) | | |
| PlatformDependence | BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR and MP are managed by HM.  Set MP wifi1.1 and BR wifix.1 as backhaul. MP connects with BR via wifi1.1 backhaul interface.  Create a SSID and bind it with MP wifi sub-interface, which is set as access mode.  Laptop1 connects with SSID to access Internet.  The Laptop1’s GW should be the one of BR mgt0.x. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at AP.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR backhaul wifix.1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR wifix.1 | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 1 (yes) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | For BR200-WP, only can set wifi0.1 as wifi backhaul interface.  For BRAP330 and BRAP350, can set wifi0.1 and wifi1.1 as wifi backhaul. | | |

#### ApplicationReporting\_Function\_40

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_40 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_SW(trunk)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR bridge-802.1q ethx interface. (Enable Mode) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 as WAN mode, and eth1 as bridge-802.1q mode.  BR eth1 and SW trunk interface allow all vlans.  Laptop1 connects with Internet via SW.  Laptop1’s GW should be one of BR mgt0.x sub-interfaces. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR bridge-802.1q eth1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 10. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR eth1 | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 2 (unknown) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_41

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_41 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR bridge-access ethx interface. (Enable Mode) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 as wan mode, and eth1 as bridge-access mode.  Laptop1 connects with Internet via BR.  Laptop1’s GW should be one of BR mgt0.x sub-interfaces. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR bridge-access eth1, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application reporting file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | HTTP APP ID | | IntName4Client | BR eth1 | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_42

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_42 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_SW\_\_\_\_\_HM  |  |  Internet | | |
| Description | The application reporting verification for BR subinterfaces mgt0.x. (Enable Mode) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth0 as wan mode, and eth1 as bridge-access mode.  Laptop1 connects with Internet via BR.  Laptop1’s GW should be one of BR mgt0.x sub-interfaces. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “enable” globally at BR.     2. Enable application HTTP, TCP and IP for reporting.     3. Laptop1 accesses Internet web site via http session.     4. Making use of test tool provided by Dev, search corresponding TLV in BR reporting file. Check if BR can classify and report application traffic, which goes through BR mgt0.x, with correct TLV field to HM correctly. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode as “enable” globally successfully.  Step 2. Enable application HTTP, TCP and IP for reporting successfully.  Step 4. Check TLV fields in application file:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | BR mgt0.x MAC | | AppType | HTTP APP ID | | IntName4Client | BR mgt0.x | | PeerIntName | BR eth1 | | PassThrough | 3 (backhaul) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | Repeate test case for 3 times to verify wifi sub-interface: mgt0.1, mgt0.8 and mgt0.16. | | |

### Application Reporting Accuracy Test

#### ApplicationReporting\_Function\_43

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_43 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  FTP Server | | |
| Description | The application reporting accuracy verification for applications which have a “Monitored” state. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP is managed by HM.  Set AP eth0 as backhaul mode.  Create a SSID and bind it with AP’s wifi interface wifi0.x or wifi1.x.  Laptop1 connects with Internet via AP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. ~~Keep default settings of application reporting for every individual interface at AP~~     3. Enable application FTP, TCP and IP for reporting.     4. Launch FTP file download at laptop1.     5. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can report number of application packet and byte correctly to HM. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is “auto”.  Step 3. Enable application FTP, TCP and IP for reporting successfully.  Step 5. Check TLV fields: ClientMAC, AppType, TimeStamp, SampleSize, AppSampleSize, DownLinkPacketDelta, DownLinkByteDelta, UpLinkPacketDelta, UpLinkByteDelta   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | AP wifi sub-interface’s MAC | | AppType | FTP APP ID | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   Based on Test result, there are 2 IP sessions for FTP control and FTP data respectively, so it includes 2 reporting entry in reporting files:  "clientMac","appType","iniName4Client","peerIntName","passthrough","radioType","timeStamp","sampleSize","appSampleSize","downlinkPacketDelta","downlinkByteDelta","uplinkPacketDelta","uplinkByteDelta"  "24:77:03:04:AE:B0","FTP Control","wifi0.1","eth0","no",1,"05-12-12 08:59:01",180,3,29,2085,40,1800  "24:77:03:04:AE:B0","FTP Data","wifi0.1","eth0","no",1,"05-12-12 08:59:01",180,1,206,215326,114,4788, | | |
| Test Result |  | | |
| Comment | For some applications like FTP, there is a middle state, “Monitored”, before it can be classified.  These applications include more than 1 ip-session. Make sure HiveOS reports right value of application reporting TLV fields to HM. | | |

#### ApplicationReporting\_Function\_44

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_44 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  FTP Server1 and FTP server2 | | |
| Description | Verify HiveOS can summary data for same kind of application into same one application reporting TLV. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP is managed by HM.  Set AP eth0 as backhaul mode.  Create a SSID and bind it with AP’s wifi interface wifi0.x or wifi1.x.  Laptop1 connects with Internet via AP. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Keep default settings of application reporting for every individual interface at AP     3. Enable application FTP, TCP and IP for reporting.     4. Launch FTP file download from FTP server1 and server2.     5. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can report number of application packet and byte correctly to HM. | | |
| Expect result | Step 1. Turn on L7 engine and set application reporting mode globally successfully.  Step 2. The default mode of application reporting at interfaces is “auto”.  Step 3. Enable application FTP, TCP and IP for reporting successfully.  Step 5. Check TLV fields: ClientMAC, AppType, TimeStamp, SampleSize, AppSampleSize, DownLinkPacketDelta, DownLinkByteDelta, UpLinkPacketDelta, UpLinkByteDelta   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | AP wifi sub-interface’s MAC | | AppType | FTP APP ID | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_45

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_45 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | The application reporting accuracy verification at maximum interface data rate. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP is managed by HM.  Set AP eth0 mode as backhaul and eth1 as bridge-access.  IXIA connects with AP eth0. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Keep default settings of application reporting for every individual interface at AP     3. Enable application FTP, TCP and IP for reporting.     4. IXIA simulates FTP server and client.     5. Launch FTP file download at data rate 1Gbps for 5 minute.     6. Making use of test tool provided by Dev, search corresponding TLV in AP reporting file. Check if AP can report number of application packet and byte correctly to HM. | | |
| Expect result | Step 6. Check TLV fields: ClientMAC, AppType, TimeStamp, SampleSize, AppSampleSize, DownLinkPacketDelta, DownLinkByteDelta, UpLinkPacketDelta, UpLinkByteDelta   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | IXIA MAC1 as FTP Client | | AppType | FTP APP ID | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | Sample size in seconds (multiple of 60 seconds interval) | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | AP320/340 base on 64bit for Packet/Byte record, other platforms base on 32bit.  HiveOS gets delta packet/byte number from kernel every minute, the max number is 4294967296. | | |

#### ApplicationReporting\_Function\_46

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_46 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify HiveOS device layered application reporting. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. ~~Keep default settings of application reporting for every individual interface at AP and BR~~     3. Enable application FTP, TCP and IP for reporting with CSV format.     4. Connect FTP server from Laptop1.     5. Check if AP can classify FTP and report it as FTP to HM correctly.     6. Check if BR can classify FTP and report it as FTP to HM correctly.     7. Clear FTP session, and then disable application FTP for reporting.     8. Launch FTP session again, check if AP and BR can classify this session and report it as TCP to HM correctly.     9. Clear FTPsession again, and then disable application TCP for reporting.     10. Launch FTP session again, check if AP and BR can classify this session and report it as IP to HM correctly.     11. Clear FTPsession again, and then disable application IP for reporting.     12. Launch FTP session again. | | |
| Expect result | Step 3. Enable application for reporting with CSV format successfully.  Step 5. AP can classify YouTube and report it as YouTube to HM correctly.  Step 6. BR can classify YouTube and report it as YouTube to HM correctly.  Step 8. AP and BR can classify session and report it as HTTP to HM correctly.  Step 10. AP and BR can classify session and report it as TCP to HM correctly.  Step 12 AP and BR can classify session and report it as IP to HM correctly.  Step 14. AP and BR can does NOT report application to HM. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_47

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_47 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Check HiveOS device reports layered application correctly. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Keep default settings of application reporting for every individual interface at AP and BR     3. Enable application YouTube, and disable application HTTP, TCP and IP for reporting.     4. Launch YouTube session, check if AP and BR can classify YouTube and report it to HM correctly. | | |
| Expect result | Step 4. AP and BR can classify session as YouTube and report it to HM correctly. | | |
| Test Result |  | | |
| Comment | In order to simplify test case, replace YouTube with FTP. | | |

#### ApplicationReporting\_Function\_58

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_58 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or  Laptop1-----(ethx)BR(WAN)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify accuracy of HiveOS hourly application report. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID or with BR’s ethx. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Enable application ICMP for reporting.     3. Launch ICMP session at laptop1, capture live traffic for more than 1 hour.     4. After 1 hour, check HiveOS hourly application reporting file. | | |
| Expect result | Step 4. The data in AP/BR HiveOS hourly application reporting file should be consistent with captured live traffic.  For AP:   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1's MAC | | AppType | ICMP App ID | | IntName4Client | AP wifix | | PeerIntName | AP backhaul eth | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | 3600 | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report |   For BR   |  |  | | --- | --- | | TLV Filed | Expected Value | | ClientMAC | Laptop1’s MAC | | AppType | ICMP APP ID | | IntName4Client | BR ethx | | PeerIntName | Interface as Laptop1’s GW | | PassThrough | 0 (no) | | TimeStamp | Precision in seconds (epoch time) | | SampleSize | 3600 | | AppSampleSize | Number of 60 second intervals that have "app" traffic in this sample period | | DownLinkPacketDelta | Number of packets transmitted to client since last report | | DownLinkByteDelta | Number of bytes transmitted to client since last report | | UpLinkPacketDelta | Number of packets received from client since last report | | UpLinkByteDelta | Number of bytes received from client since last report | | | |
| Test Result |  | | |
| Comment | The accuracy of minutely report verification has been covered by other cases.  During previous L7 application function test, miss hourly application report accuracy verification. | | |

#### ApplicationReporting\_Function\_59

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_59 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or  Laptop1-----(ethx)BR(WAN)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify accuracy of CLI "show application reporting app-stats" minutely output. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID or with BR’s ethx. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Enable application ICMP for reporting.     3. Execute CLI “Clear application reporting app-stats” to clear previous stats data.     4. Launch ICMP session at laptop1, capture live traffic within 1 minute.     5. After 1 minute, check output of “show application reporting app-stats”.     6. Does not clear application reporting app-stats, repeat step 4 and 5 again. Check output of “sholw application reporting app-stats” is consistent with live captured traffic of 2 minutes. | | |
| Expect result | Step 5.The output of “show application reporting app-stats” should be consistent with live captured traffic of 1 minute.  Step 6. The output of “show application reporting app-stats” should be consistent with live captured traffic of 2 minutes. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_60

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_60 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or  Laptop1-----(ethx)BR(WAN)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify accuracy of CLI "show application reporting app-stats" hourly output. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID or with BR’s ethx. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. Enable application ICMP for reporting.     3. Save config and reboot HiveOS device to clear previous stats data.     4. Launch ICMP session at laptop1, capture live traffic within 1 hour.     5. After 1 hour, check output of “show application reporting app-stats”.     6. Does not clear application reporting app-stats, repeat step 4 and 5 again. Check output of “sholw application reporting app-stats” is consistent with live captured traffic of 2 hours. | | |
| Expect result | Step 5.The output of “show application reporting app-stats” should be consistent with live captured traffic of 1 hour or hourly application reporting file.  Step 6. The output of “show application reporting app-stats” should be consistent with live captured traffic of 2 hours or hourly application reporting file. | | |
| Test Result |  | | |
| Comment |  | | |

### Collection-interval and report-interval Test

#### ApplicationReporting\_Function\_48

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_48 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify background application reporting collection interval and report interval | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 and laptop2 connect with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.   CLI: application reporting auto   1. ~~Keep default settings of application reporting for every individual interface at AP and BR~~ 2. Enable application for reporting and lauch this application.   CLI: application reporting app-id 285 enable   1. Keep AP and BR power on for more than 2 hour after enable application for reporting. 2. Login AP and BR shell, check application reporting file at “/tmp/L7\_report”. | | |
| Expect result | Step 5. The 1st background application reporting file is for the 1st complete hour after it is powered on. And it indicates background application reporting collection interval and report interval are 3600s. | | |
| Test Result |  | | |
| Comment | * + 1. From 1 hour data, the actual time range of traffic is from 00:59:00 to 01:59:00, since HiveOS reports previous 1 hour data at around 01:59:02. In order to be easy to understand, still asume data cover from 01:00:00 to 02:00:00. It is the same for finer granularity reporting.     2. Application reporting file only records complete time period. For example, it only records data from 00:00:00 to 01:00:00 instead of 00:10:00 to 01:10:00, which misses 10 minutes from a complete hour. HiveOS will ignore record the data of incomplete time slot.     3. Since 6.1r1, HiveOS makes enhancement that HiveOS genereates reports at integral point, like 01:00:00 instead of 00:59:00. | | |

#### ApplicationReporting\_Function\_49

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_49 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify enable fine granularity of collection interval and report interval when AP or BR already has had application reporting data for more than 1 hour. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR. 2. ~~Keep default settings of background application reporting for every individual interface at AP and BR~~ 3. Enable applications for reporting. 4. Launch application at laptop1. 5. After enable applications for reporting for more than 1 hour, set finer granularity of collection interval and report interval less than the default setting.   For example, set both collection interval and report interval as 10 minutes.   1. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. 2. Keep AP or BR power on for more than 1 report interval. 3. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. 4. Keep AP or BR power on for more than 1 hour 5. Check background application reporting still works as common, and finer granularity reporting doesn’t intrupt background reporting. | | |
| Expect result | Step 5. Set collection interval and report interval successfully.  Step 6. AP or BR reports previous 1 hour data with finer granularity.  2012-12-11 16:46:17 info l7d: A new report file created: "08EA440EE4000082.hpr"  2012-12-11 16:46:17 debug l7d: A new report start: from 46:01 to 46:01, span 60  2012-12-11 16:46:17 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 1, span 60, lead\_tm 0, type 1  2012-12-11 16:46:17 debug l7d: Start an immediate report (high resolution) ending at 46 min for the past hour  2012-12-11 16:46:17 debug l7d: L7D set timer for high resolution to 47 min, 46 second remain  2012-12-11 16:46:17 info l7d: Start timers in period CLI (112)  2012-12-11 16:46:17 info ah\_cli: admin:<application reporting collection-period 60 report-period 60>  Step 8. AP or BR report data with finer granularity on the new report interval.  Show log buffer:  Step 10. The background reporting and finer granularity reporting co-exists, no disturbance between each other. | | |
| Test Result |  | | |
| Comment | Explaination for step 6:  For example:   1. If HiveOS stores previous 1 hour data from 00:12:00 to 01:12:00.   Issue “application reporting collection-period 600 report-period 600” at 01:12:00.  At step 6. HiveOS only reports data from 00:20:00 to 01:10:00, and ignore data from 00:12:00 to 00:20:00. The data from 01:10:00 to 01:12:00 will be reported next time.   1. This case verifies the 1st time of finer granularity reporting enabling. In order to verify another common scenario that disable finer granularity reporting and enable it again as following:   After step 10, disable finer granularity reporting, and repeat test case step 4 to 10.  Confirm with HiveOS Dev, these 2 scenarios apply the same code. If time and resource limitation, can only verify one of 2 sceanrios.  No GUI option at HM to set collection-period, it sets collection-period as 60s by default. | | |

#### ApplicationReporting\_Function\_50

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_50 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify enable fine granularity of collection interval and report interval when AP or BR already has had application reporting data for less than 1 hour. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR. 2. ~~Keep default settings of background application reporting for every individual interface at AP and BR~~ 3. Enable applications for reporting. 4. Launch application at laptop1. 5. After enable applications for reporting for less than 1 hour, set finer granularity of collection interval and report interval than the default setting.   For example, set both collection interval and report interval as 10 minutes.   1. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. 2. Keep AP or BR power on for more than 1 report interval. 3. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. 4. Keep AP or BR power on for more than 1 hour 5. Check background application reporting still works as common, and finer granularity reporting doesn’t intrupt background reporting. | | |
| Expect result | Step 5. Set collection interval and report interval successfully.  Step 6. AP or BR reports previous data with finer granularity. The reporting content is from time point when enable applications for reporting.  Show log buffer:  2012-12-12 09:55:44 debug l7d: [rpt\_basic]: New MAC entry list with timestamp 1355276821, samplesize 120  2012-12-12 09:55:44 info l7d: A new report file created: "08EA440EE4000000.hpr"  2012-12-12 09:55:44 debug l7d: A new report start: from 47:01 to 55:01, span 8  2012-12-12 09:55:44 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 2, span 60, lead\_tm 0, type 1  2012-12-12 09:55:44 debug l7d: Start an immediate report (high resolution) ending at 55 min for the past hour  2012-12-12 09:55:44 debug l7d: L7D set timer for high resolution to 57 min, 79 second remain  2012-12-12 09:55:44 info l7d: Start timers in period CLI (112)  2012-12-12 09:55:44 info ah\_cli: admin:<application reporting collection-period 120 report-period 120>  Step 8. AP or BR report data with finer granularity on the new report interval.  Show log buffer  2012-12-12 09:57:02 debug l7d: [rpt\_basic]: New MAC entry list with timestamp 1355277301, samplesize 120  2012-12-12 09:57:02 info l7d: A new report file created: "08EA440EE4000001.hpr"  2012-12-12 09:57:02 debug l7d: A new report start: from 55:01 to 57:01, span 2  2012-12-12 09:57:02 debug l7d: [rpt\_basic]: On reporting thread: c\_intv 2, span 2, lead\_tm 0, type 1  2012-12-12 09:57:02 debug l7d: High resolution timer expired, start to report  Step 10. The background reporting and finer granularity reporting co-exists, no disturbance between each other.  Step 8. HiveOS reports application data of past 1 reporting interval. | | |
| Test Result |  | | |
| Comment | This case verifies the 1st time of finer granularity reporting enabling. In order to verify more common scenario that disable finer granularity reporting and enable it again as following:  After step 10, disable finer granularity reporting, and repeat test case step 4 to 10.  Confirm with HiveOS Dev, these 2 scenarios apply the same code. If time and resource limitation, can only verify one of 2 sceanrios. | | |

#### ApplicationReporting\_Function\_51

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_51 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify collection period and report interval setting and function. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR. 2. ~~Keep default settings of background application reporting for every individual interface at AP and BR~~ 3. Enable applications for reporting. 4. Launch application at laptop1. 5. Set the minimum value for both collection interval and report interval. It should be 60s. 6. Keep AP or BR power on for more than 5 minutes. 7. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. 8. Set a middle value, like 600s, for both collection interval and report interval. 9. Keep AP or BR power on for more than 20 minutes. 10. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. 11. Set the maximum value for both collection interval and report interval. It should be 3600s. 12. Keep AP or BR power on for more than 1 hour. 13. Check the finer granularity reporting has been disabled after setting maximum value for collection and report interval. And background reporting works as common. | | |
| Expect result | Step 5. Set mimimum value for both collection interval and report interval successfully.  Step 7. HiveOS reports application with finer granularity as setting.  Step 8. Set middle value for both collection interval and report interval successfully.  Step 10. HiveOS reports application with finer granularity as setting.  Step 11. Set maximum value for both collection interval and report interval successfully.  Step 13. The finer granularity reporting has been disabled after setting maximum value for collection and report interval. And background reporting works as common. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_52

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_52 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Currently, HM only supports setting same value for collection interval and report interval.  Design this case for verify setting different value for collection interval and report interval. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR. 2. Keep default settings of background application reporting for every individual interface at AP and BR 3. Enable applications for reporting. 4. Launch application at laptop1. 5. Set the different value for both collection interval and report interval.   For example, set collection interval as 300s and report interval as 600s.   1. Keep AP or BR power on for more than 20 minutes. 2. Login AP or BR shell, check application reporting file at “/tmp/L7\_report”. | | |
| Expect result | Step 5. Set collection interval and report interval successfully.  Step 7. HiveOS reports application with finer granularity as setting. | | |
| Test Result |  | | |
| Comment | Currently, HM only support setting same value for collection interval and report interval. | | |

#### ApplicationReporting\_Function\_53

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_53 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify HiveOS will delete obsolete application reporting files when the size of them achieves maximum limitation. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR. 2. Keep default settings of background application reporting for every individual interface at AP and BR 3. Enable applications for reporting. 4. Launch a large number of applications at laptop1. 5. Keep AP or BR power on for long time to generate large size of application reporting file. 6. Login AP or BR shell and enter file directory “/tmp/L7\_report”. Check HiveOS action when the size of application reporting files is achieve 2M. | | |
| Expect result | Step 6. HiveOS will delete old application reporting files. After file delete, the size of directory is close to 1M. If delete one more file, the size of directory would be less than 1 M. | | |
| Test Result | application reporting max-report-space [numbers] safety-report-space [numbers]  AP330-L7:/tmp/l7\_report$ ll  drwxrwxrwx 2 root root 140 Jan 17 18:11 ./  drwxrwxrwt 22 root root 900 Jan 17 18:11 ../  -rw-r----- 1 root root 460 Jan 17 18:07 08EA440EE4000391.hpr  -rw-r----- 1 root root 414 Jan 17 18:08 08EA440EE4000392.hpr  -rw-r----- 1 root root 414 Jan 17 18:09 08EA440EE4000393.hpr  -rw-r----- 1 root root 368 Jan 17 18:10 08EA440EE4000394.hpr  -rw-r----- 1 root root 414 Jan 17 18:11 08EA440EE4000395.hpr  AP330-L7:/tmp/l7\_report$ ll  drwxrwxrwx 2 root root 100 Jan 17 18:12 ./  drwxrwxrwt 22 root root 900 Jan 17 18:12 ../  -rw-r----- 1 root root 368 Jan 17 18:10 08EA440EE4000394.hpr  -rw-r----- 1 root root 414 Jan 17 18:11 08EA440EE4000395.hpr  -rw-r----- 1 root root 368 Jan 17 18:12 08EA440EE4000396.hpr  AP330-L7:/tmp/l7\_report$ exit  Welcome back to CLI console!  AP330-L7#show application reporting report-space  max-report-space: 2KB  safety-report-space: 1KB | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_56

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_56 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or Laptop1-----(ethx)BR(WAN)\_\_\_\_\_\_Switch\_\_\_\_\_HM |  |  Internet | | |
| Description | Verify HiveOS can generate correct hourly report after time drifting. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID or with BR’s ethx. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP/BR. 2. Enable applications for reporting. 3. Launch application at laptop1 for 30 minutes since 01:00. 4. Change HiveOS local time to 02:40 5. After more than 20 minutes, HiveOS local time should pass 03:00. Login AP/BR shell, check application reporting file at “/tmp/L7\_report”. 6. After more than 1 reporting interval, check application reporting file accuracy after time change. | | |
| Expect result | Step 5. HiveOS application reporting file covers following data:  00:50-01:30 and 02:40-03:00.  And the timestamp should be 02:00  Step 6. After time drifting, HiveOS should report application data correctly. | | |
| Test Result |  | | |
| Comment | HiveOS 6.0r2 makes enhancement to overcome time drifting issue, add this case to verify HiveOS enhancement. | | |

#### ApplicationReporting\_Function\_57

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_57 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or  Laptop1-----(ethx)BR(WAN)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify HiveOS can generate correct minutely report after time drifting. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID or with BR’s ethx. | | |
| Test procedure | 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP/BR. 2. Enable applications for reporting. 3. Set both collection interval as 1 minute and reporting interval as 10 minutes. 4. Launch application at laptop1 for 3 minutes since 00:10. 5. Change HiveOS local time to 01:29. 6. After more than 1 minute, HiveOS local time should pass 01:30. Login AP/BR shell, check application reporting file at “/tmp/L7\_report”. 7. After more than 1 reporting interval, check application reporting file accuracy after time change. | | |
| Expect result | Step 5. HiveOS application reporting file covers following data:  00:04-00:13 and 01:29-01:30.  And the timestamp should be 01:20  Step 7. After time drifting, HiveOS should report application data correctly. | | |
| Test Result |  | | |
| Comment | HiveOS 6.0r2 makes enhancement to overcome time drifting issue, add this case to verify HiveOS enhancement.  In order to check reporting accuracy, laptop pings outside network. Capture ping traffic. Reporting file should cover these ping packets.  If the time drifting is less than 18 seconds, HiveOS keeps original reporting data slot and does not reset reporting timer. At next reporting interval, HiveOS reports at time point based on time drifting. (会根据时钟漂移，做相应的漂移). At the 2nd reporting interval, it will reports at expected timer.(整点生成报告)  If the time drifting is more than 1 minute, HiveOS moves 1 reporting data slot and reset reporting timer, and following new data slot after time drifting. (整点生成报告，但在报告中丢失一分钟，这一分钟的数据被报在前一个slot中。)  If the time drifting is more than 18 seconds and less than 1 minute, HiveOS keeps original reporting data slot but reset reporting timer. At next reporting interval, HiveOS reports at expected time.(整点生成报告)  Due to time drifting fix is not a test project, just draft one case for minutely reporting verification.  In order to verify it more carefully, we’d better [separate](app:ds:separate) it [into](app:ds:into) 3 cases to verify all scenarios.  Update on Jul 1 2013:  Due to bug 27521 and 27617, HiveOS changes time drifting fix as following:  It makes time drifting check every 1 second, and will handle time drifting as following 2 kinds of scenario:  Time drifting is less than 1 minute.  Time drifting is more than 1 minute. | | |

### Disable L7 Engine/Application reporting Test

#### ApplicationReporting\_Function\_54

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_54 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Verify application reporting when disable L7 engine. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID.  Laptop1’s gateway should be BR. | | |
| Test procedure | * + 1. Disable L7 engine and set application reporting mode as “auto” globally at AP.     2. ~~Keep default settings of application reporting for AP and BR interfaces which traffic will go through.~~     3. Enable application HTTP, TCP and IP for reporting.     4. Laptop1 accesses Internet web site via http session.     5. Check if AP and BR can classify HTTP session and report it to HM correctly.     6. Set application reporting mode as “disable” globally at AP.     7. Clear previous http session at AP, and then launch http session again at laptop1.     8. Check if AP and BR can classify HTTP session and report application traffic to HM correctly.     9. Set application reporting mode as “enable” globally at AP.     10. Clear previous http session at AP, and then launch http session again at laptop1.     11. Check if AP and BR can classify HTTP session and report application traffic to HM correctly. | | |
| Expect result | Step 1. Turn off L7 engine and set application reporting mode globally successfully.  ~~Step 2. The default mode of application reporting at interfaces is “auto”.~~  Step 3. Enable application HTTP, TCP and IP for reporting successfully.  Step 5. No TLV with field “AppType” as HTTP App ID at BR and AP.  Step 6. Set application reporting mode as “disable” globally successfully.  Step 7. No TLV with field “AppType” as HTTP App ID at BR and AP.  Step 9. Set application reporting mode as “enable” globally successfully.  Step 11. No TLV with field “AppType” as HTTP App ID at BR and AP. | | |
| Test Result |  | | |
| Comment |  | | |

#### ApplicationReporting\_Function\_55

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_55 | | |
| Priority | High | Automation Flag | No |
| Topology to use | Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_(eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet | | |
| Description | Turn off specific application for reporting | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, and AP eth as backhaul.  Create a SSID and bind it with AP’s wifi interface.  Laptop1 connects with SSID. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP and BR.     2. ~~Keep default settings of application reporting for every individual interface at AP and BR~~     3. Disable application YouTube, Facebook, HTTP, TCP and IP for reporting with CSV format.     4. Launch YouTube and play veido, check if AP and BR can classify YouTube and report it to HM correctly.     5. Launch Facebook, check if AP and BR can classify Facebook and report it to HM correctly. | | |
| Expect result | Step 4. AP and BR do NOT report application to HM.  Step 5. AP and BR do NOT report application to HM. | | |
| Test Result |  | | |
| Comment |  | | |

### HiveOS application discovery

#### ApplicationReporting\_Function\_61

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_61 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS reports original minutely application data correctly. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable HiveOS original minutely application report.     3. Capture live traffic at Laptop1.     4. Laptop1 Ping outside network. Last this step more than 1 minutely repor interval until HiveOS generates minutely application report.     5. Compare HiveOS minutely application report with captured live traffic. | | |
| Expect result | Step 5. The minutely application report should be consistent withcaptured live traffic.  Should check all items of record on ICMP in minutely application report file. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  It is the baseline for HiveOS application discovery verification. | | |

#### ApplicationReporting\_Function\_62

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_62 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS reports original hourly application data correctly. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable HiveOS original hourly application report.     3. Capture live traffic at Laptop1.     4. Laptop1 Ping outside network. Last this step more than 1 hourly repor interval until HiveOS generates hourly application report.     5. Compare HiveOS hourly application report with captured live traffic.     6. Get last hour application usage via output of “show application reporting app-stats”. Compare HiveOS hourly application report with it. | | |
| Expect result | Step 5. The hourly application report should be consistent with captured live traffic.  Should check all items of record on ICMP in hourly application report file.  Step 6. The hourly application report should be consistent with output of “show application reporting app-stats”. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  It is the baseline for HiveOS application discovery verification.  The step 5 is to verify data accuracy of a specific application. It can cover all items of application record.  The step 6 is to verify data accuracy of all applications. It can cover application usage of all applications. | | |

#### ApplicationReporting\_Function\_63

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_63 | | |
| Priority | High | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS reports correct hourly application data with application discovery. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable HiveOS original hourly application report.     3. Make sure application discovery is enabled     4. Laptop1 access outside network to simulate common usage, like office scenario, retail scenario, education scenario, healthcare scenario and so on. Last this step more than 1 hourly report interval until HiveOS generates hourly application report.     5. Get last hour application usage via output of “show application reporting app-stats”. Compare HiveOS hourly application report with it.     6. Compare HiveOS hourly application report with original hourly application report. | | |
| Expect result | Step 5. The hourly application report should be consistent with output of “show application reporting app-stats”.  Step 6. The minutely application report filtered by application discovery algorithm should be consistent with orignail minutely application report.  Both step 5 and step 6: Check application report data accuracy and application coverage.  Partial applications whose percentage is less than "percentage screening granularity" should be reported as “Unknown” applications.  For more info on HiveOS application discovery and definition of "percentage screening granularity", please check following site:  <https://wiki.aerohive.com/wiki/pages/viewpage.action?pageId=7768314> | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  The output of “show application reporting app-stats” and original application hourly report are the baseline for application discovery verification. Its accuracy was verified at previous release.  In order to verify HiveOS algorithm branch as complete as possible, QA may need to repeate this test for a few times.If we can simulate application traffic by BPS, it is may be not necessary. | | |

#### ApplicationReporting\_Function\_64

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_64 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS reports correct minutely application data with application discovery. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Enable orignail minutely application report.     4. Laptop1 access outside network to simulate common usage, like office scenario, retail scenario, education scenario, healthcare scenario and so on. Last this step more than 1 minutely report interval until HiveOS generates minutely application report.     5. Compare HiveOS minutely application report with original minutely application report. | | |
| Expect result | Step 5. The minutely application report filtered by application discovery algorithm should be consistent with orignail minutely application report.  Check application report data accuracy and application coverage.  Partial applications whose percentage is less than "percentage screening granularity" should be reported as “Unknown” applications.  For more info on HiveOS application discovery and definition of "percentage screening granularity", please check following site:  <https://wiki.aerohive.com/wiki/pages/viewpage.action?pageId=7768314> | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  The original minutely application report is the baseline for application discovery verification.  In order to verify HiveOS algorithm branch as complete as possible, QA may need to repeate this test for a few times. If we can simulate application traffic by BPS, it is may be not necessary. | | |

#### ApplicationReporting\_Function\_65

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_65 | | |
| Priority | Accept | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS reports application which is in “Constant Watch List” when its usage percentage is NOT more than initial “Percentage Screening Granularity”. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Add ICMP into “Constant Watch List”     4. Capture live traffic at Laptop1.     5. Laptop1 ping outside network. Only ping few packets to make sure its usage percentage is NOT more than initial “Percentage Screening Granularity”. In order to make ICMP usage percentage is less enough to be filtered, generate huge background traffic like http video, and ftp download large files. And try to generate applications as many as possible, at least should be more than 15. | | |
| Expect result | After Step 5, HiveOS generates application reporting file.  It should report ICMP correctly. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  When application usage percentage is not more than initial “Percentage Screening Granularity”, HiveOS may not classify it as “Unknown” with very low possibility.  The following case may be a better verification, but the BPS should be available:  In case ApplicationReporting\_Function\_70, add #2 applications into watchlist, make sure #2 applications will be reserved. | | |

#### ApplicationReporting\_Function\_66

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_66 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS reports application which is in “Constant Watch List” when its usage percentage is more than “Percentage Screening Granularity”. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Add ICMP or http video into “Constant Watch List”     4. Capture live traffic at Laptor1.     5. Laptop1 ping outside network or watch http video. Make sure ICMP or http video usage percentage is more than “Percentage Screening Granularity”. | | |
| Expect result | After Step 5, HiveOS generates application reporting file.  It should not report ICMP or http video as “Unknown”. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  The following case may be a better verification, but the BPS should be available:  In case ApplicationReporting\_Function\_70, add #1 application into watchlist, make sure #1 application will be reserved. | | |

#### ApplicationReporting\_Function\_67

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_67 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP  BPS--------------(eth1)AP(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Internet  For BR  BPS--------------(eth1)BR(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS application discovery algorithm branch1. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Simulates following application usage percentage:  |  |  |  | | --- | --- | --- | | Item | Number of App | Usage Percetage | | 1 | 3 | 33% | | 2 | 5 | 0.2% | | | |
| Expect result | After Step 3, HiveOS generates application reporting file.  It should only reports #2 applications as “Unknown” and #1 as correct application. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

#### ApplicationReporting\_Function\_68

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_68 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP  BPS--------------(eth1)AP(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Internet  For BR  BPS--------------(eth1)BR(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS application discovery algorithm branch2. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Simulates following application usage percentage:  |  |  |  | | --- | --- | --- | | Item | Number of App | Usage Percetage | | 1 | 5 | 7% | | 2 | 13 | 5% | | | |
| Expect result | After Step 3, HiveOS generates application reporting file.  It should only reports three of #2 applications as “Unknown” and the rest as correct application. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

#### ApplicationReporting\_Function\_69

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_69 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP  BPS--------------(eth1)AP(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Internet  For BR  BPS--------------(eth1)BR(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS application discovery algorithm branch3. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Simulates following application usage percentage:  |  |  |  | | --- | --- | --- | | Item | Number of App | Usage Percetage | | 1 | 4 | 24% | | 2 | 1 | 3% | | 3 | 1 | 1% | | | |
| Expect result | After Step 3, HiveOS generates application reporting file.  It should reports #2 and #3 applications as “Unknown”, and #1 as correct application. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

#### ApplicationReporting\_Function\_70

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_70 | | |
| Priority | High | Automation Flag | No |
| Topology to use | For AP  BPS--------------(eth1)AP(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Internet  For BR  BPS--------------(eth1)BR(eth0)\_\_\_\_\_HM  | |  |\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS application watchlist with Application discovery. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Add #2 applications which usage percentage is 1% into watchlist.     4. Simulates following application usage percentage:  |  |  |  | | --- | --- | --- | | Item | Number of App | Usage Percetage | | 1 | 3 | 33% | | 2 | 1 | 1% | | | |
| Expect result | After Step 4, HiveOS generates application reporting file.  It should reports both #1 and #2 as correct applications. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

#### ApplicationReporting\_Function\_71

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_71 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify HiveOS removes all applications in watchlist after it upgrades from obsolete version to new version which supports application discovery. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. HiveOS loads previous version like 6.0r2 or 6.1r1.     2. Add applications into watchlist.     3. Upgrade from obsolete version to new version which supports application discovery.     4. Reboot HiveOS device to load new version | | |
| Expect result | Step 4, After HiveOS image upgrade, it removes all applications in watchlist. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

#### ApplicationReporting\_Function\_72

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_72 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify Geneva HiveOS gets watchlist correctly by new CLI1.  Enable application reporting by obsolete CLI | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Add ICMP into watchlist via obsolete CLI: application reporting app-id 285 enable. But does not add it via new CLI.     4. Issue CLIs “Show running configuration” and “show application reporting configuration”     5. Capture live traffic at Laptop1.     6. Laptop1 ping outside network. Only ping few packets to make sure its usage percentage is NOT more than initial “Percentage Screening Granularity”. | | |
| Expect result | Step 4. No “application reporting app-id 285 enable” in running configuration. And no app-id 285 in application reporting configuration.  After Step 6, HiveOS generates application reporting file.  It should report ICMP as “Unknown”. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  When application usage percentage is not more than initial “Percentage Screening Granularity”, HiveOS may not classify it as “Unknown” with very low possibility.  The following case may be a better verification, but the BPS should be available:  In case ApplicationReporting\_Function\_70, add #2 applications into watchlist, make sure #2 applications will not be reserved. | | |

#### ApplicationReporting\_Function\_73

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_73 | | |
| Priority | Low | Automation Flag | No |
| Topology to use | For AP  Laptop1-----(wifi0/wifi1)AP(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  For BR  Laptop1-----(eth1/WiFi)BR(eth)\_\_\_\_\_\_Switch\_\_\_\_\_HM  |  |  Internet  Or we can meger AP and BR into same one topology. | | |
| Description | Verify Geneva HiveOS gets watchlist correctly by new CLI2.  Disable application reporting by obsolete CLI. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Make sure application discovery is enabled.     3. Add ICMP into watchlist via obsolete CLI: “no application reporting app-id 658 enable”.     4. Issue CLIs “Show running configuration”.     5. Laptop1 play http video from outside network. Make sure its usage percentage is more than 50%. | | |
| Expect result | Step 4. No “no application reporting app-id 658 enable” in running configuration.  After Step 5, HiveOS generates application reporting file.  It should report http video correctly instead of “Unknown”. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

#### ApplicationReporting\_Function\_74

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_Function\_74 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Office Network | | |
| Description | Capture office network live traffic for DEV analysis. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  BPS connects with AP or BR. | | |
| Test procedure | * + 1. Capture office network live traffic for DEV analysis. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release.  As per DEV requirement to capture office network traffic for their analysis. | | |

## Stress Test Case

### L7\_Engine\_Stress\_01

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Stress\_01 | | |
| Priority | High | Automation Flag | No |
| Topology to use | (eth0)MP(wifi1.1)-----AP330\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify AP’s stress capacity.  Simulate traffic close to system IP session capacity for long time.  This case is specific for AP with only one eth interface. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170, | | |
| Pre-condition | AP330 and MP are managed by HM.  Set MP wifi1.1 as backhaul mode.  IXIA connects with MP eth0. | | |
| Test procedure | IXIA simulates traffic close to system's ip session capacity for 24 hours or over a week.  Check application reporting accuracy of stress test period. | | |
| Expect result | No HiveOS device crash. And record how much time HiveOS takes to resume to normal after stress test. | | |
| Test Result |  | | |
| Comment | As design, the AP maximum system IP session capacity is 8191. | | |

### L7\_Engine\_Stress\_02

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Stress\_02 | | |
| Priority | High | Automation Flag | No |
| Topology to use | (eth0)MP(wifi1.1)-----AP330\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify AP’s stress load.  Simulate traffic with traffic rate close to maximum tcp connection rate measured in performance test.  This case is specific for AP with only one eth interface. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170, | | |
| Pre-condition | AP330 and MP are managed by HM.  Set MP wifi1.1 as backhaul mode.  IXIA connects with MP eth0. | | |
| Test procedure | * + 1. Simulates HTTP1.1 without persistence by IXIA, and set HTTP page size as 1b.     2. IXIA simulates traffic close to maximum tcp connection rate for 24 hours or over a week.     3. Check application reporting accuracy of stress test period. | | |
| Expect result | No HiveOS device crash. And record how much time HiveOS takes to resume to normal after stress test. | | |
| Test Result |  | | |
| Comment |  | | |

### L7\_Engine\_Stress\_03

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Stress\_03 | | |
| Priority | High | Automation Flag | No |
| Topology to use | (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify AP’s stress capacity.  Simulate traffic close to system IP session capacity for long time.  This case is specific for AP with 2 eth interfaces. | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  IXIA connects with AP eth0. | | |
| Test procedure | IXIA simulates traffic close to system's ip session capacity for 24 hours or over a week | | |
| Expect result | No HiveOS device crash. And record how much time HiveOS takes to resume to normal after stress test. | | |
| Test Result |  | | |
| Comment | As design, the AP maximum system IP session capacity is 8191. | | |

### L7\_Engine\_Stress\_04

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Stress\_04 | | |
| Priority | High | Automation Flag | No |
| Topology to use | (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify AP’s stress load.  Simulate traffic with traffic rate close to maximum tcp connection rate measured in performance test.  This case is specific for AP with 2 eth interfaces. | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  IXIA connects with AP eth0. | | |
| Test procedure | * + 1. Simulates HTTP1.1 without persistence by IXIA, and set HTTP page size as 1b.     2. IXIA simulates traffic close to maximum tcp connection rate for 24 hours or over a week.     3. Check application reporting accuracy of stress test period. | | |
| Expect result | No HiveOS device crash. And record how much time HiveOS takes to resume to normal after stress test. | | |
| Test Result |  | | |
| Comment |  | | |

### L7\_Engine\_Stress\_05

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Stress\_05 | | |
| Priority | High | Automation Flag | No |
| Topology to use | (eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify BR’s stress capacity.  Simulate traffic close to system IP session capacity for long time. | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth1 mode as bridge-access, and eth0 as wan. | | |
| Test procedure | IXIA simulates traffic close to system's ip session capacity for 24 hours or over a week | | |
| Expect result | No HiveOS device crash. And record how much time HiveOS takes to resume to normal after stress test. | | |
| Test Result |  | | |
| Comment | No data on maximum system IP session capacity of BR | | |

### L7\_Engine\_Stress\_06

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Stress\_06 | | |
| Priority | High | Automation Flag | No |
| Topology to use | (eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify BR’s stress load.  Simulate traffic with traffic rate close to maximum tcp connection rate measured in performance test. | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth1 mode as bridge-access, and eth0 as wan. | | |
| Test procedure | * + 1. Simulates HTTP1.1 without persistence by IXIA, and set HTTP page size as 1b.     2. IXIA simulates traffic close to maximum tcp connection rate for 24 hours or over a week.     3. Check application reporting accuracy of stress test period. | | |
| Expect result | No HiveOS device crash. And record how much time HiveOS takes to resume to normal after stress test. | | |
| Test Result |  | | |
| Comment |  | | |

### L7\_Engine\_Performance\_07

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_07 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | Office Network | | |
| Description | Enable application discovery at office network, and check whether it will impacts other feature. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition | AP and BR are managed by HM.  Set BR eth1 mode as bridge-802.1q, AP eth as backhaul.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode.  Laptop1 connects with SSID, or with BR. | | |
| Test procedure | * + 1. Enable L7 engine and set application reporting mode as “auto” globally at AP.     2. Enable application reporting and application discovery.     3. Add some application into watchlist. | | |
| Expect result | Trigger application minutely report frequently, maybe 3 to 5 times every hour.  Observe office network for long time, like 1 or 2 weeks.  Application discovery should not impact other features. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

## Longevity Test Case

NA

## Performance Test Case

### L7\_Engine\_Performance\_01

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_01 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth0)MP(wifi1.1)-----AP330\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify maximum TCP connection rate of AP and the maximum concurrent applications which AP can classify. (Based on HTTP session)  This case is specific for AP with only one eth interface. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170, | | |
| Pre-condition | AP330 and MP are managed by HM.  Set MP wifi1.1 as backhaul mode.  IXIA connects with MP eth0. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Keep default settings of application reporting for every individual interface at AP     3. Simulates HTTP1.1 without persistence by IXIA, and set HTTP page size as 1b.     4. Check the maximum TCP connection rate (connections/second). And the maximum concurrent applications AP L7 engine can classify (applications/second), which may be much less than maximum TCP connection rate.     5. Turn off L7 engine and repeat step 4 again to check maximum TCP connection rate. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | 1. Due to lack of actual product performace target from PLM or developer, can NOT set quantitative data, like data rate and number of application sessions, for performance test case. We need to repeat test step for many times to check actual performance. 2. Record maximum TCP connection rate, and the percentage of application classification at maximum TCP connection rate, which may be not 100%. 3. Record maximum concurrent applications AP L7 engine can classify and the TCP connection rate at maximum concurrent applications. 4. Check reporting accuracy during test, the calculation of percentage of application classification is based on it. 5. Compare test results of enable L7 engine and disable it. 6. Set test perorid as 5 minutes and overnight. The result may be different. 7. Recorde performace test result for every platform. | | |

### L7\_Engine\_Performance\_02

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_02 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth0)MP(wifi1.1)-----AP330\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify maximum TCP throughput of AP and maximum concurrent applications which AP can classify. (Based on HTTP session)  This case is specific for AP with only one eth interface. | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170, | | |
| Pre-condition | AP330 and MP are managed by HM.  Set MP wifi1.1 as backhaul mode.  IXIA connects with MP eth0. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Keep default settings of application reporting for every individual interface at AP     3. Simulates HTTP1.1 with persistence by IXIA, and set HTTP page size as 5k.     4. Check the maximum TCP throughput. And the maximum concurrent applications AP L7 engine can classify (applications/second).     5. Set HTTP page size as 64k, repeate step 4 again.     6. Turn off L7 engine and repeat step 4 and step 5 again to check maximum TCP throughput. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | 1. Due to lack of actual product performace target from PLM or developer, can NOT set quantitative data, like data rate and number of application sessions, for performance test case. We need to repeat test step for many times to check actual performance. 2. Record maximum TCP throughput and the percentage of application classification at maximum TCP throughput, which may be not 100%. 3. Record maximum concurrent applications AP L7 engine can classify and the TCP throughput at maximum concurrent applications. 4. Check reporting accuracy during test, the calculation of percentage of application classification is based on it. 5. Compare test results of enable L7 engine and disable it. 6. Set test perorid as 5 minutes and overnight. The result may be different. 7. Recorde performace test result for every platform. | | |

### L7\_Engine\_Performance\_03

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_03 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify maximum TCP connection rate of AP and the maximum concurrent applications which AP can classify. (Based on HTTP session)  This case is specific for AP with 2 eth interfaces. | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  IXIA connects with AP eth0. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. ~~Keep default settings of application reporting for every individual interface at AP~~     3. Simulates HTTP1.1 without persistence by IXIA, and set HTTP page size as 1b.     4. Check the maximum TCP connection rate (connections/second). And the maximum concurrent applications AP L7 engine can classify (applications/second), which may be much less than maximum TCP connection rate.     5. Turn off L7 engine and repeat step 4 again to check the maximum TCP connection rate. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | 1. Due to lack of actual product performace target from PLM or developer, can NOT set quantitative data, like data rate and number of application sessions, for performance test case. We need to repeat test step for many times to check actual performance. 2. Record maximum TCP connection rate, and the percentage of application classification at maximum TCP connection rate, which may be not 100%. 3. Record maximum concurrent applications AP L7 engine can classify and the TCP connection rate at maximum concurrent applications. 4. Check reporting accuracy during test, the calculation of percentage of application classification is based on it. 5. Compare test results of enable L7 engine and disable it. 6. Set test perorid as 5 minutes and overnight. The result may be different. 7. Recorde performace test result for every platform. | | |

### L7\_Engine\_Performance\_04

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_04 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify maximum TCP throughput of AP and the maximum concurrent applicationswhich AP can classify. (Based on HTTP session)  This case is specific for AP with 2 eth interfaces. | | |
| PlatformDependence | AP: AP320,AP340,AP330,AP350, | | |
| Pre-condition | AP is managed by HM.  IXIA connects with AP eth0. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at AP.     2. Keep default settings of application reporting for every individual interface at AP     3. Simulates HTTP1.1 with persistence by IXIA, and set HTTP page size as 5k.     4. Check the maximum TCP throughput. And the maximum concurrent applications AP L7 engine can classify (applications/second).     5. Set HTTP page size as 64k, repeate step 4 again.     6. Turn off L7 engine and repeat step 4 and step 5 again to check the maximum TCP throughput. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | 1. Due to lack of actual product performace target from PLM or developer, can NOT set quantitative data, like data rate and number of application sessions, for performance test case. We need to repeat test step for many times to check actual performance. 2. Record maximum TCP throughput and the percentage of application classification at maximum TCP throughput, which may be not 100%. 3. Record maximum concurrent applications AP L7 engine can classify and the TCP throughput at maximum concurrent applications. 4. Check reporting accuracy during test, the calculation of percentage of application classification is based on it. 5. Compare test results of enable L7 engine and disable it. 6. Set test perorid as 5 minutes and overnight. The result may be different. 7. Recorde performace test result for every platform. | | |

### L7\_Engine\_Performance\_05

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_05 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify maximum TCP connection rate of BR, and the maximum concurrent applications which BR can classify. (Based on HTTP session) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth1 mode as bridge-access, and eth0 as wan. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. Keep default settings of application reporting for every individual interface at BR     3. Simulates HTTP1.1 without persistence by IXIA, and set HTTP page size as 1b.     4. Check the maximum TCP connection rate (connections/second). And the maximum concurrent applications AP L7 engine can classify (applications/second), which may be much less than maximum TCP connection rate.     5. Turn off L7 engine and repeat step 4 again. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | 1. Due to lack of actual product performace target from PLM or developer, can NOT set quantitative data, like data rate and number of application sessions, for performance test case. We need to repeat test step for many times to check actual performance. 2. Record maximum TCP connection rate and the percentage of application classification at maximum TCP connection rate which may be not 100%. 3. Record maximum concurrent applications AP L7 engine can classify and the TCP connection rate at maximum concurrent applications. 4. Check reporting accuracy during test, the calculation of percentage of application classification is based on it. 5. Compare test results of enable L7 engine and disable it. 6. Set test perorid as 5 minutes and overnight. The result may be different. 7. Recorde performace test result for every platform. | | |

### L7\_Engine\_Performance\_06

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Perfremane\_06 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | (eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify maximum TCP throughput of BR and the maximum concurrent applications which BR can classify. (Based on HTTP session) | | |
| PlatformDependence | BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | BR is managed by HM.  Set BR eth1 mode as bridge-access, and eth0 as wan. | | |
| Test procedure | * + 1. Turn on L7 engine and set application reporting mode as “auto” globally at BR.     2. ~~Keep default settings of application reporting for every individual interface at BR~~     3. Simulates HTTP1.1 with persistence by IXIA, and set HTTP page size as 5k.     4. Check the maximum TCP throughput. And the maximum concurrent applications AP L7 engine can classify (applications/second).     5. Set HTTP page size as 64k, repeate step 4 again.     6. Turn off L7 engine and repeat step 4 and step 5 again to check maximum TCP throughput. | | |
| Expect result |  | | |
| Test Result |  | | |
| Comment | 1. Due to lack of actual product performace target from PLM or developer, can NOT set quantitative data, like data rate and number of application sessions, for performance test case. We need to repeat test step for many times to check actual performance. 2. Record maximum TCP throughput and the percentage of application classification at maximum TCP throughput, which may be not 100%. 3. Record maximum concurrent applications AP L7 engine can classify and the TCP throughput at maximum concurrent applications. 4. Check reporting accuracy during test, the calculation of percentage of application classification is based on it. 5. Compare test results of enable L7 engine and disable it. 6. Set test perorid as 5 minutes and overnight. The result may be different. 7. Recorde performace test result for every platform. | | |

## Capacity Test Case

NA

## Compatibility Test Case

NA

## Negative Test Case

### L7\_Engine\_Negative\_01

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_Negative\_01 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use | For AP only 1 eth interface:  (eth0)MP(wifi1.1)-----AP\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_|  For AP with 2 eth interfaces:  (eth1)AP(eth0)\_\_\_\_SW\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_|  For BR:  (eth1)BR(eth0)\_\_\_\_\_Switch\_\_\_\_\_HM  | |  IXIA\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_| | | |
| Description | Verify scenario as following:  Pump HiveOS device with heavy traffic load over TCP connection rate measured in performance test, HiveOS device should be able to resume after traffic load back to normal | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition | AP and MP are managed by HM.  Set MP eth0 as bridge-access mode, and wifi1.1 as backhaul mode.  Create a SSID and bind it with AP’s sub-interface, which is set as access mode. | | |
| Test procedure | * + 1. Pump HiveOS device with heavy traffic load over TCP connection rate measured in performance.     2. Traffic load returns back to normal. Check HiveOS memory and CPU utilization. | | |
| Expect result | Step 2. HiveOS device can resume to normal. | | |
| Test Result |  | | |
| Comment | Should record how much time HiveOS takes to resume to normal. | | |

## Other Test Case

## CLI Management (Automation Status: Yes/No)

<Firstly, list all cli that this feature has one by one>

<CLI test case>

**Enable L7 engine**

*[no] application identification shutdown*

**Enable application reporting globally**

*[no] application reporting enable* (enable/disable/auto) (Default to "disable")

**Enable application for reporting**

*[no] application reporting app-id <string> enable*

**Set application collection period and report period**

*application reporting collection-period <num> report-period <num>*

**Show application reporting configuration**

*show application reporting configuration*

### [no] application identification shutdown

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | L7\_Engine\_CLI\_01 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use |  | | |
| Description | CLI verification: [no] application identification shutdown | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition |  | | |
| Test procedure | 1. Check default setting of L7 engine 2. Turn off L7 engine:   CLI: application identification shutdown   1. Show running configuration to check L7 engine is disabled. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check L7 engine is disabled. 4. Turn on L7 engine:   CLI: no application identification shutdown   1. Show running configuration to check L7 engine is enabled. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check L7 engine is enabled. | | |
| Expect result | Step 1: The default setting of L7 engine is “enable”.  Step 3: As per running configuration, the L7 engine has been disabled.  Step 4. As per running configuration, the L7 engine has been disabled.  Step 7. As per running configuration, the L7 engine has been enabled.  Step 9. As per running configuration, the L7 engine has been enabled. | | |
| Test Result |  | | |
| Comment |  | | |

### [no] application reporting enable

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_CLI\_01 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use |  | | |
| Description | CLI verification: [no] application reporting enable (enable/disable/auto) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition |  | | |
| Test procedure | 1. Check default setting of application reporting global mode. 2. Set application reporting global mode as “enable”   Application reporting enable   1. Show running configuration to check applicaton reporting global mode is “enable”. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application reporting global mode is “enable”. 4. Issue CLI “no application reporting enable” to disable application reporting. 5. Show running configuration to check application reporting is disabled. 6. Save running configuration, and reboot HiveOS device. 7. After reboot, show running configuration again to check application reporting is disabled. 8. Set application reporting global mode as “disable”:   application reporting disable   1. Show running configuration to check application reporting global mode is “disable”. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application reporting global mode is “disable”. 4. Set application reporting global mode as “auto”:   application reporting auto   1. Show running configuration to check application reporting global mode is “auto”. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application reporting global mode is “auto”. | | |
| Expect result | Step1: The default value of application reporting global mode is “disable”  Step 3: As per running configuration, the application reporting global mode is “enable”.  Step 5. As per running configuration, the application reporting global mode is “enable”.  Step 7. As per running configuration, the application reporting is disabled.  Step 9. As per running configuration, the application reporting is disabled.  Step 11. As per running configuration, the application reporting global mode is “disable”.  Step 13. As per running configuration, the application reporting global mode is “disable”.  Step 15. As per running configuration, the application reporting global mode is “auto”.  Step 17. As per running configuration, the application reporting global mode is “auto”. | | |
| Test Result |  | | |
| Comment |  | | |

### [no] application reporting app-id <string> enable

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_CLI\_02 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use |  | | |
| Description | CLI verification: [no] application reporting app-id <string> enable | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition |  | | |
| Test procedure | 1. Enable a application for reporting   application reporting app-id <string> enable   1. Show running configuration to check application has been enabled for reporting. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application has been enabled for reporting. 4. Disable a application for reporting   no application reporting app-id <string> enable   1. Show running configuration to check application has been disabled for reporting. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application has been disabled for reporting. 4. Repeat step 1 to 8 with CSV format. | | |
| Expect result | Step 2: As per running configuration, the application has been enabled for reporting.  Step 4: As per running configuration, the application has been enabled for reporting.  Step 5: As per running configuration, the application has been disabled for reporting.  Step 7: As per running configuration, the application has been disabled for reporting.  Step 9: As previous expected results. | | |
| Test Result |  | | |
|  |  | | |

### application reporting collection-period <num> report-period <num>

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_CLI\_03 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use |  | | |
| Description | CLI verification: application reporting collection-period <num> report-period <num> (Default: 3600 seconds, Range: [60 – 3600]) | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition |  | | |
| Test procedure | 1. Check default setting of collection period and report period. 2. Set application reporting both collection period and report period as 60   Application reporting collection-period 60 report-period 60   1. Show running configuration to check application reporting collection period and report period. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application reporting collection period and report period. 4. Set application reporting both collection period and report period as 3600   Application reporting collection-period 3600 report-period 3600   1. Show running configuration to check application reporting collection period and report period. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application reporting collection period and report period. 4. Set application reporting both collection period and report period as 600   Application reporting collection-period 600 report-period 600   1. Show running configuration to check application reporting collection period and report period. 2. Save running configuration, and reboot HiveOS device. 3. After reboot, show running configuration again to check application reporting collection period and report period. 4. Set application reporting both collection period and report period as 700   Application reporting collection-period 700 report-period 700   1. Show running configuration to check application reporting collection period and report period. 2. Set collection period as 600 and report period as 700   Application reporting collection-period 600 report-period 700   1. Show running configuration to check application reporting collection period and report period. 2. Set application reporting both collection period and reporting period as 90.   Application reporting collection-period 90 report-period 90   1. Show running configuration to check application reporting collection period and report period. | | |
| Expect result | Step 1: The default setting of both collection period and report period are 3600.  Step 3: As per running configuration, both application reporting collection period and report period are 60.  Step 5: As per running configuration, both application reporting collection period and report period are 60.  Step 7: As per running configuration, both application reporting collection period and report period are 3600.  Step 9: As per running configuration, both application reporting collection period and report period are 3600.  Step 11: As per running configuration, both application reporting collection period and report period are 600.  Step 13: As per running configuration, both application reporting collection period and report period are 600.  Step 14: HiveOS only receive integer divisor of 3600 as collection and report interval, it prompts this is an invalid parameter.  Step 15: As per running configuration, both application reporting collection period and report period are 600.  Step 16: The collection interval should be the integer divisor of report interval, HiveOS prompts this is an invalid parameter.  Step 17: As per running configuration, both application reporting collection period and report period are 600.  Step 18: The collection interval and report interval should be the multiple of 60. HiveOS prompts this is an invalid parameter.  Step 19: As per running configuration, both application reporting collection period and report period are 600. | | |
| Test Result |  | | |
|  |  | | |

### Show application reporting configuration

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_CLI\_04 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use |  | | |
| Description | CLI verification: show application reporting configuration | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200-WP,BRAP330,BRAP350, | | |
| Pre-condition |  | | |
| Test procedure | 1. Display L7 application reporting configuration   Show application reporting configuration | | |
| Expect result | Step 1: Display L7 application reporting configuration like following:  AP330\_L7#show application reporting configuration  Application reporting: automated  Application reporting collection-interval: 600  Application reporting report-interval: 600  Application enabled:  1: 12306.cn  2: 126.com  3: 2345.com  4: 39.net  **5: 3COM-TSMUX** | | |
| Test Result |  | | |
| Comment |  | | |

### [no] application reporting watch-list <string\_256> enable

|  |  |  |  |
| --- | --- | --- | --- |
| Case ID | ApplicationReporting\_CLI\_05 | | |
| Priority | Middle | Automation Flag | No |
| Topology to use |  | | |
| Description | CLI verification: application reporting watch-list <string\_256> enable | | |
| PlatformDependence | AP: AP110,AP120,AP121,AP141,AP170,AP320,AP340,AP330,AP350,  BR: BR200,BR200-WP,BRAP330,BRAP350,  Note: when draft this test case, HiveOS Millau 6.0r2c AP370/390 does not support application discovery. And HiveOS Geneva release is not related with AP370/390. As per plan, AP370/390 will support it by 2013 fall. | | |
| Pre-condition |  | | |
| Test procedure | 1. Set a watch list for application discovery to report relevant app-ids forcibly   application reporting watch-list 1 enable   1. Remove application from watch list   no application reporting watch-list 1 enable   1. Check the maximum number of applications which watchlist can afford | | |
| Expect result | Step1. Add a new application into watchlist successfully.  Step 2. Remove application from watchlist successfully.  Step 3. Watchlist supports up to 7 applications. | | |
| Test Result |  | | |
| Comment | Draft this case for application discovery which is a L7 application enhancement involved into HiveOS since Geneva release. | | |

## GUI Management-HiveManager

<List HM test case or test log>

## GUI Management-HiveUI

<List HiveUI test case or test log>

## Typical issue Test Case