CNAME = Nome canônico  
  
O **CNAME**é um recurso que permite o servidor DNS (Servidor de Nome de Domínio)**atribuir diferentes nomes** (alias ou podemos chamar de rótulos)**para serviços diferentes que rodam em um mesmo servidor.**  
  
Para entender melhor, vamos a um exemplo:  
  
Digamos que no mesmo servidor há o serviço de hospedagem de sites, ou seja, webserver, e também o de disponibilização de arquivos por meio de FTP, rodando em portas diferentes.  
  
Para que o usuário tenha acesso a esses serviços de forma amigável, com o CNAME pode-se configurar um nome para o serviço de hospedagem, por exemplo, **www**.questoesdeconcursos.com.br e para o FTP um outro nome **ftp**.questoesdeconcurso.com.br.

***SNMP***

**ASN.1 (Abstract Syntax Notation One): É um padrão ISO que define, entre outras coisas, uma representação para os dados enviados por uma rede.**

**SMI (Structure of Management Information): é uma linguagem específica, usada para garanir que os objetos das MIBs sejam padronizados.**

**MIB (Management Information Base): Base de informações de gerenciamento, define as partes específicas da informações.**

**Primitivas SNMP**

GET - ler valor na MIB

GETNEXT - descobrir o próximo objeto

GETBULK - grande quantidade de informação do agente para o gerente

SET - escrever valor na MIB

TRAP - agente informa ao gerente a ocorrência de um evento

INFORM - comunicação gerente-gerente

REPORT - reporta problemas com o processamento de mensagens

O SNMP (*Simple Network Management Protocol*) permite o monitoramento e o controle de roteadores e outros dispositivos de rede. As informações de gerenciamento que um dispositivo precisa manter, as operações permitidas sobre tais informações e os seus significados são descritos na MIB (*Management Information Base*).

O padrão SMI (*Structure of Management Information*) especifica que a descrição dessas informações de gerenciamento deve ser feita com a ASN.1.

A extensialidade do SMI é feito geralmente com o uso de **sintaxe em ASN** (é uma notação que permite definir tipos de dados simples e complexos e especificar valores que estes tipos podem assumir), ou seja, ele utiliza os seus tipos básicos para melhor gerenciamento de objetos gerenciados.

A dúvida seria se poderia utizar por exemplo XML, o ASN é uma linguagem extremamente segura utilizada em comunicações entre bancos satélites:

"Contrary to XML (and JSON), ANS.1 is **not** a data interchange format, but primarily a language to define what the exchanged data means (plus a whole set of ways to encode that data). "

O SNMP versão 3 foi criado para suprir uma necessidade padronização que se fez necessária com as várias variações do SNMPv2 quem tentavam criar soluções de segurança para o protocolo. O SNMPv3 teve como base as definições das variações SNMPv2u e SNMPv2\*.

Além das definições das **questões de segurança**, o projeto do SNMPv3 também objetivou uma padronização de implementação das entidades (agente/gerente), modularizando suas funcionalidades, o que facilita a evolução de alguns mecanismos do protocolo sem exigir que novas versões sejam lançadas. Outros objetivos eram a manutenção de uma estrutura simples, facilitar a integração com outras versões e, sempre que possível, reaproveitar as especificações existentes.

O SNMPv3 incorporou o SMI e o MIB do SNMPv2, assim como também utilizou as mesmas operações do SNMPv2, apenas com uma reescrita da norma para uma compatibilização da nomenclatura.

Parte superior do formulário

**UDP** - Entrega dos pacotes, não confiável, não agrupa os pacotes e não confirma a chegada. Não avisa sobre falhas; ex: ao fazer download de um arquivo, apos a finalização, ao abrir o arquivo, descobre que está corrompido.

**TCP** - Entrega dos pacotes, confiável, garante a chegada, agrupa os pacotes na ordem que chegam, controla o fluxo (confirma a chegada dos pacotes), se houver perda de pacotes, avisa o usuário sobre a falha!

**FTP** - Protocolo de transferência de arquivos, usado por e-mails, por ex, ao fazer download de arquivos.

**HTTP** - Protocolo de Hipertexto (montagem da web), é um protocolo de comunicação, não criptografado

**![https://s3.amazonaws.com/qcon-assets-production/images/provas/58271/c00518bc391794212e41.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAARAAAACpCAYAAADjuGIcAAAgAElEQVR4Ae2dB3hVRROGv1R6B1F6712agAJSpAmIFFFApYhUEUVFwR8VEVEUBRUQaYqAAgoI0lGKVEHpKL230Gva+Z934wk3IYQkJOHe5OzznNybc0/ZmZ35dnZ2dtbLsixLTnE44HDA4UAcOOAdh3ucWxwOOBxwOGA44ACIIwgOBxwOxJkDDoDEmXXOjQ4HHA44AOLIgMMBhwNx5oADIHFmnXOjwwGHAw6AODLgcMDhQJw54ABInFnn3OhwwOGAAyCODDgccDgQZw44ABJn1jk3OhxwOOAAiCMDDgccDsSZA4kKIAEBAfruu+907NixOFfYE268fv26fvrpJ/3999+eUF23qeO+ffuMfFy9etVt6pQQFUlSesBamIQswcHB1tSpU62mTZtaadKksapVq2ZlzJjRGjx4sHX9+nWL31esWGH169fPKlmypFWjRg1rw4YNCVmlBHv2smXLrI4dO1oZMmSwKlWqZGXJksXq3LmzderUKfPOLVu2WEOGDDE8KFq0qDVjxowEq4unPDggIMD68ssvw+WicuXKVs6cOa3vvvvOkHDt2jXr119/tXr16mUVKVLEqlOnjrVt2zZPIS+8nkFBQdHqQUhIiLVmzRpr4MCBVsWKFa1SpUpZCxYsCL/fXb8ooSv2xhtvsFjPev31160dO3ZYR48etVatWmXVr1/fyp49u5U5c2arePHiVp8+faw5c+ZYH374oVG85557zjpx4kRCVy/env/3338bOlu3bm2tX7/e0Imgd+nSxQBKrly5rBw5chiAmTJlijV58mSrcOHCVu3ata2tW7fGWz087UGlS5c2fBs5cqS1b98+w7dZs2YZBcqfP7+VNm1ao1D9+/e35s+fbxQsU6ZM1ksvvWRduHDBY8hF/tGDV199NUo9oLMBIHv06GE6ljFjxli5c+c2He/+/fvdls4EB5DevXsbxsGgb7/91jp58mT4sXDhQuvff/81VggCVKBAASt9+vRGaB5++GELQfnoo4+swMBAt2WgXbGVK1caOu+77z7r7bffNuBn00rPAqjQy6AEFSpUMKCSMmVKy6YTwTl79qz9uGTzWa5cOcvPz88oy6JFi8Jl49ixY6ZDgYf03shRnjx5jPX6wAMPGOClAxo/frwVGhrq9vyi/l5eXqbDHDt2bDid0OeqB6NGjbLKli1rdADwbNCggaEZmbp69arb0ZkoPpBs2bLp008/Vf/+/TVw4EAFBwfLx8dHDz74oDJlyqRr166pSpUq8vLyUmBgoIKCgvTnn38qbdq0mjp1qkqVKqUFCxYkxHA0Xp9J/SdPnqx58+bp6aef1vnz5w2dhQsXVoECBXT58mVDS8aMGQ2doaGhWr9+vfjEX1KkSBF9+eWX5v94rZibP4y2f/nll9W2bVuNGTNG3t7e8vf3V7Vq1eTr62vk4eGHHzb8w7905swZrV27Vg888ICGDRtmrtu0aZObUyllzZrVtO8HH3ygV155xchAZD2oXLmy0QeybNy4cUO///67MmTIoCVLlqh48eLGt+ZOhCYKgEDw+PHjlStXLu3fv1+PPfaYURiYxwGgoDxbtmzRkCFDws+dOHFCu3btUvr06dWlSxc1adJEe/bscSf+3VIXAGDv3r0qWLCgHnnkEc2dO9fQA50ARbp06fTLL79o+vTpBjw5j1KgAADLV199pfLly2vFihW3PDspn+jbt6+eeeYZ/fzzz2rVqpUOHDhg+AaYoEj169fXP//8o06dOsnPz8+AyrZt24w8pUyZ0vz+wgsvCAelOxfa9/7779elS5dUu3ZtrVu3Llw+bD3YvHmz3n//fQOiAMnRo0fFOe6DT/Bi9+7dbkFmogFImTJlTK9RvHgJdejQwQhL165dderUqXBBCQkJEUIAaAAWqVKlMihN73zhwgUDMpUqVdIbb7zB0MstGBi5Ei1btjSWx4ULF/XRRx/p448/VqNGjbR9+/YIgoLwIAS9evUyvSzCg9IcPHjQCNZTTz2l1q1bm2dFfkdS/D9X7tz6/PPP9dxzz6lq1aqmk/nf//4nZmQAWaw7rBIsjpUrV6p06dKmZ4YXq1evFiCCTBQtWlSTJk1yWxaVLVtWa9asUd68+dS7d29169ZNzz77rJmZhE4AEz3o3Lmzdu7cqcaNGytNmjQGMOlkAEg6GHj0+uuv33s9SOhBFWO/bNmyWcOHD7fq1m9kFS1WwnrkkZpmfMu4Hz8HMxU4IRnj2QczNIsXL7ZatGhhTZo0yTpw4IDxlRw6dMjCd/DPP/8kdNVj9Xx8IIxxly9fbuXNV8Cq8XBtq0TJUtb3339vffDBB8Zh3KRJE4txvk0jn8wy4Fxu2bKl9fHHH5vv0H7x4kUzFsZvlJQLPhBm3to+/bTV/rkuVrb7slutWrU2MxBt2rSxsmbNauGIx5Hoyjd4hC8BJ/Xs2bOtI0eOGPmAv+nSpXM7lrnqQZ16Da0ixYobPZg3b57Vt29fowdMHGzatOkWOqPSg8OHDxs9wId4L0uiWSB0Cdnuu09zF/ymGjXrGtQFaefMmWPM+nr16ql58+bG5Kc3xkytU6eOZs6cqfbt2ytPnjy6cuWKjhw5InwqDAfctaROnVoTv5+pF7q9pL59XzGW1w8//GDG6t27dzef9JJYVdBZrFgxM6TBPOU7fCEmInfu3G5NZ3zzv3TZ8lq6Yr3SZcyip595xlgT06ZNM71zuXLlhMX6xx9/GIsEvtFLjx07Vo8//rjxh5w7d85YLPTi7lyyZ8+uXxb8ruqP1FG7du1MnRnqZsmSRQ0aNFCzZs2MXtxJD/Cp3Gs9SHROp0qZQj1799GyFet16sxZtWnzlO677z7Nnz/fmPqYsfny5TOOpB07dhgGoWiMd/GRICSeULwktWrdRqvWblbufAXVvPkTxvkHcLz66qvGKYwTkCHLxo0bDUmY6wzfMFUZ9ybHkjlTJg0eMkw/zVmgZct/V/cePYyDfenSpUYuGOLgK8GUh0coEN+RD3iHQ94TSqpUKdTrpZeNHpw8HaDWrdsYJyt6wLBl5MiR4XrA8Bc6L168aIbCW7dudRs9SHQAYSzr5+ut3Llzauy4ieb4Y806M+7/Zd48M+sCYOAPgGkcngIakQXX29tLGTOm16B3BmvRshU6c/aCmjVrriFDPtB7770n/EIIA8ABX06fPm0cyvZzOJfcCsaDv6+3SpYsqZ/n/qqBb7+nH2fMMg7p8xcuGiczVijASw8NYOCQ9LTi7aIHX38zSWPGTdRqWw9+uakH0IlF6q564HsvGO/j4y1fnzDsqvFwDVWoVEVnz11SqSI5zVSdXSdMURjHtK4nFtQfsAQIihQupI8++UxvvzdMTeo/IqyryI5gT6UzvtvG19fbOBN5buPHH1ftug20cuUqvd63m+rVrRPhdZ4sH+gAukCpUaOGKlSsooCzF1SmWO4IemATTIiDu5V7AiAwwc8HxZKuB4bNpqRMlUpp06UzgGEzCcVDyZjmRFA8sdDT+Pv5KCg4rP6AYpYsWW8BD2iDTnobp3gZK4SJtuCQML5lzJRJPr63iity4cnyQQdDCfmPzlSpUitN2rS3yLutB5E7nXstK7e2SCLVCFM1KhPdBgo+cZTxSRyAJxeGMpFHIzadrgKBIjgljAPwzJU3Nl/gm+t5T5cPOpioii0f9ic0u6Me3DMAwaDw8ro1lsMWDnpi5v1dBcRmZlQMd+dzoaGWXMNWoBo6OVxpsgXE9Zw705WQdYvMM/MuK4xvfLflxFU+PNF6C3UVDBeG2vTh57E72sjyYZ93uS3RvyaoExUH119//WXGswT6bP17s65cuWyIDAoJVaAx6yOCiK08+ANgEP/TM3MwBmTqimmwt956y8xqJDrHonghjc0sAfVNkSKFjh45rCOHD5krEZAbQSEKiTQEswUEobenHV3pZCqYaVyWAOAvSYqF2ZPjx48bvqVOlVrr/lj5HzBYRjaQkcjFlg8bLPi0+YbMFCpUyEz3v/32224zI4MeEElKO6MHW9CDy//pQXBo+PDWlVabTtsvhrzYdKIHmTNnNrOXBJMRsX2vSoIACEQTsks4N1NPhG/jJKpSuaKaNnxU//77rwKDQswR/J9vwDDAUniPDJNQSAQE5OXIkSOHKlSooFmzZplYEGImWDthM/teMJF1L8QoEJrOkIu1G4MG/U8tm9XXihW/GeGAVuMDccFKu852D4OA2HTCr+rVq2vw4MFq06aN4d1rr71mFONe0Bjf70QRPvzwQxNZTIdACH/Pnj108vhhPd/+KZ0NOBcuH7ZvIKwOYVYb320AgY8231gOwcwW66iIXiYq9ccff4zv6sf4eegBSxvQA9ZBRdCDRnX0j6seRAJLWz7QA7uzsemkA2UdGTln6GRKlChh+Mm1iV0SBEBYPIaFMHHiRBPfkT9/fhO2SxBV9+7d1KBuTb3/3ju6cPGy6WlcO2ebWTaAwEi+Ixh278IiO9bMEGT2zTffmDgBwn4Tu7D4i6AfwtFXrVplwpIJQSfMeuLECerTs6u6dn5eR44cCwNLFyGx6QRA+M6BgBAwh3CgZBSCpwjVZg0Ri6k8YVHhndoBoSfOAfAlUIy24/9x48apUMH8qlqlvCZPmqgbgcEGeG1euQ797J4Z+QBMWJCHYjElzvORPZ6JJVKrVi0TmHenesX37+jBgAEDTF2g1VUPunV7MYIe0MG4Dmdsmm0AseWDTpODoEr04J133jEysXjxYrNQk8V3iVkSBEDOnj1rYjcIimE9CytqYeYTTzyhnDlz6rffftPhg/tUs9qDmj37J7maqq7Iy3fWB9SsWdNYHHaQEKYgBz0/DGNtAD1aYhdMR4QX64O6sXYDkAREWOfCgrj8+XLr0Ucqa9TnI3Tt+s3exBYQAMTuTaGDXhPh4BwWGAcBZ6zyRRmIVvX0glVKEBhygLIvXLjQLJJkTQiRmdOnTdP3301QkwaPGmvCnomBblf5gIcMGR999FHTuwO68MuWD4CD1c4sQiNAMbGLqx4wdEEP6ARbtGgRpR6EW+ORLHFkBJpYnQy/IusBMkNENwtOGdIkZkkQAKFRWTHIEmQWhKEQn3zyiQmeokel1xk69AONHTtGIz/9UG2fbKzlSxeZXthVQPjOUmZ7MZEtGHzSIIAT0akIiK2Eick8wA2zmXezOI6VwjQiQ6zPPvvMKDxh+IsWLdLGdatUv3ZVTf/+WwUG3gi3OriXg2cxRIusBDiSoZPAOoZH94LO+OYp8sECQywOFpPRk6IAAAGdDEPcWTNnqnu3rur8bBu91KOLdmzfYqphA69toRL+DV/431U+eAdDSiJU6bTuBd9oO1aeowesMCbgDZ/Wu+++ayxLOh5bDz7/ZKjatmyi35YtlqWbznXowtriWaS+wEp1BUnOQytWHKvWAZvELAkCIBAA+uIgQ/jxfzAmBXmXL19uemZW29KD/zp/vtq3e1rD3h9oHKwwjALTyKfBJ4fdGyMsgAcRevQqmPT0aPx+Lwr13bBhgxl2ICwsR8dPw5oN6gSQ/vrrrxo9+it9Mvxj/fTjFG1cv1aHDoU5WWlwehQEHDptJbDpBFAYR7OWBpqTSgFsEX4cqQDH4cOH9eabb2rChAkaOnSoWf9E+geGbyWLF9YrvbvqwP59xgIBROAVMgb/OGz5ADRQKORtxIgRBry51gaexOaf7Si2/R/4Z9CDZcuWGesZPTh58qTRgw7tn9GwIQN19coVA4jUlbrjP7Hlw6aTDgc6ef4XX3xhUkQQyZzYJcEABMIZj2LG09uwUI6l2PQGjNcGDRpknIT00DiD6HXwc2BtUGAUY34KzLIZhoCw0IzhEZaNXXgfiWYSW1B4HwJMDwqNJEx68cUXjQCw0As/DQACD+hxNmxYr4oVKxrAoe5YWSzxRkBs8EAwOABg7gUg7cL77KGTfc4TP2kvQBQgwX/BcAPwIHEQMxbwi+EMSajmL5pvSARo7PYFfJAP+Ids2MCB3LAmhmER77AL31kikdiF96IHDNcaNmwo0j2Q6wNrEz1g2ItFQoqL+b/Ov0UPoI+hrU2nrQfQD+giHwCMXeBPYupBggEIDUqhd50yZYrpUUiegrIAGDgfmeJllgHzPHXa1Mb5iLOQQm+O9YJi8Sy7t6K3j2qhGYKDooHmtpCZByXwH96LsvNO6MIvg/WAI5QeEIcqU7w4fal3ilQpjMmOMAM8XIfzDwGxlQBgRIlITMT5yAWBJLM9vPHUghVJ/WkvhrTPP/+8ycgOmJBtjFwZDE8BiaMHjypTlkyGV4AqSoRlx6fNN3jOb8hYVNOatA+9dWKvq0JuKegBM0J169Y1wyrk4vvvvzd6gLWEHuzetVtp0qUxsyq2HrA6l2G8qx5gmWPJYJFGJeuJqQcJAiAwjYZCSGx/BUSRYIdFZHiO6XEYfiA4rDZcvnS5UayXXnopnFnci1Ix7sNCoceylcb+pHFQYrugXK6IbJ9PiE9iNUB70gsgwNCNEOPo/Pbbb83Yt3TpMmasjyOYHmfblm1mihYzHUcrz6D+0IkwAKZk3rJnYVwFhGvsQs+GIHligVcoPu3Lpw0mzKjhQ0ImWHSI/4LZPHrayRMnG96wktnViQjPaW9kyF6dC09svvEOV1lBLu1hckLzLrIe0CGSQAsLZPjw4cZP9tBDD2n27NkmvQX0LluyzACGrQc8w9YD6o3FhozY1pVrB8N1dkksPbj5RvvNcfhkyoyUhTYxmOoQiZnGHD+NaQs//gGUC6HAgcbUFvEO9MKjRo0y9yEQKBXPA2Vhmq1QdvVIAUAMAb0172f4Y5eEUiz8NwzDbIBC4FEGxuLM9dOo9IoUxu8oQunSpcxwjRQFTPdieWC2smQfpxpz+DQ8wIMjLPLKUoZ08JBrcDpisdgFULYVxT7nbp+04ejRo40VateVlAaAJNORKAhtDR/5nZkGgHblyhUmryz5cPEBkYGLHhslIqMX/OA7VhoygjXnWpitwMGK1YG80ePbJaGGMkzVMllgAxx6gCXBLBqBXwAZdFKgi/bEb0GHg3wwy0adbT1AtqETvtB50onaz7Zp4bnoAQU+ucpHQumB/W4+vchm5HoiNt8hvmPHjqYnxZNOI2K2M1bFLKPRUQDGtTQgziMKCoFQcS3WBUzgkykukhGTcJbeBLR2rR7CiJIiOERnEqyG5xm/A8JoFwQSYIqvwvsYi7MpFsvMUXRAD4CgkQEBTPEnn3zSKANBXxRMaXq8nj17GpDBkQbA4E1njM/UM2AEra69pCud/AZA4vchpoDZHtdC3IgtlK7n3eE7nQhTs/CAdsTaYnYKuWBmCh7QyTDG5xz/03PSK9uzeLQlFh5gie+IoQ3DXxSK59qF5yN/yBHtxfAYGUMxcc6S1NouWDy8N74KoI/FAE28B0DD2mYGknpAD7ST5wPARB4okfUAIKCjRHbJeYK1xVA18rAcWqGRA4ACiAAL9AA+2iW+9cB+rutnnC0QnDeAAsQyFMEMo3FJ+NK0aVPDMBQIppBtCSBBMTjIgYHDESsEDzLTsCgiSsI8NuNYBARmIhD2AXgAWph/KB89Ov4VV/CwiXMFHvtcXD4BKvKw8omA0AviHAW8QHssCejAm85YHgGx6aT3wFKil2QWhetpaEABhyE8o1dBaWwa+YRO+MG74Cm9Mk7jyOABPfFFZ1x4E909WKTQS+eBfDC1bQfeoRwAMe2NEuDwRAbgG8rNTBadC3wDNFEEel6co1hv+MGQLVee8Rzuh7cMk1EqHPV8uoJHdHWOy2/kZ8X6pS5M19Jm5MFlmA7t1AkAwMJGVtEXWz4i6wGyQocC8JL3Fz0AjCLrAbQiR0Rhcx2Aiiy5godNS0LLR6wBhIbs0aOHSSeH8oOm9KooDo5PGIqjlPT0NCAOMTJpQygoDVpj0oGWXAPjMVm5DgsFpYOJMMn14D4aAIsH8w+ho5eKqth+hah+i805pomZgqYXxTTF2qEAnAgL43UsJuqN0AAsmMt2VnEsK2hDgBF6+AVg9OnTxzwL4HClke/wl2czO8XvgBaWDo7ayAXLwx4aRv7tXv0PwNM5wA8sNmYXoIsOhB6ZaVk6FdoQEAVE8IfRrsgL4MnwjzSFXE8AIuBNJ4SDmoLMROYbQxVMeAAXOeR62i6qgnzcbaEO/fr1M1YnoIY881zaBEuJWRcUm7rQ3gx/iYECENEZLCr0AD6hB4BEZD2gE4lMJ+cAY+QD+cJBD5+iskLjSw+i41WsAARzjF4Fs4oGohdBsG1BtsfvDEFATxyMCAAKx1YGCAJ5TjEtuZeem/EfZjiMtD3ONI59wFhACQFDOOmJaQh6qtsVvNZ3U+jdqAu9KDMrmNYAJErAUIMehLrQcDjvCCaDLzhFSU+IUjOcwZpi2hoaMGmhGYViZgGQtU1um1aGRuyPgnXHuxkmMSa+XblbOm/33LieZyqbtqY9ibpk+ADPKAxxUXJ4A10AI6CK9YjViqXAOZzN8JyempkGFIXnYcUwBUoHY/OLTzobZItn8C7AF1C/HbByP3W5m8LwHJCg7Xk3PT8OUrsjRenRBXK2QgOySptDB34SOhH0gFB7hlLoATrD7/jYAB3a1pVOvqNT7FqAnMAjACw6WhJDPmLsA8E0pGfADGX4gCJRQZhFY2GmMaYDFTE9KSgPZhrWB45GovDogZjSTJ2aHqmVYQDTW4AShQbG3AeUSF2HYGHCgvAoXXTFHi9Hx9To7rd/Ayzwx4D0CCUgSb0QEICDc1gjfMdKwPxmPE5PRI+A+QpviAfhd4Y3gAemOUJH4R5mGHD24dRj+MO0JecQoDsVeI0vBZrdodD7Y5liRaA4WBLwCMGnLZEPLA/kg6EIPEV56KnxL0EP8oFZDnhmzZpNbdq0Nj01ymJ3Tvib2JiJAi+5nk6KZwBY0RXaD75HZc1Fd5/rb8gkbca0K8pOZwKd0BudHjARgC8G8GAITt2RE+oCMCIvM2bMiKAH6AV1xsGOtYb1gQWDxXKnwnDobvXgTu/g9xgDCMKNAoO8do9Kg4G8mEqY3lQaYlFAek7GaVzLd3oniKfHYYz61FNddeAA4clhnndMVpAYQcS/ALKDuIAPCogCR1eoB+/h3XdbUEp6DECPIB9MbJ5LT4LVwHtw8HIdSkHDoigIA70DdUbgUYiPPhqrlSvn69q1MGcrAIxlhrnK0ASrBUGxpy+js6ygCyHl/fFhht8tn1zvR4GZmkYmAF/amHrCEw4UDIEGaKEB8AM4kQ++4yimY6GtGYbUrv2ELl06bPhO7AS9PA5DhrrM3jGcpX2YuYhq7O9aN77zbsArKlM/8rXR/Y/1wVAKvxjWD5Yz9EIjbYIcQDdWLMqPTqAHnMeJbgMm4ElH3K5dT+3f/5dCQ0MMHfgP6awZ7gKOWNws1MTaYGjIM6MryI/N9+iui6/fYgwgMIGKoTAoO2Y2DYc5CgJzHnTmGojECQqq8j/KRoG4r7/+2vgTatasr169XtW2bX8YJIdpMBjFozfCdEWpbBP4dgTTcFx/p+tud39U53F4QS++DIATcKK3wZfBuBXaoJn60rMgOAgKFglOK37DVMVqKlSoqJo166iCBdMZYGGuHz7YwMrudXjb6RmjKwg+/OTZ7mJ1uNYX64p1LHQQdmwDQwnG/7QPAMwQBrCg10ZWkBl4yHd4CO8Y6gEONWs219ixH2vEiOFmyAvw0NYU7sHkx/d0J0Cg7XjnnYDZlZbovlMP6m3rAb44AAXwA6CQA+TDVmJ8PLYeYGVTX2jFogBAatSoo969+2n37g0GgOlEXfUAhzN6wLnoCvyFz4lhdUSoR2w2pTl9+rRVvXp1s6q6fPnyVvv27c1mwe+8847FTvTsln7q1Clr586d5vPSpUtmx/W9e/dafOe3M2fOWLt377aef/55cy8bTrF59sGDB83O5Y888oi1fft28yzexybL/MbGQmwuxQZCJ06csM6dO2c2XY5N/WN6bXBwsPXss8+ajaLYIZ3Ni9g0mzpv3LjRbIzMxk+7du2yjh8/bjaHom78z3nqDS+o9//+9z+zOTIbC7F5Nr9/+OGHZlNtdqHn/4CAAPMcNs2CTg42DuLZ/MYmSp5QNm/ebOXPn9/wrW7dutYTTzxhNtT68ssvjUxABzSykRbtB21sjASf7P+PHj1qeFyvXn3zrJkzZxrS2XiMjZd4JtecP3/eyBPf4T084zn8z4bV8J92TIhC+yKnmM9shN2xY0ezMdSbb75pbd26NYIeUJfb6QG0d+rU2egBm4qhB8h3v379zPNjqgf3cvN5UD/W5bfffjMK5e3tbTVv3tyqV6+elS9fPmv69OlGICCIBoZ5fNpKBXigRCjG5cuXrbVr15qd6rt27RrrOiTGDQgkAoKgAJzt2rWzsmTJYnbZAyShgQM6bUUH8PjOAdDduHHDAGbr1q2tMmXKJEa17/k7xo0bZ6VKlcrsnIZyVaxY0WIHuvnz54fvMIgswB8UHYXkf5uPfHL+559/NgA0YcKEe05TVBVYvXq1lSNHDgOYjz/+uNW0aVMrZ86cFvUFHKLSA2h21YMrV65Y69atc2s9iIp2+1ycAMS+eciQIZafn5+VIUMGq3v37lbhwoUtep5Vq1YZQWHbRhRq37595pNeBsGgtwBpQ0NDzbaVgBDf3bWwdWLGjBktX19fAyJsxVi8eHFr7ty5FtYVAIlQQCc9rA0q0A6tISEhxjpB2BKqV3Q33kEzW5ay3WeuXLmsXr16GWVju8r169cbPiEfWFp79uwx1gRAgkJhyQEiyETPnj0t5Myd5WPEiBFWihQprDRp0lh0hnQUDz30kLV06dIo9QCLBF1w1YPJkydbzZo1c2s6o5KxuwIQHsh+paAvvTRKBQMzZ85s9enTxzAIhUJQUDKEA2RGwRAwhgOtWrUyZqkNKFFV0l3OYVr6+PiYvX7Z1zdPnjzGAsMaQRGwtqANOgETQAXBhwf9+/c3ioS5HW0EWB4AACAASURBVBQU5C4kJXg9ANHKlSsb+eCTYQj7IQ8aNMjIB3yDX1hsKBa8pOcODAwyCoj18u677xqASfDK3sULqHPbtm0NYDKMo0Nl2Au97OOMfKMDHOgMw3hbD/766y8LC5XhGfxwZ7CMzKK7BhD7gYz9ChQoYBhYv359o1jZs2e3vvnmG9NLM2yBeTAHQWFj5GLFipmNlZctW2au8YSxPkOwWrVqGYXALMcvgkIMGDDAgAZ0cg0AyfDll19+sWrXrm0VLFjQmjZtmqETKyy5lSVLlhjgtYe9yAj+palTpxqe4B+z5QMwGTp0qHX//fdbTz31lIWCYenBU3cvdBxYIPaw95lnnjEdKn4vOg/kg44GPQBIJk6caJUsWdIMkdmYHTo57ykl3gDEJhjAsMe/HTp0sEqXLm16IJxgCMDvv/9uLBbGiqNHjzYMg2kcngAgNp2u498mTZpYtkLMmTPHCAc9Kc5Xhj4DBw40PatNZ3IEEJtv9rA3ffr0xvnIsBeHJMMWhncMC/E3oVQ4UG2eoZieNPxzHfZiZUMjnQhACnhs2LDBWB10siNHjgynE3qx2D2lxHgaN8LUzR3+IciMYKJJkyaZYDKiCglCY1EUuT2JfyC8nSk2CjEeTHvdaarqDq+9Jz8TFESAENNorFUhSIqoWcLgyazOFC1024WpNqYV3XEq1q5jQn8SM8T0JAFixFAwJUpoO4UETETjEqhlT9HyydS6PY2b0PWLz+cjG4QAMP3O9DYBdSyqY8Ut0coE39ly75F6kJBIxywG072Yc/7+/tZjjz1mrVy50ox9//pru7Vz57/GqeoJpml0fMJyatGihaETWkuVKmUxRYuTbPv2XdbmzdvNGD85+T6i45f9G1Za0aJFDd9wQj755JOmZ4Zv69b9ZR0+fMT4CTzJJ2DT5vrJ0AzZRzZwKuMLWrBgQZLQg3gfwrgyzv6OH4Cxnmvp0eMra9263a6nPP478/bvv/9+BFP7yy/nWePHL/Z42hKSgB9//NH4QlzfUbNmf+vKFc+If3Gtd3TfN23aZA0bNswMYezrunf/ylq//h/7X4/7TJStLTHZkkNhnQaHU2LHAdaCJIdC3hOOpFSiX2CSlCh1aHE44HAg3jkQZwBhIRMLw7AuWILN4jcKDlJ+Y9kxDqOYFFb0kojFXQtrXOglWQOEo5SExxTWyrBIinU7MS3kC0kO5XbyQT5QlvEnFfm4HZ1JUQ+ilNu4DroI6543b565nQjCatWqmQCgmjVrmihCAmdspyGOU6Y97UJwUfv2g60xY6aYWAkCbapWrWriALjmzz//tIgNse+37+N/AtQ+++wz+1SifBIgRPg+BT8Hzj4KcSA4+Aj+oRC/AE8IV6YQbTh8+A9W374fmKAy5veZniTAjMJU3ooVKyKMiaGbKEYiNpn6439PLLeTDwKsoOlO8lGlSjdr4cIlMZYP/ChVqlQxfCPuhvU2iVFuR2dM9aBdu9jrAXQR5UqczL0ucfaBkMqPKVkK03BsMWlPu3EOBCavA1m6yInBMniWrbPEnaQzhQs/rIsXt2jXro1mNSOrcUlYRDo3cmqQpJi0dqRqswtWACt7mRZOzMISfawsCj4OcnfYhVW1TDmS8IYEQxwsMWd1KgljlixZoyJFSpk8sVgf1J9rWZEKz5jixfoihQGFhDj00lg6JNghv0ZUqQzt97vr593KR/r0pTRtWqAWLAjbvPxO8oFVSJIr+EkKBpJWkX81ocvd0okeXL68NVZ6QI4dUh5g/d7rEuchDArgGsvgCh42USgXeR6Y62eZN0pFYd67QoX66tSph0ndT/YvlsqTQ5IlziyPRhAAE5Y32wVF49p7XaKilZgG5vrhC/UHLCkVK9ZU/fotzDJrEt+QZIkYCFIkkkszb968ZpcyAJZigwexEmR9JxuaJ5a7lY9cuaqaJEGkP4iJfMA34opI4gRQE2eUGOVu6Sxfvp46deoeYz1gOE2KTTpmdyhxBhBAgEQ6diFwKrLPA+YSHIM1wUGyIAq5GVzBx34Gn6AqgMP1JKghwMwu5FG4F4X6uqI9yXJcs6hTJzuhEvUmQIjkLxR//1tzmXIev4/NFywt10QxJM4hiRGAQyCaJ5a7lY/bJZC6k3yQnwYLhBSHiVHulk4vr6hV8HZ0knOFgDSsepI0keDoXpaoax+DGuFAJcOYnZOSJDCuys4jUHgiDEmkgoLZABL58YAJzigydeGUhSlkrQJAourtI9+f0P8DBoAGNJAlinR0rgrP+0nwzHkSupAsJjKYutaRJESkLSRHLCBL9im7sGcqQzXegzJEfo99nbt/JrZ8kLyIdIEMp1EwrNfEKIlNJ9HNyBgZ7bBa7zWA+AxikB2HYoflYoozrkcJ7GxZzHUT2k0KRBhMSjYyfOEbAFToXU6f9lK5cgVUoEAO0+AwBYuGdHWk+SOTE/lBI4MSfgMsArZATKxCdm+UHloBNrJmQR90kOIRkMNPQWJlUtCRlg6fCb8HBISajFQVKhQyMQAAKmNYLAsAh7E9QGxnkoIugAo/EGYqOWTpdTyt3E4+4AmWFeH80cnH9u0X1a5dbaVLlyZG8kE2MzLA4UMipy5DYZJdJ3S5HZ10ijHVg/LlCyh//pjpQb169WQfyOO9nr1MkLUwMWm0nj1Hq0OHR1W5csI3ckzqk1DXfPXVfKVM6a/nn6+bUK9Iks+tVetNzZ//P6VOHfUQMKkQ3aPHaD33XB1VqlTYI0mK8xDGI6l1Ku1wwOFAvHLAAZB4ZafzMIcDyYsDDoAkr/Z2qHU4EK8ccAAkXtnpPMzhQPLigAMgyau9HWodDsQrBxwAiVd2Og9zOJC8OOAASPJqb4dahwPxygEHQOKVnc7DHA4kLw44AJK82tuh1uFAvHLAAZB4ZafzMIcDyYsDDoAkr/Z2qHU4EK8ciNVamGvXrqt9h546fvzEXVfi+LEAZcyUVqlSJe21DmfPXpa3t5QxY9oY8yzUsuTt5RXhehZnPfJwNQ0Z0j/CeXf6Z8+eg+rW7RVdvXb9rqu1d99xFch3v7y8I/Lhrh/sZg9ADzJlTmfWS8W0alHJh6+vj1q1bK6ePZ+P6WPi5bpYAUjDhm21dv0a5S/1ULy83HlIzDlw4dhpHT64ViNHjlbXru1ifmMiXpkrd3HJL43uy+2ZC8MSkVXx+qrQ4GCdO3pCR4+s17Zt21WsWKF4fX50D4sxgJC3ImXKdOr97tcqXuHB6J7p/BbPHNi/Y7/+WbtFG9YvlK/vRf37z4Z4fsPdP+6PP/5UzZo1NGLGGqX8b8fBu3+q84SYcGDDonUKvXRRv8ydoIKFcmjlirkxuS1erolxTtSjR08oJCRQj9WpHi8vdh4Scw7sOnNWjRtW1I1rp7R8+ZSY35iIV65bt0mZs+RSkRyZEvGtzqvgwLJTZ9X3pSZat3aV/v13Y6IyJcYAYtcqKDTU/up8JhIHQtgUUZYsy/1578hHIgmFy2ssGQGR7oG7KMYAkiNHdnl7+2rZinUqVLqsS/WdrwnNgZTZMmvO3A3atn2rst33QEK/Lk7Pr1ChtM6dPao9xy/IP2XSdozHiUEJeFO67Fk0ctQvOnN6rwrkT1z/U4x9INBfv34rrd+4XnmKVUxAdiSNRwfeuKrQ0BClTJXurgkiXd/l0+d09NAGffrpKPXokTgJg2Nb8Rw5isjLP62y5EjcbTdiW8+kdn1IcIgunjyl40f/1F9/bVGpUkUTjcRYAQjTuJ0799WJGO44l2hUxPBFV6/ekJ+vt/z8/WJ4R9wvO3TwH12/fk1FisbeWotqmo5p3erVH9KgQa/EvVIJfOe+fYfUq/cbun793u9Xcjek7t51RIUK55CPj3uGSUUlH74+PmrevIm6detwN6TH+t5YAUisn56Mb2ADrUOHDpmNtJIxGzyS9Pr1B+rHH99QhgxpPLL+iVlp94TYxOSA8y6HAw4H4swBB0DizDrnxoTmAL4fNt1yivtywAEQ922bZF8ztkbt3999Q/eTfQNJcgDEkQKHAw4H4swBB0DizDrnRocDDgccAEkmMrBr1y6dOHH3q6iTCbscMmPIAQdAYsgoT70sICBAL7zwgipUqKBixYppyJAhYud3pzgciA8OOAASH1x0w2eEhIRo1KhRKlq0qFhJvW7dOs2dO1dsTl6iRAnNnj3bDWvtVMnTOBDjtTCeRlhyru+qVavUo0cPpU6dWtOmTTOWB/zIlCmTvvnmG61YsUKvvvqqvvjiC3322WcqXrx4cmaXQ/tdcMCxQO6Cee5267Fjx/T000+rVatW6tatm2bMmGGsDW9vb7ketWrV0uLFi1WjRg1Vr15dL730ks6fP+9u5Dj18QAOOADiAY10pyoGBgbqww8/VKlSpXTfffcJC6R58+by8fGJAByuIJIyZUrjG8EaOXv2rIoUKaIxY8aY4c6d3uf87nDA5oADIDYnPPRz4cKFKl26tLEo5s2bpzfffFPp0qW7LXC4ggjfAZzhw4drypQpZnjz4IMPGgDyUHY41U5kDjgAksgMj8/XLV++XA0aNFCZMmU0fvx4FS5cOMbAERlIypcvLwDoxRdfNEOgp556SkeOHInP6jrPSoIccADEgxuVoQfZ2vF9VK5cWbNmzTLUcC4uB6DSsmVLrVmzRjlz5jSWzbvvvitCyp3icCAqDjgAEhVXPOgcfo59B/bp5MmTeu+991S/fn3t2LEjzpYIIJIhQwYNGDBAy5Yt0/r1680szsyZMz2IK05VE4sDDoAkFqcT8D3ZH8iuTq92UqBvoOQnde3aNU4WSGSrJX/+/Pruu+/Miti33npLjz76qLZt25aAlDiP9jQOOADiaS3mUl+iTAkSu371unZu3qlyjcspZaqUIohs6dKld2WFuPpIAI7Vq1frscceU82aNU2MCcMnpzgccADEg2XgypUrBkCsEEsHdh7Qoi8W6dL5SyZIrHv37tq5f6eCrKB4AZIUKVIY4Ni4caPxiRDhSiAaYOWU5MsBJxI1AdseBb98+XKCvYGEO1gKnTp1EtYIUaYZ02VU9uzZVbp7aVX9vaoGBwxWvbz1lDdt3nipB9GtrKdp27atXnnlFf36668m2jVeHh7pIdeuXVNQUFCks86/7sQBJydqArXGL7/8oscff1xp0iRcXk2GLygZBSDx8/NTcHCwABYvP68w68TLko+Xj/y8/eTtdavByTO4Ny6Fe1mYB6gkRMG6IU7l4MGDCfH42z7TyYl6W9bc8oNjgdzCkvg50aRJE6PI8fO02z8FBbv//vtFePrkyZONnwLwavRlIx1IcUBnTp3RoauHVP5GeeWrkk/9yvVT0QxF5ePtc/uH3uYX28mKVbB582Zt2rRJX331lZn1uc0tzukkzgEHQDy8gYnT6N27t/bv3y/8Htu3b9fVq1e1esRqVX6rsnzu91Fl38r64cwPWrdgnX7c/aNa/dNKNcvUlL+/v06fPm2mfkuWLBktJwAPyoEDB7Rnz55wyyfam5LIjwwPWYgYV0stibAhSjLiZrtG+Sjn5L3gAJGjly5dEhbPRx99JJycWbJkUW7/3Nrz7R4VTlVYQb5ByuqfVaUrl9aAbANUOGthM0szZ84cbd26VfXq1TOOV3w2KElUx4ULF4zVcfjw4USxrO4FLyO/kwRML77YVVmzZjVBdfDLKRE54ABIRH545H/MkEydOtWEnjOkAVCOHz8u/8P+OvztYZVPWZ6ddZUhRQblLpRbzz77rIYOHWrWwLzzzjvGEYqykCfk+++/D48hwZfCQj2sDva4wb+SHEpoqKUPPvjApDmwQoK0Zf0i9Xv5RfXr96pZvcyUtlPCOOAMYZKQJOTIkcNYIKlSpVKePHnMEv3sXtk14pkReuS1R5QyS0opVLdMvRJ5OnjwYP21+S/Ne32eQgaEqM32Njp99rR5BkDCkdQLvh18Olhbu3cf08K5U5QnV3ZDdoO61VS3VmXNnLNMrVu3NhneABlWQCfn4jNo0KBByZkBSY12QtuxQKZPn66CBQuaadCX+7ysZZOWaffM3bq095KOHj1qLAv8H/hMsgZk1QPfP6Cyn5dV49SNNe3INKWomcJYHMyEcAAgzLpghdgHOUVOnTqlzp07m9QBnspLaINfLVq00PFjR+Xvn1+ff9xZ2bNlkpeXd/jh4+OrUiUKq8MzLXX6zFl1697LOJBZwQwIJ8fiTOMm0VavW7euyTxGb8kq2+eff14IOg5Q1srs3LlTIYEhSp8yvf755x/1KdtHLfu2VGiJUBOyPmHChFuUAkWjl2ZxHSDVpUsXk9HskUceMdOtadOm9ThuErH72muvKTg4SAP6v6yaNSrq6eemavTIJ5Q+Xcpo6blw4ZK+GPu9Jk76zvCX9UP4n5JTcXwgSbS1lyxZoly5cunnn382GceYcu3Vq5dxntJbAijdenZTwxYNNXj4YC32W6wGrzYQ91HwfRDj4XpwDiuEKdy+ffsaoKlataq53tNC2//66y8z+9SxY0e92OVZLZ73vWo9XNlYGxDkannc7nvGjBn01mvdtGrZHJ0/F2DSKbCgEWd0cimOBZKEW5ogM9IbYoGQkf2NN97QmTNnxBYPHIABgW4bNmwwqRDJJ0IiZoYlZCdj6tK14GgdO3asLl68KEa+ZHq3C9O8LL5z98J0NwsDFy1apFf79laHp5srRQr/CNVu0/5bff1FK6VPH70FEuEmSXv2HdIHw0Zq7boNGjhwoFnU6OubtN2MSZu6yC2czP7HmUpQGStoSXH43HPPiVSGBJ4BKMSBACis3iUHCFnb+/TpY7aTxKKwo2gBIn5bsGCBCV8nZwi+FtcSGWxcf3OH79CJdTBp0iR16fy8Nq5drPTpbj/k8vL2EUdsSuFC+TV+7Cf6e9sevfTya9q6ZYtGjxkTm0d43LUOgHhck8W+wswU4PsghuOnn34Smcz+/vtv4xwFJIYNG6ZChQqZYc2nn35qhi/4OgAOhiussSHOhF47Y8aMt1SAc1Gdv+XCe3CCoLpPPvnEHM2bPa61qxbp/uxZ71gTb2/yycYOQLy9/ZQidUbVeDi3evd8QfPmL73jezz9AgdAPL0FY1H/3Llzm6hVIlddC8MZAIIeulGjRmYak6lMgAOAIUSe1beRC1ZI5syZTQ7WyL/d6/+ZOaL+DLUqVqygRfNnqUjhmA2xiLkNC6aLKYB4K2WaTPLx9dfRfRu0b/tynT52VEl/4ltyAOReS7obvJ/hDBbKuHHjjKOVWRbiIRjHN27c2ASWUU17LQyBawyPABd3DO/Gyurfv78yZ86kyRPHqkqlcrHmckyHMP6pMsjXN4XOntirAzuW68rlkwoODlGyQA85ABJrwUrKNxDPQZQqWdp79uwpT5uW3fvPdj3V9hldvnpD770zQI0a1Ilbc5FT9g5DGL8UaY3FceXiae3euUpXzp1QSEjE3LFhq4fiVgVPucuxQDylpRKpnqQEYLbGE8vMqRN14cxhzf95mnIULHtXJHh5+YgjcvHxS2WAIzjomg7tXKYLp5JPiH9kXvC/AyBRccU555Ec8Pb1VbZM6fTXkgkKDmyjfCVrxJkOcqe4OlFxkHr7pTARuScO/q1zp/69xeKI88s8+EYHQDy48Zyq38oBX39/5StXS7vWzta54/tU9tF28vH1u/XCO5wJ94F4ecvHL4VJxnT2xB4FnNyrkKDAO9ydfH52IlE9vK2ZBXnmmWfMQcJjYjWiKkSi2vvGRPV7dOfYdMpzipf8U6dVgUr1dCHgiH6b9p7OnzxkfBo2KNzpE1q5xtc/tfxSpNGVC6d0+N/VunDmgJQMFhXGpq0dCyQ23HLDa/PmzWu2paRqpP5jU212q2O9C9OvZcuWVZs2bcz2DESSNmzYUIRxE+JerVo1NWvWzMSDEGC1e/du1a5d29x/7tw5E43K1K+9EvfPP//UDz/8YO5r2rSpeQfraJgGZtbDnYq3j6/yl6ujcyf2avVPHytb7uIqVbOt0mbMFoNqesnPP7VuXL+qi2cOKTDwoqzQ5JHKIAbMiXCJAyAR2OF5/5C0mQ2yKaxjqVKlikmwzFoXtrskczrrWdKnT28WwRHKzdL90aNH/zfVmdlkJeM8i+NYfMf6FhI18wzyigAg5AQhSpVQdu4nBgTwYDUv62Lcqfyxfoumzlys9wb0UY7cxZQ1T3Gd3rdNyyYP0H35Sitf6Ud0f/4yEXwc1N84Tf/LG3sh4JBS+IcoNCSuSZ1vdcC6E4/iqy7OECa+OHmPnkPMBitrv/76axOW/vbbbwtL4eGHHxZpCglTZ8VpgQIFTDAYYENYt70uhp3n2BYTkGFjbqJViUIFUEgKDZAQ/0GoOzEhxYsXN+d4JgWL5U7pEBObNSdPndOK1ZtUs2EHrfxjo7BGcpeoroqP91baTNm1feWPmjuqmzYuHKdDO9fq2pVL8vLyVWhoiC6ePSbLClFwcMQp2cSmwVPe51ggntJSt6kn6fYACVaVMhwhWxZLyu2Nsfl0XWLOd5b6v//++2Yow8pcFpe1b9/ebBpVqVKl8Ddh3dgrS/G12Jm4Ij8z/AY3+fJE4zoKtaR3Pxyrjt3eVJNGj6nXi8+a5D85i1ZVvlIP69q1izp9YKsObFmufKVq6sLZwwq8enMLDqyu5BDHcbdN5gDI3XLQTe4nfmPkyJFm2MFQBmDBgmA9y8SJE41/hOX8M2bM0OzZs03yHKwXhjnsPGcPa1g7wmpbUh2SYAfAQZnImzplyhTzTMLE2fKS57pn8VLqtJk047vPdOR0sLr36GkSTfd/43W1atFI5cqUUur0WZS/3KPKVbSqgoNu6NqVAHmH/meQW5IVHCqDQnEm0FJyQCBnOX+cBcS50d048PH7/TV39ix98fkwDRg6QXv+3anJ479SqfLVTFVDQiyzh02B/HnVutUTeqJZExXKl0vpsubRqWM7wgGkfZcf9cUnTZU+HXEfoQoOuabQ4OsKCQoKy9IWHKSQkGsmDiQkMCxDW2gQ566bawll37D9nNZvOaqffvrZ3dgUr/VxfCDxyk7nYe7AARy8U6d+rxQpU6t2vebq90pvnTp+SPv37FKpksW0b/9BDR02QlWq11XAf3v8MsuCD4SDYpnvbNJlz744A5qo2tYZwkTFFeecR3OAIYmPtzR3zmx17dpNvy5crsnfTlfXzs9qzqwpCg0J1dLlK3XkyDGlZedASwoNCZFX+Ao4S6FWsEItbwMg9jS2RzMlgSrvWCAJxFjnsfeOA1gPe7YuUvq0qTRlynfGv1OiZClNnzlXFR+qq89GjVWhgvnVp3fX8NXEZGezj9Sp/cRsLv8DHuYzTuQkfavFAZA4CYZzk7tzgPiNo3s26PqlE2rerJlmzZqpIUMGq1y5cvpt5Rq1bPu8nmrf5WZkaUigFBx2fDq4llL7WVJwkBQcIq9QyxzuTvO9qJ8zhLkXXHfemcAcwI8RJtoXzx7R5UunlDFLXrVs2cpE2R7Yv08//viDpkyZZoYqVCbUbJoV1p+yi2dISGiEOnp5JYf0QBFIjtE/DoDEiE3ORR7FAa+bAGLqbVm6euG0rl+9oLQZspnAN1+/9pr10xyFmhD1sGFK9DQCKLEBkaQ/fIFfDoBELzXOr0mIA6g0CYA4MqeTBg3sp1B7cZwVLEvRjehdwMOL8HaCRQhXt2dpbjLKxwqWt8Jmc26eTZrfHABJmu3qUOXCATaAunL1nArmzy+GJxRUv1a1iiaIjP+ZvmX/4JiU5GFbxIQTihZyY/YE5yqHA27MgYCAc6pR7ynVa/qM5s5fHD7TYs+48EkhujY0JDhGR8xgxo2ZEo9VcyyQeGSm8yj348C2nf+qQPFCKtKkukZP+FaNHqsVoZJhgWOWiQOJqY/Dy9uBEJuJDoDYnHA+kyQHypQsrmP7D+vKrKXKnTFz+KyLTSyRprGFAyewzOae40S9yQnnW5LkQKaM6fXLjDH6Zf5yNXzs0fDkSJGJJW7EivFUbdiwhzQHty/R/Xb7uzztF8cC8bQWc+obKw6gxg9ky6ouz7USC/RDCBhzKaGhQWGh7KHBsQCQsAfcCSIIj8daiR5oXCrjgV8dAPHARnOqHEsOWJasUEuhXrd6OUKtsOlWnKgxt0DC3n8nAGGB3pljO5QtZ8lYVthzLo9u4ttzqHBq6nDAhQMsp2/UsreW/LbGnLXXtGANRHVwUWhooKzgoDsfDHX+O8ywx44jcXk/Xy9fDbN0iIS9ce1ipF+Tzr8OgCSdtnQo+Y8Dvr4+erVXew0ZPlbvDh2pc+fPyrKC5BUaJO/IR3jIuh1piks1mgPAcD0icf3ytVB9O2+vRn49Q/XrVDe/Bpz4J9JVSedfB0CSTls6lPzHgaDgYH04YqLq1X5I127cUN2mnTV81CSdPXfeJAQKDg5LAmQ+Q4gktUwcCMOYuBy8NjDI0s/L9qpDry9keflr0exxali3oqlRUrZAHB+Io3ZJjgN+vr7q2K6pFi5dK19fX334Th8tXLZG9Zt31TOtG6tNiwbKljWToTt8SjYkUKFRbGV5J+YQh7Ziw2GNHDNFFcqX1YwpnytvrohbR4QNdULl9V/G9zs905N+dwDEk1rLqWuMOIAP5LdVf8rb20uVK5TQW++NUvkyxTT0nT5avGyNHm/TU/dnz6q2LRuqZbN65pkmEvVOXtFIb//7n3MaOeYHZcyQXqM++Z/Klswf6Yqwf8kKn1RL0qUsqbaYQ1e0HMCiwAfyxfA39PnoaZo+a5Fe7NRKV69e14B3R6pihZL67MPXzdQqQGPPyxhHawwB5ODJQH35zVydCQjQay93Ue0a0W/knTbD/UnS+qAhHACJVhydHz2JA2XLV9SgwcO15o8Nql69mvp0fUq1qlXQ52On69Tps3qpW1udO3dRH3wyTqdPn1OHtk1UuVyxMBKtUHlZYQFit6M54JI0fvpKrd+4SS/36qxmDasZsLrd9fb5dJly2l+T3KeTlT3Jb/CFKAAABrFJREFUNWnyJujbcZ+pW+9+6tahsTq0bxPOjLUbt2nU19N17XqgWjWro8IF8ihVqhQqUSS/ijzYRGt/HRF+beQvVwN99MOvW/TznAXq0vFptW/9mFKnThH5sij/z5qjuDJkyRPlb0nhpAMgSaEVHRoicOCP3xfpqTZtlDdnVg0e1EeZMmUM/33V2r+1cNlarV63RdUql9HgN19U0YqP6495n4RfY38JDvXVgtWHNH7yD2rRvJG6PtdMWTJnsH+O9tPb21f35S6jNOkjOlSjvckDf3QAxAMbzanynTlw+dIFtW/dRCvX/Kku7RqoZcvHIww38JUEBQXL389fxSo218q5H958qJev1my9oC/GTlWVSuX1Uve2ypsr+83f7/AtfeZcypS9kHx9Y2al3OFxbv2zAyBu3TxO5e6WAzO+H6eBA9/WhYuX9Xzb+mrW7DGzMfjN53qrVJUnDYB4efto58EQfT5murJlzaxXX3pOZUoUuHnpHb6lTptVWR4oKv+Uae9wZdL52QGQpNOWDiXRcGDK+FF6d/BgnTh1XtUeLKI6tSqqWvXKYkvQsg+10bRJH+nL8b/q/IXzeq1PJ9WsXi6ap938yS9FGqXN+ICYafFPkebmD8nkmwMgyaShHTLDOLBp3Uqz3eW8BUt09OQ5Fcpzn+7LU1zbt29T396d1bzxwxEsFC+XDW59fP0FYHAAFilTZ0xW1kZUMuQASFRccc4lCw6w1eXq3xfp7LmL6ty9r9k3N1kQHo9EOgASj8x0HuVwILlxwFlMl9xa3KHX4UA8csABkHhkpvOohOHAkiVLVL9+fTVu3FitWrXStWvXYv2iESNGaNWqVRHua9GiRYT/7/TPY489Ju7h6Nixo06cOGFuadu2rYKC2CsmrNjPpZ6dOnUy9a5Vq5ZmzZplLnj33XfVqFEj85xmzZppzZqwvCX2/R71aTnF4YCbc6BSpUrW+fPnTS0//vhja8aMGeY75+bNm2cdOXLE/B8QEGDt27fPWr9+vXX69Olwqo4dO2adOXPGunLlijm3ceNGa8eOHVbp0qXN/8HBwdby5cutzZs3m/8DAwPN/UuXLrWuXr0a/hz7ek4sWLDAatWqlfmN+l2/fv2W6wYMGGCNHTvWnKeuNWrUsG7cuGG98MIL1po1a8z5Q4cOWdWrVw+/19O+OGthPAruk2dly5cvrzfeeEOdO3dWnz59zCzJlStX9OSTTxqL5L333tP48eP18ccf6+rVq3r00Uf1wgsvaPPmzTp16pSaN2+u2rVrq2bNmtq0aZP27dunlClT6sKFC4ahWBM5c+bUnj17hJXx0EMPqW7dunrllVeUN29eFSxY8BbGc93AgQN148YN89vJkyeVIkVY4BgreynLli3TwoULzfcMGTJo+fLlJr2AOfHfn9SpU0eY9XH9zRO+OwDiCa2UzOv45ZdfasKECXr//fe1a9cu/fDDD9qyZYuZNSGitGLFipo6darhEgBTpUoV/fnnn1q9erW2b99uAMQGi59//tmcZ/Xt4sWLdebMGe3du1eTJk0ygMJQCQCpXr26AZDoWE8MSWBgWOpC6ubjw353Ms/k89KlS0qb9mZQGblJ7AIgZs6c2VwzZMgQ+7THfd6kyOOq7lQ4uXBg+PDheu2114wFMn36dH3xxRcGNLJly2asg3z58il//vwaNmxYuBLjh/j222914MAB4f+YOHGiYdf169fNUn4sEA58F/7+/uY3/ud3ig0G5p8o/nAflgYWBOXzzz8Pt0BsXwt1OnjwoLFiuOarr74yYMb3oUOHqmrVquZeT/7jOFE9ufWSSd2XLl2qn376ySj733//reLFi6tevXrauXOn0qRJo2nTpmn//v0RuMGQBQvkyJEjKlbsvyX7khneAEAcAQEBeuCBB8x2lzg4UWoctbcrAAbv5+jbt6+aNm0aLdB06NBBb731ls6fP2+GMwyzsmbNervHe+R5n0GDBg3yyJo7lU42HGjYsKFmzpypcePGqUyZMnrxxReVKVMm04PPmzfPgAKK7+3tbcAiXbp0RrEzZsyoJk2aqEiRIsbqKFCggPGb7NixQ1myZFHlypWNJcOMCP6J7Nmzq1+/fuZagKlEiRIReIzVwdBp9+7dBmjatWtnfmfflwcffNC8nxP8z7CK+/mObwaAA7SoE/UsWrSo0qdPH+H5nviPE0jmia3m1NnhgJtwwBnCuElDONVwOOCJHHAAxBNbzamzwwE34YADIG7SEE41HA54IgccAPHEVnPq7HDATTjgAIibNIRTDYcDnsiB/wM6NWkhfeEvoQAAAABJRU5ErkJggg==)ICMP** - (Internet Control Message Protocol - Protocolo de Mensagens de Controle de Internet) é um protocolo que permite gerenciar as informações relativas aos erros nas máquinas conectadas. Devido aos poucos controles que o protocolo IP realiza, ele não corrige estes erros mas os mostra para os protocolos das camadas vizinhas. Assim, o protocolo ICMP é usado por todos os roteadores para assinalar um erro, chamado de Delivery Problem ou, em português, Problema de Entrega.

O roteador precisa ter agente DHCP ativado para permitir que os clientes 1 e 2 recebam a configuração IP do servidor DHCP.

"Para permitir o funcionamento do DHCP em redes segmentas, foi definido um mecanismo complementar denominado “***agente relay***” (RFC1542). O agente relay é um software que roda em um roteador ou computador (existe implementações do agente relay para sistemas operacionais, como o Linux). O agente relay é configurado para escutar mensagens BOOTP em broadcast e propagá-las em unicast para um roteador DHCP especifico".

Parâmetros que podem ser passados são:

-IP do cliente

-IP do gateway da rede

-IP do servidor DNS

-IP do servidor NTP

-IP do Broadcast da rede

O endereço MAC já "nasce" com a placa/interface de rede do host. Além disso é um identificador fixo(e não dinâmico) da placa de rede e a princípio "não muda".

Algumas mensagens da arquitetura Cliente-Servidor DHCP

* **DHCPDISCOVER**- Mensagem enviada pelo cliente em broadcast para localizar um servidor DHCP;
* **DHCPOFFER** - Mensagem enviada pelo servidor ao cliente em resposta à mensagem DHCPDISCOVER;
* **DHCPREQUEST** - Mensagem enviada pelo cliente ao servidor DHCP solicitando os parâmetros de configuração da rede (Endereço IP, Máscara, Gateway, etc);
* **DHCPACK** - Mensagem enviada pelo servidor ao cliente com os parâmetros de configuração, incluindo o comprometimento do endereço de rede;
* **DHCPRELEASE** - Mensagem enviada pelo cliente ao servidor para liberar o IP da máquina cliente.

**O protocolo TCP**é orientado à conexão, realiza controle de transmissão, é confiável, verifica erros, permite a recuperação de pacotes perdidos, elimina pacotes duplicados, recupera dados corrompidos, faz controle de fluxo e de congestionamento e ainda entrega os pacotes na sequência correta.

**O protocolo UDP**é simples, sem garantia de entrega, não-confiável, não orientado à conexão, os dados são transmitidos apenas uma vez, pacotes corrompidos são descartados, porém é de alta eficiência e velocidade em comparação com o TCP. Mais usado para transmissão de áudio e vídeo em tempo real.

**OSPF e BGP**são protocolos de roteamento.

**RSTP e MSTP** são variações do Spanning Tree Protocol (STP)

**EAPS** é um protocolo proprietário da Extreme Networks para controle de Loop em redes em Anel de alta disponibilidade.

**Estados possíveis de portas - STP  - Spanning Tree Protocol -  802.1d**

**Blocking,**

**Listem,**

**Learning,**

**Forwarding,**

**Disabled**

**RSTP - Rapid Spanning Tree Protocol - 802.1w**

**Discarding**

**Learning**

**Forwarding**

Durante uma transferência de arquivos utilizando o FTP o seguintes passos são tomados:

O cliente solicita a abertura de conexão ao servidor através da porta de controle. O servidor aceita a solicitação e mantém a conexão de controle aberta. É nessa conexão que o cliente deve informar qual arquivo deseja obter ou enviar. O servidor aceita a solicitação do cliente e envia os dados para o cliente abrindo uma nova conexão - a conexão de dados. Essa conexão existe até que o dado seja transferido por completo. Após a transferência o servidor fecha a conexão de dados até que o cliente solicite um novo arquivo.

Se o cliente não desejar mais enviar ou receber dados ao servidor então aquele deve encerrar a conexão. Caso contrário, o servidor poderá encerra-la devido ao time-out.

**Classe A**  
Primeiro octeto entre 1 e 126  
(Em binário, o primeiro bit do primeiro octeto é zero)  
Máscara padrão: 255.0.0.0

**Classe B**  
Primeiro octeto entre 128 e 191  
(Em binário, o primeiro bit do primeiro octeto deve ser 1 e o segundo bit 0)  
Máscara padrão: 255.255.0.0

**Classe C**  
Primeiro octeto entre 192 e 223  
(Em binário, os dois primeiros bits devem ser 1 e o terceiro 0)  
Máscara padrão: 255.255.255.0

RIP - Vetor de Distância

OSPF - Estado de enlace

BGP - Vetor de Caminho

**BGP** é o protocolo usado para troca de informações sobre roteamento da internet e ele é usado por ISP’s (Internet Service Providers). A versão usada atualmente é o BGP-4.Comumente, as empresas e universidades usam em suas redes, protocolos de roteamentos internos IGP. Vários clientes compartilham o mesmo AS de um ISP, dessa forma, na borda do AS do  ISP é usado o BGP para trocar informações de rotas com a internet para seus clientes.

O **OSPF** (Open Shortest Path First), traduzindo ficaria assim: "**Primeira Rota Aberta Mais Curta**" é um protocolo intradomínio baseado no roteamento com **estado de enlaces**. Na terminologia do OSPF, enlace é a denominação de uma conexão.

É bom lembrar que o OSPF, apresenta menor tempo de convergência que o RIP.

**Agumas características do protocolo RIP:**

**-- Protocolo de roteamento de vetor distância;**

**-- Como métrica, usa a contagem de saltos;**

**-- Mensagens enviadas por broadcast a cada 30 segundos;**

**-- Cada nó constrói uma sequência unidimensional contendo as distâncias para todos os outros nós;**

**-- As distâncias válidas são de 1 a 15 (saltos), com 16 representando infinito, limitando o para redes relativamente pequenas.**

**-- Trabalha na camada de aplicação;**

**RIP – porta 520**

**RIPng (para IPv6) – porta 521**

LDAP - Porta padrão: 389

HTTP - Porta padrão: 80

HTTPS - Porta padrão: 443

FTP - Portas padrões:  21 para conexão de controle - 20 para conexão de dados

O SNMP foi criado para facilitar o monitoramento e gerenciamento de redes permitindo que uma ferramenta de gerenciamento possa trabalhar com produtos e serviços de diversos fabricantes.

Em SNMP, o item a ser monitorado ou gerenciado é um agente. Quem consulta (GET) ou solicita modificações(SET) é um gerente. O agente tambem tem a função de gerar alertas (TRAP).

Sistemas de monitoramento de redes como HP Open View, IBM Tivoli, Nagios e Zabbix suportam SNMP nativamente para monitoramento e gerenciamento SNMP.

O sistema gerente pode usar estes alertas para gerar alarmes visuais ou usar ferramentas de comunicação como SMS e e-mail para avisar os responsáveis.

O agente SNMP, instalado no item a ser gerenciado, contempla uma tabela de informações que pode ser consultada ou modificada pelo sistema gerente. Desta forma, é possível por exemplo consultar como está o tráfego de rede em determinada porta de um switch ou qual o estado de memória em uma máquina Java.

**PAM**

O PAM (Pluggable Authentication Modules) é o serviço responsável por realizar a autenticação de usuários nos ambientes Linux/Unix. Através do PAM e de suas bibliotecas, é possível configurar um esquema de autenticação segura para qualquer aplicação de forma transparente.

O pacote libpam-ldap é o plugin do LDAP para o PAM, ou seja, ele é que permitirá ao PAM autenticar usuários armazenados no diretório LDAP. O PAM apenas realiza a autenticação dos usuários que foram reconhecidos durante a pesquisa do NSS, ou seja, é necessário instalar e configurar o módulo libnss-ldap antes do libpam-ldap para que a autenticação dos usuários do diretório LDAP seja efetuada.

**LDAP significa Lightweight Directory Access Protocol**

• protocolo leve para acessar serviços de diretório.

• roda em cima do protocolo TCP/IP .

\* arquitetura cliente/servidor

\* foi inicialmente usado como uma interface para o X.500

\* Organiza as entradas em árvores hierárquicas;

• camada de aplicaçãa

pelas entradas do serviço de diretório organizadas em uma estrutura de árvore hierárquica conhecida como DIT − Directory Information Tree.

O **LDAP** (Lightweight Directory Access Protocol - Protocolo de acesso aos diretórios leves) é um protocolo padrão que permite gerenciar diretórios, ou seja, acessar bancos de informações sobre os usuários de uma rede por meio de protocolos TCP/IP. Geralmente, os bancos de informações são relativos a usuários, mas eles também podem ser usados para outros fins, como gerenciar o material de uma empresa.

O LDAP fornece ao usuário métodos que lhe permitem se conectar, desligar, procurar e comparar informações e inserir, alterar e excluir entradas. Por outro lado,**o protocolo LDAP (na sua versão 3) propõe mecanismos de codificação (SSL, etc.) e autenticação (SASL) que permitem proteger o acesso às informações armazenadas no banco.**

**Portanto o LPAD suporta SIM mecanismos de segurança e acesso a cliente.**

***Tipos de Registros DNS***

o   **SOA (Start of Authority)** – Apresenta o início dos dados de um domínio; Também define o nome da zona e do servidor da zona;

o   **A (Address)** – Contém o endereço IPv4 de um registro;

o   **AAAA (Quad-A)** – Contém o endereço IPv6 de um registro;

o   **CNAME (Canonical Name)** – É o segundo nome ou apelido (alias) de um registro de domínio;

o   **PTR (Pointer)**– Tipo de registro utilizado para configuração de DNS reverso; é o inverso de A(ipv4) ou de AAAA(ipv6)

o   **NS (Name Server)** – Representa os nomes dos servidores DNS autoritativos presentes em um domínio;

o   **MX (Mail Exchange)** – Exibe o nome dos servidores de e-mail do domínio;

o   **MINFO (Mailbox Info)** – Contém o endereço de e-mail para contato dos responsáveis pelo domínio;

o   **HINFO (Host Info)** – Possui informações sobre o host que provê o serviço de DNS;

o   **TXT (Text)**– Contém alguma informação textuais sobre o domínio;

o   **SPF (Sender Policy Framework)** – tentativa de controle de falsos emails. Permite definir os endereços das máquinas autorizadas a enviar emails.

o   **SRV (Service)** – define a localização de serviços disponíveis em um domínio.

**POP3**

Porta padrão 110 - NÃO criptografada

Porta**995**– Porta SSL / TLS, também conhecida como POP3S.

**IMAP**

Porta padrão 143 - não criptografada

Porta **993** – Porta SSL / TLS, também conhecida como IMAPS

**SMTP**

Porta **465** – Porta SSL / TLS, também conhecida como SMTPS

***VoIP***

Serviços como VoIP (voz sobre IP) necessitam de um protocolo de tempo real, **como os protocolos RTP/RTCP.** Alguns protocolos: **SIP**, **SDP**, **RTP** **MGCP** e o **H.248**.

H.323 é uma recomendação criada pela ITU para o estabelecimento, controle e término das chamadas, ou seja, é uma recomendação que especifica os protocolos de sinalização e controle das ligações. Ela é mais antiga e complexa, atualmente está sendo menos usada nos sistemas VoIP.

**SIP**

O Session Initiation Protocol (SIP) foi padronizado pela IETF e é descrito na Request for Comments (RFC) 3261. O SIP é um módulo projetado para interoperar bem com aplicações da Internet já existentes para a utilização da tecnologia VoIP.

Com o SIP é possível efetuar chamadas entre computadores, entre telefones IP, e de um computador para um telefone comum, havendo o gateway apropriado entre a Internet e o sistema de telefonia tradicional neste último caso. O SIP somente configura, gerencia e encerra as chamadas, ele é um protocolo de sessão. Outros protocolos são encarregados pelo transporte de dados, normalmente o protocolo UDP, por motivos de desempenho. Assim o SIP fornece seus próprios mecanismos de confiabilidade, mas o TCP também pode ser usado. O protocolo RTP se encarrega pelo tráfego em tempo real da informação, muito importante na comunicação de voz, e consequentemente em conjunto com o RTP, também há o RTCP, que controla os fluxos de dados em tempo real.

A telefonia por internet utiliza o protocolo SIP na Camada de Aplicação e o protocolo UDP da Camada de Transporte. SIP usa UDP/TCP.

**RTP e RTCP**

O protocolo Realtime Transport Protocol (RTP) é responsável pelo fluxo de voz já convertida em dados na tecnologia VoIP. A voz precisa ser transmitida em tempo real e é o protocolo RTP que possibilita essa transmissão. Ele é utilizado tanto na pilha de protocolos H.323 como com o SIP. Já o protocolo Realtime Transport Control Protocol (RTCP) monitora a entrega dos dados, além de ter funções de controle e identificação.

**MGCP**

O Media Gateway Control Protocol (MGCP) foi definido na RFC 2705 da IETF e é usado para controlar as chamadas nos gateways do sistema VoIP. O MGCP implementa uma interface de controle usando um conjunto de transações do tipo comando/resposta que criam, controlam e auditam as chamadas. Estas mensagens usam como suporte os pacotes UDP da rede IP, e são trocadas para o estabelecimento, acompanhamento e finalização das ligações. O MGCP tem como finalidade principal a simplificação do uso da tecnologia VoIP, eliminando a necessidade de terminais complexos para a telefonia IP.

**MEGACO/H.248**

O MEdia GAteway COntrol (MEGACO) realiza as mesmas funções do MGCP, ele foi criado com o esforço conjunto da IETF e ITU. Ele pode ser utilizado em um gateway com funções implementadas em único equipamento ou em um gateway com funções que podem ser distribuídas por vários equipamentos.

O MEGACO também possui uma interface de sinalização para diversos sistemas de telefonia, tanto fixa como móvel. Esse protocolo representa uma alternativa ao MGCP, pois enfoca requisitos técnicos e recursos de conferência multimídia omitidos pelo seu antecessor.Ele também controla melhor a execução ordenada de comandos por meio de transações, e define modos de transporte específicos das mensagens sobre outros protocolos além do UDP, como o SCTP, um protocolo de transporte mais recente, por exemplo.

Com o funcionamento destes protocolos estabelecendo a comunicação entre os equipamentos, o próximo assunto a ser abordado são as aplicações da tecnologia VoIP, para que uma chamada telefônica seja efetuada entre uma origem e um destino numa rede IP.

Tendo em vista que são possíveis diversos algoritmos de compactação, é necessário um protocolo para permitir que os terminais negociem o algoritmo que vão usar. Esse protocolo é chamado H.245. Ele também negocia outros aspectos da conexão, como a taxa de bits.

"O **ICMP** permite que os roteadores relatem erros ou informações sobre circunstâncias inesperadas. Ele é usado por hospedeiros e roteadores para troca de informações da camada de rede entre si; a utilização mais comum é para comunicação de erros. O ICMP deve ser permitido em uma rede para que os hosts enviem mensagens de erro ou de controle para outros hosts da rede.

É frequentemente considerado parte do IP, mas, em termos de arquitetura, está logo acima do IP. As mensagens ICMP são carregadas dentro de datagramas IP como carga útil IP, exatamente como segmentos TCP ou UDP, que também são carregados como carga útil. No caso de erro num datagrama ICMP, nenhuma mensagem de erro é emitida para evitar um efeito “bola de neve” no caso de incidente sobre a rede."

**PPP (Point-to-Point Protocol)** é um protocolo para transmissão de pacotes através de linhas seriais. O protocolo PPP suporta linhas síncronas e assíncronas. Normalmente ele tem sido utilizado para a transmissão de pacotes IP na Internet.

O Point-to-Point Protocol é projetado para transportar pacotes através de uma conexão entre dois pontos. A conexão entre os pontos deve prover operação full-duplex sendo assumido que os pacotes são entregues em ordem. Estas características são desejadas para que o PPP proporcione uma solução comum para a conexão de uma grande variedade de Hosts, Bridges e Routers.

O PPP é composto basicamente de três partes, sendo que a interação entre elas obedece a um diagrama de fases:

Encapsulamento de datagramas

Link Control Protocol( LCP )

Network Control Protocols( NCPs )

Para ser suficientemente versátil e portável para uma grande variedade de ambientes, o PPP provê um Link Control Protocol.

O Link Control Protocol é usado para automaticamente concordar sobre as opções de formato de encapsulamento, lidar com variações nos limites de tamanho dos pacotes, detectar loops infinitos, detectar erros de configuração, iniciar e terminar a conexão.

Opcionalmente o LCP pode prover facilidades de autenticação de identificação e determinação de quando o link está funcionando apropriadamente ou quando está falhando.

**Algoritmos de criptografia do WPA-2**

O WPA2 ainda dá suporte ao algoritmo de criptografia do TKIP, mas também introduziu uma opção nova e mais segura que costuma ser chamada de Counter Mode with Cipher Block Chaining Message Authentication Code ProtocoL (CCMP) que por sua vez fornece o uso do AES como algoritmo de criptografia a ser utilizado.

O CCMP usa CBC-MAC para integridade da mensagem.

"***Controle de fluxo envolve impedir que os transmissores sobrecarreguem os receptores***. Controle de congestionamento envolve impedir que muitos dados sejam injetados na rede, fazendo com que switches ou enlaces fiquem sobrecarregados. Ou seja, controle de fluxo é um problema fim a fim, enquanto o controle de congestionamento se preocupa com o modo como hosts e redes interagem" **Redes de Computadores – Peterson.**

**Wireless**

**"Não há sobreposição entre quaisquer dois canais se, e somente se, eles estiverem separados por quatro ou mais canais. Em particular, o conjunto dos canais 1, 6 e 11 é o único conjunto de três canais não sobrepostos. Isso significa que um administrador poderia criar uma LAN sem fio  [...] instalando três APs [...] na mesma localização física, designando os canais 1, 6 e 11 aos APs e interconectando cada um desses APs com um comutador.". Para que não ocorra sobreposição de canais de radio­ frequência adjacentes, o número máximo de Access Points que podem ser instalados naquele local são três.**

1000 BASE-TX  Cabo UTP 6 ou +  (alcance 100m)

1000 BASE-T    Cabo UTP 5 ou +  (alcance 100m)

1000 BASE-SX  Fibra Multimodo  (alcance até 550m)

1000 BASE-LX  Fibra Monomodo  ou Multimodo (alcance máximo 3km)

**1000 BASE-CX  2 Pares de cabo STP (alcance máximo 25m)**

802.11a velocidades de 54 Mbps freq de 5,1 Ghz a 5,8Ghz 12 canais ñ sobrepostos

802.11b  velocidade de 11 Mbps frequência de 2.4 GHz 3 canais ñ sobrepostos

802.11g velocidade de 54 Mbps freq de 2,4 GHz WPA criptografia TKIP e AES  3  ñ sob

802.11n velocidade de 54 Mbps a 300 Mbps freqüência: 2,4 GHz e/ou 5 GHz MIMO OFDM

**IEEE 802.11ac (**2014) - Faixa de Frequência de 5.0 GHz - Velocidade acima de 1.5 GHz

Parte superior do formulário

Parte superior do formulário

**Jitter** é uma variação estatística do **atraso** na entrega de dados em uma rede, ou seja, pode ser definida como a medida de variação do atraso entre os pacotes sucessivos de dados. Observa-se ainda que uma variação de atraso elevada produz uma recepção não regular dos pacotes.

***Proxy***

O **proxy web**possui tanto função de servidor quanto de cliente. É servidor quando possui os objetos solicitados pelos navegadores e lhe envia as respostas. É cliente quando não possui algum objeto solicitado e precisa requisitá-lo ao servidor web. Os proxies vêm sendo muito usados nas empresas, com o intuito de acelerar o acesso à Internet e evitar investimentos em ampliação de largura de banda.   
  
O **proxy reverso** é um servidor instalado entre a internet e os servidores web internos de uma empresa. As requisições externas são direcionadas a um servidor interno por meio de um roteamento feito pelo proxy.

Um **proxy reverso** é um servidor de rede geralmente instalado para ficar na frente de um servidor Web. Todas as conexões originadas externamente são endereçadas para um dos servidores Web através de um roteamento feito pelo servidor proxy, que pode tratar ele mesmo a requisição ou encaminhar a requisição toda ou parcialmente a um servidor Web, que tratará dela.

Um proxy reverso repassa o tráfego de rede recebido para um conjunto de servidores, tornando-o a única interface para as requisições externas. Por exemplo, um proxy reverso pode ser usado para balancear a carga de um cluster de servidores Web. O que é exatamente o oposto de um proxy convencional, que age como um despachante para o tráfego de saída de uma rede, representando as requisições dos clientes internos para os servidores externos à rede a qual o servidor proxy atende.

***Principais características***

**Segurança**: o servidor proxy pode oferecer uma camada adicional de defesa através da separação ou isolamento do servidor que está por trás de um proxy reverso. Essa configuração pode inclusive proteger os demais servidores da rede, principalmente pela obscuridade.

**Criptografia**: a criptografia SSL pode ser delegada ao próprio servidor proxy, em vez dos servidores Web. Nesse caso, o servidor proxy pode ser dotado de aceleradores criptográficos de alta performance.

**Balanceamento de carga:** o proxy reverso pode distribuir a carga para vários servidores, cada servidor responsável por sua própria aplicação. Dependendo da arquitetura da rede onde o servidor proxy reverso está instalado, o proxy reverso pode ter que modificar as URLs válidas externamente, para os endereços da rede interna.

**Cache**: um proxy reverso pode aliviar a carga dos servidores Web através de um cache para o conteúdo estático, como, por exemplo, imagens, e também conteúdo dinâmico, como, por exemplo, uma pagina HTML gerada por um Sistema de Gerenciamento de Conteúdo. Um cache desse tipo pode satisfazer uma quantidade considerável de requisições, reduzindo de forma significativa o servidor Web. Outro termo utilizado é Acelerador Web. Essa técnica é utilizada nos servidores da Wikipédia.

**Compressão:** um servidor proxy pode otimizar e comprimir o conteúdo, tornando o acesso mais rápido.

**Colher de chá:** uma página dinamicamente gerada pode ser produzida e enviada instantaneamente para o servidor proxy, que pode enviá-la aos poucos para o cliente requisitante. A aplicação Web não precisa ficar esperando (e consumindo recursos do servidor) porque o cliente apresenta restrições de capacidade para receber conteúdo solicitado.

Em uma rede local do tipo Ethernet, um *firewall* que atua na camada de enlace pode ser configurado para permitir ou negar o tráfego de dados por endereço MAC. (Questão correta).

**Comentario**: para quem teve a mesma dúvida que eu, cabe destacar que o Firewall pode, sim, atuar na camada de enlace. Acreditava que era somente na de rede.

**Filtragem de pacotes** é o bloqueio ou liberação da passagem de pacotes de dados de maneira seletiva, conforme eles atravessam a interface de rede. Em sistemas Linux, por exemplo, a filtragem de pacotes é implementada diretamente no kernel.**Esses filtros inspecionam os pacotes com base nos cabeçalhos de transporte, rede ou até mesmo enlace**. Os critérios mais utilizados são os endereços IP e portas TCP/UDP de origem e destino.

(...)

Apesar de se tratar de um conceito geralmente relacionado a proteção contra invasões**, o firewall não possui capacidade de analisar toda a extensão do protocolo, ficando geralmente restrito ao nível 4, de Transporte, da Camada OSI.**

**WEP** → RC4 (cifra de fluxo simétrica)

**WPA** → RC4 + TKIP

**WPA2** → AES (cifra de bloco simétrica) + TKIP

***O protocolo 802.1x*** possui características que são complementares a redes sem fios , pois permite***autenticação*** baseada em métodos já consolidados, como o**RADIUS (Remote Authentication Dial-in User Service)**, de forma escalável e expansível. Desta maneira é possível promover um único padrão de *autenticação*, independentemente da tecnologia (vários padrões de redes sem fio, usuários de redes cabeadas e discadas etc.) e manter a base de usuários em um repositórios únicos, que seja em banco  de dados convencional, LDAP ou qualquer outro reconhecido pelo servidor de autenticação.

O **proxy** **transparente** é uma arquitetura que permite que o navegador cliente não saiba da existência do proxy. Ele acha que está solicitando o recurso diretamente ao servidor original; o proxy encarrega-se de capturar e processar a solicitação. Sua principal característica é não precisar sair configurando nos navegadores.

***Redes WI-FI***

(1997) 802.11    -> 2.4GHz --> até 2 Mbps --> DSSS.  
(1999) 802.11a  -> 5.0GHz --> até 54 Mbps --> OFDM.  
(1999) 802.11b  -> 2.4GHz --> até 11 Mbps --> OFDM.  
(2003) 802.11g  -> 2.4GHz --> até 54 Mbps --> DSSS, OFDM.  
(2009) 802.11n  -> 2.4 e 5.0 GHz --> até 300Mbps, e até 600 Mbps teoricamente --> OFDM.  
(2012) 802.11ad -> 60 GHz --> até 6.75 Mbps --> OFDM.  
(2013) 802.11ac -> 5.0 GHz --> até 433 Mbps, e mais de 6Gbps teoricamente --> SC, OFDM.

*"Um* ***Bastion Host*** *é o termo aplicado a um host que age como um check-point entre a sua rede e a Internet, ou entre subredes da Intranet. Ele pode ser associado de várias maneiras à entrada de um edifício - todos devem passar por aquele ponto tanto para entrar quanto para sair do edifício. Para um Bastion Host que está conectado à Internet, maior atenção deve ser dada à segurança - é o ponto mais exposto e, por essa razão, deve ser o mais forte.*

*O Bastion Host seria o ponto de entrada, tipicamente dos seguintes serviços:*

*Sessões de E-mail que estejam chegando (SMTP) e distribuí-las para o site;  
Requisões de FTP para o servidor de FTP anônimo;  
Para consultas ao servidor de DNS interno.  
Serviços para redes externas, podem ser tratadas de uma das maneiras seguintes:*

*Configuração de Packet Filtering nos roteadores externo e interno para permitir que clientes externos acessem servidores externos diretamente;  
Configurar servidores proxy para rodarem no Bastion Host (se o firewall da rede estiver configurado para tal) para permitir que clientes internos acessem servidores externos indiretamente. O Packet Filtering pode ser configurado para permitir também que clientes internos comuniquem com os servidores proxy no Bastion Host e vice-versa, mas para proibir que haja comunicação direta entre os clientes internos e o mundo exterior."*

**Internet, somente pacotes com IP, destinados ao bastion host, possuem permissão de entrada.**

Um  Bast host  protege as redes internas atuando como uma **camada de defesa** entre a **Internet e uma intranet**. Um bast host  é um computador totalmente exposto ao ataque. O sistema está no lado público da zona desmilitarizada (DMZ), desprotegido por um firewall ou roteador de filtragem. Frequentemente, os papéis desses sistemas são fundamentais para o sistema de segurança da rede.  Em suma, um Bast host é um servidor endurecido que se espera que seja atacado. Não confia em nada e ninguém.

Bast Host é uma  uma estrutura para fortificação para proteger as coisas por trás.
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