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**Reflected XSS on Search Page**

**on 02 July 2025**

**by** **Baribut**

**youremail@evil.net**

|  |  |
| --- | --- |
| **Description** | **Cross-Site Scripting (XSS)** attacks are a type of injection, in which malicious scripts are injected into otherwise benign and trusted websites. XSS attacks occur when an attacker uses a web application to send malicious code, generally in the form of a browser side script, to a different end user. Flaws that allow these attacks to succeed are quite widespread and occur anywhere a web application uses input from a user within the output it generates without validating or encoding it. |
| **Affected Endpoint** |  |
| **Impact** |  |
| **Steps to Reproduce** | 1.  2.  3. |
| **POC** | List of screenshoot |
| **Remediation** | 1.  2. |
| **References** |  |