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# **0** 引言

从古至今，自然界就是人类产生各种技术和工程原理甚至重大发明的源泉，一直以来很多重要仿生学技术就推动着人类文明的发展。本文中提到了很多应用于入侵检测技术的仿生学算法，它们都可以通过优化神经网络来提高入侵检测技术的效率。其中的神经网络指的是人工神经网络，是一种模仿动物神经网络特征进行信息处理的数学模型，它在本文中用于对非法入侵数据的识别检测。常用的仿生算法有蚁群算法、人工鱼群算法、遗传算法等，它们在提升入侵检测系统性能方面发挥着很重要的作用。

# **1** 研究背景

## **1.1** 入侵检测技术、神经网络和仿生学

**1.1.1**入侵检测技术 入侵检测技术是指通过安全日志、行为、审计数据或从网络中收集到信息进行相关操作，从而检测到外界对系统的入侵或企图入侵行为的技术。入侵检测技术的目的是为了保护计算机而设计的可以及时发现报告系统中异常现象的技术，它可以用于检测计算机网络中非法入侵的行为。入侵检测系统采用的技术可以分为特征检测和异常检测。其中特征检测是假设入侵者活动可以用一种模式来表示，通过检测主体的活动是否符合这些模式来判断是否有入侵行为，异常检测则是通过将当前主体的活动情况与建立好的一个主体正常活动的“活动简档”相比较，若违反“活动简档”的统计规律则判断当前活动可能是一种入侵行为。

**1.1.2**神经网络 本文中应用于入侵检测技术的神经网络一般指的是人工神经网络，它是人工智能领域兴起的热点。从信息处理角度出发，人工神经网络是对人脑神经元的抽象，它是由大量的节点相互联结而成，其中每个节点代表一种输出函数，且每个节点可能有对应的偏置值，每两个节点之间的连接都有一个连接信号加权值，根据节点不同的联结方式就组成了不同的神经网络。神经网络有自学习、联想存储、高速寻找优化解等三个重要的功能。经过长期的研究和发展，它的应用领域已经十分广泛，在模式识别、自动控制、信号处理等反面都取得了非常大的成功。

**1.1.3** 仿生学 仿生学是一种利用生物结构和功能原理模仿自然界生物的一门学科，可以用来研制新技术和新设备等。仿生学能得到广泛应用，是因为有一些生物的功能比任何人工结构都要优越合理，本文中的仿生学优化算法就是利用自然界生物功能解决或优化工程上的一些技术问题，它们都能够取得比原算法更好的效果，能很好地体现它们的优化作用。很多生物有着很长的历史，甚至比人类存在时间还长。它们通过长期与大自然作斗争而不断进化，逐渐获得了适应大自然的能力和许多卓有成效的本领，并形成了极其精确和完善的机制，如体内的能量转换、信息的接受和传递、对外界的识别、导航等，显示出许多机器所不可比拟的优越之处。生物的小巧、灵敏、快速、高效、可靠和抗干扰性等特点也令人惊叹。

## **1.2** 入侵检测、神经网络和仿生学的发展历史

**1.2.1**入侵检测的发展历史 1980年，美国空军首次做了一份题为计算机安全威胁监控与监视的报告，详细阐述了入侵检测的概念。1984年-1986年，乔治敦大学首次研究出了一种实施入侵检测系统模型。1988年，SRI/CSL改进了乔治敦大学的入侵检测系统模型，并研发出了实际的IDES。1990年，加州大学戴维斯分校首次将网络数据作为审计检测数据的来源。1988年，美国重要部门、军队、实验室等开展对分布式入侵检测系统的研究，将基于主机和基于网络的检测方法集成在一起。20世纪90年代至今，入侵检测技术被争相研究，智能化和分布式入侵检测这两个方向取得了很大的进展。

**1.2.2**神经网络的发展过程 1943年，心理学家W·Mcculloch和逻辑学家W·Pitts首次提出沿用至今的神经元数学模型，他们两人是人工神经网络的先驱。1948年，冯·诺依曼提出以简单神经元构建再生自动机网络结构。19世纪50年代末，F·Rosenblatt设计了感知机结构，一种多层的神经网络。19世纪60年代初，Widrow提出一种自适应线性元件网络，一种连续取值的线性加权求和阈值网络，它就是人工神经网络的模型。19世纪80年代中期以来，神经网络引起了研究者的研究热潮。

**1.2.3**仿生学的发展历史 1940年，首次出现调节理论，将生物和机器的一般意义做对比。1944年，一些科学家也明确了机器和生物体内的通信、控制和统计力学的问题都是一致的。1947年，控制论学科由维纳等人提出，他将其定义为“关于在动物和机器中控制和通讯”，这个定义把机器和生物的认识联系在了一起。现实中有许多生物学应用于工程技术的实例，蝙蝠与雷达，电鱼与伏特电池，蛋壳与薄壳建筑等。1994年，中科院曾邦哲提出了系统生物工程与系统遗传学的概念与原理，是首次将仿生学与遗传学整合的系统生物工程的理念。1994年至今，仿生学已经广泛用于力学、分子学、能量学、信息与控制学等学科中，并发挥着非常重要的作用。

## **1.3** 基于仿生算法优化神经网络的入侵检测技术

遗传算法，是一类借鉴生物界的进化规律演化而来的随机化搜索方法，由美国的J.Holland教授1975年首先提出。黄勤等人在文献[1]中提出了一种改进的遗传算法来优化神经网络，解决了单独使用遗传算法不能在短时间内寻找到优化解的问题。蚁群算法是一种用来寻找优化路径的概率型算法。它由Marco Dorigo于1992年在他的博士论文中提出，其灵感来源于蚂蚁在寻找食物过程中发现路径的行为。吴春琼在文献[2]中提出了一种改进蚁群算法来优化神经网络，克服传统神经网络权值确定难度大、收敛速度慢等问题。变异粒子群算法，也称粒子群优化算法或鸟群觅食算法，J. Kennedy和R. C. Eberhart等在1995年开发的一种新的进化算法。宋玲等人在文献[3]中通过使用变异粒子群算法来优化BP神经网络，使神经网络具有更好的精度和收敛速度。人工鱼群算法是李晓磊等人于2002年在动物群体智能行为研究的基础上提出的一种新型方盛优化算法，该算法根据水域中鱼生存数目最多的地方就是本水域中富含营养物质最多的地方这一特点来模拟鱼群的觅食行为而实现寻优。朱小华在文献[4]中通过人工鱼群算法来优化神经网络，提高了入侵检测的效率和准确率。人工蜂群算法是一个由蜂群行为启发的算法，在2005年由Karaboga小组为优化代数问题而提出。沈夏炯等人在文献[5]中利用人工蜂群算法来优化神经网络，避免神经网络陷入局部最优和收敛速度慢的问题。猴群算法是于2008年由Zhao和Tang提出的一种新的用于求解大规模、多峰优化问题的智能优化算法。黄晓等人在文献[6]中利用猴群算法来优化BP神经网络，可以有效避免神经网络陷入局部最优值。蝙蝠算法是Yang 教授于2010年基于群体智能提出的启发式搜索算法,是一种搜索全局最优解的有效方法。 刘羿在文献[7]中利用蝙蝠算法来优化神经网络，提高了入侵检测的正确率。

# **2** 入侵检测中优化神经网络的仿生算法

## **2.1** 基于遗传算法优化的检测方法

遗传算法模仿了达尔文生物进化论和遗传学机理的生物进化过程，通过模拟自然进化的过程达到搜索最优解的目的。但由于仅仅使用遗传算法不能在短时间内寻找到接近最优解的问题，于是采用改进的遗传算法来提升入侵检测的效率。可以先用遗传算法优化BP神经网络权值或阈值的主要思想是：首先，用遗传算法对初始权值或阈值的分布进行优化,在解空间中找出一个较好的搜索空间；然后，再用BP算法在这个较小的解空间中搜索出最优解。用改进的遗传算法优化神经网络权值(阈值)能够更好地防止搜索陷入局部极小值算法来优化神经网络权值。

## **2.2** 基于蚁群算法优化的检测方法

蚁群算法模拟蚂蚁整体觅食过程中所表现出的智能行为。蚁群可以在不同环境中寻找到到达食物的最短路径。它们在搜索食物的途中可以释放一种类似与信息素的物质，其他经过相同路径的蚂蚁对这种信息素会有感知，随着信息素浓度会越来越高，蚂蚁会沿着信息素浓度高的路径行走，于是便逐渐找到一条通往食物的最短路径。蚁群算法是一种寻找优化路径的几率型技术，与具体问题关系并不大，于是相关研究者便提出一种改进的蚁群算法。这种改进的蚁群算法以蚁群算法和量子遗传算法为基础，借鉴了这两种算法的优点，并且摒弃了不足。首先通过量子遗传算法获取信息素分布，每组代表蚂蚁实时位置信息的量子比特分别由一只蚂蚁携带。第一步，以信息素强度以及可见度构造选择概率为主要依据，制定蚂蚁前进目标；第二步，对于蚂蚁所携带的量子比特，要利用量子门进行更新; 蚂蚁位置变异的实现则需要利用量子非门；第三步，以变动后的位置为主要依据，更新蚁群信息素的强度以及可见度。

## **2.3** 基于粒子群优化的检测方法

粒子群算法模拟的是鸟群的捕食行为，描述的是一群鸟在搜索一块食物，它们都不知道鸟具体在哪个位置，只知道它们离食物的距离，为了能够找到这块食物，可以通过搜寻目前离食物最近的鸟类的邻近范围来寻找这块食物。但是基本粒子群算法容易陷入局部最优并出现过早收敛问题，故相关研究者提出一种变异粒子群算法来解决容易陷入局部最优的问题，并提高了求解高维函数时的搜索精确度。

## **2.4** 基于人工鱼群算法优化的检测方法

人工鱼群算法模拟的是鱼类的觅食、聚群等行为，在某一片水域中，鱼类通过自行或者尾随其他鱼类找到营养物质最多的地方，也就找到了鱼生存数目最多的地方。人工鱼群算法中鱼类有四种行为，觅食行为，随机游动的鱼向食物逐渐增多的地方游去；聚群行为，游动过程中的鱼为了生存或躲避危害会自然聚集成群；追尾行为，当鱼群中一条或多条鱼发现发现食物时，临近的鱼群会尾随其后赶往食物点；随机行为，单独的鱼为了可以更大范围寻找食物或者伙伴，一般都是随机游动的。

## **2.5** 基于人工蜂群算法优化的检测方法

人工蜂群算法模仿了蜜蜂的觅食行为。蜜蜂是一种群居动物，单个蜜蜂行为非常简单，但群体表现出来的智慧令人惊叹，它们能够在任何环境下，以较高效率从食物源采集花蜜。蜂群产生的群体智慧模型有基本的三个组成要素：食物源、被雇佣的蜜蜂和未被雇佣的蜜蜂，和两个基本的行为：为食物源招募蜜蜂和放弃食物源。人工蜂群算法优化神经网络过程中，对权值和阈值进行了优化。当神经网络的自学习训练的准确性还不够时，可以把神经网络的误差函数作为人工蜂群算法的适应度，蜂群算法中蜜源的位置可以用权值和阈值来代替，每一个蜜源适应度都可以通过误差函数计算得到。蜂群算法通过采蜜过程可以得到最好的适应度和蜜源，然后比较每个蜜源的当前适应度和历史值便可以得到最好的一组蜜源，通过多次迭代后把最优的蜜源作为BP神经网络的权值和阈值。

## **2.6** 基于猴群算法优化的检测方法

猴群算法是一种模拟了猴群爬山过程的算法，是一种多群体智能算法，适合于解决多峰优化问题，它有三种动作，爬，迭代寻找局部最优解；望，对局部最优解的领域进行搜索，寻找更优解；跳，从当前解跳到更优解的过程。猴群算法不受优化问题的维数影响，和优化问题的可行域大小也无关，并且运行速度快，精确度也比较高。猴群算法可以用于优化BP神经网络，BP算法是一种局部寻优算法，可以通过使用猴群算法控制BP算法离开局部最优值。可以通过把代价函数描述为猴群算法的望和跳的目标函数，我们就可以实现优化神经网络，其中BP神经网络中的参数可以代表每个猴子i，在多维空间随机搜索寻找最优解。因为神经网络中代价函数有最小值，我们可以把神经网络局部最优值转换为求取函数最优值的问题。如果猴子跳跃成功，就顺利跳出局部最优值，从而神经网络的参数进入新的搜索空间，便实现了逼近全局最优解的目的。

## **2.7** 基于蝙蝠算法优化的检测方法

蝙蝠算法模拟自然界中蝙蝠利用声呐来觅食和规避障碍物的一种随机搜索方法，它将种群数量为m的蝙蝠个体，映射到多维问题空间的m个可行解，蝙蝠个体的移动和搜寻猎物的行为可以用，利用适应度函数值来确定蝙蝠所处位置的优劣。将蝙蝠算法用于优化神经网络时，神经网络的权值和阈值可以用来代表蝙蝠所处的位置，每一个蝙蝠都代表着一个网络，网络训练过程中，蝙蝠前后位置的变化则代表着权值和阈值的更新，每一次训练就代表对神经网络权值和阈值的更新，最终能找到最优的权值和阈值。

# **3** 入侵检测技术的发展趋势及应用前景

## **3.1** 入侵检测技术的发展趋势

**3.1.1** 高效智能入侵检测 当前入侵检测技术在算法、模型和方法方面有一定的发展，也有着自动化学习、自适应等特征，但是实际运用到应用当中就会出现各种问题，随着网络环境变得异常复杂、数据的泛滥、和入侵手段的提升，给入侵检测带来了很大困难。入侵检测技术的检测率的高低不同与环境条件有很大关系，可以通过调节阈值来使不同攻击在不同环境的检测率达到最好的效果。如何提升大数据环境下的处理能力和不同环境下阈值的自我调节都是未来的研究重点。

**3.1.2** 无线网络入侵检测 随着移动互联网技术的发展，无线网络的安全已经引起了人们的广泛关注，但是相比于有线网络安全并不是很成熟，还有很大的发展空间。在大规模复杂的环境下，如何提高无线网络入侵检测的效率以及满足大量无线网接入用户，是无线网络未来入侵检测的研究目标。

**3.1.3** 多学科融合 入侵检测技术是一门基于人工智能、计算机科学等的交叉学科，它可以通过、计算机免疫学和法学相融合形成一门新的技术，计算机取证技术引起了人们争相研究。多学科的融合扩大了入侵检测技术的引用范围，并有效提高了相关应用的效率。

**3.1.4** 面向Ipv6的入侵检测技术 随着互联网用户的增多，网络地址被大量占用，当前的IPv4资源有限，采用32位地址长度，制约着互联网的发展。IPv6采用128位地址长度，它的出现解决了资源数量不足的问题，并解决了多种接入设备接入互联网的障碍。目前的入侵检测技术是针对IPv4协议的，其在IPv6协议失去了作用。虽然IPv6解决了IPv4的部分安全性方面的问题，例如在网络层实施一些安全措施，为上层提供可靠的服务，但也还是存在部分安全问题。所以IPv6协议下的入侵检测成为了人们新的研究热点，IPv6只是针对IP协议发生了一些改变，其它层协议并没有发生改变，对于其他层照样会存在和IPv4相同层的安全问题。另外IPv6协议本身也存在一些安全隐患，会引起新的网络安全问题的发生，这个时候对于IPv6下入侵检测技术的研究非常有必要。

## **3.2** 入侵检测技术的应用前景

**3.2.1** 云计算下的入侵检测 随着分布式计算技术和互联网应用的发展，云计算已经成为了一种成熟的技术。云计算是一种按照使用量付费的模式，它通过提过网络、服务区、存储等资源，满足互联网用户的各方面需求，这些资源都可以被快速提供而且与服务供应商的交互很少。随着云计算的普及，也面临越来越多的安全问题，如何加强对云服务的安全保护，防止黑客恶意窃取用户数据等网络资源已经成为了一个重要的研究问题。但是云计算是一个异构虚拟的环境，不可能直接将入侵检测技术应用于云计算，必须要开展面向云计算环境的入侵检测技术研究工作，保证云计算服务的安全防护能力。

**3.2.2** SDN下的入侵检测 随着服务器和互联网用户人数规模的激增，传统的TCP/IP网络架构已经逐渐无法满足当前的环境，研究者们开始越来越多地提到新型网络体系结构概念。SDN便是新型网络体系结构的一种，其核心技术将控制层面和应用层面相分离，实现了网络虚拟化并带来了可编程的特性。新的网络体系结构的兴起，引发了来自各方面的安全问题，重要性不亚于原有体系结构，其安全问题主要在控制层面、数据层面和应用层面上。随着网络体系架构和协议的改变，当前入侵检测系统也不再适用于新的网络体系架构，如何研究SDN环境下入侵检测技术成为了一个越来越重要的问题。

**3.2.3** 物联网下的入侵检测 随着物联网的应用研究受到广泛关注，物联网的安全问题也日益凸显。物联网涉及民生、工业和军事等各个领域，其网络安全非常重要。若黑客入侵、恶意病毒的破坏造成的损失将比传统网络类似情况范围更大、影响更广。传统的安全机制相对比较被动，不论如何升级和更新都会被入侵者找到漏洞，然后进行攻击行为，而入侵检测却可以主动为网络进行安全检测并进行相应的措施，在很大程度上弥补了安全防御的不足。

**3.2.4** 拟态防御与入侵检测技术相融合 随着网络安全环境越来越复杂和网络入侵行为越来越普遍，新的网络安全技术应运而生，拟态防御技术就是为了应对当前网络安全易守难攻的现状，由邬江兴提出的一种主动防御技术。拟态防御技术思想类似于自然界生物的拟态防御功能，在网络空间防御领域，在目标对象给定服务功能和性能不变前提下，其内部架构、冗余资源、运行机制、等环境因素，以及可能附着其上的未知漏洞后门或木马病毒等都可以做策略性的变化，从而达到扰乱攻击者的目的，使其的攻击难度大大增加。新的网络技术和传统网络安全技术相结合产生的作用非常巨大，比如，通过拟态防御技术和入侵检测这种传统安全技术相结合，利用拟态防御技术构筑第一道外部防线，将大部分的入侵行为拒之门外，而入侵检测技术可以构筑第二道防线，也就是内部防线，将那些漏网的攻击行为一网打尽。

# **4** 结论

随着各种新型网络病毒的研发以及黑客入侵手段的多样化，对网络的安全造成了极大地威胁，为了应对各种威胁，必须不断创新入侵检测的手段，或者与新技术相融合，提高入侵检测的效率。本文中入侵检测技术与仿生学相结合，仿生学算法利用自然界生物功能解决或优化了应用于入侵检测技术的神经网络，它们能很好地提高入侵检测的效率。当前的入侵检测技术并不完善，还有很大的发展空间。通过将入侵检测技术与其他学科相融合或引入新的技术，入侵检测技术才可能有效应用于未来的许多环境，例如物联网、云计算或新型网络体系结构中。如何创新入侵检测技术并使其应用于云计算等新的环境中成为了当前的研究重点。
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