Nowadays, encryption technology, as an important part of information security, has received more and more attention from the academic field. However, how to apply this technology to the computer field is still a point that few people pay attention to. Our conference focuses on the application of encryption technology in identity authentication, blockchain and system security, and encourages researchers to explore in these aspects.

Blockchain emphasizes its security, transparency and decentralization, which is accomplished by storing data in encrypted form and implementing digital signatures through keys. It can be said that encryption technology is the starting point of blockchain technology, and the future development of blockchain is also inseparable from encryption technology. Whether it is cross-connect technology or consensus algorithm, its research and development are based on encryption technology.

Authentication technology has its necessity in today’s era. It has many implementation methods, but each one is inseparable from the support of encryption technology. Nowadays, identity authentication is facing increasing challenges, which also calls for the development of encryption technology.

The importance of system security technology is reflected in its protection of data security and business continuity. It will also affect the public's trust in service providers. System security involves all aspects of computer technology, and its underlying security principles are also inseparable from the support of encryption technology.

Next, let us start the paper review session of this conference.
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