**密码学第九次作业**

1.【Hash函数基础知识】

（1）Hash函数首要实现的安全目标是保护，它的输入长度，输出长度。

（2）Hash函数应用广泛。Hash函数常用于构造、、。此外，在密码学中还常将Hash函数应用于数字签名，请写出数字签名往往需要用到Hash函数的原因。

**原因：由于现代密码学使用的都是公钥密码技术, 而且这种非对称算法的运算速度较慢, 所以对消息在传 输前都要进行一定的压缩计算。**

（3）以下三项是密码学Hash函数最常见的安全性需求：

I.抗攻击（性）：；

II.抗攻击（性）：；

III.抗攻击（性）：。

请填写上述内容，并画出以上安全特性（安全性需求）之间的联系图。

（4）从穷举攻击的角度攻击位的Hash值。对于原像攻击和第二原像攻击，攻击者的平均尝试次数为。对于碰撞攻击，攻击者往往采用生日攻击，将平均尝试次数降为，请简述攻击者通过生日悖论进行碰撞攻击，在不知道密钥的前提下伪造消息签名的过程。

（5）构造Hash函数的方法很多。请至少写出3种构造（安全的）Hash函数的方法并各给出一个例子。

2.【迭代型Hash函数基础知识】

（1）迭代型Hash函数根据提出该概念的作者名又称结构Hash函数。在MD5、SHA1、SHA2、SHA3、SM3中，原名为算法的没有采用该结构，而是采用了结构。

（2）请画出迭代型Hash函数的结构图并写出其递归定义。

（3）如果压缩函数具有抗碰撞能力，那么迭代Hash函数也具有抗碰撞能力。请简述：接受任意长输入的Hash函数为什么不可能是无碰撞的？

（4）MD5的输入长度，分组长度为，输出长度为。SHA1的输入长度，分组长度为，输出长度为。

（5）迭代型Hash函数往往需要填充，MD5、SHA1、SHA512的填充与附加消息长度值的方式类似。请简述它们的附加填充位、附加长度值的具体步骤及区别。

3.【MAC基础知识】：

（1）消息认证码MAC是一种技术，是指消息被一的公开函数作用后产生的、用作认证符的、固定长度的数值，也称为密码校验和。消息认证码的函数形式是，其中，为；为。

（2）常见的构造MAC的方式有：、、用伪随机函数构造MAC等。

（3）对于位密钥，位明文输入的MAC：

I.请描述对密钥的穷举攻击方法。

II.综合考虑对密钥或对消息的穷举攻击，MAC算法的穷举攻击所需的代价为。

III.一般认为MD5算法是不安全的Hash算法，但HMAC-MD5仍被认为是安全的，请简述原因。
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