**密码学第四次作业**

1.【AES解密结构优化】为了使AES解密算法与加密算法具有相同的结构，常常进行如下处理：

（1）交换逆向行移位和逆向字节代替：。示意图如下：

|  |  |  |
| --- | --- | --- |
|  |  |  |
|  | (请填写中间步骤的结果) |  |
|  |  |  |

（2）交换轮密钥加和逆向列混淆：。示意图如下(矩阵简记为)：

|  |  |  |
| --- | --- | --- |
|  |  |  |
|  | (请填写中间步骤的结果) |  |
| ③ |  |  |

2.【AES列混淆的推导】验证Rijndael密码（AES的原型，二者的主要区别是明文分组长度是否固定）中的逆向列混淆是列混淆的逆：

（1）最基础的方法是借助矩阵验证，其中， ，通过矩阵乘法验证得到结论。

（2）除矩阵外，还可用多项式的等价方法验证（事实上，矩阵法是从该方法导出的）：

* 在Rijndael密码中，，。两多项式系数的运算定义在域上，所模的不可约多项式为。
* 两多项式在该域中进行加法运算时，就是把对应次数的系数在域上相加。可将其中的元素看成位的串，那么加法就等价于操作。
* 两多项式在该域中进行乘法运算时，除了需要记住系数是域上的乘法，还需要明确结果多项式需要模。这里的多项式乘法本身不是Rijndael域中的运算：列混淆时进行乘法模这个次多项式的仅有理由就是为了使运算输出一个次多项式，即（注意到在这个环中减法与加法等同）。
* 欲证，只需证。首先计算6次多项式，然后计算3次多项式，最后验证。请详细写出计算和的过程。

3. 【AES与DES的比较】填写下表：对于列出的DES中的元素，指出AES与之相对应的元素或解释AES中为什么不需要该元素。

|  |  |  |
| --- | --- | --- |
| DES中的元素 | 实现的效果  （扩散/混淆） | AES中的对应元素  （若不存在则解释原因） |
| 函数的输入与子密钥相异或 |  |  |
| 函数的输出与分组左边的部分相异或 |  |  |
| 函数中的盒 |  |  |
| 置换 |  |  |
| 交换一个分组的两半部分 |  |  |
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