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IPv6过渡技术

摘 要

为了解决IPV4地址即将耗尽的问题，人们提出了IPV6协议。在IPv6完全取代IPv4之前，必须使用过渡技术进行IPv4 网络和 IPv6网络间的通信。

本文首先对IPv6协议的基本原理进行介绍，接着讲述了当前主流的三种过渡技术：双栈技术、隧道技术和转换机制，最后通过Cisco Packet Trace网络模拟器进行模拟仿真IPv4到IPV6的过渡实验。
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**Design and implementation of an instant messaging system similar to Telegram**

**ABSTRACT**

The development of Internet technology has shortened the distance of people's communication, and the instant messaging technology on this basis has enriched the information exchange between people. From domestic QQ, WeChat, and Ding Talk to foreign WhatsApp, Facebook Messenger, Twitter, Telegram, MSN, people living in the Internet era cannot do without these instant messaging software. Instant Messaging has been integrated into people's lives and is always playing a role in communication.

There are many types of software with instant messaging functions both at home and abroad. Among them, Telegram is a relatively popular and distinctive software abroad. In addition to basic communication functions, Telegram encrypts the message transmission to further protect the privacy of users. In addition to one-on-one and group chats, a channel function has also been added to Telegram. Users can subscribe to channels to receive broadcast messages.

This subject is based on the design and implementation of an instant messaging system based on Telegram, which is more popular abroad. The socket network programming technology is adopted in realizing timely communication. Under the C/S model, C# language is used to develop the server side, and Android is used to implement the client side. Realize the various functions of Telegram through simulation, have a deeper understanding of the principles and methods based on mobile Internet programming and instant messaging, and improve the ability to comprehensively use multiple professional knowledge.
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# IPv6

## 1.1 IPv4

无线局域网的英文简称为WLAN，主要借助于 RF 技术，通过发射电磁波进行数据的传输，打破了原有的使用双绞铜线进行传输的模式，用户可以结合简单的信息传输结构进行信息传输。从网络专业人员的角度看，无线局域网是利用无线电波来建立起网络设备之间的通信连接的互联网络。这种网络不受线缆限制，并且不受空间和时间的限制，可以实现通信的移动化。无线局域网诞生以来，其表现出的无限广阔的发展前景被人们所注意，于是着手大力开发，使无线局域网迅速地发展起来，直到今天为人们的工作生活提供了极大的便利。

在无线局域网发展前期，为了让所有厂家所生产的 WLAN 设备能够相互兼容和不受限制的使用，专业机构制定了一系列统一标准。在这些标准中界定了无线局域网的物理层和 MAC层。1990年，IEEE802标准委员会创设了IEEE802.11 WLAN 标准工作组，开始负责制定无线局域网物理层和 MAC 层的协议标准，并于1997年，为有固定基础设施的局域网制定出了IEEE802.11系列标准。

## 1.2 IPv6

802.11局域网的MAC层位于物理层之上，包含分布协调功能DCF和点协调功能PCF两个子层。

DCF协议规定了网络各站点必须通过争用的方式获得信道，进而获得数据发送和数据接收的权利。在每一个站点采用载波监听多点接入的分布式接入算法，即 CSMA/CA 协议的退避算法。该机制适用于传输具有随机性的数据。DCF是 MAC 层中必需的也是最主要的功能。

PCF子层位于DCF层之上，该层不是必须的。在PCF功能下各站点不必争用信道，而是交由接入点AP集中协调控制，按照特定的方式把享用信道的权利轮番赋予每个站点，以此杜绝碰撞的发生。由于接入点AP在自组网络中并不存在，因此在自组网络的MAC层中没有PCF子层。

在IEEE802.11MAC协议里通过带冲突避免的载波侦听多路访问机制(CSMA/CA)来解决资源竞争的问题。基本流程如下：

一个终端设备在传输数据之前，它需要首先侦听信道，如果信道空闲且经过一个分布式协调帧间间隔（DIFS）后，信道仍然空闲，则该站点开始传输数据。如果侦听到信道忙，那么站点就一直侦听信道，直到空闲且持续空闲DIFS时间后，开始执行一个二进制的指数退避机制，通常称为竞争窗口。然后侦听信道，如果信道空闲，则退避计数器减1，直到减为0时，开始传输数据；如果侦听到信道忙，那么退避计数器就挂起，直到信道空闲且持续DIFS时间长度后，计数器重新开始递减。

# 过渡技术

## 2.1 CSMA/CA协议性能指标

在802.11局域网中，MAC层通过协调功能控制着站点接入信道的时间，并且在各站点使用CSMA/CA协议来尽量减少碰撞。CSMA/CA协议的性能会直接影响到网络的性能。评价CSMA/CA协议性能的指标主要有网络吞吐量、平均时延和数据包丢包率等。

## 2.2 CSMA/CA协议性能分析

在退避算法中初始竞争窗口W值和最大退避级数m值直接关系到网络吞吐量，因此W值和m值的选取要进行综合考虑。当网络负载较重时，若W设置较小，各站点随机选择的退避时间也会较小，但选取到相同时间的概率就会很大，此时则容易发生碰撞，从而浪费大量的时间。当网络负载较轻时，若W设置较大，则各站点选取到同一个时间的概率较小，冲突的概率也较低，但退避时间有可能会很长，从而又会消耗过多时间在等待上。因此，W值对网络冲突率和退避时间有直接影响，设置时需要同时考虑这两个因素。通常情况下，因冲突而造成的资源浪费比退避过久所消耗的资源多很多，因此在考虑W值时，理当以减少冲突为主。

设置m即相当于设置CWmax。只有在站点退避到 m 阶时，m才会发挥用途。当负载较轻时，退避次数很少能达到m。当负载较重时，m开始发挥用途，但此时冲突率已经很高，此时调整m的值效果并不明显。

可见，调整W比调整m效果明显很多。CSMA/CA协议存在的主要问题在于：初始退避窗口W值是常量，并不根据网络状态自适应发生变化。因此在特定网络中只能对应一个数据帧发送概率τ，而在现实中网络状态是变化无常的，即当网络负载发生变化时，τ值也应该做出相应调节以适应不同的网络状态。因此要改变τ必须自适应的调整W的值，以使无论网络发生何种变化都可有一个最佳的τ值。

# 仿真

## 3.1 二进制指数退避算法（BEB）

二进制指数退避算法己经被广泛的应用于MAC层协议。在算法中每个节点发生冲突以后就使他们的退避间隔双倍直到最大(Bmax)而当成功传输以后就使他们的退避间隔最小(Bmin)。我们可以用下列公式来表示:

二进制指数退避算法(BEB)以它的简单和执行效率高而闻名，但它的公平性却很差。例如，网络中有两个节点争夺信道，每一个节点都有足够的数据要传输当一个节点传输成功，降低它的退避值到最小，因为别的节点传输没有成功，那么它必须以大的退避值和第一个节点竞争信道，第一个节点有很大的概率继续重复访问信道，而第二个节点则继续双倍退避值直到最大。结果，第一个节点独占信道，第二个节点则有很少的机会访问信道。当节点传输成功后，它的退避间隔马上降到最小，当传输失败以后，则以两倍的速度增长直到最大。这样退避间隔的大范围波动势必会影响网络的吞吐量、延迟等性能。

## 3.2 倍数增加线性减少退避算法（MILD）

为了解决BEB不公平的问题,在MACAW协议中介绍了一种新的退避算法倍数增加线性减少退避算法(MILD)。

MILD算法的退避思想为:当站点通信冲突时,竞争窗口CW按α倍增长;当站点通信完成时，竞争窗口CW按常数β线性递减，以这样的方式来控制竞争窗口变小的速度。

在MILD算法中,冲突节点的退避值会变为原来的1.5倍，而成功节点的退避值减1。因为MACAW协议假设一个成功传输的节点有一个与本地争夺层次相关的退避值,那么当前的退避值被包括在每一个传输的包当中，听到成功传输的每个节点都会复制当前的退避值作为自己的退避值，这就是MILD中所谓的复制机制。MILD算法可以用下列公式表示:

CWpacket:是包括在包头的当前退避值。

为了提高公平性，MILD对于每个流只用一个退避值。由于采用复制机制，MILD的公平性有很大的提高。但是这个算法的线性下降退避窗口的策略，在轻负载网络中又导致节点传输效率的降低。

## 3.3 指数增加指数减少退避算法（EIED）

针对前面所述BEB的和MILD退避算法的局限性，美国高级网络技术国家标准技术分局的Nah-Oak Song等人提出一种新的改进算法--增强型的指数增长指数下降退避算法EIED。

它是用来增强IEEE 802.11 DCF性能的退避算法。它执行起来和BEB、MILD算法一样简单，但却大大改善了它们的不足。

EIED是通过调整退避窗口的参数值来加以改进BEB和MILD算法的。主要弥补了BEB算法不合理的退避窗口重设机制和MILD算法的参数是否合适的问题。它的退避窗口是依据传输中是否碰撞或成功的节点，其各自的退避窗口值根据参数成倍增加或减少。与BEB以及MILD算法相比，更加合理地调整了CW值，很好的增强了IEEE 802.11 DCF的性能。

EIED引入了两个参数，分别作用在传输发生冲突或传输成功上。当从节点发出的帧传输时遇到冲突，该节点退避窗口的大小按上升参数Rcollsion(Rcollsion≥1)成倍增加，而不是BEB算法中固定以2，MILD算法中固定以1.5来倍乘。这个参数可以通过网络负载量合理地进行调整，当网络节点数较多即负载较重时，可将参数设为大于2；当然如果网络节点数较少即负载较轻时，可将参数设为小于2。

同样当成功传输顿后，退避窗口的大小按下降参数Rsuccess(Rsuccess≤1)成倍减少，这个参数同样可以根据网络负载量合理地进行调整。既不是BEB算法中统一将CW值重置为最小退避窗口，这在重负载网络中极易引起下一轮冲突；又不是MILD算法中将CW值都减1，这在较轻负载网络中又会导致系统的低效，使众数据倾等待不必要的时间，造成资源的浪费。EIED算法可以用下列公式表示:

EIED的性能是受Rcollsion、Rsuccess这两个参数影响的。也就是说，：当Rcollsion和Rsuccess取的值不同时，EIED退避算法的执行效果也是不一样的。

## 3.4 倍数增加倍数/线性减少退避算法（MIMLD）

倍数增加倍数/线性减少退避算法（MIMLD），这种算法具体实现如下：

在参数CWmin、CWmax的基础上，提出了一个新的参数CWbasic。这个新参数是无线信道竞争强烈与否的门限，它的值被置为接近CWmin。

当退避窗口CW>CWbasic时，就假定无线信道竞争强度很高。如果这时数据帧成功传输，不是把CW立即减为CWmin，而是把当前窗口值的一半与CWbasic比较，取最大值置为退避窗口值，这样做是的退避窗口设置的相对较大，潜在的竞争被最小化，这个阶段被称为“倍数递减阶段”。

当退避窗口CW≤CWbasic时，即信道竞争较小。在成功传输后，当前退避窗口就减1，而不是减半。在活动站数量较少或传输不均匀的时候，小的退避窗口能够带来好的性能。使用线性递减的目的是尽量长时间的保持退避窗口在这一小范围内，递减的太快可能会很快发生冲突，CW就会倍增，从而超出这个小范围。这个递减过程在CW到达CWmin的时候停止。这个阶段称为“线性递减阶段”。

当冲突发生时，如果CW>CWbasic，退避窗口就像原协议的算法一样乘以2。如果CW≤CWbasic，退避窗口就增加到CWbasic的2倍。这样做的原因是尽快从CWbasic以下的范围出来，在这个范围内CW值很小，再在该范围内会造成更多的冲突。这种方法的思想是，小于CWbasic的CW窗口只用于活动中数目很少的时候，这样避免信道的浪费。如果有冲突发生，冲突双方就从该范围跳出来。这种窗口增长阶段就称为“倍数增长阶段”。EIED算法可以用下列公式表示:

这种方法虽然解决了标准协议存在的问题，即竞争节点在成功发送帧后其

退避窗口迅速恢复为最小值，从而可能给信道增加负担。但它们还不能完全适应信道的忙闲程度来调整退避窗口值。而且MIMLD方法中CWbasic取值的确定也是难点。