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# Use Case

用例描述  
  
 用例名称：用户注册   
- 用例编号：UC-001   
- 参与者：用户   
- 前置条件：用户尚未注册账号，且已访问QuickEats应用。   
- 后置条件：用户成功注册账号，并可使用该账号登录系统。   
- 主事件流：   
 1. 用户打开QuickEats应用并选择“注册”选项。   
 2. 系统显示注册页面，要求用户提供姓名、手机号码、电子邮箱和密码。   
 3. 用户输入所需信息并提交表单。   
 4. 系统验证用户输入的信息是否合法（如邮箱格式正确、密码符合复杂度要求）。   
 5. 系统将用户数据存储到数据库中，并向用户发送确认邮件或短信。   
 6. 系统提示用户注册成功。   
  
- 异常事件流：   
 - A1：用户输入的邮箱已被注册。   
 - 系统提示用户邮箱已被占用，并建议用户尝试登录或找回密码。   
 - A2：网络连接中断导致注册失败。   
 - 系统提示用户检查网络连接并重试。   
  
---  
  
 用例名称：用户登录   
- 用例编号：UC-002   
- 参与者：用户   
- 前置条件：用户已注册账号，且未登录状态。   
- 后置条件：用户成功登录系统，并进入个人主页。   
- 主事件流：   
 1. 用户打开QuickEats应用并选择“登录”选项。   
 2. 系统显示登录页面，要求用户输入邮箱和密码。   
 3. 用户输入邮箱和密码并提交。   
 4. 系统验证用户的邮箱和密码是否匹配。   
 5. 系统允许用户登录并跳转至个人主页。   
  
- 异常事件流：   
 - A1：用户输入的邮箱或密码错误。   
 - 系统提示用户输入有误，并提供“忘记密码”选项。   
 - A2：用户账户被锁定（例如多次登录失败）。   
 - 系统提示用户联系客服解锁账户。   
  
---  
  
 用例名称：用户修改个人信息   
- 用例编号：UC-003   
- 参与者：用户   
- 前置条件：用户已登录系统。   
- 后置条件：用户的个人信息更新成功，更改反映在系统中。   
- 主事件流：   
 1. 用户进入个人主页并选择“编辑信息”选项。   
 2. 系统显示当前的个人信息（如姓名、电话、地址等）。   
 3. 用户修改需要更改的信息并保存。   
 4. 系统验证修改后的信息是否合法（如电话号码格式正确）。   
 5. 系统更新数据库中的用户信息并提示修改成功。   
  
- 异常事件流：   
 - A1：用户输入的信息不合法（如电话号码过短）。   
 - 系统提示用户重新输入正确的信息。   
  
---  
  
 用例名称：用户查看订单历史   
- 用例编号：UC-004   
- 参与者：用户   
- 前置条件：用户已登录系统，且至少有一条历史订单。   
- 后置条件：用户查看了其历史订单详情。   
- 主事件流：   
 1. 用户进入个人主页并选择“订单历史”选项。   
 2. 系统从数据库中查询用户的订单记录并显示列表。   
 3. 用户选择某一条订单以查看详情。   
 4. 系统显示订单详情（如餐厅名称、菜品、总价、下单时间等）。   
  
- 异常事件流：   
 - A1：用户无任何历史订单。   
 - 系统提示用户尚未有订单记录。   
  
---  
  
 用例名称：用户评价餐厅或菜品   
- 用例编号：UC-005   
- 参与者：用户   
- 前置条件：用户已登录系统，且已完成某个订单。   
- 后置条件：用户的评价成功发布，并显示在对应餐厅或菜品页面。   
- 主事件流：   
 1. 用户进入订单历史页面，选择已完成的订单。   
 2. 系统显示“评价”按钮，用户点击进入评价页面。   
 3. 用户填写评分（如星级）和文字评论，并提交。   
 4. 系统验证评价内容是否合法（如非空评论）。   
 5. 系统将评价存储到数据库中，并更新对应餐厅或菜品的评分。   
 6. 系统提示用户评价成功。   
  
- 异常事件流：   
 - A1：用户提交的评论包含敏感词。   
 - 系统提示用户评论包含违规内容，请重新编辑。   
  
---  
  
 用例名称：用户查看餐厅信息   
- 用例编号：UC-006   
- 参与者：用户   
- 前置条件：用户已登录系统，且已选择某家餐厅。   
- 后置条件：用户查看了餐厅的详细信息。   
- 主事件流：   
 1. 用户浏览餐厅列表，选择某家餐厅。   
 2. 系统从数据库中获取餐厅信息并显示详情（如地址、营业时间、评分、推荐菜品等）。   
  
- 异常事件流：   
 - A1：餐厅信息不可用（如餐厅已关闭）。   
 - 系统提示用户该餐厅暂不可用。   
---  
 用例名称：餐厅添加菜品   
- 用例编号：UC-007   
- 参与者：餐厅管理员   
- 前置条件：餐厅管理员已登录系统，并进入餐厅管理后台。   
- 后置条件：新菜品信息成功上传并显示在餐厅菜单中。   
- 主事件流：   
 1. 餐厅管理员选择“添加菜品”选项。   
 2. 系统显示表单，要求输入菜品信息（如名称、价格、图片、描述等）。   
 3. 餐厅管理员填写表单并上传菜品图片。   
 4. 系统验证输入内容是否合法（如价格为正数、图片格式正确）。   
 5. 系统将菜品信息存储到数据库中，并更新餐厅菜单页面。   
 6. 系统提示菜品添加成功。   
  
- 异常事件流：   
 - A1：餐厅管理员未上传图片或图片格式不支持。   
 - 系统提示用户重新上传符合要求的图片。   
 - A2：菜品名称已存在。   
 - 系统提示用户修改名称以避免重复。   
  
---  
  
 用例名称：餐厅更新菜品信息   
- 用例编号：UC-008   
- 参与者：餐厅管理员   
- 前置条件：餐厅管理员已登录系统，并进入菜品管理页面。   
- 后置条件：菜品信息更新成功，更改反映在餐厅菜单中。   
- 主事件流：   
 1. 餐厅管理员选择需要更新的菜品。   
 2. 系统显示当前菜品信息（如名称、价格、图片、描述等）。   
 3. 餐厅管理员修改需要更改的信息并提交。   
 4. 系统验证修改后的信息是否合法（如价格为正数、图片格式正确）。   
 5. 系统更新数据库中的菜品信息并提示更新成功。   
  
- 异常事件流：   
 - A1：修改后的信息不合法（如价格为负数）。   
 - 系统提示用户重新输入正确的信息。   
  
---  
  
 用例名称：餐厅删除菜品   
- 用例编号：UC-009   
- 参与者：餐厅管理员   
- 前置条件：餐厅管理员已登录系统，并进入菜品管理页面。   
- 后置条件：目标菜品从餐厅菜单中移除。   
- 主事件流：   
 1. 餐厅管理员选择需要删除的菜品。   
 2. 系统弹出确认对话框，要求管理员确认操作。   
 3. 餐厅管理员确认删除操作。   
 4. 系统从数据库中删除该菜品记录，并更新餐厅菜单页面。   
 5. 系统提示删除成功。   
  
- 异常事件流：   
 - A1：菜品正在被用户下单中。   
 - 系统提示无法删除正在使用的菜品，建议标记为“暂停供应”。   
  
---  
  
 用例名称：餐厅查看订单   
- 用例编号：UC-010   
- 参与者：餐厅管理员   
- 前置条件：餐厅管理员已登录系统，并进入订单管理页面。   
- 后置条件：餐厅管理员查看了所有相关订单的详情。   
- 主事件流：   
 1. 餐厅管理员访问订单管理页面。   
 2. 系统从数据库中查询与该餐厅相关的订单记录并显示列表。   
 3. 餐厅管理员选择某一条订单以查看详情。   
 4. 系统显示订单详情（如用户信息、菜品列表、总价、订单状态等）。   
  
- 异常事件流：   
 - A1：餐厅无任何订单记录。   
 - 系统提示暂无订单记录。   
  
---  
  
 用例名称：餐厅处理订单   
- 用例编号：UC-011   
- 参与者：餐厅管理员   
- 前置条件：餐厅管理员已登录系统，并进入订单管理页面，且有未处理的订单。   
- 后置条件：订单状态更新为“已接受”或“已拒绝”，并通知用户。   
- 主事件流：   
 1. 餐厅管理员查看未处理订单列表。   
 2. 餐厅管理员选择某条订单并点击“接受”或“拒绝”按钮。   
 3. 系统更新订单状态，并向用户发送通知（如短信或应用内消息）。   
 4. 系统提示订单处理成功。   
  
- 异常事件流：   
 - A1：网络中断导致订单状态更新失败。   
 - 系统提示管理员检查网络连接并重试。   
  
---  
  
 用例名称：菜品添加到购物车   
- 用例编号：UC-012   
- 参与者：用户   
- 前置条件：用户已登录系统，并浏览了某家餐厅的菜单。   
- 后置条件：菜品成功添加到用户的购物车中。   
- 主事件流：   
 1. 用户浏览餐厅菜单，并选择某款菜品。   
 2. 用户点击“加入购物车”按钮。   
 3. 系统验证购物车容量限制（如不超过一定数量）。   
 4. 系统将菜品信息添加到用户购物车数据中。   
 5. 系统提示菜品已成功添加到购物车。   
  
- 异常事件流：   
 - A1：购物车已达最大容量限制。   
 - 系统提示用户清理购物车后再添加。   
  
---  
  
 用例名称：菜品从购物车移除   
- 用例编号：UC-013   
- 参与者：用户   
- 前置条件：用户已登录系统，并打开了购物车页面。   
- 后置条件：菜品从购物车中移除，购物车数据更新。   
- 主事件流：   
 1. 用户打开购物车页面，查看当前购物车中的菜品列表。   
 2. 用户选择某款菜品并点击“移除”按钮。   
 3. 系统从购物车数据中删除该菜品记录。   
 4. 系统更新购物车页面并提示移除成功。   
  
- 异常事件流：   
 - A1：购物车为空，无法移除菜品。   
 - 系统提示购物车中无任何菜品。   
  
---  
  
 用例名称：购物车下单   
- 用例编号：UC-014   
- 参与者：用户   
- 前置条件：用户已登录系统，且购物车中有至少一款菜品。   
- 后置条件：订单生成成功，用户进入支付流程。   
- 主事件流：   
 1. 用户打开购物车页面，确认购物车中的菜品和总价。   
 2. 用户点击“去结算”按钮。   
 3. 系统跳转至订单确认页面，显示配送地址、支付方式等信息。   
 4. 用户核对信息并确认提交订单。   
 5. 系统生成订单记录，并更新购物车状态为“空”。   
 6. 系统跳转至支付页面，提示用户完成支付。   
  
- 异常事件流：   
 - A1：用户未选择配送地址或支付方式。   
 - 系统提示用户完善相关信息后再提交订单。   
 - A2：购物车中的某款菜品已售罄。   
 - 系统提示用户移除不可用菜品后再下单。   
---  
 用例名称：订单取消   
- 用例编号：UC-015   
- 参与者：用户   
- 前置条件：用户已登录系统，且存在未支付的订单。   
- 后置条件：订单状态更新为“已取消”，购物车恢复相关菜品。   
- 主事件流：   
 1. 用户进入订单详情页面，选择未支付的订单。   
 2. 用户点击“取消订单”按钮。   
 3. 系统弹出确认对话框，要求用户确认操作。   
 4. 用户确认取消操作。   
 5. 系统将订单状态更新为“已取消”，并将相关菜品重新添加到购物车中。   
 6. 系统提示订单取消成功。   
  
- 异常事件流：   
 - A1：订单已支付或正在配送中。   
 - 系统提示无法取消订单，并建议联系客服处理。   
  
---  
  
 用例名称：订单支付   
- 用例编号：UC-016   
- 参与者：用户   
- 前置条件：用户已登录系统，且存在待支付的订单。   
- 后置条件：订单状态更新为“已支付”，并生成支付记录。   
- 主事件流：   
 1. 用户进入订单详情页面，选择待支付的订单。   
 2. 用户点击“立即支付”按钮。   
 3. 系统跳转至支付页面，显示支付金额和支付方式选项。   
 4. 用户选择支付方式并完成支付流程。   
 5. 系统验证支付是否成功。   
 6. 系统更新订单状态为“已支付”，并生成支付记录。   
 7. 系统向用户发送支付成功的通知。   
  
- 异常事件流：   
 - A1：支付失败（如余额不足或网络问题）。   
 - 系统提示支付失败原因，并允许用户重试。   
  
---  
  
 用例名称：支付方式设置   
- 用例编号：UC-017   
- 参与者：用户   
- 前置条件：用户已登录系统，且尚未绑定支付方式。   
- 后置条件：用户的支付方式成功绑定并存储在系统中。   
- 主事件流：   
 1. 用户进入个人主页，选择“支付方式管理”。   
 2. 用户点击“添加支付方式”按钮。   
 3. 系统显示表单，要求输入支付信息（如银行卡号、支付宝账号等）。   
 4. 用户填写支付信息并提交。   
 5. 系统验证支付信息是否合法（如卡号格式正确）。   
 6. 系统将支付信息存储到数据库中，并设置为默认支付方式。   
 7. 系统提示支付方式设置成功。   
  
- 异常事件流：   
 - A1：支付信息验证失败（如无效的卡号）。   
 - 系统提示用户重新输入正确的支付信息。   
  
---  
  
 用例名称：修改支付方式   
- 用例编号：UC-018   
- 参与者：用户   
- 前置条件：用户已登录系统，且已绑定至少一种支付方式。   
- 后置条件：用户的支付方式更新成功，更改反映在系统中。   
- 主事件流：   
 1. 用户进入“支付方式管理”页面，选择需要修改的支付方式。   
 2. 用户点击“编辑”按钮，修改支付信息（如更换银行卡号）。   
 3. 系统验证修改后的支付信息是否合法。   
 4. 系统更新数据库中的支付信息，并提示修改成功。   
  
- 异常事件流：   
 - A1：修改后的支付信息不合法。   
 - 系统提示用户重新输入正确的信息。   
  
---  
  
 用例名称：查看支付历史   
- 用例编号：UC-019   
- 参与者：用户   
- 前置条件：用户已登录系统，且有至少一条支付记录。   
- 后置条件：用户查看了所有支付记录详情。   
- 主事件流：   
 1. 用户进入个人主页，选择“支付历史”选项。   
 2. 系统从数据库中查询用户的支付记录并显示列表。   
 3. 用户选择某一条支付记录以查看详情。   
 4. 系统显示支付详情（如支付金额、时间、订单号等）。   
  
- 异常事件流：   
 - A1：用户无任何支付记录。   
 - 系统提示用户暂无支付记录。   
  
---  
  
 用例名称：发布评价   
- 用例编号：UC-020   
- 参与者：用户   
- 前置条件：用户已登录系统，且已完成某个订单。   
- 后置条件：用户的评价成功发布，并显示在对应餐厅或菜品页面。   
- 主事件流：   
 1. 用户进入订单历史页面，选择已完成的订单。   
 2. 系统显示“评价”按钮，用户点击进入评价页面。   
 3. 用户填写评分（如星级）和文字评论，并提交。   
 4. 系统验证评价内容是否合法（如非空评论）。   
 5. 系统将评价存储到数据库中，并更新对应餐厅或菜品的评分。   
 6. 系统提示用户评价成功。   
  
- 异常事件流：   
 - A1：用户提交的评论包含敏感词。   
 - 系统提示用户评论包含违规内容，请重新编辑。   
  
---  
  
 用例名称：管理评价   
- 用例编号：UC-021   
- 参与者：管理员   
- 前置条件：管理员已登录系统，并进入评价管理页面。   
- 后置条件：管理员审核评价，删除违规内容。   
- 主事件流：   
 1. 管理员访问评价管理页面，查看所有用户评价。   
 2. 管理员筛选违规评价（如含有敏感词或恶意内容）。   
 3. 管理员选择违规评价并点击“删除”按钮。   
 4. 系统从数据库中删除该评价记录，并更新相关页面。   
 5. 系统提示删除成功。   
  
- 异常事件流：   
 - A1：管理员误删正常评价。   
 - 系统提供“撤销删除”功能，允许管理员恢复误删的评价。   
  
---  
  
 用例名称：查看订单记录   
- 用例编号：UC-022   
- 参与者：管理员   
- 前置条件：管理员已登录系统，并进入订单管理页面。   
- 后置条件：管理员查看了所有订单记录的详情。   
- 主事件流：   
 1. 管理员访问订单管理页面。   
 2. 系统从数据库中查询所有订单记录并显示列表。   
 3. 管理员选择某一条订单以查看详情。   
 4. 系统显示订单详情（如用户信息、餐厅信息、菜品列表、总价、订单状态等）。   
  
- 异常事件流：   
 - A1：系统中无任何订单记录。   
 - 系统提示暂无订单记录。   
---  
 用例名称：添加管理员   
- 用例编号：UC-023   
- 参与者：超级管理员   
- 前置条件：超级管理员已登录系统，并进入管理员管理页面。   
- 后置条件：新管理员账户成功创建并存储在系统中。   
- 主事件流：   
 1. 超级管理员访问“管理员管理”页面，选择“添加管理员”选项。   
 2. 系统显示表单，要求输入新管理员的基本信息（如用户名、邮箱、角色权限等）。   
 3. 超级管理员填写表单并提交。   
 4. 系统验证输入内容是否合法（如邮箱格式正确、用户名未重复）。   
 5. 系统生成初始密码并通过邮件发送给新管理员。   
 6. 系统将新管理员信息存储到数据库中，并提示添加成功。   
  
- 异常事件流：   
 - A1：输入的邮箱或用户名已存在。   
 - 系统提示用户重新输入唯一的邮箱或用户名。   
 - A2：网络问题导致邮件发送失败。   
 - 系统提示超级管理员手动记录初始密码，并稍后重试发送邮件。   
  
---  
  
 用例名称：管理管理员   
- 用例编号：UC-024   
- 参与者：超级管理员   
- 前置条件：超级管理员已登录系统，并进入管理员管理页面。   
- 后置条件：管理员信息更新或删除成功，更改反映在系统中。   
- 主事件流：   
 1. 超级管理员访问“管理员管理”页面，查看现有管理员列表。   
 2. 超级管理员选择某位管理员进行操作（如编辑信息或删除账户）。   
 3. 如果选择“编辑”，系统显示该管理员的详细信息供修改。   
 - 超级管理员修改信息（如角色权限、邮箱等）并提交。   
 - 系统验证修改后的信息是否合法。   
 - 系统更新数据库中的管理员信息，并提示修改成功。   
 4. 如果选择“删除”，系统弹出确认对话框，要求超级管理员确认操作。   
 - 超级管理员确认删除操作。   
 - 系统从数据库中删除该管理员记录，并提示删除成功。   
  
- 异常事件流：   
 - A1：尝试删除的管理员正在处理重要任务（如订单审核）。   
 - 系统提示无法删除正在活跃的管理员账户。   
 - A2：修改后的信息不合法（如无效邮箱格式）。   
 - 系统提示超级管理员重新输入正确的信息。