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# 项目目标

根据{{report\_center\_short}}公司提供的信息系统的安全性需求，授权测试方对其进行安全渗透测试；并根据本次渗透测试过程中所发现的系统脆弱性提供改进方案，以指导{{report\_center\_short}}公司开展安全整改、完善安全策略，降低安全风险，使{{report\_center\_short}}公司提供的信息系统的安全保障能力符合国家的相关政策法规和自身业务的安全需求。

# 测试依据

项目所依据及参考的标准：

 《中华人民共和国网络安全法》

 《中华人民共和国数据安全法》

 《中华人民共和国个人信息保护法》

 《关键信息基础设施安全保护条例》（国务院令 第745令）

 《关于加强信息安全保障工作的意见》（中办发【2003】27号）

 《信息安全等级保护管理办法》（公通字【2007】43号）

 《信息安全技术 信息安全风险评估规范》(GB/T 20984-2007)

 《信息安全技术 信息安全风险评估方法》（GB/T 20984-2022）

 《信息安全技术 网络安全等级保护定级指南》（GB/T 22240-2020）

 《信息安全技术 网络安全等级保护基本要求》（GB/T 22239-2019）

 《信息安全技术 网络安全等级保护实施指南》（GB/T 25058-2019）

 《信息系统安全保障评估框架》(GB/T 20274-2006)

 《信息安全技术 网络安全等级保护安全设计技术要求》（GB/T 25070-2019）

 《信息安全技术 个人信息安全规范》（GB/T 35273-2020）

 《信息安全技术 网络安全漏洞管理规范》（GB/T 30276-2020）

 《信息技术 安全技术 信息技术安全性评估准则》（GB/T 18336-2015）

 《信息技术 IT安全管理指导方针》（ISO/IEC TR 13335）

 《信息技术 安全性评估通用准则》（ISO15408 CC）

 《开源安全测试方法手册(OSSTMM)3》(2010)

 《OWASP测试指南V4.0》

# 测试结论

授权测试方资深安全服务工程师于{{report\_start\_time}}至{{report\_end\_time}}采用科学的渗透测试手段，对{{report\_center\_short}}公司提供的信息系统开展全面的渗透测试（流程见附录一），共发现安全漏洞{{vuls\_length}}个，其中高危{{vul\_stats.high}}个、中危{{vul\_stats.medium}}个、低危{{vul\_stats.low}}个。存在的安全隐患主要包括{{first\_vul\_name}}等安全漏洞，可能将导致页面被篡改，木马传播，数据损坏等安全风险。经过科学的漏洞和风险等级划分（依据见附录二和附录三），可以判断{{report\_center\_short}}公司提供的信息系统正面临的安全风险等级为：{{overall\_risk\_level}}。

测试结果综述：

|  |  |  |
| --- | --- | --- |
| **序号** | **系统名称** | **漏洞名称** |
| {%tr for vul in vuls %} | | |
| {{ loop.index }} | {{ report\_systemname}} | {{ vul.vul\_name }} |
| {%tr endfor %} | | |

# 测试计划

## 测试对象

渗透测试限定于以下对象：

测试对象

|  |  |  |
| --- | --- | --- |
| 编号 | 系统名称 | URL |
| {%tr for target in targets %} | | |
| {{ loop.index }} | {{ target.name }} | {{ target.url }} |
| {%tr endfor %} | | |

## 测试人员

组成渗透测试小组，由资深安全服务工程师主要参与，{{report\_center\_short}}工作人员配合。

项目组成人员如下：

项目成员

|  |  |  |  |
| --- | --- | --- | --- |
| 序号 | 项目角色 | 姓名 | 联系方式 |
| {%tr for member in members %} | | | |
| {{ loop.index }} | {{ member.role }} | {{ member.name }} | {{ member.contact }} |
| {%tr endfor %} | | | |

# 渗透测试结果

## 5.1 {{report\_systemname}} {% for vul in vuls %}

### 5.1.1 【{{vul.vul\_level}}】{{vul.vul\_name}}

* 漏洞描述：

{{vul.vul\_describe}}

* 漏洞证明：
* URL：{{vul.vul\_url}}
* 漏洞分析：

{{vul.vul\_analysis}}

* 加固建议：

{{vul.vul\_modify\_repair}}

{% endfor %}

# 安全建议

建议进行以下安全建设，以长期保证所提供的信息系统的安全：

1、针对渗透测试结果协调开发团队或厂商进行有效的安全整改和修复，部署漏洞管理平台，加强对漏洞的闭环管理处置。

2、定期开展对系统、应用以及网络层面的安全评估、渗透测试以及代码审计工作，主动发现目前系统、应用存在的安全隐患。

3、加强日常安全巡检制度，定期对系统配置、网络设备配合、安全日志以及安全策略落实情况进行检查，常态化信息安全工作。

4、完善安全管理制度体系，对信息系统的日常维护和使用进行规范。加大网络安全管理，建立健全内部管理操作流程，明确安全职责、强化责任落实，确保网络安全管理有章可循。

5、建立一套完整的安全运营体系。规范运营流程，持续开展安全风险评估，优化安全管理能力，有效管控安全风险，提升安全能力。

6、建立一套完善有效的应急响应预案和流程，并定期进行应急演练，一旦发现发生任何异常状况可及时进行处理和恢复，有效避免系统业务中断带来损失。

7、定期对相关管理人员和技术人员进行安全培训，提高安全技术能力和实际操作能力。

8、加强安全服务建设，通过引入外部专业服务资源为企业提供更高级别的安全服务能力，完善自身安全建设的同时，协助企业提高安全管理能力。

9、配置资产探测产品，对互联网资产、单位内部资产进行探测，摸清家底，加强对WEB应用资产的管理。

10、配备WEB应用安全防护产品（如：WEB应用防火墙、WEB应用扫描器、数据库防火墙、网页防纂改、抗DDOS等），应对常见的WEB攻击，如XSS、SQL注入、CSRF等漏洞。

11、配置WEB应用监测产品，对网站进行7X24小时安全监控。

12、配置日志存储产品，对WEB应用系统、中间件等日志进行存储和分析，满足网络安全法要求及提升应对网络安全突发事件应急处置能力。

13、配置数据库审计产品，实现用户对数据库的增、删、改、查等行为进行审计。

14、加强访问控制ACL策略，细化策略粒度，严格限制各网络区域及服务器之间的访问。

15、对于0day等未被发现的问题，可采用APT攻击分析平台、大数据安全分析系统、网络安全保险等控制措施；对于不可预知的变化，可采取持续性态势感知监测技术、动态风险评估以及安全可信众测等措施加以防范。

# 附录

## 8.1 附录一（渗透测试实施流程）

渗透测试服务通过远程利用目标应用系统等安全弱点，模拟真正的黑客入侵攻击方法，以人工渗透为主，以漏洞扫描工具为辅，在保证整个渗透测试过程都在可以控制和调整的范围之内尽可能的获取目标信息系统的管理权限以及敏感信息。

渗透测试服务的主要流程如下：

### 信息收集

信息收集是指渗透实施前尽可能多地获取目标信息系统相关信息，例如网站注册信息、共享资源、系统版本信息、已知漏洞及弱口令等等。通过对以上信息的收集，发现可利用的安全漏洞，为进一步对目标信息系统进行渗透入侵提供基础。

### 弱点分析

对收集到的目标信息系统可能存在的可利用安全漏洞或弱点进行分析，并确定渗透方式和步骤实施渗透测试。

### 获取权限

对目标信息系统渗透成功，获取目标信息系统普通权限。

### 权限提升

当获取目标信息系统普通管理权限后，利用已知提权类漏洞或特殊渗透方式进行本地提权，获取目标系统远程控制权限。

## 8.2 附录二（漏洞定级依据）

表8-1 漏洞定级依据

| 序号 | 漏洞等级 | 描述 |
| --- | --- | --- |
| 1 | 紧急 | 可以直接被利用的漏洞，且利用难度较低。被攻击之后可能对网站或服务器的正常运行造成严重影响，或对用户财产及个人信息造成重大损失。 |
| 2 | 高危 | 被利用之后，造成的影响较大，但直接利用难度较高的漏洞。或本身无法直接攻击，但能为进一步攻击造成极大便利的漏洞。 |
| 3 | 中危 | 利用难度极高，或满足严格条件才能实现攻击的漏洞。或漏洞本身无法被直接攻击，但能为进一步攻击起较大帮助作用的漏洞。 |
| 4 | 低危 | 无法直接实现攻击，但提供的信息可能让攻击者更容易找到其他安全漏洞。 |

## 8.3 附录三（风险定级依据）

表8-2 风险等级

|  |  |  |
| --- | --- | --- |
| 编号 | 风险等级 | 风险描述 |
| 1 | 高风险 | 可对目标网站造成重大损失，如信息篡改、数据损坏以及远程控制。 |
| 2 | 中风险 | 可获取目标网站敏感信息，并结合其他安全漏洞可能影响目标网站的正常运营。 |
| 3 | 低风险 | 可获取目标网站少量敏感信息，一般不会导致严重的安全事件。 |