**小吃铺的授权登录接口设计方案**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 请求地址 | [http://wxtest.xy-asia.com/WXTest/boss/authLogin【测试】](http://wxtest.xy-asia.com/WXTest/authLogin【测试】)  http://xcp.isxxc.com/boss/authLogin【正式】 | | | | |
| 参数说明 | 序号 | 参数 | 数据类型 | 是否必填 | 参数说明 |
| 请求参数 | 1 | account | String | 是 | 登录账号 |
| 2 | password | String | 是 | 登录密码 |
| 3 | nonce | String | 是 | 时间戳（到秒） |
| 4 | sign | String | 是 | 签名 |
| 请求示例 | http://wxtest.xy-asia.com/WXTest/authLogin?account=aa&password=123&nonce=1516242880&sign=123456789 | | | | |
| 响应参数 | 1 | code | String | 是 | 返回状态 |
| 2 | message | String | 是 | 返回消息提示 |
| 3 | data | String | 是 | 返回对象 |
| 响应示例 | {  “code”: “100”,  “message”:”用户登录成功”,  “data”:{  “username”:”李某某的店”,  “userlogo”:”xxx.png”, //没有时返回空字符串  “level”:1 //1-游客，2-门店  }  } | | | | |

签名生成：

签名采用 md5 加密大写，密钥为一个统一的值【**aa56791b4f5560464e7bc7fcf85d29df**】，加密对象为：所有请求参数以及密钥拼成字符串（并且按请求参数序号来排列）

例：account=aa&password=123&nonce=1516242880&key=aa56791b4f5560464e7bc7fcf85d29df

响应结果定义

|  |  |
| --- | --- |
| 返回状态 (code) | 描述 |
| 100 | 成功 |
| 200 | 系统忙或异常 |
| 300 | 其它，根据返回值message显示 |

测试账号：用户-18243309600,密码-123456，游客级别

用户-K001,密码-123456，门店级别

例:http://wxtest.xy-asia.com/WXTest/boss/authLogin?account=K001&password=123456&nonce=123456&sign=F52B207B2B358C21651EF55B8737D0B6