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# 引言

## 目的

软件测试主要是针对辐射防护数据集成与监控系统服务软件的需求进行的系统测试，功能测试是执行指定的工作流程测试，性能测试是满足功能的性能指标测试。

测试计划需要达到的目的如下：

1. 为测试各项活动制定一个现实可行的、综合的计划，包括每项测试活动的对象、范围、方法、进度和预期结果。
2. 为项目实施建立一个组织模型，并定义测试项目中每个角色的责任和工作内容。
3. 开发有效的测试模型，能正确地验证正在开发的软件系统。
4. 确定测试所需要的时间和资源，以保证其可获得性、有效性。
5. 确立每个测试阶段测试完成以及测试成功的标准、要实现的目标。
6. 识别出测试活动中各种风险，并消除可能存在的风险，降低由不可能消除的风险所带来的损失。

## 背景

测试对象：辐射防护集成与监控系统服务软件。

本项目的测试相关人员如表 1所示。

表 1 项目人员名单表

|  |  |  |  |
| --- | --- | --- | --- |
| 姓名 | 职务 | 所属单位 | 项目角色 |
| 张锐 | 部门经理 | 四川天健科技有限公司 | 项目乙方负责人 |
| 谢崇竹 | 技术总监 | 四川天健科技有限公司 | 需求和技术负责人 |
| 黄东 | 系统架构师 | 四川天健科技有限公司 | 系统架构设计师 |
| 倪文强 | 软件工程师 | 四川天健科技有限公司 | 软件开发人员 |
| 何达 | 软件工程师 | 四川天健科技有限公司 | 软件开发人员 |
| 蒲志丹 | 测试工程师 | 四川天健科技有限公司 | 软件测试人员 |
| 李晨 | 测试工程师 | 四川天健科技有限公司 | 软件测试人员 |
| 何坤全 | 质量保证工程师 | 四川天健科技有限公司 | 质量保证人员 |
| 杨飞 | 配置管理员 | 四川天健科技有限公司 | 配置管理员 |

## 参考资料

1. 《辐射防护数据集成与监控系统软件设计技术规格书》
2. 《重大装置软件工程化规范手册》
3. 《辐射防护数据集成与监控系统服务软件需求分析报告》
4. 《辐射防护数据集成与监控系统服务软件设计说明》

## 术语

1. 测试

执行软件以验证其满足指定的需求并检测错误的过程。检测已有条件之间的不同，并评价软件项的特性软件项的分析过程。软件工程过程的一个活动，它将软件在预定的条件下运行以判断软件是否符合预期结果。

1. 测试用例

为特定目标而开发的一组测试输入、执行条件和预期结果，其目标可以是测试某个程序路径或核实是否满足某个特定的需求。

1. 性能测试

评价一个产品或组件与性能需求是否符合的测试。包括负载测试、强度测试、数据库容量测试、基准测试等类型。

1. 回归测试

在发生修改之后重新测试先前的测试以保证修改的正确性。理论上，对软件的任何新版本，都需要进行回归测试，验证以前发现和修复的错误是否在新软件版本上再现。

# 计划

## 软件说明

辐射防护数据集成与监控系统需要测试的功能如表 2所示。

表 2 辐射防护数据集成与监控系统服务软件功能测试表

|  |  |  |
| --- | --- | --- |
| 功能 | 输入 | 输出 |
| 账户登录 | 账户名，密码 | 成功：集中控制软件进入软件主界面，登录成功日志记录  失败：集中控制软件登录失败提示框、登录失败日志记录 |
| 账户登出 | 点击集中控制软件主界面登出按钮 | 成功：集中控制软件回到登录界面，登出成功日志记录  失败：集中控制软件登出失败提示框、登出失败日志记录 |
| 新建账户 | 账户名、密码、部门、联系方式、账户权限 | 成功：集中控制软件创建成功提示对话框，日志记录  失败：集中控制软件创建失败提示对话框，日志记录 |
| 删除账户 | 账户名 | 成功：集中控制软件删除成功提示对话框，日志记录  失败：集中控制软件删除失败提示对话框，日志记录 |
| 修改账户信息 | 密码、部门、联系方式、账户权限 | 成功：集中控制软件修改成功提示对话框，日志记录  失败：集中控制软件修改失败提示对话框，日志记录 |
| 数据库参数配置 | 数据库参数 | 成功：集中控制软件修改成功提示对话框，日志记录  失败：集中控制软件修改失败提示对话框，日志记录 |
| 网络参数配置 | 网络参数 | 成功：集中控制软件修改成功提示对话框，日志记录  失败：集中控制软件修改失败提示对话框，日志记录 |
| 组件重要状态显示配置 | 组件重要状态显示参数 | 成功：集中控制软件修改成功提示对话框，日志记录  失败：集中控制软件修改失败提示对话框，日志记录 |
| 系统运行状态 | 无 | 集中控制软件主界面的系统运行状态显面 |
| 组件运行状态 | 无 | 集中控制软件主界面的组件运行概况界面  集中控制软件主界面的组件重要运行状态显示界面  集中控制软件的组件界面 |
| 任务下发 | 任务名称、执行时间、目的组件、备注 | 成功：集中控制软件下发成功提示对话框，日志记录  失败：集中控制软件下发失败提示对话框，日志记录 |
| 任务状态修改 | 任务状态、执行说明 | 成功：集中控制软件修改成功提示对话框，日志记录  失败：集中控制软件修改失败提示对话框，日志记录 |
| 组件远程控制 | 开启或关闭、运行参数 | 成功：集中控制软件控制命令下发成功提示对话框，日志记录  失败：集中控制软件控制命令下发失败提示对话框，日志记录 |

## 测试内容

以软件编码完成时间为T0

### 软件功能测试

标识：Function-Test

测试进度安排：T0~T0+15工作日

测试内容和目的：按照需求分析报告和设计说明对软件进行功能测试。

### 接口正确性测试

标识：Interface-Test

测试进度安排：T0+16工作日~T0+20工作日

测试内容和目的：按照需求分析报告和设计说明对软件进行接口测试。

### 性能及压力测试

标识：Performance-Test

测试进度安排：T0+21工作日~T0+30工作日

测试内容和目的：按照需求分析报告和设计说明对软件进行性能及压力测试。

## 软件功能测试

本项测试对辐射防护数据集成与监控系统服务软件的软件功能进行功能性测试。

### 进度安排

测试日期：T0~T0+15工作日。

工作内容：测试辐射防护数据集成与监控系统服务软件的软件功能。

### 测试条件

1. 设备：笔记本计算机\*2，安装Ubuntu18 64Bit
2. 软件：辐射防护数据集成与监控系统服务软件
3. 人员：蒲志丹、李晨

### 测试资料

《辐射防护数据集成与监控系统服务软件需求分析报告》

《辐射防护数据集成与监控系统服务软件概要设计说明》

《辐射防护数据集成与监控系统服务软件详细设计说明》

《辐射防护数据集成与监控系统数据库设计说明》

### 测试培训

无。

## 接口正确性测试

本项测试对辐射防护数据集成与监控系统服务软件的软件功能进行接口测试。

### 进度安排

测试日期：T0+16工作日~T0+20工作日。

工作内容：测试辐射防护数据集成与监控系统服务软件的外部接口。

### 测试条件

1. 设备：笔记本计算机\*2，安装Ubuntu18 64Bit
2. 软件：辐射防护数据集成与监控系统服务软件
3. 人员：蒲志丹、李晨

### 测试资料

### 测试资料

《辐射防护数据集成与监控系统服务软件需求分析报告》

《辐射防护数据集成与监控系统服务软件概要设计说明》

《辐射防护数据集成与监控系统服务软件详细设计说明》

《辐射防护数据集成与监控系统数据库设计说明》

### 测试培训

无。

## 性能及压力测试

本项测试对辐射防护数据集成与监控系统服务软件的软件功能进行功能性测试。

### 进度安排

测试日期：T0~T0+15工作日。

工作内容：测试辐射防护数据集成与监控系统服务软件的软件功能。

### 测试条件

1. 设备：笔记本计算机\*2
2. 软件：辐射防护数据集成与监控系统服务软件
3. 人员：测试人员

### 测试资料

### 测试资料

《辐射防护数据集成与监控系统服务软件需求分析报告》

《辐射防护数据集成与监控系统服务软件概要设计说明》

《辐射防护数据集成与监控系统服务软件详细设计说明》

《辐射防护数据集成与监控系统数据库设计说明》

### 测试培训

无。

## 接口正确性测试

本项测试对辐射防护数据集成与监控系统服务软件的软件功能进行接口测试。

### 进度安排

测试日期：T0+21工作日~T0+30工作日。

工作内容：测试辐射防护数据集成与监控系统服务软件的性能和压力指标。

### 测试条件

1. 设备：笔记本计算机\*2，安装Ubuntu18 64Bit
2. 软件：辐射防护数据集成与监控系统服务软件
3. 人员：蒲志丹、李晨

### 测试资料

### 测试资料

《辐射防护数据集成与监控系统服务软件需求分析报告》

《辐射防护数据集成与监控系统服务软件概要设计说明》

《辐射防护数据集成与监控系统服务软件详细设计说明》

《辐射防护数据集成与监控系统数据库设计说明》

### 测试培训

无。

# 测试设计说明

## 账户登录功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登出状态。

### 输入

1. 账户名正确，账户密码正确
2. 账户名正确，密码错误
3. 账户名错误，密码错误

### 输出

1. 登录成功，进入集中控制软件主界面
2. 登录失败，集中控制软件弹出登录失败提示框，提示用户名或密码错误
3. 登录失败，集中控制软件弹出登录失败提示框，提示用户名或密码错误

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，集中控制软件处于登出状态；
2. 在集中控制软件登录对话框中输入账户名和密码；
3. 点击登录按钮；

## 账户登出功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态。

### 输入

点击集中控制软件主界面上的登出按钮，确认登出。

### 输出

账户登出，集中控制软件回到登出状态。

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，集中控制软件处于登出状态；
2. 点击集中控制软件主界面上的登出按钮，确认登出；

## 新建账户功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于管理员登录状态。

### 输入

1. 系统中不存在的符合要求的用户名，其他输入信息符合要求，至少勾选一种权限
2. 系统中不存在的符合要求的用户名，其他输入信息符合要求，不勾选任何权限
3. 系统中已存在的账户名，其他输入信息符合要求，至少勾选一种权限
4. 系统中不存在的不符合要求的用户名，其他输入信息符合要求，至少勾选一种权限
5. 系统中不存在的符合要求的用户名，其他输入信息有一项不符合要求，至少勾选一种权限

### 输出

1. 创建账户成功，弹出创建账户成功提示框
2. 创建账户失败，弹出未选择权限错误提示框
3. 创建账户失败，弹出账户名已存在错误提示框
4. 创建账户失败，弹出账户名不符合规则错误提示框
5. 创建账户失败，弹出输入信息不符合规则错误提示框

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，系统管理员登录；
2. 打开账户管理界面窗口，点击新建账户按钮打开新建账户窗口；
3. 输入新建账户信息；
4. 点击确定按钮。

## 删除账户功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于管理员登录状态。

### 输入

在账户信息界面选择一个账户，点击删除按钮。

### 输出

账户删除成功，集中控制软件弹出删除账户成功提示框。

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，系统管理员登录；
2. 打开账户管理界面窗口，选择一个账户；
3. 点击删除按钮。

## 修改账户信息功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于管理员登录状态。

### 输入

1. 账户信息符合要求，至少勾选一种权限
2. 账户信息符合要求，不勾选任何权限
3. 账户信息不符合要求，至少勾选一种权限；
4. 账户信息不符合要求，不勾选任何权限

### 输出

1. 修改账户信息成功，集中控制软件弹出修改成功提示框
2. 修改账户信息失败，集中控制软件弹出未选择权限错误提示框
3. 修改账户信息失败，集中控制软件弹出输入不符合要求错误提示框
4. 修改账户信息失败，集中控制软件弹出输入不符合要求错误提示框

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，系统管理员登录；
2. 打开账户管理界面窗口，选择一个账户；
3. 点击修改按钮打开账户信息修改窗口；
4. 输入账户信息，点击确定按钮。

## 数据库参数配置功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态，当前登录的用户具有系统参数设置权限。

### 输入

1. 输入参数合法
2. 输入参数非法

### 输出

1. 设置成功，集中控制软件弹出设置成功提示框
2. 设置失败，集中控制软件弹出参数非法错误提示框

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，当前登录账户具有系统参数设置权限；
2. 打开数据库参数设置界面；
3. 输入参数；
4. 点击确定按钮；
5. 观察配置参数修改结果。

## 网络参数配置功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态，当前登录的用户具有系统参数设置权限，数据库连接正常。

### 输入

1. 输入参数合法
2. 输入参数非法

### 输出

1. 设置成功，集中控制软件弹出设置成功提示框
2. 设置失败，集中控制软件弹出参数非法错误提示框

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，当前登录账户具有系统参数设置权限；
2. 打开网络参数设置界面；
3. 输入参数；
4. 点击确定按钮；
5. 观察配置参数修改结果。

## 组件重要状态显示参数配置功能测试

### 控制

本项测试为人工测试。

前提条件：

集中控制软件启动，当前登录账户具有组件重要状态显示参数配置权限，数据库连接正常。

### 输入

用户在组件重要状态显示参数配置界面上修改配置参数

### 输出

集中控制软件提示用户配置修改成功

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，当前登录账户具有组件重要状态显示参数设置权限；
2. 用户在组件重要状态显示参数配置界面上修改配置参数；
3. 用户点击确定按钮；
4. 观察配置参数修改结果。

## 系统运行状态显示功能测试

### 控制

本项测试为人工测试。

前提条件：

集中控制软件启动。

### 输入

开启/关闭辐射防护数据集成与监控系统服务软件和组件代理服务软件。

### 输出

1. 服务软件开启，组件代理服务软件开启：

服务软件运行状态显示正常，与组件的通信状态显示正常。

1. 服务软件开启，组件代理服务软件关闭：

服务软件运行状态显示正常，与组件的通信状态显示异常。

1. 服务软件关闭：

服务软件运行状态显示异常，与组件的通信状态显示异常。

### 过程

1. 确认辐射防护数据集成与监控系统集中控制软件正常运行，处于登录状态；
2. 开启/关闭服务软件及组件代理服务软件，观察集中控制软件的系统状态显示情况。

## 组件运行状态显示功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态。

### 输入

开启/关闭组件代理服务软件。

### 输出

1. 组件代理服务软件开启：组件状态显示正常。
2. 组件代理服务软件关闭：组件状态显示异常。

### 过程

1. 确认辐射防护数据集成与监控系统集中控制软件正常运行，处于登录状态；
2. 开启/关闭组件代理服务软件，观察集中控制软件的组件状态显示情况。

## 任务下发功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态，当前登录的账户具有任务管理权限。

### 输入

1. 任务信息合法
2. 任务信息非法

### 输出

1. 任务下发成功，集中控制软件提示有新的任务
2. 任务下发失败，集中控制软件弹出提示框提示用户输入非法

### 过程

1. 确认辐射防护数据集成与监控系统集中控制软件正常运行，处于登录状态，当前登录的账户具有任务管理权限；
2. 用户打开任务编辑界面，填写任务信息，选择目的组件；
3. 用户点击下发按钮；
4. 观察任务下发结果。

## 任务状态修改功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态，当前登录的账户具有任务管理权限。

### 输入

1. 任务修改信息合法
2. 任务修改信息非法

### 输出

1. 任务修改成功，集中控制软件任务显示界面上的任务信息改变
2. 任务修改失败，集中控制软件弹出提示框提示用户输入非法

### 过程

1. 确认辐射防护数据集成与监控系统集中控制软件正常运行，处于登录状态，当前登录的账户具有任务管理权限；
2. 用户在集中控制软件任务显示界面上双击任务，弹出任务执行状态修改界面；
3. 用户修改任务状态，填写执行情况说明；
4. 用户点击修改按钮；
5. 观察任务执行状态修改结果。

## 组件远程控制功能测试

### 控制

本项测试为人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态，当前登录的账户具有组件远程控制权限。

### 输入

1. 组件运行状态设置参数合法
2. 组件运行状态设置参数非法

### 输出

1. 组件远程控制成功，集中控制软件任务弹出提示框提示远程控制成功
2. 组件远程控制失败，集中控制软件弹出提示框提示用户输入非法

### 过程

1. 确认辐射防护数据集成与监控系统正常运行，集中控制软件处于登录状态，当前登录的账户具有组件远程控制权限。
2. 用户打开组件界面，输入远程控制参数；
3. 用户点击设置按钮；
4. 观察组件的远程控制结果。

## 接口正确性测试

### 控制

本项测试为半人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，数据库连接正常。

### 输入

构造接口数据，对辐射防护数据集成与监控系统的集中控制软件和服务软件的接口进行测试。

1. 接口数据合法
2. 接口数据非法

### 输出

辐射防护数据集成与监控系统的集中控制软件和服务软件在测试过程中的表现和日志输出。

1. 软件运行正常，未输出错误日志
2. 软件输出接口参数错误日志，流程未继续执行

### 过程

1. 软件测试人员编写接口测试脚本，构造接口测试数据；
2. 软件测试人员用测试脚本向软件发送测试数据；
3. 观察软件的运行情况及输出日志。

## 性能和压力测试

### 控制

本项测试为半人工测试。

前提条件：

辐射防护数据集成与监控系统正常运行，组件正常运行，数据库连接正常。

### 输入

构造合法的接口数据，向辐射防护数据集成与监控系统的集中控制软件和服务软件的接口发送大数据量的接口数据。

### 输出

辐射防护数据集成与监控系统的集中控制软件和服务软件的CPU和内存占用情况

### 过程

1. 软件测试人员编写接口测试脚本，构造接口测试数据；
2. 软件测试人员用测试脚本向软件发送大量测试数据；
3. 使用系统状态监控软件定时记录系统在性能和压力测试过程中的情况，如CPU、内存占用率等；
4. 测试结束，测试人员分析系统监控记录。

# 评价准则

## 范围

《辐射防护数据集成与监控系统服务软件测试计划》对软件测试过程中的正常功能测试、异常功能测试、接口测试及性能压力测试做了概要性的说明，测试用例的细化后续请参见《辐射防护数据集成与监控系统测试报告》。

## 数据整理

软件测试完成，测试人员输出测试报告，每个测试用例的执行情况和输入输出数据都体现在用例的输入输出项中。

## 尺度

对于整形数据，测试结果不允许出现偏差；

对于浮点数据，测试值和期望值之间的偏差应小于0.01。