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## Теоретическое описание метода шифрования

Много алфавитная одноконтурная подстановка – это когда для замены символов исходного текста используется несколько алфавитов, причем смена алфавита осуществляется последовательно и циклически, т.е. первый символ заменяется соответствующем символом первого алфавита, второй – символом второго алфавита и т.д. до тех пор, пока не будут использованы все выбранные алфавиты.

## Подстановка задачи

### Исходное сообщение

Преобразование шифрования может быть симметричным или асимметричным относительно преобразования расшифрования.

### Ключ

Ключом моего шифра служит число 28.

### Криптографическое преобразование

### Криптограмма

### Алгоритм разработанной программы

## Код программы

**print**('выберите тип шифрования (s) - симметричное или (as) - асимметричное')

a = str(input('Напишите s или as'))

**if** a == 's':

**print**('Выбранный тип шифрования - симметричное'***)***

    IZHODNIK = 'Существует два класса криптосистем: симметричные (одноключевые) и асимметричные (двухключевые).'

    key = [28]

    print('�сходное сообщение: ', IZHODNIK)

    print('Ключ - ', key)

    text = []

    for \_\_ in list(IZHODNIK):

     text.append(ord(\_\_)) # ord() - представление слова, как числ�***�***

    print('после перевода текста в цифры: ', text)

    etext = []

    \_\_key = 0

    for \_\_ in range(0,len(text)):

     etext.append(text[\_\_]+key[\_\_key])

     if \_\_key == len(key)-1:

     \_\_key = 0

     Else:

     \_\_key+=1

    print('Результат работы шифратора: ', etext)

    unetext = []

    \_\_key = 0

    for \_\_ in range(0,len(etext)):

     unetext.append(chr(etext[\_\_]-key[\_\_key]))

     if \_\_key == len(key)-1:

     \_\_key = 0

     Else:

     \_\_key+=1

    print('Результат работы дешифратора: ', unetext)

print('выберите тип шифрования (s) - симметричное или (as) - асимметричное')

a = str(input('Напишите s или as'))

if a == 's':

print('Выбранный тип шифрования - симметричное')

IZHODNIK = 'Существует два класса криптосистем: симметричные (одноключевые) и асимметричные (двухключевые).'

key = [28]

print('Исходное сообщение: ', IZHODNIK)

print('Ключ - ', key)

text = []

for \_\_ in list(IZHODNIK):

text.append(ord(\_\_)) # ord() - представление слова, как число

print('после перевода текста в цифры: ', text)

etext = []

\_\_key = 0

for \_\_ in range(0,len(text)):

etext.append(text[\_\_]+key[\_\_key])

if \_\_key == len(key)-1:

\_\_key = 0

else:

\_\_key+=1

print('Результат работы шифратора: ', etext)

unetext = []

\_\_key = 0

for \_\_ in range(0,len(etext)):

unetext.append(chr(etext[\_\_]-key[\_\_key]))

if \_\_key == len(key)-1:

\_\_key = 0

else:

\_\_key+=1

print('Результат работы дешифратора: ', unetext)

## Результаты работы программы