关于自治区建设国家重要能源和战略资源基地保障能源安全工作中加强网络安全

工作建议

呼和浩特市代表团 李德波

习近平总书记交给内蒙古五大任务，“建设国家重要能源和战略资源基地”、“建设祖国北疆安全稳定屏障”，是其中重要的两项任务，自治区政府工作报告中，“2022年自治区煤炭产量、发电量，以及煤炭保供、外送电量均居全国第一”。2023年重点工作任务提出“能源产业是我区起家产业、当家产业，只应做大做强，不能做小做丢。提出努力在新能源领域再造一个工业内蒙古”。自治区能源安全稳定供应，才能有效保障国家能源安全和自治区经济发展，保持能源行业安全稳定生产意义重大。

习近平总书记提出，没有网络安全就没有国家安全，就没有经济社会稳定运行。从落实总体安全观角度，保障能源安全及建设北疆安全稳定屏障紧密关联。值得高度关注的是，近年来，世界能源安全领域，一些国家能源电力系统遭受网络攻击的事件时有发生，对国家政治安全、经济社会稳定运行及能源企业安全运营均造成巨大风险挑战，例如，2017年来自俄罗斯的“沙虫组织”攻击了乌克兰电力系统，导致乌克兰出现大面积长时间停电事件。2021年美国最大的燃油管道运营商（为美国东岸供应约45 %的燃料）遭到网络攻击并勒索，美国宣布进入国家紧急状态。因此，网络安全成为能源安全的重要组成部分，没有网络安全就没有能源安全，能源安全中的网络安全面临严峻考验，也为我国能源安全敲响了警钟。为此，我国研究出台了《“十四五”现代能源体系规划》，提出要完善能源风险应急管控体系，强化重要能源设施、能源网络安全防护。深入推进国家重要能源和战略资源基地建设，发挥网络安全在能源安全中的保障作用，是维护国家安全、社会安全、建设祖国北疆安全稳定屏障、建设能源安全基地的重要内容。

1. 自治区能源行业网络安全现状

2022年，全区能源行业煤炭实际产能、电力总装机、新能源装机、外送煤炭、外送电能力、外送电量稳居全国前列，贡献了全国跨省外送煤炭的1/3、外送电量的1/6，为自治区经济发展和保障国家能源安全做出了重要贡献。2023年，全区能源工作将全面贯彻党的二十大精神，牢记国家重要能源基地战略定位，继续肩负起保障国家能源安全的重大政治责任。

基于上述数据，同时考虑随着数字化、信息化技术与能源产业的深度融合，“智慧电网”、“智慧电厂”、“智慧煤矿”等新生产模式成为主流，新技术的应用，增加了网络安全攻击风险，为了摸清这些新生产模式中信息系统的网络安全状况，我牵头组织专业力量对全区172家风力发电企业、89家光伏发电企业、89家火力发电企业、19家煤矿的网络安全情况进行了摸底调研（具体调研情况见附表），调研发现在新能源发电、煤矿生产等企业的信息化生产系统，普遍存在网络安全技术保护措施、网络安全管理制度缺失的问题，部分企业在技术测试中出现“一打就瘫、一攻就破”，甚至通过突破单点企业影响全区整体电网可能。

1. 面临的困难

我区能源产业不断壮大，新能源行业发展迅速。但是没有基于全区能源行业生产控制系统与网络安全方面的研究平台、实验室，由于能源行业生产控制系统的特点，需要持续运行，对与网络安全新技术应用以及技术保障体系没有一个可控、可靠的仿真平台去验证有效性、稳定性等，导致能源企业生产系统只能保持“老样子”，有新技术也不敢用。国家层面针对区域性综合能源行业网络安全研究也没有建设对应的实验室、科研平台。

我区能源行业网络安全工作缺乏顶层设计、整体设计。能源行业企业重生产，对生产依赖信息系统、工控系统网络安全工作重视程度，不了解国家网络安全方面的政策、法规、标准，部分开展了一些网络安全建设的能源企业，也多数是“摸着石头过河”。

因为能源企业尤其新能源企业普遍分布在旗县偏远地区，网络安全主管机关对这些企业没有形成明细台账，就没办法监督、指导这些能源企业按照国家要求开展网络安全工作，保障生产系统安全稳定运行。能源行业主管机关缺乏网络安全技术专业人才、对海量的国家网络安全政策、法规、标准难以做到全面了解，也无法有效监督、指导能源行业开展有效、完善的网络安全工作，网络安全主管部门和能源行业主管部门没有形成网络安全工作合力。

能源企业尤其是发电企业与电网，由于电网调度自动化的应用以及新能源发电企业中风功率、光功率预测系统与电网数据的共享，全区发电、电网甚至煤矿都已经在物理层面形成了一张“大网”，通过这张大网实现全区电力生产、调度、控制等工作。对这么重要的一张“大网”，至今没有在自治区层面没有一个可以整体监测网络安全情况的平台，现有的与网络安全有关的平台，依然是蒙东、蒙西各有一个、各自为政、互不相通。同时国产自主可控网络安全新技术应用在能源行业应用比例不足10%，使用国外核心技术极易造成网络安全技术、设备的“高级别后门”。

三、建议

一是发挥首府科研区位优势，建设国家能源行业网络安全重点实验室

2023年首府坚持把高质量发展作为现代化区域中心城市建设的首要任务，并持之以恒做大做强“六大产业集群”。其中电子信息技术产业集群是其中之一。建议基于首府的电子信息技术产业集群优势、区位优势以及科技优势，发挥首府“云谷”、“大数据”基础支撑以及高效算力作用，以新能源行业为主要方向，兼顾传统能源产业，建设能源行业网络安全国家重点实验室，落实自治区政府工作报告“能源产业是我区起家产业、当家产业，只应做大做强，不能做小做丢”任务，支撑自治区能源行业安全稳定发展，保障全区、全国能源安全。同时以高端实验室作为平台吸引人才、留住人才，助力首府建设自治区教育中心。

二是开展能源行业网络安全顶层设计和统筹规划。

建议自治区能源行业主管部门和网络安全主管部门形成合力，建立完善网络安全领导体系和工作体系，将关键信息基础设施安全保护、网络安全等级保护等制度有机结合以及落地执行。理清、认定能源行业关键信息基础设施，针对性监督、指导全区能源行业加强关键信息基础设施网络安全建设、管理、保障工作。

三是深化落实能源行业网络安全基础性保护措施。

监督指导能源行业企业健全完善网络安全管理体系，提高能源行业尤其是“智慧电网”、“智慧电厂”、“智慧煤矿”等关键能源生产单位在智能化、数字化建设、改造中的网络安全建设。提高综合防御、灾难恢复、应急处置能力，保障能源信息系统安全稳定运行，助力能源企业安全稳定生产。

四是深化落实能源行业重点保障措施。

建设全区一体化能源行业网络安全综合业务平台，开展网络安全态势感知，定期分析发布自治区能源行业网络安全状态以及网络安全事件情况，建立重大事件和威胁报告制度，落实重大事件处置措施、技术应对等措施。加强能源行业国产自主可控网络安全新技术应用，从基础保障能源行业网络安全体系自主可控、完整可用。

2023年首府坚持把高质量发展作为现代化区域中心城市建设的首要任务，并持之以恒做大做强“六大产业集群”。其中电子信息技术产业集群是其中之一。建议基于首府的电子信息技术产业集群优势以及科研人才聚集优势，以新能源为主要方向，兼顾传统能源产业，建设能源行业网络安全国家重点实验室，落实自治区政府工作报告“能源产业是我区起家产业、当家产业，只应做大做强，不能做小做丢”任务，支撑自治区能源行业安全稳定发展，保障全区、全国能源安全。

发挥网络安全在能源安全中的保障作用，是维护国家安全、社会安全、建设祖国北疆安全稳定屏障、建设能源安全基地的重要内容，我们需要马上行动起来。
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**附件：调研情况表**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| 序号 | 盟市 | 光伏 | 风电 | 火电 | 煤矿 |
| 1 | 阿拉善盟 | 9 | 3 | 2 | 0 |
| 2 | 巴彦淖尔市 | 8 | 16 | 4 | 0 |
| 3 | 包头市 | 3 | 14 | 3 | 0 |
| 4 | 赤峰市 | 9 | 23 | 11 | 0 |
| 5 | 鄂尔多斯市 | 10 | 4 | 16 | 16 |
| 6 | 呼和浩特 | 7 | 5 | 6 | 0 |
| 7 | 呼伦贝尔 | 5 | 4 | 13 | 2 |
| 8 | 通辽市 | 11 | 19 | 14 | 1 |
| 9 | 锡林郭勒盟 | 7 | 43 | 9 | 0 |
| 10 | 乌海市 | 1 | 1 | 4 | 0 |
| 11 | 乌兰察布市 | 6 | 35 | 5 | 0 |
| 12 | 兴安盟 | 13 | 5 | 2 | 0 |
| 合计 | | 89 | 172 | 89 | 19 |