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# 前言

## 阅读报告说明

本次安全检测报告从服务器网站应用安全、网站服务器中间件安全等方面对您的网站进行的安全检测。由于检测方法的不同，检测结果可能会有差异。

您的安全检测报告结论是基于您提供的网站域名或 IP 进行漏洞检测，对服务器网站应用及中间件应用进行检测，如果您服务器在扫描期间开启WAF，可能会导致相关检测结论有偏差。

由于检测项目本身的局限性，本次检测结果未发现风险并不代表没有风险，如您有更深层次的检测需求，可以和项目作者联系。

感谢您对我们的信任和支持。现将对您网站的漏洞检测报告呈上。

## 目标参数

|  |  |
| --- | --- |
| 地址/URL | {{target\_url}} |
| 问题数量 | {{number\_of\_vulnerabilities\_in\_the\_target\_website}} |

表1.1基本信息

# 专家建议指导

## 安全服务建议

### 安全评估

由专业的安全技术人员对系统进行全面的安全隐患排查，从技术角度分析出客户业务中存在的安全问题，并指导客户进行加固和修复的专业安全服务。

### 渗透测试

通过渗透测试可帮助企业全面发现主机安全问题、业务漏洞、网络风险、人员安全意识弱点，并提供专业修复解决方案来抵御外部攻击。

### 安全加固

在客户授权委托的情况下，远程登录得到客户的业务系统服务器上，对外网或内网主机进行全方位的基线加固和组件升级，提前修补系统潜在的各种高危漏洞和安全威胁，保障客户业务系统安全。

### 安全培训

根据企业具体情况与需求，定制个性化的安全培训课程计划，帮助企业了解并掌握相关安全知识。通过培训，帮助企业在研发和运维过程中尽量避免由于安全知识的匮乏而造成信息安全事故。

### 应急响应

在您的系统遭受黑客攻击时提供快速、专业、高效的应急处理，包括入侵行为排查、病毒木马查杀、入侵原因分析、入侵防护意见、入侵影响评估等；帮助客户正确应对黑客攻击，降低攻击带来的安全损失，本服务7\*24小时全天候。

### 红蓝对抗

有区别于传统意义上的仅关注资产，基于漏洞库和扫描器等方式的安全评估方式。  
针对分析资损风险、逻辑漏洞、业务风险、数据风险、应用风险、员工风险、第三方关联风险等基于人工分析和漏洞相结合的手段，以攻击者视角对目标进行全面深入的分析判断，从而全面细节的评估企业风险。

### 漏洞扫描服务

通过伏特分布式漏洞扫描平台对指定的远程或者本地计算机系统进行安全脆弱性检测，提供专业漏洞扫描报告，漏洞扫描报告结果可读性强，也提供专家解读或指导服务。

### 安全保障服务

针对企业重要IT系统资产、包括主机、网络、应用等系统运行维护，保障企业开展大型活动或会议时业务的安全性。

## 风险类型处理建议

### SQL注入类

没有被授权的恶意攻击者可以在有该漏洞的系统上任意执行 SQL 命令，这将威胁到数据库的安全，并且会泄漏敏感信息。 针对 SQL 注入，目前的解决办法是：

1. 在程序中限制用户提交数据的长度。

2、对用户输入的数据进行合法性检查，只允许合法字符通过检测。对于非 字符串类型的，强制检查类型；字符串类型的，过滤单引号。

3、WEB 程序调动低权限的 sql 用户连接，勿用类似于 dbo 高权限的 sql 账 号。细化 Sql 用户权限，限定用户仅对自身数据库的访问控制权限。

4、使用具备拦截 SQL 注入攻击能力（专门算法）的 IPS（入侵防御设备） 来保护网站系统。

### 跨站脚本类

1、在程序中限制用户提交数据的长度。

2、对用户输入的数据进行合法性检查，只允许合法字符通过检测。

3、使用具备拦截跨站脚本攻击能力（专门算法）的 IPS（入侵防御设备） 来保护网站系统。

### 密码泄露类

采用 HTTPS 协议，保护登录页面。 并对用户名密码参数采用密文传输。

### 其他类

如上传漏洞修改程序过滤恶意文件；证书错误修改证书；链接错误修改错误链接，开放不安全端口等。

### 服务最小化

对系统主机的服务进行确认关闭一些无用的服务或端口，确保主机安全。 对数据库的一些端

口建议对端口进行做防火墙连接限制，保证不能让外界主机 对数据库进行管理。

### 配置权限

将网站的各个目录（包括子目录）尽量减小权限，需要用什么权限开什么权限，其他的权限全部删除。

### 配置日志

对访问网站的 URL 动作进行记录全部日志，以便日后的审计和检查。

## Web安全监测依据

|  |
| --- |
| WEB 安全检测依据 |
| 《OWASP TOP 10 2019》 |
| 《中华人民共和国网络安全法》 |
| 《中华人民共和国计算机信息系统安全保护条例》 |
| 《信息安全等级保护管理办法》 |
| 《计算机信息系统安全保护等级划分准则》 |
| 《信息系统安全等级保护定级指南》 |
| 《信息系统安全等级保护基本要求》 |
| 《信息系统安全等级保护测评准则》 |
| 《信息安全技术 公共及商用服务信息系统个人信息保护指南》 |
| 《GB/T 20270-2006 信息安全技术 网络基础安全技术要求》 |
| 《GB/T 20271-2006 信息安全技术 信息系统通用安全技术要求》 |
| 《GB/T 20272-2006 信息安全技术 操作系统安全技术要求》 |
| 《GB/T 20273-2006 信息安全技术 数据库管理系统安全技术要求》 |
| 《GB/T 20984-2007 信息安全技术 信息安全风险评估规范》 |
| 《GB/Z 20985-2007 信息安全技术 信息安全事件管理指南》 |

表 2.2 WEB 安全检测依据

# 检测详情

## Web安全监测报告详情

|  |  |
| --- | --- |
|  | {%tr for i in vulnerability %} |
| 漏洞名称 | {{i.vulnerability\_name}} |
| 漏洞级别 | {{i.vulnerability\_level}} |
| 发现时间 | {{i.find\_the\_time}} |
| 漏洞描述 | {{i.vulnerability\_description}} |
| 漏洞细节 | {{i.vulnerability\_details}} |
| 修复建议 | {{i.repair\_suggestions}} |

表3.{{i.vulnerability\_number}} 存在 {{i.vulnerability\_name}}

|  |  |
| --- | --- |
|  | {%tr endfor %} |

4.报告生成时间

报告导出时间：{{report\_export\_time}}