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## 1现象

打开浏览器成功登陆系统之后，在同一浏览器窗口下新建一个页签重新登录系统，后登录的用户信息会覆盖之前登录的用户信息。

## 2 原因

浏览器的cookie信息是按域名区分的，所以多个页签打开同一个域名的时候会公用一个cookie，所以后登录用户在向cookie中写入sessionID时，覆盖了前一个用户的sessionID

## 3 解决办法

方法一：

多个页签使用同一个sessionID，通过给每一个页签添加一个随机数来区分不同的用户信息。

举例：

页签1登录A用户（随机数X = a），页签2登录B用户（随机数为X = b），sessionID都为111111

后台session为

{

“111111” : {

“a” : 用户A

“b” : 用户B

}

}

影响范围：所有需要取session信息的代码

方法二：

多个页签使用不同的sessionID，多个sessionID以数组的形式写入cookie。

举例：

页签1登录A用户（index = 0），页签2登录B用户（index = 1）

此时cookie中的sessionID信息为：[‘111111’,’222222’]

后台根据页签中index的值，获取正确的sessionID

影响范围：需要修改中间件向cookie中写入和读取sessionID的方法。