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# 目的

制定本文件目的在于规范管理公司所属业务系统的主机设备以及网络设备所产生的系统日志、重要应用日志，确保各类日志的及时、完全归档，及时发现设备与系统的故障，提高信息系统的可靠性。

# 适用范围

本文件适用于公司的主机与网络设备日志管理。

# 名词定义

|  |  |
| --- | --- |
| **名词** | **定义** |
| 日志 | 是记录系统活动的重要信息。包括各信息系统主机、网络设备所产生的syslog以及重要应用程序所产生的日志。 |

# 日志管理规范

## 总要求

本文件所包含的所有日志信息任何人没有权利删除、添加或变更，故意删除、添加或者变更重要日志的责任人按相关法律法规和制定处理。

## 日志分类

日志的分类包括：操作系统日志、应用系统日志、数据库日志、网络设备日志和信息安全设备日志。每一类日志记录中都必须记录以下基本内容：事件发生的日期和时间、事件描述，操作者信息，成功和失败操作。

1. 操作系统日志还应记录以下信息：
   * 操作系统的启动/关闭信息；
   * 用户登录/退出信息；
   * 特殊权限使用；
   * 系统运行状态信息(包括报警、故障信息)；
   * 主机系统服务或配置变更信息。
2. 应用系统日志还应记录以下信息:
   * 应用系统的启动/关闭信息；
   * 关键模块的启动/关闭信息；
   * 用户的登录/退出信息；
   * 用户的关键操作信息；
   * 应用系统运行状态信息(包括报警、故障信息)；
   * 服务和配置参数的变更信息。
   * 隐私信息不允许输入到日志中(如密码信息)
3. 数据库日志还应记录以下信息：
   * 数据库系统的启动/关闭信息；
   * 用户的登录/退出信息；
   * 用户的关键操作信息（如添加或删除数据库）；
   * 数据库运行状态信息(包括报警、故障信息)。
4. 网络设备日志还应记录以下信息：
   * 设备的启动/关闭信息；
   * 用户登录/退出信息；
   * 端口变化信息；
   * 设备运行状态信息(包括报警、故障信息)。
5. 信息安全设备日志还应记录以下信息：
   * 设备的启动/关闭信息；
   * 用户登录/退出信息；
   * 端口变化信息；
   * 信息安全事件信息（如病毒爆发、攻击事件）；
   * 设备运行状态信息(包括报警、故障信息)。

## 日常管理

1. 记录日志的系统必须保持时钟信息与时钟同步服务器同步，信息系统维护人员每月检查时间同步是否正常。
2. 信息系统和IT设备的维护人员应按照日志管理策略保存操作日志。详见本文第六条。
3. 所有的操作活动都必须被记入日志,不得停用日志服务。
4. 信息系统和IT设备的维护人员应按日志管理策略中的检查频率对所管理的信息系统产生的相关日志进行检查，对日志中的错误或可疑项进行记录，如发现可疑的日志记录事件或无法分析判断，应及时进行分析处理，处理结果应补充记录到日志检查记录中。
5. 日志文件集中管理, 统一上报到Graylog日志系统, 并通过系统权限控制加以保护，同时设置日志文件访问控制权限，防止未授权的访问篡改。
6. 对于故障日志，参照事件管理流程进行处理，及时发现故障原因并分析解决，进行记录。
7. 安全审计员每季度对重要应用系统的日志配置策略和日志检查记录等进行复查，对各系统管理员和系统操作员的活动记录日志每季度进行审计。

# 角色与职责

| **角色** | **职责** | **人员** |
| --- | --- | --- |
| 系统管理员 | 负责生产网业务主机的信息系统日志维护和管理工作，并对可疑日志进行分析、处理。 | 研发部运维工程师 |
| 网络管理员 | 负责生产网网络设备的信息系统日志维护和管理工作，并对可疑日志进行分析、处理。 | 研发部运维工程师 |
| 安全审计员 | 负责对生产网各系统日志进行定期审计、查看和分析、处理可疑情况，复查重要日志文件。 | 研发部授权工程师 |

# 日志管理策略

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 日志名称 | 保存周期 | 检查频率 | 检查人员 |
| 1 | 操作系统日志 | 至少90天以上 | 每季度 | 系统管理员/安全审计员 |
| 2 | 数据库系统日志 | 至少90天以上 | 每季度 | 系统管理员/安全审计员 |
| 3 | 业务应用系统日志 | 至少90天以上 | 每季度 | 系统管理员/安全审计员 |
| 4 | 网络安全设备日志 | 至少90天以上 | 每季度 | 网络管理员/安全审计员 |
| 5 | 数据中心监控日志 | 至少90天以上 | 每季度 | 网络管理员/安全审计员 |