Initial Post

Cyber Security is the art of protecting internet data and usage against cyber threats, these threats can impact on a planetary scale as well as a global issue now. The cyber threat often results in substantial financial or reputation loss, therefore it is important for companies to invest.

According to the Cyber Security Breaches Survey of 2021 (Department for Digital, Culture, Media and Sport, 2021), the average cost of all breaches or attacks identified is significantly dropped compared to the survey of 2019 (Department for Digital, Culture, Media and Sport, 2019). In general, the organisations are keen to make continuous improvements and to their approach to Cyber Security management and are driven by the introduction of the General Data Protection Regulation (GDPR).

In June 2021, the second time in 2021 for data scraped from the accounts for the global professional networking giant LinkedIn. The hacker claimed that he had 700 million user records, impacted over 90% of the user base (Amer, 2021). While LinkedIn standing firm that there is not a data breach (LinkedIn Corporate Communications, 2021), the compiled data sets have clear privacy impacts for end users. The repercussions for organisations resulting from privacy regulation like GDPR remains to be seen.

Furthermore, under the COVID-19 stretching, direct monitoring from organisations has become more difficult where staff are working remotely. To against cyber threats in the rapid environmental changes, companies should be aware of the new challenges in these security breaches and attacks when investing in new technology.
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