It is a great post about controlling cyber threats, Edward. It pointed out the next-generation firewall (NGFW) and segmented by networks could mitigate the threat by the vulnerabilities and the employee abuse case commonly.

The protection of vulnerabilities in NGFW is primarily determined by the nature of the vulnerability and if it lends itself to such defence. The NSS labs test results found that there were limitations when confronted with unknown variants of known exploits (Help Net Security, 2019).

The traditional architecture design is network segmentation, partitioning services in different trusted networks with the firewall (Cisco, 2021). Network segmentation is a foundational component to mitigate data breaches and reduce risk with the different layers. However, it creates a significant security concern if malware gets past the perimeter, the infection and attack other devices inside the trusted network are uncontrollable.

For the network segmentation enhancement, John Kindervag developed the Zero Trust Network architecture in 2010 (John, 2010). The concept is to pretend all interfaces and users are untrusted, and all traffic is encrypted. Despite implementation from trust to untrust network can be painful for the existing organization and require taking the phased approach, it is much convenient and maturational to set up this architecture nowadays. Encryption is a build-in function or enabled by default on the software designed, Multi-factor Authentication has become a common practice and option in web service.
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