Discussion1 Feedback

Post by **[Beran Necat](https://www.my-course.co.uk/user/view.php?id=12095&course=7516)**

[**94 days ago**](https://www.my-course.co.uk/mod/hsuforum/discuss.php?d=285202#p998964)

*Re: Initial Post*

Hi Ying,

Good post using a selection of research. In addition, controlling who has access to the data is essential. Understanding who needs to have access to what, assigning correct rights to users without increasing their privileges if not required, will ultimately cause problems for the hacker.

Regards, Beran

Post by [**Jonathan Callaghan**](https://www.my-course.co.uk/user/view.php?id=15220&course=7516)

[**90 days ago**](https://www.my-course.co.uk/mod/hsuforum/discuss.php?d=285202#p1000679)

*Peer Response*

Thank you, Ying, for the informative discussion. I agree with your points regarding the use of CAPTCHA to mitigate potential DoS attacks. The benefit of CAPTCHA is that it would support the mitigation of malicious users controlling computers to allow automated botnets to perform multiple transactions and attempts at infiltrating the network (Rajaee et al., 2017).  CAPTCHA’s themselves are fully automated, which is another reason why they can provide a valuable benefit as they require little human maintenance, and the cost is low. This is a valuable benefit when balancing budget costs. However, some limitations can affect the accessibility of users, particularly in the healthcare sector. Not all CAPTCHA’s are designed with specific learning or medical needs such as vision impairment or impaired motor skill development. To support this, some versions have audio options; however, that does require users to hear the letters or numbers clearly where medical environments might be busy and noisy (Kumar & Dhir, 2013). This would also require specific hardware such as speakers on the device to perform this. You could include better solutions with imagery instead of text, but that may increase the implementation costs.

Furthermore, the more significant inconvenience the process becomes for the user, the more frustrated they are likely to become and present a heavy cognition and stressful load (Nakaguro et al., 2013). This can result in the user abandoning their idea of using the device. This can be helpful to mitigate a threat but not for genuine human users. Google introduced reCAPTCHA Enterprise (Google, 2021), succeeding their earlier versions, aiming to provide seamless and fast interaction with advanced security for all users to improve this process.

CAPTCHA offers a useful mitigation tool but would be better if provided with further support strategies such as limiting the number of logins attempts (Mehra et al., 2011). If a failed verification occurred after a set number of times the IP address used could be blocked for a set time interval. This would be simple to integrate, cost-effective for the provider, achieving the same objectives.
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