Initial Post

The number of medical devices connected to networks is increasing at an exponential rate. These devices have the inherent security risk of exposing both data and device control. Compared to the first quarter of 2020 and 2021 in healthcare organisations, targeted attacks increased by 76 per cent, while IoT attacks increased by 57 per cent according to the survey by Obrela’s Q3 Digital Universe Study. (George, 2021).

With reference to this article “Compromising a Medical Mannequin” (Gilson et al., 2015) discussed the two common major cyber threats, brute force attack and denial of service attack (DoS). The brute force attack uses the trial-and-error approach to guess login information or hash keys, with dictionary and rainbow tables that contain pre-computed data to improve efficiency. DoS attack is a malicious attempt to make an online service unavailable by overloading it. By using the attack tool, BackTrack 5, Gilson’s team was able to crack the WiFi Personal Identification Number (PIN) within a few hours with a brute force attack. Moreover, with the same tool, they performed a DoS attack on the software by blacklisting the found MAC address.

In most cases, strong passwords, limited login attempts, or two-factor authentication could mitigate brute force attacks. In the case of this article research, the choice of WiFi security protocols is indispensable. Both WiFi security protocols WPA and WPS found vulnerabilities, Key Reinstallation Attack (ENISA, 2017) and VU#723755 (CISA, 2013), which should replace by WPA3 (Rob, 2018). On the other hand, the DoS attack could mitigate with CAPTCHAs and adding deny list to block the location or source. With the widespread of Content Distribution Network (CDN) and Web Application Firewall (WAF), abnormal traffic or common attack patterns or behaviour could be monitored and blocked.
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