Peer Response

Edward, this post about mitigating brute force and denial of service (DoS) attacks is instructive. Especially highlighted the type of Wi-Fi protocol that could improve on the security.

Wi-Fi Protected Access III (WPA3) become mandatory for all new Wi-Fi certifications since July 1, 2020 (CETECOM, 2020). WPA3 offers greater protection against offline brute-force attacks by replacing the WPA2 Pre-Shared Key (PSK) authentication with Simultaneous Authentication of Equals (SAE) (Wi-Fi Alliance, N.D.). Nevertheless, if the WPA2 password combination is complex enough, it could still resist offline brute-force attacks in a reasonable of time. On the other hand, the Key Reinstallation Attacks (KRACK) were serious weaknesses in WPA2 (Mathy, 2017) that discovered a similar vulnerability under WPA3. Due to the KRACK targeting the device instead of the router, plus the supposed advantages of dragonfly handshake in WPA3 found vulnerabilities under certain conditions. KRACK can recover the password within range of a victim who does not use extra protection such as HTTPS, these vulnerabilities present as Dragonblood attacks (Mathy & Eyal, 2019). Fortunately, the Wi-Fi Alliance has published software patches for that which supported the pre-existing WPA3 devices and remained the standard being issued.

The WPA3 certification program, according to Mathy, was focused on making WPA3 easier to adopt for vendors, and it missed an opportunity to truly improve Wi-Fi security (Mathy, 2018). In conclusion, the WPA3 protocol does not significantly show improvement on WPA2, while still stronger than the WPA and WPS applied in Gilson et al., 2015's article "Compromising a Medical Mannequin" (Gilson et al., 2015).
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